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Texas HHS System - Data Use Agreement ‐ Attachment 2 
SECURITY AND PRIVACY INQUIRY (SPI) 


If you are a bidder for a new procurement/contract, in order to participate in the bidding process, you must have corrected any "No" 
responses (except A9a) prior to the contract award date. If you are an applicant for an open enrollment, you must have corrected 
any "No" answers (except A9a and A11) prior to performing any work on behalf of any Texas HHS agency. 


For any questions answered "No"           (except A9a and A11), an         Acti on Plan for Compli      ance with a Timeline     must be documented in the 
designated area below the question. The ti      meline for compliance with HIPAA-related requirements for safeguarding Protected Health  
Information is 30 calendar days from the date this form is signed.  Compliance with requirements related to other types of 


                       Confidential Information must be confirmed within 90 calendar days from the date the form is signed.  


SECTION A: APPLICANT/BIDDER INFORMATION (To be completed by Applicant/Bidder) 
1. Does the applicant/bidder access, create, disclose, receive, transmit, maintain, or store Texas


HHS Confidential Information in electronic systems (e.g., laptop, personal use computer,


mobile device, database, server, etc.)? IF NO, STOP. THE SPI FORM IS NOT REQUIRED.


Yes 
No 


2. Entity or Applicant/Bidder Legal Name Legal Name: 


Legal Entity Tax Identification Number 
(TIN) (Last Four Numbers Only): 


Procurement/Contract#: 


Address: 


City: State: ZIP: 


Telephone #: 


Email Address: 
3. Number of Employees, at all locations, in


Applicant/Bidder's Workforce
"Workforce" means all employees, volunteers, trainees, and
other Persons whose conduct is under the direct control of
Applicant/Bidder, whether or not they are paid by Applicant/
Bidder. If Applicant/Bidder is a sole proprietor, the workforce
may be only one employee.


Total Employees: 


4. Number of Subcontractors
(if Applicant/Bidder will not use subcontractors, enter “0”)


Total Subcontractors: 


5. Name of Information Technology Security Official
and Name of Privacy Official for Applicant/Bidder
(Privacy and Security Official may be the same person.)


A. Security Official: 
Legal Name: 


Address: 


City: State: ZIP: 


Telephone #: 


Email Address: 


B. Privacy Official: 
Legal Name: 


Address: 


City: State: ZIP: 


Telephone #: 


Email Address: 
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6. Type(s) of Texas HHS Confidential Information the
Applicant/Bidder will create, receive, maintain, use,
disclose or have access to: (Check all that apply)
• Health Insurance Portability and Accountability Act (HIPAA) data
• Criminal Justice Information Services (CJIS) data
• Internal Revenue Service Federal Tax Information (IRS FTI) data
• Centers for Medicare & Medicaid Services (CMS)
• Social Security Administration (SSA)
• Personally Identifiable Information (PII)


HIPAA CJIS IRS FTI CMS SSA PII 


Other (Please List) 


7. Number of Storage Devices for Texas HHS Confidential Information (as defined in the
Texas HHS System Data Use Agreement (DUA))
Cloud Services involve using a network of remote servers hosted on the Internet to store,
manage, and process data, rather than a local server or a personal computer.


A Data Center is a centralized repository, either physical or virtual, for the storage,
management, and dissemination of data and information organized around a particular body
of knowledge or pertaining to a particular business.


Total # 
(Sum a‐d) 


a. Devices. Number of personal user computers, devices or drives, including mobile
devices and mobile drives.


b. Servers. Number of Servers that are not in a data center or using Cloud Services.


c. Cloud Services. Number of Cloud Services in use.


d. Data Centers. Number of Data Centers in use.


8. Number of unduplicated individuals for whom Applicant/Bidder reasonably expects to
handle Texas HHS Confidential Information during one year:


Select Option 
(a‐d) 


a. 499 individuals or less
b. 500 to 999 individuals
c. 1,000 to 99,999 individuals
d. 100,000 individuals or more


a. 
b. 
c. 
d. 


9. HIPAA Business Associate Agreement


a. Will Applicant/Bidder use, disclose, create, receive, transmit or maintain protected
health information on behalf of a HIPAA‐covered Texas HHS agency for a HIPAA‐
covered function?


Yes 
No 


b. Does Applicant/Bidder have a Privacy Notice prominently displayed on a Webpage or a
Public Office of Applicant/Bidder's business open to or that serves the public? (This is a
HIPAA requirement. Answer "N/A" if not applicable, such as for agencies not covered
by HIPAA.)


Yes 
No 
N/A 


Action Plan for Compliance with a Timeline: Compliance Date: 


10. Subcontractors. If the Applicant/Bidder responded "0" to Question 4 (indicating no
subcontractors), check "N/A" for both 'a.' and 'b.' 


a. Does Applicant/Bidder require subcontractors to execute the DUA Attachment 1
Subcontractor Agreement Form?


Yes 
No 
N/A 


Action Plan for Compliance with a Timeline: Compliance Date: 
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b. Will Applicant/Bidder agree to require subcontractors who will access Confidential
Information to comply with the terms of the DUA, not disclose any Confidential
Information to them until they have agreed in writing to the same safeguards and to
discontinue their access to the Confidential Information if they fail to comply?


Yes 
No 
N/A 


Action Plan for Compliance with a Timeline: Compliance Date: 


11. Does Applicant/Bidder have any Optional Insurance currently in place?
Optional Insurance provides coverage for: (1) Network Security and Privacy; (2) Data Breach; (3) Cyber
Liability (lost data, lost use or delay/suspension in business, denial of service with e‐business, the Internet,
networks and informational assets, such as privacy, intellectual property, virus transmission, extortion,
sabotage or web activities); (4) Electronic Media Liability; (5) Crime/Theft; (6) Advertising Injury and Personal
Injury Liability; and (7) Crisis Management and Notification Expense Coverage.


Yes 
No 
N/A 
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SECTION B: PRIVACY RISK ANALYSIS AND ASSESSMENT (To be completed by Applicant/Bidder) 


For any questions answered "No," an Action Plan for Compliance with a Timeline must be documented in 
the designated area below the question. The timeline for compliance with HIPAA-related requirements for 
safeguarding Protected Health Information is 30 calendar days from the date this form is signed.  
Compliance with requirements related to other types of Confidential Information must be confirmed within 
90 calendar days from the date the form is signed. 
1. Written Policies & Procedures. Does Applicant/Bidder have current written privacy and


security policies and procedures that, at a minimum:
Yes or No 


a. Does Applicant/Bidder have current written privacy and security policies and
procedures that identify Authorized Users and Authorized Purposes (as defined in the
DUA) relating to creation, receipt, maintenance, use, disclosure, access or transmission
of Texas HHS Confidential Information?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


b. Does Applicant/Bidder have current written privacy and security policies and
procedures that require Applicant/Bidder and its Workforce to comply with the
applicable provisions of HIPAA and other laws referenced in the DUA, relating
to creation, receipt, maintenance, use, disclosure, access or transmission of
Texas HHS Confidential Information on behalf of a Texas HHS agency?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


c. Does Applicant/Bidder have current written privacy and security policies and procedures
that limit use or disclosure of Texas HHS Confidential Information to the minimum that is
necessary to fulfill the Authorized Purposes?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


d. Does Applicant/Bidder have current written privacy and security policies and procedures
that respond to an actual or suspected breach of Texas HHS Confidential Information, to
include at a minimum (if any responses are “No” check “No” for all three):


i. Immediate breach notification to the Texas HHS agency, regulatory authorities, and
other required Individuals or Authorities, in accordance with Article 4 of the DUA;


ii. Following a documented breach response plan, in accordance with the DUA
and applicable law; &


iii. Notifying Individuals and Reporting Authorities whose Texas HHS Confidential
Information has been breached, as directed by the Texas HHS agency?


Yes 


No 
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Action Plan for Compliance with a Timeline: Compliance Date: 


e. Does Applicant/Bidder have current written privacy and security policies and procedures
that conduct annual workforce training and monitoring for and correction of any training
delinquencies?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


f. Does Applicant/Bidder have current written privacy and security policies and
procedures that permit or deny individual rights of access, and amendment
or correction, when appropriate?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


g. Does Applicant/Bidder have current written privacy and security policies and procedures
that permit only Authorized Users with up‐to‐date privacy and security training, and
with a reasonable and demonstrable need to use, disclose, create, receive, maintain,
access or transmit the Texas HHS Confidential Information, to carry out an obligation
under the DUA for an Authorized Purpose, unless otherwise approved in writing by a
Texas HHS agency?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


h. Does Applicant/Bidder have current written privacy and security policies and procedures
that establish, implement and maintain proof of appropriate sanctions against any
Workforce or Subcontractors who fail to comply with an Authorized Purpose or who is
not an Authorized User, and used or disclosed Texas HHS Confidential Information in
violation of the DUA, the Base Contract or applicable law?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


i. Does Applicant/Bidder have current written privacy and security policies and
procedures that require updates to policies, procedures and plans following major
changes with use or disclosure of Texas HHS Confidential Information within 60
days of identification of a need for update?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 
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j. Does Applicant/Bidder have current written privacy and security policies and
procedures that restrict permissions or attempts to re‐identify or further identify
de‐identified Texas HHS Confidential Information, or attempt to contact any Individuals
whose records are contained in the Texas HHS Confidential Information, except for an
Authorized Purpose, without express written authorization from a Texas HHS agency or
as expressly permitted by the Base Contract?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


k. If Applicant/Bidder intends to use, disclose, create, maintain, store or transmit Texas HHS
Confidential Information outside of the United States, will Applicant/Bidder obtain the
express prior written permission from the Texas HHS agency and comply with the Texas
HHS agency conditions for safeguarding offshore Texas HHS Confidential Information?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date:


l. Does Applicant/Bidder have current written privacy and security policies and procedures
that require cooperation with Texas HHS agencies' or federal regulatory inspections,
audits or investigations related to compliance with the DUA or applicable law?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


m. Does Applicant/Bidder have current written privacy and security policies and
procedures that require appropriate standards and methods to destroy or dispose of
Texas HHS Confidential Information?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


n. Does Applicant/Bidder have current written privacy and security policies and procedures
that prohibit disclosure of Applicant/Bidder's work product done on behalf of Texas HHS
pursuant to the DUA, or to publish Texas HHS Confidential Information without express
prior approval of the Texas HHS agency?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


2. Does Applicant/Bidder have a current Workforce training program?
Training of Workforce must occur at least once every year, and within 30 days of date of hiring a new
Workforce member who will handle Texas HHS Confidential Information. Training must include: (1) privacy and
security policies, procedures, plans and applicable requirements for handling Texas HHS Confidential
Information, (2) a requirement to complete training before access is given to Texas HHS Confidential
Information, and (3) written proof of training and a procedure for monitoring timely completion of training.


Yes 
No 
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Action Plan for Compliance with a Timeline: Compliance Date: 


3. Does Applicant/Bidder have Privacy Safeguards to protect Texas HHS Confidential
Information in oral, paper and/or electronic form?


"Privacy Safeguards" means protection of Texas HHS Confidential Information by establishing, implementing


and maintaining required Administrative, Physical and Technical policies, procedures, processes and controls,
required by the DUA, HIPAA (45 CFR 164.530), Social Security Administration, Medicaid and laws, rules or
regulations, as applicable. Administrative safeguards include administrative protections, policies and
procedures for matters such as training, provision of access, termination, and review of safeguards, incident
management, disaster recovery plans, and contract provisions. Technical safeguards include technical
protections, policies and procedures, such as passwords, logging, emergencies, how paper is faxed or mailed,


and electronic protections such as encryption of data. Physical safeguards include physical protections,
policies and procedures, such as locks, keys, physical access, physical storage and trash.


Yes 
No 


Action Plan for Compliance with a Timeline: Compliance Date: 


4. Does Applicant/Bidder and all subcontractors (if applicable) maintain a current list of
Authorized Users who have access to Texas HHS Confidential Information, whether oral,
written or electronic?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


5. Does Applicant/Bidder and all subcontractors (if applicable) monitor for and remove
terminated employees or those no longer authorized to handle Texas HHS
Confidential Information from the list of Authorized Users?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 
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SECTION C: SECURITY RISK ANALYSIS AND ASSESSMENT (to be completed by Applicant/Bidder) 
This section is about your electronic system. If your business DOES NOT store, access, or 
transmit Texas HHS Confidential Information in electronic systems (e.g., laptop, personal 
use computer, mobile device, database, server, etc.) select the box to the right, and 
"YES" will be entered for all questions in this section. 


No Electronic 
Systems 


For any questions answered "No," an Action Plan for Compliance with a Timeline must be documented in the 
designated area below the question. The timeline for compliance with HIPAA-related items is 30 calendar 
days, PII-related items is 90 calendar days. 


1. Does the Applicant/Bidder ensure that services which access, create, disclose, receive,
transmit, maintain, or store Texas HHS Confidential Information are maintained IN the
United States (no offshoring) unless ALL of the following requirements are met?


a. The data is encrypted with FIPS 140‐2 validated encryption
b. The offshore provider does not have access to the encryption keys
c. The Applicant/Bidder maintains the encryption key within the United States
d. The Application/Bidder has obtained the express prior written permission of the


Texas HHS agency


For more information regarding FIPS 140‐2 encryption products, please refer to: 
http://csrc.nist.gov/publications/fips 


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


2. Does Applicant/Bidder utilize an IT security‐knowledgeable person or company to maintain
or oversee the configurations of Applicant/Bidder's computing systems and devices?


Yes 
No 


Action Plan for Compliance with a Timeline: Compliance Date: 


3. Does Applicant/Bidder monitor and manage access to Texas HHS Confidential Information
(e.g., a formal process exists for granting access and validating the need for users to access
Texas HHS Confidential Information, and access is limited to Authorized Users)?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


4. Does Applicant/Bidder a) have a system for changing default passwords, b) require user
password changes at least every 90 calendar days, and c) prohibit the creation of weak
passwords (e.g., require a minimum of 8 characters with a combination of uppercase,
lowercase, special characters, and numerals, where possible) for all computer systems
that access or store Texas HHS Confidential Information.


If yes, upon request must provide evidence such as a screen shot or a system report.


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 
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5. Does each member of Applicant/Bidder's Workforce who will use, disclose, create, receive,
transmit or maintain Texas HHS Confidential Information have a unique user name
(account) and private password?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


6. Does Applicant/Bidder lock the password after a certain number of failed attempts and
after 15 minutes of user inactivity in all computing devices that access or store Texas
HHS Confidential Information?


Yes 
No 


Action Plan for Compliance with a Timeline: Compliance Date: 


7. Does Applicant/Bidder secure, manage and encrypt remote access (including wireless
access) to computer systems containing Texas HHS Confidential Information? (e.g., a formal
process exists for granting access and validating the need for users to remotely access Texas
HHS Confidential Information, and remote access is limited to Authorized Users).


Encryption is required for all Texas HHS Confidential Information. Additionally, FIPS 140‐2 validated encryption is required
for Health Insurance Portability and Accountability Act (HIPAA) data, Criminal Justice Information Services (CJIS) data,
Internal Revenue Service Federal Tax Information (IRS FTI) data, and Centers for Medicare & Medicaid Services (CMS) data.


For more information regarding FIPS 140‐2 encryption products, please refer to:
http://csrc.nist.gov/publications/fips


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


8. Does Applicant/Bidder implement computer security configurations or settings for all
computers and systems that access or store Texas HHS Confidential Information?
(e.g., non‐essential features or services have been removed or disabled to reduce the
threat of breach and to limit exploitation opportunities for hackers or intruders, etc.)


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


9. Does Applicant/Bidder secure physical access to computer, paper, or other systems
containing Texas HHS Confidential Information from unauthorized personnel and theft
(e.g., door locks, cable locks, laptops are stored in the trunk of the car instead of the
passenger area, etc.)?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 
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10. Does Applicant/Bidder use encryption products to protect Texas HHS Confidential
Information that is transmitted over a public network (e.g., the Internet, WiFi, etc.)?


If yes, upon request must provide evidence such as a screen shot or a system report.
Encryption is required for all HHS Confidential Information. Additionally, FIPS 140‐2 validated encryption is required for
Health Insurance Portability and Accountability Act (HIPAA) data, Criminal Justice Information Services (CJIS) data, Internal
Revenue Service Federal Tax Information (IRS FTI) data, and Centers for Medicare & Medicaid Services (CMS) data.


For more information regarding FIPS 140‐2 encryption products, please refer to:
http://csrc.nist.gov/publications/fips


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


11. Does Applicant/Bidder use encryption products to protect Texas HHS Confidential
Information stored on end user devices (e.g., laptops, USBs, tablets, smartphones, external
hard drives, desktops, etc.)?
If yes, upon request must provide evidence such as a screen shot or a system report.
Encryption is required for all Texas HHS Confidential Information. Additionally, FIPS 140‐2 validated encryption is required
for Health Insurance Portability and Accountability Act (HIPAA) data, Criminal Justice Information Services (CJIS) data,
Internal Revenue Service Federal Tax Information (IRS FTI) data, and Centers for Medicare & Medicaid Services (CMS) data.


For more information regarding FIPS 140‐2 encryption products, please refer to:
http://csrc.nist.gov/publications/fips


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


12. Does Applicant/Bidder require Workforce members to formally acknowledge rules outlining
their responsibilities for protecting Texas HHS Confidential Information and associated
systems containing HHS Confidential Information before their access is provided?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


13. Is Applicant/Bidder willing to perform or submit to a criminal background check on
Authorized Users?


Yes 
No 


Action Plan for Compliance with a Timeline: Compliance Date: 


14. Does Applicant/Bidder prohibit the access, creation, disclosure, reception, transmission,
maintenance, and storage of Texas HHS Confidential Information with a subcontractor
(e.g., cloud services, social media, etc.) unless Texas HHS has approved the subcontractor
agreement which must include compliance and liability clauses with the same
requirements as the Applicant/Bidder?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 
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15. Does Applicant/Bidder keep current on security updates/patches (including firmware,
software and applications) for computing systems that use, disclose, access, create,
transmit, maintain or store Texas HHS Confidential Information?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


16. Do Applicant/Bidder's computing systems that use, disclose, access, create, transmit,
maintain or store Texas HHS Confidential Information contain up‐to‐date anti‐
malware and antivirus protection?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


17. Does the Applicant/Bidder review system security logs on computing systems that access
or store Texas HHS Confidential Information for abnormal activity or security concerns on
a regular basis?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


18. Notwithstanding records retention requirements, does Applicant/Bidder's disposal
processes for Texas HHS Confidential Information ensure that Texas HHS Confidential
Information is destroyed so that it is unreadable or undecipherable?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


19. Does the Applicant/Bidder ensure that all public facing websites and mobile
applications containing Texas HHS Confidential Information meet security testing
standards set forth within the Texas Government Code (TGC), Section 2054.516;
including requirements for implementing vulnerability and penetration testing and
addressing identified vulnerabilities?


For more information regarding TGC, Section 2054.516 DATA SECURITY PLAN FOR ONLINE AND MOBILE 
APPLICATIONS, please refer to:  https://legiscan.com/TX/text/HB8/2017 


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 
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Requesting Department(s): 


Legal Entity Tax Identification Number (TIN) (Last four Only): PO/Contract(s) #: 


Contract Manager: Contract Manager Email Address: Contract Manager Telephone #: 


SECTION  D:  SIGNATURE  AND  SUBMISSION (to be completed by Applicant/Bidder)  


Please  sign  the  form  digitally,  if  possible.  If  you  can't,  provide  a  handwritten  signature.  
1. I  certify  that  all  of  the  information  provided  in  this  form  is  truthful  and  correct  to  the  best  of  my  knowledge.
f  I  learn    that     any  such  information      was   not   correct,    I  agree    to  notify  Texas     HHS  of  this  immediately.  I


2. Signature 3. Title 4. Date:


To  submit  the  completed,  signed  form:  


• Email  the  form  as  an  attachment  to the appropriate Texas HHS Contract Manager(s).


HHSC: DFPS: DSHS: 


Section  E:  To  Be  Completed  by  Texas HHS  Agency  Staff:  
Agency(s): 


Contract Manager: Contract Manager Email Address: Contract Manager Telephone #: 


Contract Manager: Contract Manager Email Address: Contract Manager Telephone #: 


Contract Manager: Contract Manager Email Address: Contract Manager Telephone #: 


Contract Manager: Contract Manager Email Address: Contract Manager Telephone #: 


Contract Manager: Contract Manager Email Address: Contract Manager Telephone #: 


Contract Manager: Contract Manager Email Address: Contract Manager Telephone #: 


Contract Manager: Contract Manager Telephone #: Contract Manager Email Address: 
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INSTRUCTIONS FOR COMPLETING THE SECURITY AND PRIVACY INQUIRY (SPI) 


Below  are  instructions  for  Applicants,  Bidders  and  Contractors  for  Texas Health  and  Human  Services  requiring  the  
Attachment      2,  Security    and    Privacy   Inquiry   (SPI)   to  the  Data    Use    Agreement      (DUA).    Instructi  on  item    numbers    below     
correspond    to    sections    on  the    SPI   form.                          


If you are a bidder for a new procurement/contract, in order to participate in the bidding process, you must have corrected any "No" 
responses (except A9a) prior to the contract award date. If you are an applicant for an open enrollment, you must have corrected 
any "No" answers (except A9a and A11) prior to performing any work on behalf of any Texas HHS agency. 


For any questions answered "No" (except A9a and A11), an Action Plan for Compliance with a Timeline must be documented in the 
designated area below the question. The timeline for compliance with HIPAA-related requirements for safeguarding Protected Health 
Information is 30 calendar days from the date this form is signed.  Compliance with requirements related to other types of 
Confidential Information must be confirmed within 90 calendar days from the date the form is signed. 


SECTION A. APPLICANT /BIDDER INFORMATION 
Item  #1.  Only    contractors    that    access,  transmit,     store,      and/or      maintain Texas HHS  Confidential     Information    will  
complete    and  email thi    s form as an attachment to the appropriate Texas HHS Contract Manager. 


 


Item   #2.   Entity   or   Applicant/Bidder   Legal   Name.   Provide   the   legal   name   of   the   business   (the   name   used   for   legal   purposes,   
like   filing   a   federal   or   state   tax   form   on   behalf   of   the   business,   and   is   not   a   trade   or   assumed   named   "dba"),   the   legal   tax   
identification   number   (last   four   numbers   only)   of   the   entity   or   applicant/bidder,   the   address   of   the   corporate   or   main   branch   of   
the   business,   the   telephone   number   where   the   business   can   be   contacted   regarding   questions   related   to   the   information   on   
this   form   and   the   website   of   the   business,   if   a   website   exists.   


Item   #3.   Number   of   Employees,   at   all   locations,   in   Applicant/Bidder's   workforce.   Provide   the   total   number   of   
individuals,   including   volunteers,   subcontractors,   trainees,   and   other   persons   who   work   for   the   business.   If   you   are   the   
only   employee,   please   answer   "1."   


Item   #4.   Number   of   Subcontractors.   Provide   the   total   number   of   subcontractors   working   for   the   business.   If   you   have   
none,   please   answer   "0"   zero.   


Item #5. Number of unduplicated individuals for whom Applicant/Bidder reasonably expects to handle HHS Confidential 
Information during one year. Select the radio button that corresponds with the number of clients/consumers for whom you 
expect to handle Texas HHS Confidential Information during a year. Only count clients/consumers once, no matter how many 
direct services the client receives during a year. 


Item   #5.   Name   of   Information   Technology   Security   Official   and   Name   of   Privacy   Official   for   Applicant/Bidder.   As   with   all   other   
fields   on   the   SPI,   this   is   a   required   field.   This   may   be   the   same   person   and   the   owner   of   the   business   if   such   person   has   the   security   
and   privacy   knowledge   that   is   required   to   implement   the   requirements   of   the   DUA   and   respond   to   questions   related   to   the   SPI.   In   
4.A.   provide   the   name,   address,   telephone   number,   and   email   address   of   the   person   whom   you   have   designated   to   answer   any   
security   questions   found   in   Section   C   and   in   4.B.   provide   this   information   for   the   person   whom   you   have   designated   as   the   person   
to   answer   any   privacy   questions   found   in   Section   B.   The   business   may   contract   out   for   this   expertise;   however,   designated   
individual(s)   must   have   knowledge   of   the   business's   devices,   systems   and   methods   for   use,   disclosure,   creation,   receipt,   
transmission   and   maintenance   of   Texas   HHS  Confidential    Information      and    be  willing       to  be    the   point    of  contact      for  privacy      and   
security  questions.    


Item #6. Type(s) of HHS Confidential Information the Entity or Applicant/Bidder Will Create, Receive, Maintain, Use, Disclose or 
Have Access to: Provide a complete listing of all Texas HHS Confidential Information that the Contractor will create, receive, 
maintain, use, disclose or have access to. The DUA section Article 2, Definitions, defines Texas HHS Confidential Information as: 


“Confidential   Information”   means   any   communication   or   record   (whether   oral,   written,   electronically   stored   or   transmitted,   
or   in   any   other   form)   provided   to   or   made   available   to   CONTRACTOR   or   that   CONTRACTOR   may   create,   receive,   maintain,   
use,   disclose   or   have   access   to   on   behalf   of   Texas   HHS    that  consists        of  or  includes       any   or    all   of  the  following:    


(1) Client Information; 
(2) Protected Health Information in any form including without limitation, Electronic 
Protected Health Information or Unsecured Protected Health Information; 
(3) Sensitive Personal Information defined by Texas Business and Commerce Code Ch. 521; 
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(4) Federal Tax Information; 
(5) Personally Identifiable Information; 
(6) Social Security Administration Data, including, without limitation, Medicaid information; 
(7) All privileged work product; 
(8) All information designated as confidential under the constitution and laws of the State of 
Texas and of the United States, including the Texas Health & Safety Code and the Texas Public 
Information Act, Texas Government Code, Chapter 552. 


Definitions for the following types of confidential information can be found the following sites: 


• Health Insurance Portability and Accountability Act (HIPAA) ‐ http://www.hhs.gov/hipaa/index.html
• Criminal Justice Information Services (CJIS) ‐ https://www.fbi.gov/services/cjis/cjis‐security‐policy‐resource‐center
• Internal Revenue Service Federal Tax Information (IRS FTI) ‐ https://www.irs.gov/pub/irs‐pdf/p1075.pdf
• Centers for Medicare & Medicaid Services (CMS) ‐ https://www.cms.gov/Regulations‐and‐Guidance/Regulations‐and-


Guidance.html
• Social Security Administration (SSA) ‐ https://www.ssa.gov/regulations/
• Personally Identifiable Information (PII) ‐ http://csrc.nist.gov/publications/nistpubs/800‐122/sp800‐122.pdf


Item #7. Number of Storage devices for Texas HHS Confidential Information. The total number of devices is 
automatically calculated by exiting the fields in lines a ‐ d. Use the <Tab> key when exiting the field to prompt 
calculation, if it doesn't otherwise sum correctly. 


• Item 7a. Devices. Provide the number of personal user computers, devices, and drives (including mobile
devices, laptops, USB drives, and external drives) on which your business stores or will store Texas HHS 
Confidential Information. 


• Item 7b. Servers. Provide the number of servers not housed in a data center or "in the cloud," on which Texas HHS
Confidential Information is stored or will be stored. A server is a dedicated computer that provides data or services to other 
computers. It may provide services or data to systems on a local area network (LAN) or a wide area network (WAN) over the 
Internet. If none, answer "0" (zero). 


• Item 7c. Cloud Services. Provide the number of cloud services to which Texas HHS Confidential Information is stored. Cloud
Services involve using a network of remote servers hosted on the Internet to store, manage, and process data, rather than 
on a local server or a personal computer. If none, answer "0" (zero.) 


• Item 7d. Data Centers. Provide the number of data centers in which you store Texas HHS Confidential Information. A
Data Center is a centralized repository, either physical or virtual, for the storage, management, and 
dissemination of data and information organized around a particular body of knowledge or pertaining to a 
particular business. If none, answer "0" (zero). 


Item #8. Number of unduplicated individuals for whom the Applicant/Bidder reasonably expects to handle Texas HHS 
Confidential Information during one year. Select the radio button that corresponds with the number of clients/consumers for 
whom you expect to handle Confidential Information during a year. Only count clients/consumers once, no matter how many 
direct services the client receives during a year. 


Item #9. HIPAA Business Associate Agreement. 


• Item #9a. Answer "Yes" if your business will use, disclose, create, receive, transmit, or store information relating to a
client/consumer's healthcare on behalf of the Department of State Health Services, the Department of Disability and Aging
Services, or the Health and Human Services Commission for treatment, payment, or operation of Medicaid or Medicaid
clients. If your contract does not include HIPAA covered information, respond "no." If "no," a compliance plan is not required.


• Item #9b. Answer "Yes" if your business has a notice of privacy practices (a document that explains how you protect and
use a client/consumer's healthcare information) displayed either on a website (if one exists for your business) or in your
place of business (if that location is open to clients/consumers or the public). If your contract does not include HIPAA
covered information, respond "N/A."


Item #10. Subcontractors. If your business responded "0" to question 4 (number of subcontractors), Answer "N/A" to Items 10a 
and 10b to indicate not applicable. 


• Item #10a. Answer "Yes" if your business requires that all subcontractors sign Attachment 1 of the DUA.


• Item #10b. Answer "Yes" if your business obtains Texas HHS approval before permitting subcontractors to handle Texas HHS
Confidential Information on your business's behalf.


Item   #11.   Optional   Insurance.   Answer   "yes"   if   applicant   has   optional   insurance   in   place   to   provide   coverage   for   a   Breach   or   any   
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other situations listed in this question. If you are not required to have this optional coverage, answer "N/A" A compliance plan is 
not required. 


SECTION B. PRIVACY RISK ANALYSIS AND ASSESSMENT 
Reasonable and appropriate written Privacy and Security policies and procedures are required, even for sole proprietors who are 
the only employee, to demonstrate how your business will safeguard Texas HHS Confidential Information and respond in the 
event of a Breach of Texas HHS Confidential Information. To ensure that your business is prepared, all of the items below must 
be addressed in your written Privacy and Security policies and procedures. 


Item #1. Answer "Yes" if you have written policies in place for each of the areas (a‐o). 


• Item #1a. Answer "yes" if your business has written policies and procedures that identify everyone, including
subcontractors, who are authorized to use Texas HHS Confidential Information. The policies and procedures should also
identify the reason why these Authorized Users need to access the Texas HHS Confidential Information and this reason
must align with the Authorized Purpose described in the Scope of Work or description of services in the Base Contract
with the Texas HHS agency.


• Item #1b. Answer "Yes" if your business has written policies and procedures that require your employees (including
yourself), your volunteers, your trainees, and any other persons whose work you direct, to comply with the requirements
of HIPAA, if applicable, and other confidentiality laws as they relate to your handling of Texas HHS Confidential
Information. Refer to the laws and rules that apply, including those referenced in the DUA and Scope of Work or
description of services in the Base Contract.


• Item #1c. Answer "Yes" if your business has written policies and procedures that limit the Texas HHS Confidential
Information you disclose to the minimum necessary for your workforce and subcontractors (if applicable) to perform the
obligations described in the Scope of Work or service description in the Base Contract. (e.g., if a client/consumer's Social
Security Number is not required for a workforce member to perform the obligations described in the Scope of Work or
service description in the Base Contract, then the Social Security Number will not be given to them.) If you are the only
employee for your business, policies and procedures must not include a request for, or use of, Texas HHS Confidential
Information that is not required for performance of the services.


• Item #1d. Answer "Yes" if your business has written policies and procedures that explain how your business would
respond to an actual or suspected breach of Texas HHS Confidential Information. The written policies and procedures,
at a minimum, must include the three items below. If any response to the three items below are no, answer "no."


○ Item #1di. Answer "Yes" if your business has written policies and procedures that require your business to
immediately notify Texas HHS, the Texas HHS Agency, regulatory authorities, or other required Individuals or
Authorities of a Breach as described in Article 4, Section 4 of the DUA.
Refer to Article 4, Section 4.01:


Initial Notice of Breach must be provided in accordance with Texas HHS and DUA requirements with as much
information as possible about the Event/Breach and a name and contact who will serve as the single point of contact
with HHS both on and off business hours. Time frames related to Initial Notice include:
• within one hour of Discovery of an Event or Breach of Federal Tax Information, Social Security Administration
Data, or Medicaid Client Information


• within 24 hours of all other types of Texas HHS Confidential Information 48‐hour Formal Notice must be provided
no later than 48 hours after Discovery for protected health information, sensitive personal information or other
non‐public information and must include applicable information as referenced in Section 4.01 (C) 2. of the DUA.


○ Item #1dii. Answer "Yes" if your business has written policies and procedures require you to have and follow a
written breach response plan as described in Article 4 Section 4.02 of the DUA.


○ Item #1diii. Answer "Yes" if your business has written policies and procedures require you to notify Reporting
Authorities and Individuals whose Texas HHS Confidential Information has been breached as described in Article 4
Section 4.03 of the DUA.


• Item #1e. Answer "Yes" if your business has written policies and procedures requiring annual training of your entire
workforce on matters related to confidentiality, privacy, and security, stressing the importance of promptly reporting any
Event or Breach, outlines the process that you will use to require attendance and track completion for employees who
failed to complete annual training.
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• Item #1f. Answer "Yes" if your business has written policies and procedures requiring you to allow individuals
(clients/consumers) to access their individual record of Texas HHS Confidential Information, and allow them to
amend or correct that information, if applicable.


• Item #1g. Answer "Yes" if your business has written policies and procedures restricting access to Texas HHS Confidential
Information to only persons who have been authorized and trained on how to handle Texas HHS Confidential Information


• Item #1h. Answer "Yes" if your business has written policies and procedures requiring sanctioning of any subcontractor,
employee, trainee, volunteer, or anyone whose work you direct when they have accessed Texas HHS Confidential
Information but are not authorized to do so, and that you have a method of proving that you have sanctioned such an
individuals. If you are the only employee, you must demonstrate how you will document the noncompliance, update
policies and procedures if needed, and seek additional training or education to prevent future occurrences.


• Item #1i. Answer "Yes" if your business has written policies and procedures requiring you to update your policies within
60 days after you have made changes to how you use or disclose Texas HHS Confidential Information.


• Item #1j. Answer "Yes" if your business has written policies and procedures requiring you to restrict attempts to take
de‐identified data and re‐identify it or restrict any subcontractor, employee, trainee, volunteer, or anyone whose work
you direct, from contacting any individuals for whom you have Texas HHS Confidential Information except to perform
obligations under the contract, or with written permission from Texas HHS.


• Item #1k. Answer "Yes" if your business has written policies and procedures prohibiting you from using, disclosing,
creating, maintaining, storing or transmitting Texas HHS Confidential Information outside of the United States.


• Item #1l. Answer "Yes" if your business has written policies and procedures requiring your business to cooperate with
HHS agencies or federal regulatory entities for inspections, audits, or investigations related to compliance with the DUA or
applicable law.


• Item #1m. Answer "Yes" if your business has written policies and procedures requiring your business to use appropriate
standards and methods to destroy or dispose of Texas HHS Confidential Information. Policies and procedures should
comply with Texas HHS requirements for retention of records and methods of disposal.


• Item #1n. Answer "Yes" if your business has written policies and procedures prohibiting the publication of the
work you created or performed on behalf of Texas HHS pursuant to the DUA, or other Texas HHS Confidential
Information, without express prior written approval of the HHS agency.


Item #2. Answer "Yes" if your business has a current training program that meets the requirements specified in the SPI 
for you, your employees, your subcontractors, your volunteers, your trainees, and any other persons under you direct 
supervision. 


Item #3. Answer "Yes" if your business has privacy safeguards to protect Texas HHS Confidential Information as described 
in the SPI. 


Item #4. Answer "Yes" if your business maintains current lists of persons in your workforce, including subcontractors 
(if applicable), who are authorized to access Texas HHS Confidential Information. If you are the only person with 
access to Texas HHS Confidential Information, please answer "yes." 


Item #5. Answer "Yes" if your business and subcontractors (if applicable) monitor for and remove from the list of 
Authorized Users, members of the workforce who are terminated or are no longer authorized to handle Texas HHS 
Confidential Information. If you are the only one with access to Texas HHS Confidential Information, please answer "Yes." 


SECTION C. SECURITY RISK ANALYSIS AND ASSESSMENT 
This section is about your electronic systems. If you DO NOT store Texas HHS Confidential Information in electronic systems 
(e.g., laptop, personal computer, mobile device, database, server, etc.), select the "No Electronic Systems" box and respond 
"Yes" for all questions in this section. 


Item #1. Answer "Yes" if your business does not "offshore" or use, disclose, create, receive, transmit or maintain 
Texas HHS Confidential Information outside of the United States. If you are not certain, contact your provider of 
technology services (application, cloud, data center, network, etc.) and request confirmation that they do not off‐
shore their data. 
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Item #2. Answer "Yes" if your business uses a person or company who is knowledgeable in IT security to maintain or oversee 
the configurations of your business's computing systems and devices. You may be that person, or you may hire someone who 
can provide that service for you. 


Item #3. Answer "Yes" if your business monitors and manages access to Texas HHS Confidential Information (i.e., reviews 
systems to ensure that access is limited to Authorized Users; has formal processes for granting, validating, and reviews the 
need for remote access to Authorized Users to Texas HHS Confidential Information, etc.). If you are the only employee, 
answer "Yes" if you have implemented a process to periodically evaluate the need for accessing Texas HHS Confidential 
Information to fulfill your Authorized Purposes. 


Item #4. Answer "Yes" if your business has implemented a system for changing the password a system initially assigns to the 
user (also known as the default password), and requires users to change their passwords at least every 90 days, and prohibits the 
creation of weak passwords for all computer systems that access or store Texas HHS Confidential Information (e.g., a strong 
password has a minimum of 8 characters with a combination of uppercase, lowercase, special characters, and numbers, where 
possible). If your business uses a Microsoft Windows system, refer to the Microsoft website on how to do this, see example: 


https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/password-policy 


Item #5. Answer "Yes" if your business assigns a unique user name and private password to each of your employees, 
your subcontractors, your volunteers, your trainees and any other persons under your direct control who will use, 
disclose, create, receive, transmit or maintain Texas HHS Confidential Information. 


Item #6. Answer "Yes" if your business locks the access after a certain number of failed attempts to login and after 15 minutes 
of user inactivity on all computing devices that access or store Texas H H S  Confidential Information. If your business uses a 
Microsoft Windows system, refer to the Microsoft website on how to do this, see example: 


https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/account-lockout-policy 


Item #7. Answer "Yes" if your business secures, manages, and encrypts remote access, such as: using Virtual Private 
Network (VPN) software on your home computer to access Texas HHS Confidential Information that resides on a 
computer system at a business location or, if you use wireless, ensuring that the wireless is secured using a 
password code. If you do not access systems remotely or over wireless, answer "Yes." 


Item #8. Answer "Yes" if your business updates the computer security settings for all your computers and electronic 
systems that access or store Texas HHS Confidential Information to prevent hacking or breaches (e.g., non‐essential 
features or services have been removed or disabled to reduce the threat of breach and to limit opportunities for hackers or 
intruders to access your system). For example, Microsoft's Windows security checklist: 
https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/how-to-configure-security-policy-settings 


Item #9. Answer "Yes" if your business secures physical access to computer, paper, or other systems containing Texas HHS 
Confidential Information from unauthorized personnel and theft (e.g., door locks, cable locks, laptops are stored in the 
trunk of the car instead of the passenger area, etc.). If you are the only employee and use these practices for your 
business, answer "Yes." 


Item #10. Answer "Yes" if your business uses encryption products to protect Texas HHS Confidential Information that is 
transmitted over a public network (e.g., the Internet, WIFI, etc.) or that is stored on a computer system that is physically or 
electronically accessible to the public (FIPS 140‐2 validated encryption is required for Health Insurance Portability and 
Accountability Act (HIPAA) data, Criminal Justice Information Services (CJIS) data, Internal Revenue Service Federal Tax 
Information (IRS FTI) data, and Centers for Medicare & Medicaid Services (CMS) data.) For more information regarding FIPS 
140‐2 encryption products, please refer to: http://csrc.nist.gov/publications/fips). 


Item #11. Answer "Yes" if your business stores Texas HHS Confidential Information on encrypted end‐user electronic devices 
(e.g., laptops, USBs, tablets, smartphones, external hard drives, desktops, etc.) and can produce evidence of the encryption, 
such as, a screen shot or a system report (FIPS 140‐2 encryption is required for Health Insurance Portability and Accountability 
Act (HIPAA) data, Criminal Justice Information Services (CJIS) data, Internal Revenue Service Federal Tax Information (IRS FTI) 
data, and Centers for Medicare & Medicaid Services (CMS) data). For more information regarding FIPS 140‐2 validated 
encryption products, please refer to: http://csrc.nist.gov/publications/fips). If you do not utilize end‐user electronic devices 
for storing Texas HHS Confidential Information, answer "Yes." 
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Item #12. Answer "Yes" if your business requires employees, volunteers, trainees and other workforce members to sign a 
document that clearly outlines their responsibilities for protecting Texas HHS Confidential Information and associated 
systems containing Texas HHS Confidential Information before they can obtain access. If you are the only employee answer 
"Yes" if you have signed or are willing to sign the DUA, acknowledging your adherence to requirements and responsibilities. 


Item #13. Answer "Yes" if your business is willing to perform a criminal background check on employees, subcontractors, 
volunteers, or trainees who access Texas HHS Confidential Information. If you are the only employee, answer "Yes" if you 
are willing to submit to a background check. 


Item #14. Answer "Yes" if your business prohibits the access, creation, disclosure, reception, transmission, maintenance, 
and storage of Texas HHS Confidential Information on Cloud Services or social media sites if you use such services or sites, 
and there is a Texas HHS approved subcontractor agreement that includes compliance and liability clauses with the same 
requirements as the Applicant/Bidder. If you do not utilize Cloud Services or media sites for storing Texas HHS Confidential 
Information, answer "Yes." 


Item #15. Answer "Yes" if your business keeps current on security updates/patches (including firmware, software and 
applications) for computing systems that use, disclose, access, create, transmit, maintain or store Texas HHS Confidential 
Information. If you use a Microsoft Windows system, refer to the Microsoft website on how to ensure your system is 
automatically updating, see example: 


https://portal.msrc.microsoft.com/en-us/ 


Item #16. Answer "Yes" if your business's computing systems that use, disclose, access, create, transmit, maintain or store 
Texas HHS Confidential Information contain up‐to‐date anti‐malware and antivirus protection. If you use a Microsoft 
Windows system, refer to the Microsoft website on how to ensure your system is automatically updating, see example: 


https://docs.microsoft.com/en-us/windows/security/threat-protection/ 


Item #17. Answer "Yes" if your business reviews system security logs on computing systems that access or store Texas HHS 
Confidential Information for abnormal activity or security concerns on a regular basis. If you use a Microsoft Windows system, 
refer to the Microsoft website for ensuring your system is logging security events, see example: 


https://docs.microsoft.com/en-us/windows/security/threat-protection/auditing/basic-security-audit-policies 


Item #18. Answer "Yes" if your business disposal processes for Texas HHS Confidential Information ensures that Texas 
HHS Confidential Information is destroyed so that it is unreadable or undecipherable. Simply deleting data or formatting 
the hard drive is not enough; ensure you use products that perform a secure disk wipe. Please see NIST SP 800‐88 R1, 
Guidelines for Media Sanitization and the applicable laws and regulations for the information type for further guidance. 


Item #19. Answer "Yes" if your business ensures that all public facing websites and mobile applications containing HHS 
Confidential Information meet security testing standards set forth within the Texas Government Code (TGC), Section 
2054.516 


SECTION D. SIGNATURE AND SUBMISSION 
Click on the signature area to digitally sign the document. Email the form as an attachment to the appropriate 
Texas HHS Contract Manager. 
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DATA USE AGREEMENT   


BETWEEN THE   


TEXAS HEALTH AND HUMAN SERVICES SYSTEM 


AND   


CONTRACTOR  


This Data Use Agreement (“DUA”) is effective as of the date of the Base Contract into which it is 


incorporated (“Effective Date”), by and between the Texas Health and Human Services System, which 


includes the Texas Health and Human Services Commission and the Department of State Health Services 


(“HHS”) and Contractor (the "Base Contract").  


ARTICLE 1.  PURPOSE; APPLICABILITY; ORDER OF PRECEDENCE  


The purpose of this DUA is to facilitate access to, creation, receipt, maintenance, use, disclosure or 


transmission of Confidential Information with Contractor, and describe Contractor’s rights and obligations 


with respect to the Confidential Information and the limited purposes for which the Contractor may create, 


receive, maintain, use, disclose or have access to Confidential Information.  This DUA also describes HHS’s 


remedies in the event of Contractor’s noncompliance with its obligations under this DUA.  This DUA 


applies to both HHS business associates, as “business associate” is defined in the Health Insurance 


Portability and Accountability Act (HIPAA), and contractors who are not business associates, who create, 


receive, maintain, use, disclose or have access to Confidential Information on behalf of HHS, its programs 


or clients as described in the Base Contract.  As a best practice, HHS requires its contractors to comply with 


the terms of this DUA to safeguard all types of Confidential Information.  


As of the Effective Date of this DUA, if any provision of the Base Contract conflicts with this DUA, 


this DUA controls.  


ARTICLE 2.   DEFINITIONS  


For the purposes of this DUA, capitalized, underlined terms have the following meanings:  


 “Authorized Purpose” means the specific purpose or purposes described in the Base Contract for 


Contractor to fulfill its obligations under the Base Contract, or any other purpose expressly authorized by 


HHS in writing in advance.  


“Authorized User” means a person:   


(1) Who is authorized to create, receive, maintain, have access to, process, view, handle, 


examine, interpret, or analyze Confidential Information pursuant to this DUA;  


(2) For whom Contractor warrants and represents has a demonstrable need to create, receive, 


maintain, use, disclose or have access to the Confidential Information; and  


(3) Who has agreed in writing to be bound by the disclosure and use limitations pertaining to 


the Confidential Information as required by this DUA.  


“Breach” means an impermissible use or disclosure of electronic or non-electronic sensitive personal 


information by an unauthorized person or for an unauthorized purpose that compromises the security or 
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privacy of Confidential Information such that the use or disclosure poses a risk of reputational harm, theft 


of financial information, identity theft, or medical identity theft. Any acquisition, access, use, disclosure or 


loss of Confidential Information other than as permitted by this DUA shall be presumed to be a Breach 


unless Contractor demonstrates, based on a risk assessment, that there is a low probability that the 


Confidential Information has been compromised.  


“Confidential Information” means any communication or record (whether oral, written, electronically 


stored or transmitted, or in any other form) provided to or made available to Contractor or that Contractor 


may create, receive, maintain, use, disclose or have access to on behalf of HHS that consists of or 


includes any or all of the following:   


(1) Education records as defined in the Family Educational Rights and Privacy Act, 20 U.S.C. 


§1232g; 34 C.F.R. Part 99 


(2) Federal Tax Information as defined in Internal Revenue Code §6103 and Internal Revenue 


Service Publication 1075; 


(3) Personal Identifying Information (PII) as defined in Texas Business and Commerce Code, 


Chapter 521; 


(4) Protected Health Information (PHI) in any form including without limitation, Electronic 


Protected Health Information or Unsecured Protected Health Information as defined in 45 


C.F.R. §160.103; 


(5) Sensitive Personal Information (SPI) as defined in Texas Business and Commerce Code, 


Chapter 521;  


(6) Social Security Administration Data, including, without limitation, Medicaid information 


means disclosures of information made by the Social Security Administration or the 


Centers for Medicare and Medicaid Services from a federal system of records for 


administration of federally funded benefit programs under the Social Security Act, 42 


U.S.C., Chapter 7;  


(7) All privileged work product; 


(8) All information designated as confidential under the constitution and laws of the State of 


Texas and of the United States, including the Texas Health & Safety Code and the Texas 


Public Information Act, Texas Government Code, Chapter 552.  


“Destroy”, “Destruction”, for Confidential Information, means:  


(1) Paper, film, or other hard copy media have been shredded or destroyed such that the 


Confidential Information cannot be read or otherwise cannot be reconstructed.  Redaction is specifically 


excluded as a means of data destruction.  


(2) Electronic media have been cleared, purged, or destroyed consistent with NIST Special 


Publication 800-88, "Guidelines for Media Sanitization," such that the Confidential Information cannot be 


retrieved.  


“Discover, Discovery” means the first day on which a Breach becomes known to Contractor, or, by 


exercising reasonable diligence would have been known to Contractor.  



http://www.statutes.legis.state.tx.us/docs/GV/htm/GV.552.htm

http://csrc.nist.gov/

http://csrc.nist.gov/

http://csrc.nist.gov/
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“Legally Authorized Representative” of an individual, including as provided in 45 CFR 435.923 


(authorized representative); 45 CFR 164.502(g)(1) (personal representative); Tex. Occ. Code § 151.002(6); 


Tex. H. & S. Code §166.164 (medical power of attorney); and Texas Estates Code § 22.031 (representative).  


“Required by Law” means a mandate contained in law that compels an entity to use or disclose 


Confidential Information that is enforceable in a court of law, including court orders, warrants, subpoenas 


or investigative demands.  


“Subcontractor” means a person who contracts with a prime contractor to work, to supply commodities, 


or to contribute toward completing work for a governmental entity.    


 “Workforce” means employees, volunteers, trainees or other persons whose performance of work is under 


the direct control of a party, whether or not they are paid by that party.  


ARTICLE 3. CONTRACTOR'S DUTIES REGARDING CONFIDENTIAL INFORMATION  


Section 3.01 Obligations of Contractor   


Contractor agrees that:  


 (A) With respect to PHI, Contractor shall: 


(1) Make PHI available in a designated record set if requested by HHS, if Contractor maintains 


PHI in a designated record set, as defined in HIPAA.  


(2) Provide to HHS data aggregation services related to the healthcare operations Contractor 


performs for HHS pursuant to the Base Contract, if requested by HHS, if Contractor provides data 


aggregation services as defined in HIPAA.  


(3) Provide access to PHI to an individual who is requesting his or her own PHI, or such 


individual’s Legally Authorized Representative, in compliance with the requirements of HIPAA.  


(4) Make PHI available to HHS for amendment, and incorporate any amendments to PHI that 


HHS directs, in compliance with HIPAA.  


(5) Document and make available to HHS, an accounting of disclosures in compliance with 


the requirements of HIPAA.  


(6) If Contractor receives a request for access, amendment or accounting of PHI by any 


individual, promptly forward the request to HHS or, if forwarding the request would violate HIPAA, 


promptly notify HHS of the request and of Contractor’s response.  HHS will respond to all such requests, 


unless Contractor is Required by Law to respond or HHS has given prior written consent for Contractor to 


respond to and account for all such requests.    


 (B) With respect to ALL Confidential Information, Contractor shall: 


(1) Exercise reasonable care and no less than the same degree of care Contractor uses to protect 


its own confidential, proprietary and trade secret information to prevent Confidential Information from 


being used in a manner that is not expressly an Authorized Purpose or as Required by Law. Contractor will 


access, create, maintain, receive, use, disclose, transmit or Destroy Confidential Information in a secure 


fashion that protects against any reasonably anticipated threats or hazards to the security or integrity of such 


information or unauthorized uses.  
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(2) Establish, implement and maintain appropriate procedural, administrative, physical and 


technical safeguards to preserve and maintain the confidentiality, integrity, and availability of the 


Confidential Information, in accordance with applicable laws or regulations relating to Confidential 


Information, to prevent any unauthorized use or disclosure of Confidential Information as long as 


Contractor has such Confidential Information in its actual or constructive possession.    


(3) Implement, update as necessary, and document privacy, security and Breach notice policies 


and procedures and an incident response plan to address a Breach, to comply with the privacy, security and 


breach notice requirements of this DUA prior to conducting work under the Base Contract.  Contractor shall 


produce, within three business days of a request by HHS, copies of its policies and procedures and records 


relating to the use or disclosure of Confidential Information.  


(4) Obtain HHS’s prior written consent to disclose or allow access to any portion of the 


Confidential Information to any person, other than Authorized Users, Workforce or Subcontractors of 


Contractor who have completed training in confidentiality, privacy, security and the importance of promptly 


reporting any Breach to Contractor's management and as permitted in Section 3.01(A)(3), above. Contractor 


shall produce evidence of completed training to HHS upon request.  HHS, at its election, may assist 


Contractor in training and education on specific or unique HHS processes, systems and/or requirements.  


All of Contractor’s Authorized Users, Workforce and Subcontractors with access to a state computer system 


or database will complete a cybersecurity training program certified under Texas Government Code Section 


2054.519 by the Texas Department of Information Resources. 


(5) Establish, implement and maintain appropriate sanctions against any member of its 
Workforce or Subcontractor who fails to comply with this DUA, the Base Contract or applicable law. 


Contractor shall maintain evidence of sanctions and produce it to HHS upon request.    


(6) Obtain prior written approval of HHS, to disclose or provide access to any Confidential 
Information on the basis that such act is Required by Law, so that HHS may have the opportunity to object 


to the disclosure or access and seek appropriate relief.  If HHS objects to such disclosure or access, 


Contractor shall refrain from disclosing or providing access to the Confidential Information until HHS has 


exhausted all alternatives for relief.    


(7) Certify that its Authorized Users each have a demonstrated need to know and have access 
to Confidential Information solely to the minimum extent necessary to accomplish the Authorized Purpose 


and that each has agreed in writing to be bound by the disclosure and use limitations pertaining to the 


Confidential Information contained in this DUA.  Contractor and its Subcontractors shall maintain at all 


times an updated, complete, accurate list of Authorized Users and supply it to HHS upon request.   


(8) Provide, and shall cause its Subcontractors and agents to provide, to HHS periodic written 
confirmation of compliance with controls and the terms and conditions of this DUA.  


(9) Return to HHS or Destroy, at HHS’s election and at Contractor’s expense, all Confidential 
Information received from HHS or created or maintained by Contractor or any of Contractor’s agents or 


Subcontractors on HHS's behalf upon the termination or expiration of this DUA, if reasonably feasible and 


permitted by law.  Contractor shall certify in writing to HHS that all such Confidential Information has 


been Destroyed or returned to HHS, and that Contractor and its agents and Subcontractors have retained no 


copies thereof.  Notwithstanding the foregoing, Contractor acknowledges and agrees that it may not Destroy 


any Confidential Information if federal or state law, or HHS record retention policy or a litigation hold 


notice prohibits such Destruction.  If such return or Destruction is not reasonably feasible, or is 
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impermissible by law, Contractor shall immediately notify HHS of the reasons such return or Destruction 


is not feasible and agree to extend the protections of this DUA to the Confidential Information for as long 


as Contractor maintains such Confidential Information.   


(10) Complete and return with the Base Contract to HHS, attached as Attachment 2 to this DUA, 
the HHS Security and Privacy Initial Inquiry (SPI) at https://hhs.texas.gov/laws-


regulations/forms/miscellaneous/hhs-information-security-privacy-initial-inquiry-spi.  The SPI identifies 


basic privacy and security controls with which Contractor must comply to protect Confidential Information.  


Contractor shall comply with periodic security controls compliance assessment and monitoring by HHS as 


required by state and federal law, based on the type of Confidential Information Contractor creates, receives, 


maintains, uses, discloses or has access to and the Authorized Purpose and level of risk.  Contractor's 


security controls shall be based on the National Institute of Standards and Technology (NIST) Special 


Publication 800-53.  Contractor shall update its security controls assessment whenever there are significant 


changes in security controls for HHS Confidential Information and shall provide the updated document to 


HHS.  HHS also reserves the right to request updates as needed to satisfy state and federal monitoring 


requirements.    


(11) Comply with the HHS Acceptable Use Policy (AUP) and require each Subcontractor and 
Workforce member who has direct access to HHS Information Resources, as defined in the AUP, to execute 


an HHS Acceptable Use Agreement.   


 


(12) Only conduct secure transmissions of Confidential Information whether in paper, oral or 
electronic form.  A secure transmission of electronic Confidential Information in motion includes secure 


File Transfer Protocol (SFTP) or encryption at an appropriate level as required by rule, regulation or law. 


Confidential Information at rest requires encryption unless there is adequate administrative, technical, and 


physical security as required by rule, regulation or law.  All electronic data transfer and communications of 


Confidential Information shall be through secure systems. Contractor shall provide proof of system, media 


or device security and/or encryption to HHS no later than 48 hours after HHS's written request in response 


to a compliance investigation, audit, or the Discovery of a Breach.  HHS may also request production of 


proof of security at other times as necessary to satisfy state and federal monitoring requirements.    


Deidentification of Confidential Information in accordance with HIPAA de-identification standards is 


deemed secure.  


(13) Designate and identify a person or persons, as Privacy Official and Information Security 
Official, each of whom is authorized to act on behalf of Contractor and is responsible for the development 


and implementation of the privacy and security requirements in this DUA.  Contractor shall provide name 


and current address, phone number and e-mail address for such designated officials to HHS upon execution 


of this DUA and prior to any change.  Upon written notice from HHS, Contractor shall promptly remove 


and replace such official(s) if such official(s) is not performing the required functions.  


(14) Make available to HHS any information HHS requires to fulfill HHS's obligations to 


provide access to, or copies of, Confidential Information in accordance with applicable laws, regulations or 


demands of a regulatory authority relating to Confidential Information.  Contractor shall provide such 


information in a time and manner reasonably agreed upon or as designated by the applicable law or 


regulatory authority.   


(15) Comply with the following laws and standards if applicable to the type of Confidential 
Information and Contractor's Authorized Purpose:  



https://hhs.texas.gov/laws-regulations/forms/miscellaneous/hhs-information-security-privacy-initial-inquiry-spi

https://hhs.texas.gov/laws-regulations/forms/miscellaneous/hhs-information-security-privacy-initial-inquiry-spi
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• Title 1, Part 10, Chapter 202, Subchapter B, Texas Administrative Code; 


• The Privacy Act of 1974; 


• OMB Memorandum 17-12; 


• The Federal Information Security Management Act of 2002 (FISMA); 


• The Health Insurance Portability and Accountability Act of 1996 (HIPAA); 


• Internal Revenue Publication 1075 – Tax Information Security Guidelines for Federal, State 


and Local Agencies; 


• National Institute of Standards and Technology (NIST) Special Publication 800-66 Revision 1 


– An Introductory Resource Guide for Implementing the Health Insurance Portability and 


Accountability Act (HIPAA) Security Rule; 


• NIST Special Publications 800-53 and 800-53A – Recommended Security Controls for Federal 


Information Systems and Organizations, as currently revised; 


• NIST Special Publication 800-47 – Security Guide for Interconnecting Information 


Technology Systems; 


• NIST Special Publication 800-88, Guidelines for Media Sanitization; 


• NIST Special Publication 800-111, Guide to Storage of Encryption Technologies for End User 


Devices containing PHI; 


• Family Educational Rights and Privacy Act 


• Texas Business and Commerce Code Chapter 521 


• Any other State or Federal law, regulation, or administrative rule relating to the specific HHS 


program area that Contractor supports on behalf of HHS. 


(16) Be permitted to use or disclose Confidential Information for the proper management and 


administration of Contractor or to carry out Contractor’s legal responsibilities, except as otherwise 


limited by this DUA, the Base Contract, or law applicable to the Confidential Information, if: 


(a) Disclosure is Required by Law; 


(b) Contractor obtains reasonable assurances from the person to whom the information is 


disclosed that the person shall: 


1. Maintain the confidentiality of the Confidential Information in accordance with 


this DUA; 


2. Use or further disclose the information only as Required by Law or for the 


Authorized Purpose for which it was disclosed to the person; and 


3. Notify Contractor in accordance with Section 4.01 of a Breach of Confidential 


Information that the person Discovers or should have Discovered with the exercise of 


reasonable diligence. 


 


  


 



http://info.sos.state.tx.us/pls/pub/readtac$ext.ViewTAC?tac_view=5&ti=1&pt=10&ch=202&sch=B&rl=Y

http://info.sos.state.tx.us/pls/pub/readtac$ext.ViewTAC?tac_view=5&ti=1&pt=10&ch=202&sch=B&rl=Y

http://info.sos.state.tx.us/pls/pub/readtac$ext.ViewTAC?tac_view=5&ti=1&pt=10&ch=202&sch=B&rl=Y

http://www.gpo.gov/fdsys/pkg/USCODE-2009-title44/html/USCODE-2009-title44-chap35-subchapIII.htm

http://www.gpo.gov/fdsys/pkg/USCODE-2009-title44/html/USCODE-2009-title44-chap35-subchapIII.htm

http://www.gpo.gov/fdsys/pkg/USCODE-2009-title44/html/USCODE-2009-title44-chap35-subchapIII.htm

http://www.irs.gov/pub/irs-pdf/p1075.pdf

http://www.irs.gov/pub/irs-pdf/p1075.pdf

http://www.irs.gov/pub/irs-pdf/p1075.pdf

http://csrc.nist.gov/publications/nistpubs/800-66-Rev1/SP-800-66-Revision1.pdf

http://csrc.nist.gov/publications/nistpubs/800-66-Rev1/SP-800-66-Revision1.pdf

http://csrc.nist.gov/publications/nistpubs/800-66-Rev1/SP-800-66-Revision1.pdf
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http://csrc.nist.gov/

http://csrc.nist.gov/

http://csrc.nist.gov/
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 (C) With respect to ALL Confidential Information, Contractor shall NOT: 


(1) Attempt to re-identify or further identify Confidential Information that has been 


deidentified or attempt to contact any persons whose records are contained in the Confidential Information, 


except for an Authorized Purpose, without express written authorization from HHS.   


(2) Engage in prohibited marketing or sale of Confidential Information. 


(3) Permit, or enter into any agreement with a Subcontractor to, create, receive, maintain, use, 


disclose, have access to or transmit Confidential Information, on behalf of HHS without requiring 


that Subcontractor  first execute either the Form Subcontractor Agreement, Attachment 1, or 


Contractor’s own Subcontractor agreement that ensures that the Subcontractor shall comply with 


the same safeguards and restrictions contained in this DUA for Confidential Information.  


Contractor is directly responsible for its Subcontractors’ compliance with, and enforcement of, this 


DUA.   


ARTICLE 4.  BREACH NOTICE, REPORTING AND CORRECTION REQUIREMENTS  


Section 4.01.   Cooperation and Financial Responsibility.   


(A) Contractor shall, at Contractor’s expense, cooperate fully with HHS in investigating, 


mitigating to the extent practicable, and issuing notifications as directed by HHS, for any Breach of 


Confidential Information.    


(B) Contractor shall make Confidential Information in Contractor’s possession available 


pursuant to the requirements of HIPAA or other applicable law upon a determination of a Breach.  


(C) Contractor’s obligation begins at the Discovery of a Breach and continues as long as related 


activity continues, until all effects of the Breach are mitigated to HHS’s satisfaction (the "incident response 


period").   


Section 4.02.  Initial Breach Notice.   


For federal information obtained from a federal system of records, including Federal Tax Information and 


Social Security Administration Data (which includes Medicaid and other governmental benefit program 


Confidential Information), Contractor shall notify HHS of the Breach within the first consecutive clock 


hour of Discovery.  The Base Contract shall specify whether Confidential Information is obtained from a 


federal system of records.  For all other types of Confidential Information Contractor shall notify HHS of 


the Breach not more than 24 hours after Discovery, or in a timeframe otherwise approved by HHS in 


writing.  Contractor shall initially report to HHS's Privacy and Security Officers via email at: 


privacy@HHSC.state.tx.us and to the HHS division responsible for the Base Contract.  


Contractor shall report all information reasonably available to Contractor about the Breach.  


Contractor shall provide contact information to HHS for Contractor's single point of contact who will 


communicate with HHS both on and off business hours during the incident response period.  


Section 4.03 Third Business Day Notice:  No later than 5 p.m. on the third business day after Discovery, 


or a time within which Discovery reasonably should have been made by Contractor of a Breach of 


Confidential Information, Contractor shall provide written notification to HHS of all reasonably available 


information about the Breach, and Contractor's investigation, including, to the extent known to Contractor:  


a. The date the Breach occurred; 
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b. The date of Contractor's and, if applicable, Subcontractor's Discovery; 


c. A brief description of the Breach, including how it occurred and who is responsible (or 


hypotheses, if not yet determined); 


d. A brief description of Contractor's investigation and the status of the investigation; 


e. A description of the types and amount of Confidential Information involved; 


f. Identification of and number of all individuals reasonably believed to be affected, including 


first and last name of the individual and if applicable, the Legally authorized representative, last 


known address, age, telephone number, and email address if it is a preferred contact method; 


g. Contractor’s initial risk assessment of the Breach demonstrating whether individual or other 


notices are required by applicable law or this DUA for HHS approval, including an analysis of 


whether there is a low probability of compromise of the Confidential Information or whether any 


legal exceptions to notification apply;  


h. Contractor's recommendation for HHS’s approval as to the steps individuals and/or Contractor 


on behalf of individuals, should take to protect the individuals from potential harm, including 


Contractor’s provision of notifications, credit protection, claims monitoring, and any specific 


protections for a Legally Authorized Representative to take on behalf of an individual with 


special capacity or circumstances; 


i. The steps Contractor has taken to mitigate the harm or potential harm caused (including without 


limitation the provision of sufficient resources to mitigate); 


j. The steps Contractor has taken, or will take, to prevent or reduce the likelihood of recurrence 


of a similar Breach; 


k. Identify, describe or estimate of the persons, Workforce, Subcontractor, or individuals and any 


law enforcement that may be involved in the Breach; 


l. A reasonable schedule for Contractor to provide regular updates regarding response to the 


Breach, but no less than every three (3) business days, or as otherwise directed by HHS in 


writing, including information about risk estimations, reporting, notification, if any, mitigation, 


corrective action, root cause analysis and when such activities are expected to be completed; 


and 


m. Any reasonably available, pertinent information, documents or reports related to a Breach that 


HHS requests following Discovery. 


Section 4.04.  Investigation, Response and Mitigation.  


(A) Contractor shall immediately conduct a full and complete investigation, respond to the 


Breach, commit necessary and appropriate staff and resources to expeditiously respond, and report 


as required to HHS for incident response purposes and for purposes of HHS’s compliance with 


report and notification requirements, to the satisfaction of HHS. 


(B) Contractor shall complete or participate in a risk assessment as directed by HHS following 


a Breach, and provide the final assessment, corrective actions and mitigations to HHS for review 


and approval. 
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(C) Contractor shall fully cooperate with HHS to respond to inquiries and/or proceedings by 


state and federal authorities, persons and/or individuals about the Breach. 


(D) Contractor shall fully cooperate with HHS's efforts to seek appropriate injunctive relief or 


otherwise prevent or curtail such Breach, or to recover or protect any Confidential Information, 


including complying with reasonable corrective action or measures, as specified by HHS in a 


Corrective Action Plan if directed by HHS under the Base Contract. 


Section 4.05.  Breach Notification to Individuals and Reporting to Authorities.  


(A) HHS may direct Contractor to provide Breach notification to individuals, regulators or 


third-parties, as specified by HHS following a Breach. 


(B) Contractor must comply with all applicable legal and regulatory requirements in the time, 


manner and content of any notification to individuals, regulators or third-parties, or any notice 


required by other state or federal authorities, including without limitation, notifications required by 


Texas Business and Commerce Code, Chapter 521.053(b) and HIPAA.  Notice letters will be in 


Contractor's name and on Contractor's letterhead, unless otherwise directed by HHS, and will 


contain contact information, including the name and title of Contractor's representative, an email 


address and a toll-free telephone number, for the individual to obtain additional information. 


(C) Contractor shall provide HHS with draft notifications for HHS approval prior to 


distribution and copies of distributed and approved communications. 


(D) Contractor shall have the burden of demonstrating to the satisfaction of HHS that any 


required notification was timely made.   If there are delays outside of Contractor's control, 


Contractor shall provide written documentation to HHS of the reasons for the delay. 


(E) If HHS directs Contractor to provide notifications, HHS shall, in the time and manner 


reasonably requested by Contractor, cooperate and assist with Contractor’s information requests in 


order to make such notifications. 


ARTICLE 5.  GENERAL PROVISIONS  


Section 5.01 Ownership of Confidential Information  


Contractor acknowledges and agrees that the Confidential Information is and shall remain the property of 


HHS. Contractor agrees it acquires no title or rights to the Confidential Information.   


Section 5.02 HHS Commitment and Obligations  


HHS will not request Contractor to create, maintain, transmit, use or disclose PHI in any manner that would 


not be permissible under applicable law if done by HHS.    


Section 5.03     HHS Right to Inspection  


At any time upon reasonable notice to Contractor, or if HHS determines that Contractor has violated this 


DUA, HHS, directly or through its agent, will have the right to inspect the facilities, systems, books and 


records of Contractor to monitor compliance with this DUA.  For purposes of this subsection, HHS’s 


agent(s) include, without limitation, the HHS Office of the Inspector General, the Office of the Attorney 


General of Texas, the State Auditor’s Office, outside consultants, legal counsel or other designee.     
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Section 5.04      Term; Termination of DUA; Survival   


This DUA will be effective on the date on which Contractor executes the Base Contract and will terminate 


upon termination of the Base Contract and as set forth herein.  If the Base Contract is extended, this DUA 


is extended to run concurrent with the Base Contract.  


(A) If HHS determines that Contractor has violated a material term of this DUA; HHS may in its 


sole discretion:  


(1) Exercise any of its rights including but not limited to reports, access and inspection under 


this DUA and/or the Base Contract; or 


(2) Require Contractor to submit to a corrective action plan, including a plan for monitoring 


and plan for reporting as HHS may determine necessary to maintain compliance with this DUA; or 


(3) Provide Contractor with a reasonable period to cure the violation as determined by HHS; 


or 


(4) Terminate the DUA and Base Contract immediately and seek relief in a court of competent 


jurisdiction in Travis County, Texas. 


Before exercising any of these options, HHS will provide written notice to Contractor describing the 


violation and the action it intends to take.   


(B) If neither termination nor cure is feasible, HHS shall report the violation to the applicable regulatory 


authorities. 


(C) The duties of Contractor or its Subcontractor under this DUA survive the expiration or termination 


of this DUA until all the Confidential Information is Destroyed or returned to HHS, as required by this 


DUA.    


Section 5.05     Injunctive Relief  


(A) Contractor acknowledges and agrees that HHS may suffer irreparable injury if Contractor 


or its Subcontractor fails to comply with any of the terms of this DUA with respect to the Confidential 


Information or a provision of HIPAA or other laws or regulations applicable to Confidential Information.    


(B) Contractor further agrees that monetary damages may be inadequate to compensate HHS 


for Contractor's or its Subcontractor's failure to comply.  Accordingly, Contractor agrees that HHS will, in 


addition to any other remedies available to it at law or in equity, be entitled to seek injunctive relief without 


posting a bond and without the necessity of demonstrating actual damages, to enforce the terms of this 


DUA.   


Section 5.06     Indemnification  


To the extent permitted by the Texas Constitution, laws and rules, and without waiving any immunities 


or defenses available to CONTRACTOR as a governmental entity, Contractor shall indemnify, defend and 


hold harmless HHS and its respective Executive Commissioner, employees, Subcontractors, agents 


(including other state agencies acting on behalf of HHS) or other members of HHS’ Workforce (each of the 


foregoing hereinafter referred to as “Indemnified Party”) against all actual and direct losses suffered by the 


Indemnified Party and all liability to third parties arising from or in connection with any breach of this DUA 


or from any acts or omissions related to this DUA by Contractor or its employees, directors, officers, 
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Subcontractors, or agents or other members of Contractor’s Workforce.  The duty to indemnify, defend and 


hold harmless is independent of the duty to insure.  Upon demand, Contractor shall reimburse HHS for any 


and all losses, liabilities, lost profits, fines, penalties, costs or expenses (including costs of required notices, 


investigation, and mitigation of a Breach, fines or penalties imposed on an Indemnified Party by a regulatory 


authority, and reasonable attorneys’ fees) which may be imposed upon any Indemnified Party to the extent 


caused by and which results from the Contractor’s failure to meet any of its obligations under this DUA.  


Contractor’s obligation to defend, indemnify and hold harmless any Indemnified Party will survive the 


expiration or termination of this DUA.  


Section 5.07     Insurance  


(A) As a governmental entity, CONTRACTOR either maintains commercial insurance or self-


insures with policy limits in an amount sufficient to cover CONTRACTOR's liability arising under this 


DUA.  CONTRACTOR will either require that the policy name HHS as an additional insured or assign 


any payments from the insurer related to CONTRACTOR’s liability arising under this DUA directly to 


HHS.  HHSC reserves the right to consider alternative means for CONTRACTOR to satisfy 


CONTRACTOR's financial responsibility under this DUA.  Nothing herein shall relieve 


CONTRACTOR of its financial obligations set forth in this DUA if CONTRACTOR fails to maintain 


insurance.  


(B) Contractor shall provide HHS with written proof that required insurance coverage is in 


effect, at the request of HHS. 


Section 5.08     Entirety of the Contract  


This DUA is incorporated by reference into the Base Contract and, together with the Base Contract, 


constitutes the entire agreement between the parties.  No change, waiver, or discharge of obligations arising 


under those documents will be valid unless in writing and executed by the party against whom such change, 


waiver, or discharge is sought to be enforced.    


Section 5.09     Automatic Amendment and Interpretation   


Upon the effective date of any amendment or issuance of additional regulations to any law applicable to 


Confidential Information, this DUA will automatically be amended so that the obligations imposed on HHS 


and/or Contractor remain in compliance with such requirements.  Any ambiguity in this DUA will be 


resolved in favor of a meaning that permits HHS and Contractor to comply with laws applicable to 


Confidential Information.  


Section 5.10  Notices; Requests for Approval  


All notices and requests for approval related to this DUA must be directed to the HHS Chief Privacy Officer 


at privacy@hhsc.state.tx.us.  







 


 


ATTACHMENT 1.  SUBCONTRACTOR AGREEMENT FORM 


HHS CONTRACT NUMBER 


_________________________________  


The DUA between HHS and Contractor establishes the permitted and required uses and 


disclosures of Confidential Information by Contractor.    


Contractor has subcontracted with____________________________________ (Subcontractor) 


for performance of duties on behalf of CONTRACTOR which are subject to the DUA.  


Subcontractor acknowledges, understands and agrees to be bound by the same terms and 
conditions applicable to Contractor under the DUA, incorporated by reference in this 


Agreement, with respect to HHS Confidential Information. Contractor and Subcontractor agree 


that HHS is a third-party beneficiary to applicable provisions of the subcontract.   


HHS has the right, but not the obligation, to review or approve the terms and conditions of the 


subcontract by virtue of this Subcontractor Agreement Form.   


Contractor and Subcontractor assure HHS that any Breach as defined by the DUA that 


Subcontractor Discovers shall be reported to HHS by Contractor in the time, manner and content 


required by the DUA.  


If Contractor knows or should have known in the exercise of reasonable diligence of a pattern 


of activity or practice by Subcontractor that constitutes a material breach or violation of the 


DUA or the Subcontractor's obligations, Contractor shall:  


1. Take reasonable steps to cure the violation or end the violation, as applicable; 


2. If the steps are unsuccessful, terminate the contract or arrangement with Subcontractor, 


if feasible; 


3. Notify HHS immediately upon Discovery of the pattern of activity or practice of 


Subcontractor that constitutes a material breach or violation of the DUA and keep HHS 


reasonably and regularly informed about steps Contractor is taking to cure or end the 


violation or terminate Subcontractor's contract or arrangement. 


This Subcontractor Agreement Form is executed by the parties in their capacities 


indicated below.  


CONTRACTOR            


BY:   


 


NAME:  ______________________________  


TITLE:  ______________________________  


DATE   _______________________, 201  .  


SUBCONTRACTOR  


BY:   


 
NAME:_________________________________   


 
TITLE:_________________________________  


 
DATE:_________________________________  
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ATTACHMENT 1.  SUBCONTRACTOR AGREEMENT FORM 


HHS CONTRACT NUMBER 


_________________________________ 


The DUA between HHS and Contractor establishes the permitted and required uses and 


disclosures of Confidential Information by Contractor.    


Contractor has subcontracted with____________________________________ (Subcontractor) 


for performance of duties on behalf of CONTRACTOR which are subject to the DUA.  


Subcontractor acknowledges, understands and agrees to be bound by the same terms and 
conditions applicable to Contractor under the DUA, incorporated by reference in this 


Agreement, with respect to HHS Confidential Information. Contractor and Subcontractor agree 


that HHS is a third-party beneficiary to applicable provisions of the subcontract.   


HHS has the right, but not the obligation, to review or approve the terms and conditions of the 


subcontract by virtue of this Subcontractor Agreement Form.   


Contractor and Subcontractor assure HHS that any Breach as defined by the DUA that 


Subcontractor Discovers shall be reported to HHS by Contractor in the time, manner and content 


required by the DUA.  


If Contractor knows or should have known in the exercise of reasonable diligence of a pattern 


of activity or practice by Subcontractor that constitutes a material breach or violation of the 


DUA or the Subcontractor's obligations, Contractor shall:  


1. Take reasonable steps to cure the violation or end the violation, as applicable;


2. If the steps are unsuccessful, terminate the contract or arrangement with Subcontractor,


if feasible;


3. Notify HHS immediately upon Discovery of the pattern of activity or practice of


Subcontractor that constitutes a material breach or violation of the DUA and keep HHS


reasonably and regularly informed about steps Contractor is taking to cure or end the


violation or terminate Subcontractor's contract or arrangement.


This Subcontractor Agreement Form is executed by the parties in their capacities 


indicated below.  


CONTRACTOR            SUBCONTRACTOR  


BY: BY:  


NAME: NAME:_________________________________  


TITLE: TITLE:_________________________________ 


DATE 


______________________________ 


______________________________ 


_______________________, 202  .  DATE:_________________________________  
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Texas HHS System - Data Use Agreement ‐ Attachment 2 
SECURITY AND PRIVACY INQUIRY (SPI) 


If you are a bidder for a new procurement/contract, in order to participate in the bidding process, you must have corrected any "No" 
responses (except A9a) prior to the contract award date. If you are an applicant for an open enrollment, you must have corrected 
any "No" answers (except A9a and A11) prior to performing any work on behalf of any Texas HHS agency. 


For any questions answered "No"           (except A9a and A11), an         Acti on Plan for Compli      ance with a Timeline     must be documented in the 
designated area below the question. The ti      meline for compliance with HIPAA-related requirements for safeguarding Protected Health  
Information is 30 calendar days from the date this form is signed.  Compliance with requirements related to other types of 


                       Confidential Information must be confirmed within 90 calendar days from the date the form is signed.  


SECTION A: APPLICANT/BIDDER INFORMATION (To be completed by Applicant/Bidder) 
1. Does the applicant/bidder access, create, disclose, receive, transmit, maintain, or store Texas


HHS Confidential Information in electronic systems (e.g., laptop, personal use computer,


mobile device, database, server, etc.)? IF NO, STOP. THE SPI FORM IS NOT REQUIRED.


Yes 
No 


2. Entity or Applicant/Bidder Legal Name Legal Name: 


Legal Entity Tax Identification Number 
(TIN) (Last Four Numbers Only): 


Procurement/Contract#: 


Address: 


City: State: ZIP: 


Telephone #: 


Email Address: 
3. Number of Employees, at all locations, in


Applicant/Bidder's Workforce
"Workforce" means all employees, volunteers, trainees, and
other Persons whose conduct is under the direct control of
Applicant/Bidder, whether or not they are paid by Applicant/
Bidder. If Applicant/Bidder is a sole proprietor, the workforce
may be only one employee.


Total Employees: 


4. Number of Subcontractors
(if Applicant/Bidder will not use subcontractors, enter “0”)


Total Subcontractors: 


5. Name of Information Technology Security Official
and Name of Privacy Official for Applicant/Bidder
(Privacy and Security Official may be the same person.)


A. Security Official: 
Legal Name: 


Address: 


City: State: ZIP: 


Telephone #: 


Email Address: 


B. Privacy Official: 
Legal Name: 


Address: 


City: State: ZIP: 


Telephone #: 


Email Address: 
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6. Type(s) of Texas HHS Confidential Information the
Applicant/Bidder will create, receive, maintain, use,
disclose or have access to: (Check all that apply)
• Health Insurance Portability and Accountability Act (HIPAA) data
• Criminal Justice Information Services (CJIS) data
• Internal Revenue Service Federal Tax Information (IRS FTI) data
• Centers for Medicare & Medicaid Services (CMS)
• Social Security Administration (SSA)
• Personally Identifiable Information (PII)


HIPAA CJIS IRS FTI CMS SSA PII 


Other (Please List) 


7. Number of Storage Devices for Texas HHS Confidential Information (as defined in the
Texas HHS System Data Use Agreement (DUA))
Cloud Services involve using a network of remote servers hosted on the Internet to store,
manage, and process data, rather than a local server or a personal computer.


A Data Center is a centralized repository, either physical or virtual, for the storage,
management, and dissemination of data and information organized around a particular body
of knowledge or pertaining to a particular business.


Total # 
(Sum a‐d) 


a. Devices. Number of personal user computers, devices or drives, including mobile
devices and mobile drives.


b. Servers. Number of Servers that are not in a data center or using Cloud Services.


c. Cloud Services. Number of Cloud Services in use.


d. Data Centers. Number of Data Centers in use.


8. Number of unduplicated individuals for whom Applicant/Bidder reasonably expects to
handle Texas HHS Confidential Information during one year:


Select Option 
(a‐d) 


a. 499 individuals or less
b. 500 to 999 individuals
c. 1,000 to 99,999 individuals
d. 100,000 individuals or more


a. 
b. 
c. 
d. 


9. HIPAA Business Associate Agreement


a. Will Applicant/Bidder use, disclose, create, receive, transmit or maintain protected
health information on behalf of a HIPAA‐covered Texas HHS agency for a HIPAA‐
covered function?


Yes 
No 


b. Does Applicant/Bidder have a Privacy Notice prominently displayed on a Webpage or a
Public Office of Applicant/Bidder's business open to or that serves the public? (This is a
HIPAA requirement. Answer "N/A" if not applicable, such as for agencies not covered
by HIPAA.)


Yes 
No 
N/A 


Action Plan for Compliance with a Timeline: Compliance Date: 


10. Subcontractors. If the Applicant/Bidder responded "0" to Question 4 (indicating no
subcontractors), check "N/A" for both 'a.' and 'b.' 


a. Does Applicant/Bidder require subcontractors to execute the DUA Attachment 1
Subcontractor Agreement Form?


Yes 
No 
N/A 


Action Plan for Compliance with a Timeline: Compliance Date: 
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b. Will Applicant/Bidder agree to require subcontractors who will access Confidential
Information to comply with the terms of the DUA, not disclose any Confidential
Information to them until they have agreed in writing to the same safeguards and to
discontinue their access to the Confidential Information if they fail to comply?


Yes 
No 
N/A 


Action Plan for Compliance with a Timeline: Compliance Date: 


11. Does Applicant/Bidder have any Optional Insurance currently in place?
Optional Insurance provides coverage for: (1) Network Security and Privacy; (2) Data Breach; (3) Cyber
Liability (lost data, lost use or delay/suspension in business, denial of service with e‐business, the Internet,
networks and informational assets, such as privacy, intellectual property, virus transmission, extortion,
sabotage or web activities); (4) Electronic Media Liability; (5) Crime/Theft; (6) Advertising Injury and Personal
Injury Liability; and (7) Crisis Management and Notification Expense Coverage.


Yes 
No 
N/A 


Texas HHS System - Data Use Agreement - Attachment 2: SPI Version 2.1 (06/2018) Page 3 of 18 
SECURITY AND PRIVACY INQUIRY (SPI) 







 
           


 


 


     


 


 


                 


 


 


                 


 


 


                 


 


 


               


                           


                             


                     


                           


                 


                       


            


                                   
                                


               


                 
            


 


 


 


 


 


 


 


 


 


 


  


 


 


   


 


 


  


 


 


   


 


 


 


 


  


   


  


 


   


                 
                     


                   
     


         
           


          
   


 
 


         


                 
                   
                     


                 
               


         
          


           
         


        


 
 


         


                   
                         


         


          
             


     


 
 


         


                 
                     
                         


 


          
            


             


                 
                       


         
            


 


 


 


 


 


   


  


 


 


   


  


 


 


 


 


 


 


 


 


 


 


 
             


                 


       
         


 
 


     
     


    


SECTION B: PRIVACY RISK ANALYSIS AND ASSESSMENT (To be completed by Applicant/Bidder) 


For any questions answered "No," an Action Plan for Compliance with a Timeline must be documented in 
the designated area below the question. The timeline for compliance with HIPAA-related requirements for 
safeguarding Protected Health Information is 30 calendar days from the date this form is signed.  
Compliance with requirements related to other types of Confidential Information must be confirmed within 
90 calendar days from the date the form is signed. 
1. Written Policies & Procedures. Does Applicant/Bidder have current written privacy and


security policies and procedures that, at a minimum:
Yes or No 


a. Does Applicant/Bidder have current written privacy and security policies and
procedures that identify Authorized Users and Authorized Purposes (as defined in the
DUA) relating to creation, receipt, maintenance, use, disclosure, access or transmission
of Texas HHS Confidential Information?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


b. Does Applicant/Bidder have current written privacy and security policies and
procedures that require Applicant/Bidder and its Workforce to comply with the
applicable provisions of HIPAA and other laws referenced in the DUA, relating
to creation, receipt, maintenance, use, disclosure, access or transmission of
Texas HHS Confidential Information on behalf of a Texas HHS agency?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


c. Does Applicant/Bidder have current written privacy and security policies and procedures
that limit use or disclosure of Texas HHS Confidential Information to the minimum that is
necessary to fulfill the Authorized Purposes?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


d. Does Applicant/Bidder have current written privacy and security policies and procedures
that respond to an actual or suspected breach of Texas HHS Confidential Information, to
include at a minimum (if any responses are “No” check “No” for all three):


i. Immediate breach notification to the Texas HHS agency, regulatory authorities, and
other required Individuals or Authorities, in accordance with Article 4 of the DUA;


ii. Following a documented breach response plan, in accordance with the DUA
and applicable law; &


iii. Notifying Individuals and Reporting Authorities whose Texas HHS Confidential
Information has been breached, as directed by the Texas HHS agency?


Yes 


No 
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Action Plan for Compliance with a Timeline: Compliance Date: 


e. Does Applicant/Bidder have current written privacy and security policies and procedures
that conduct annual workforce training and monitoring for and correction of any training
delinquencies?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


f. Does Applicant/Bidder have current written privacy and security policies and
procedures that permit or deny individual rights of access, and amendment
or correction, when appropriate?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


g. Does Applicant/Bidder have current written privacy and security policies and procedures
that permit only Authorized Users with up‐to‐date privacy and security training, and
with a reasonable and demonstrable need to use, disclose, create, receive, maintain,
access or transmit the Texas HHS Confidential Information, to carry out an obligation
under the DUA for an Authorized Purpose, unless otherwise approved in writing by a
Texas HHS agency?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


h. Does Applicant/Bidder have current written privacy and security policies and procedures
that establish, implement and maintain proof of appropriate sanctions against any
Workforce or Subcontractors who fail to comply with an Authorized Purpose or who is
not an Authorized User, and used or disclosed Texas HHS Confidential Information in
violation of the DUA, the Base Contract or applicable law?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


i. Does Applicant/Bidder have current written privacy and security policies and
procedures that require updates to policies, procedures and plans following major
changes with use or disclosure of Texas HHS Confidential Information within 60
days of identification of a need for update?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 
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j. Does Applicant/Bidder have current written privacy and security policies and
procedures that restrict permissions or attempts to re‐identify or further identify
de‐identified Texas HHS Confidential Information, or attempt to contact any Individuals
whose records are contained in the Texas HHS Confidential Information, except for an
Authorized Purpose, without express written authorization from a Texas HHS agency or
as expressly permitted by the Base Contract?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


k. If Applicant/Bidder intends to use, disclose, create, maintain, store or transmit Texas HHS
Confidential Information outside of the United States, will Applicant/Bidder obtain the
express prior written permission from the Texas HHS agency and comply with the Texas
HHS agency conditions for safeguarding offshore Texas HHS Confidential Information?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date:


l. Does Applicant/Bidder have current written privacy and security policies and procedures
that require cooperation with Texas HHS agencies' or federal regulatory inspections,
audits or investigations related to compliance with the DUA or applicable law?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


m. Does Applicant/Bidder have current written privacy and security policies and
procedures that require appropriate standards and methods to destroy or dispose of
Texas HHS Confidential Information?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


n. Does Applicant/Bidder have current written privacy and security policies and procedures
that prohibit disclosure of Applicant/Bidder's work product done on behalf of Texas HHS
pursuant to the DUA, or to publish Texas HHS Confidential Information without express
prior approval of the Texas HHS agency?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


2. Does Applicant/Bidder have a current Workforce training program?
Training of Workforce must occur at least once every year, and within 30 days of date of hiring a new
Workforce member who will handle Texas HHS Confidential Information. Training must include: (1) privacy and
security policies, procedures, plans and applicable requirements for handling Texas HHS Confidential
Information, (2) a requirement to complete training before access is given to Texas HHS Confidential
Information, and (3) written proof of training and a procedure for monitoring timely completion of training.


Yes 
No 
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Action Plan for Compliance with a Timeline: Compliance Date: 


3. Does Applicant/Bidder have Privacy Safeguards to protect Texas HHS Confidential
Information in oral, paper and/or electronic form?


"Privacy Safeguards" means protection of Texas HHS Confidential Information by establishing, implementing


and maintaining required Administrative, Physical and Technical policies, procedures, processes and controls,
required by the DUA, HIPAA (45 CFR 164.530), Social Security Administration, Medicaid and laws, rules or
regulations, as applicable. Administrative safeguards include administrative protections, policies and
procedures for matters such as training, provision of access, termination, and review of safeguards, incident
management, disaster recovery plans, and contract provisions. Technical safeguards include technical
protections, policies and procedures, such as passwords, logging, emergencies, how paper is faxed or mailed,


and electronic protections such as encryption of data. Physical safeguards include physical protections,
policies and procedures, such as locks, keys, physical access, physical storage and trash.


Yes 
No 


Action Plan for Compliance with a Timeline: Compliance Date: 


4. Does Applicant/Bidder and all subcontractors (if applicable) maintain a current list of
Authorized Users who have access to Texas HHS Confidential Information, whether oral,
written or electronic?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


5. Does Applicant/Bidder and all subcontractors (if applicable) monitor for and remove
terminated employees or those no longer authorized to handle Texas HHS
Confidential Information from the list of Authorized Users?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 
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SECTION C: SECURITY RISK ANALYSIS AND ASSESSMENT (to be completed by Applicant/Bidder) 
This section is about your electronic system. If your business DOES NOT store, access, or 
transmit Texas HHS Confidential Information in electronic systems (e.g., laptop, personal 
use computer, mobile device, database, server, etc.) select the box to the right, and 
"YES" will be entered for all questions in this section. 


No Electronic 
Systems 


For any questions answered "No," an Action Plan for Compliance with a Timeline must be documented in the 
designated area below the question. The timeline for compliance with HIPAA-related items is 30 calendar 
days, PII-related items is 90 calendar days. 


1. Does the Applicant/Bidder ensure that services which access, create, disclose, receive,
transmit, maintain, or store Texas HHS Confidential Information are maintained IN the
United States (no offshoring) unless ALL of the following requirements are met?


a. The data is encrypted with FIPS 140‐2 validated encryption
b. The offshore provider does not have access to the encryption keys
c. The Applicant/Bidder maintains the encryption key within the United States
d. The Application/Bidder has obtained the express prior written permission of the


Texas HHS agency


For more information regarding FIPS 140‐2 encryption products, please refer to: 
http://csrc.nist.gov/publications/fips 


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


2. Does Applicant/Bidder utilize an IT security‐knowledgeable person or company to maintain
or oversee the configurations of Applicant/Bidder's computing systems and devices?


Yes 
No 


Action Plan for Compliance with a Timeline: Compliance Date: 


3. Does Applicant/Bidder monitor and manage access to Texas HHS Confidential Information
(e.g., a formal process exists for granting access and validating the need for users to access
Texas HHS Confidential Information, and access is limited to Authorized Users)?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


4. Does Applicant/Bidder a) have a system for changing default passwords, b) require user
password changes at least every 90 calendar days, and c) prohibit the creation of weak
passwords (e.g., require a minimum of 8 characters with a combination of uppercase,
lowercase, special characters, and numerals, where possible) for all computer systems
that access or store Texas HHS Confidential Information.


If yes, upon request must provide evidence such as a screen shot or a system report.


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 
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5. Does each member of Applicant/Bidder's Workforce who will use, disclose, create, receive,
transmit or maintain Texas HHS Confidential Information have a unique user name
(account) and private password?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


6. Does Applicant/Bidder lock the password after a certain number of failed attempts and
after 15 minutes of user inactivity in all computing devices that access or store Texas
HHS Confidential Information?


Yes 
No 


Action Plan for Compliance with a Timeline: Compliance Date: 


7. Does Applicant/Bidder secure, manage and encrypt remote access (including wireless
access) to computer systems containing Texas HHS Confidential Information? (e.g., a formal
process exists for granting access and validating the need for users to remotely access Texas
HHS Confidential Information, and remote access is limited to Authorized Users).


Encryption is required for all Texas HHS Confidential Information. Additionally, FIPS 140‐2 validated encryption is required
for Health Insurance Portability and Accountability Act (HIPAA) data, Criminal Justice Information Services (CJIS) data,
Internal Revenue Service Federal Tax Information (IRS FTI) data, and Centers for Medicare & Medicaid Services (CMS) data.


For more information regarding FIPS 140‐2 encryption products, please refer to:
http://csrc.nist.gov/publications/fips


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


8. Does Applicant/Bidder implement computer security configurations or settings for all
computers and systems that access or store Texas HHS Confidential Information?
(e.g., non‐essential features or services have been removed or disabled to reduce the
threat of breach and to limit exploitation opportunities for hackers or intruders, etc.)


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


9. Does Applicant/Bidder secure physical access to computer, paper, or other systems
containing Texas HHS Confidential Information from unauthorized personnel and theft
(e.g., door locks, cable locks, laptops are stored in the trunk of the car instead of the
passenger area, etc.)?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 
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10. Does Applicant/Bidder use encryption products to protect Texas HHS Confidential
Information that is transmitted over a public network (e.g., the Internet, WiFi, etc.)?


If yes, upon request must provide evidence such as a screen shot or a system report.
Encryption is required for all HHS Confidential Information. Additionally, FIPS 140‐2 validated encryption is required for
Health Insurance Portability and Accountability Act (HIPAA) data, Criminal Justice Information Services (CJIS) data, Internal
Revenue Service Federal Tax Information (IRS FTI) data, and Centers for Medicare & Medicaid Services (CMS) data.


For more information regarding FIPS 140‐2 encryption products, please refer to:
http://csrc.nist.gov/publications/fips


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


11. Does Applicant/Bidder use encryption products to protect Texas HHS Confidential
Information stored on end user devices (e.g., laptops, USBs, tablets, smartphones, external
hard drives, desktops, etc.)?
If yes, upon request must provide evidence such as a screen shot or a system report.
Encryption is required for all Texas HHS Confidential Information. Additionally, FIPS 140‐2 validated encryption is required
for Health Insurance Portability and Accountability Act (HIPAA) data, Criminal Justice Information Services (CJIS) data,
Internal Revenue Service Federal Tax Information (IRS FTI) data, and Centers for Medicare & Medicaid Services (CMS) data.


For more information regarding FIPS 140‐2 encryption products, please refer to:
http://csrc.nist.gov/publications/fips


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


12. Does Applicant/Bidder require Workforce members to formally acknowledge rules outlining
their responsibilities for protecting Texas HHS Confidential Information and associated
systems containing HHS Confidential Information before their access is provided?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


13. Is Applicant/Bidder willing to perform or submit to a criminal background check on
Authorized Users?


Yes 
No 


Action Plan for Compliance with a Timeline: Compliance Date: 


14. Does Applicant/Bidder prohibit the access, creation, disclosure, reception, transmission,
maintenance, and storage of Texas HHS Confidential Information with a subcontractor
(e.g., cloud services, social media, etc.) unless Texas HHS has approved the subcontractor
agreement which must include compliance and liability clauses with the same
requirements as the Applicant/Bidder?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 
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15. Does Applicant/Bidder keep current on security updates/patches (including firmware,
software and applications) for computing systems that use, disclose, access, create,
transmit, maintain or store Texas HHS Confidential Information?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


16. Do Applicant/Bidder's computing systems that use, disclose, access, create, transmit,
maintain or store Texas HHS Confidential Information contain up‐to‐date anti‐
malware and antivirus protection?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


17. Does the Applicant/Bidder review system security logs on computing systems that access
or store Texas HHS Confidential Information for abnormal activity or security concerns on
a regular basis?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


18. Notwithstanding records retention requirements, does Applicant/Bidder's disposal
processes for Texas HHS Confidential Information ensure that Texas HHS Confidential
Information is destroyed so that it is unreadable or undecipherable?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


19. Does the Applicant/Bidder ensure that all public facing websites and mobile
applications containing Texas HHS Confidential Information meet security testing
standards set forth within the Texas Government Code (TGC), Section 2054.516;
including requirements for implementing vulnerability and penetration testing and
addressing identified vulnerabilities?


For more information regarding TGC, Section 2054.516 DATA SECURITY PLAN FOR ONLINE AND MOBILE 
APPLICATIONS, please refer to:  https://legiscan.com/TX/text/HB8/2017 


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 
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Requesting Department(s): 


Legal Entity Tax Identification Number (TIN) (Last four Only): PO/Contract(s) #: 


Contract Manager: Contract Manager Email Address: Contract Manager Telephone #: 


SECTION  D:  SIGNATURE  AND  SUBMISSION (to be completed by Applicant/Bidder)  


Please  sign  the  form  digitally,  if  possible.  If  you  can't,  provide  a  handwritten  signature.  
1. I  certify  that  all  of  the  information  provided  in  this  form  is  truthful  and  correct  to  the  best  of  my  knowledge.
f  I  learn    that     any  such  information      was   not   correct,    I  agree    to  notify  Texas     HHS  of  this  immediately.  I


2. Signature 3. Title 4. Date:


To  submit  the  completed,  signed  form:  


• Email  the  form  as  an  attachment  to the appropriate Texas HHS Contract Manager(s).


HHSC: DFPS: DSHS: 


Section  E:  To  Be  Completed  by  Texas HHS  Agency  Staff:  
Agency(s): 


Contract Manager: Contract Manager Email Address: Contract Manager Telephone #: 


Contract Manager: Contract Manager Email Address: Contract Manager Telephone #: 


Contract Manager: Contract Manager Email Address: Contract Manager Telephone #: 


Contract Manager: Contract Manager Email Address: Contract Manager Telephone #: 


Contract Manager: Contract Manager Email Address: Contract Manager Telephone #: 


Contract Manager: Contract Manager Email Address: Contract Manager Telephone #: 


Contract Manager: Contract Manager Telephone #: Contract Manager Email Address: 
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INSTRUCTIONS FOR COMPLETING THE SECURITY AND PRIVACY INQUIRY (SPI) 


Below  are  instructions  for  Applicants,  Bidders  and  Contractors  for  Texas Health  and  Human  Services  requiring  the  
Attachment      2,  Security    and    Privacy   Inquiry   (SPI)   to  the  Data    Use    Agreement      (DUA).    Instructi  on  item    numbers    below     
correspond    to    sections    on  the    SPI   form.                          


If you are a bidder for a new procurement/contract, in order to participate in the bidding process, you must have corrected any "No" 
responses (except A9a) prior to the contract award date. If you are an applicant for an open enrollment, you must have corrected 
any "No" answers (except A9a and A11) prior to performing any work on behalf of any Texas HHS agency. 


For any questions answered "No" (except A9a and A11), an Action Plan for Compliance with a Timeline must be documented in the 
designated area below the question. The timeline for compliance with HIPAA-related requirements for safeguarding Protected Health 
Information is 30 calendar days from the date this form is signed.  Compliance with requirements related to other types of 
Confidential Information must be confirmed within 90 calendar days from the date the form is signed. 


SECTION A. APPLICANT /BIDDER INFORMATION 
Item  #1.  Only    contractors    that    access,  transmit,     store,      and/or      maintain Texas HHS  Confidential     Information    will  
complete    and  email thi    s form as an attachment to the appropriate Texas HHS Contract Manager. 


 


Item   #2.   Entity   or   Applicant/Bidder   Legal   Name.   Provide   the   legal   name   of   the   business   (the   name   used   for   legal   purposes,   
like   filing   a   federal   or   state   tax   form   on   behalf   of   the   business,   and   is   not   a   trade   or   assumed   named   "dba"),   the   legal   tax   
identification   number   (last   four   numbers   only)   of   the   entity   or   applicant/bidder,   the   address   of   the   corporate   or   main   branch   of   
the   business,   the   telephone   number   where   the   business   can   be   contacted   regarding   questions   related   to   the   information   on   
this   form   and   the   website   of   the   business,   if   a   website   exists.   


Item   #3.   Number   of   Employees,   at   all   locations,   in   Applicant/Bidder's   workforce.   Provide   the   total   number   of   
individuals,   including   volunteers,   subcontractors,   trainees,   and   other   persons   who   work   for   the   business.   If   you   are   the   
only   employee,   please   answer   "1."   


Item   #4.   Number   of   Subcontractors.   Provide   the   total   number   of   subcontractors   working   for   the   business.   If   you   have   
none,   please   answer   "0"   zero.   


Item #5. Number of unduplicated individuals for whom Applicant/Bidder reasonably expects to handle HHS Confidential 
Information during one year. Select the radio button that corresponds with the number of clients/consumers for whom you 
expect to handle Texas HHS Confidential Information during a year. Only count clients/consumers once, no matter how many 
direct services the client receives during a year. 


Item   #5.   Name   of   Information   Technology   Security   Official   and   Name   of   Privacy   Official   for   Applicant/Bidder.   As   with   all   other   
fields   on   the   SPI,   this   is   a   required   field.   This   may   be   the   same   person   and   the   owner   of   the   business   if   such   person   has   the   security   
and   privacy   knowledge   that   is   required   to   implement   the   requirements   of   the   DUA   and   respond   to   questions   related   to   the   SPI.   In   
4.A.   provide   the   name,   address,   telephone   number,   and   email   address   of   the   person   whom   you   have   designated   to   answer   any   
security   questions   found   in   Section   C   and   in   4.B.   provide   this   information   for   the   person   whom   you   have   designated   as   the   person   
to   answer   any   privacy   questions   found   in   Section   B.   The   business   may   contract   out   for   this   expertise;   however,   designated   
individual(s)   must   have   knowledge   of   the   business's   devices,   systems   and   methods   for   use,   disclosure,   creation,   receipt,   
transmission   and   maintenance   of   Texas   HHS  Confidential    Information      and    be  willing       to  be    the   point    of  contact      for  privacy      and   
security  questions.    


Item #6. Type(s) of HHS Confidential Information the Entity or Applicant/Bidder Will Create, Receive, Maintain, Use, Disclose or 
Have Access to: Provide a complete listing of all Texas HHS Confidential Information that the Contractor will create, receive, 
maintain, use, disclose or have access to. The DUA section Article 2, Definitions, defines Texas HHS Confidential Information as: 


“Confidential   Information”   means   any   communication   or   record   (whether   oral,   written,   electronically   stored   or   transmitted,   
or   in   any   other   form)   provided   to   or   made   available   to   CONTRACTOR   or   that   CONTRACTOR   may   create,   receive,   maintain,   
use,   disclose   or   have   access   to   on   behalf   of   Texas   HHS    that  consists        of  or  includes       any   or    all   of  the  following:    


(1) Client Information; 
(2) Protected Health Information in any form including without limitation, Electronic 
Protected Health Information or Unsecured Protected Health Information; 
(3) Sensitive Personal Information defined by Texas Business and Commerce Code Ch. 521; 
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(4) Federal Tax Information; 
(5) Personally Identifiable Information; 
(6) Social Security Administration Data, including, without limitation, Medicaid information; 
(7) All privileged work product; 
(8) All information designated as confidential under the constitution and laws of the State of 
Texas and of the United States, including the Texas Health & Safety Code and the Texas Public 
Information Act, Texas Government Code, Chapter 552. 


Definitions for the following types of confidential information can be found the following sites: 


• Health Insurance Portability and Accountability Act (HIPAA) ‐ http://www.hhs.gov/hipaa/index.html
• Criminal Justice Information Services (CJIS) ‐ https://www.fbi.gov/services/cjis/cjis‐security‐policy‐resource‐center
• Internal Revenue Service Federal Tax Information (IRS FTI) ‐ https://www.irs.gov/pub/irs‐pdf/p1075.pdf
• Centers for Medicare & Medicaid Services (CMS) ‐ https://www.cms.gov/Regulations‐and‐Guidance/Regulations‐and-


Guidance.html
• Social Security Administration (SSA) ‐ https://www.ssa.gov/regulations/
• Personally Identifiable Information (PII) ‐ http://csrc.nist.gov/publications/nistpubs/800‐122/sp800‐122.pdf


Item #7. Number of Storage devices for Texas HHS Confidential Information. The total number of devices is 
automatically calculated by exiting the fields in lines a ‐ d. Use the <Tab> key when exiting the field to prompt 
calculation, if it doesn't otherwise sum correctly. 


• Item 7a. Devices. Provide the number of personal user computers, devices, and drives (including mobile
devices, laptops, USB drives, and external drives) on which your business stores or will store Texas HHS 
Confidential Information. 


• Item 7b. Servers. Provide the number of servers not housed in a data center or "in the cloud," on which Texas HHS
Confidential Information is stored or will be stored. A server is a dedicated computer that provides data or services to other 
computers. It may provide services or data to systems on a local area network (LAN) or a wide area network (WAN) over the 
Internet. If none, answer "0" (zero). 


• Item 7c. Cloud Services. Provide the number of cloud services to which Texas HHS Confidential Information is stored. Cloud
Services involve using a network of remote servers hosted on the Internet to store, manage, and process data, rather than 
on a local server or a personal computer. If none, answer "0" (zero.) 


• Item 7d. Data Centers. Provide the number of data centers in which you store Texas HHS Confidential Information. A
Data Center is a centralized repository, either physical or virtual, for the storage, management, and 
dissemination of data and information organized around a particular body of knowledge or pertaining to a 
particular business. If none, answer "0" (zero). 


Item #8. Number of unduplicated individuals for whom the Applicant/Bidder reasonably expects to handle Texas HHS 
Confidential Information during one year. Select the radio button that corresponds with the number of clients/consumers for 
whom you expect to handle Confidential Information during a year. Only count clients/consumers once, no matter how many 
direct services the client receives during a year. 


Item #9. HIPAA Business Associate Agreement. 


• Item #9a. Answer "Yes" if your business will use, disclose, create, receive, transmit, or store information relating to a
client/consumer's healthcare on behalf of the Department of State Health Services, the Department of Disability and Aging
Services, or the Health and Human Services Commission for treatment, payment, or operation of Medicaid or Medicaid
clients. If your contract does not include HIPAA covered information, respond "no." If "no," a compliance plan is not required.


• Item #9b. Answer "Yes" if your business has a notice of privacy practices (a document that explains how you protect and
use a client/consumer's healthcare information) displayed either on a website (if one exists for your business) or in your
place of business (if that location is open to clients/consumers or the public). If your contract does not include HIPAA
covered information, respond "N/A."


Item #10. Subcontractors. If your business responded "0" to question 4 (number of subcontractors), Answer "N/A" to Items 10a 
and 10b to indicate not applicable. 


• Item #10a. Answer "Yes" if your business requires that all subcontractors sign Attachment 1 of the DUA.


• Item #10b. Answer "Yes" if your business obtains Texas HHS approval before permitting subcontractors to handle Texas HHS
Confidential Information on your business's behalf.


Item   #11.   Optional   Insurance.   Answer   "yes"   if   applicant   has   optional   insurance   in   place   to   provide   coverage   for   a   Breach   or   any   
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other situations listed in this question. If you are not required to have this optional coverage, answer "N/A" A compliance plan is 
not required. 


SECTION B. PRIVACY RISK ANALYSIS AND ASSESSMENT 
Reasonable and appropriate written Privacy and Security policies and procedures are required, even for sole proprietors who are 
the only employee, to demonstrate how your business will safeguard Texas HHS Confidential Information and respond in the 
event of a Breach of Texas HHS Confidential Information. To ensure that your business is prepared, all of the items below must 
be addressed in your written Privacy and Security policies and procedures. 


Item #1. Answer "Yes" if you have written policies in place for each of the areas (a‐o). 


• Item #1a. Answer "yes" if your business has written policies and procedures that identify everyone, including
subcontractors, who are authorized to use Texas HHS Confidential Information. The policies and procedures should also
identify the reason why these Authorized Users need to access the Texas HHS Confidential Information and this reason
must align with the Authorized Purpose described in the Scope of Work or description of services in the Base Contract
with the Texas HHS agency.


• Item #1b. Answer "Yes" if your business has written policies and procedures that require your employees (including
yourself), your volunteers, your trainees, and any other persons whose work you direct, to comply with the requirements
of HIPAA, if applicable, and other confidentiality laws as they relate to your handling of Texas HHS Confidential
Information. Refer to the laws and rules that apply, including those referenced in the DUA and Scope of Work or
description of services in the Base Contract.


• Item #1c. Answer "Yes" if your business has written policies and procedures that limit the Texas HHS Confidential
Information you disclose to the minimum necessary for your workforce and subcontractors (if applicable) to perform the
obligations described in the Scope of Work or service description in the Base Contract. (e.g., if a client/consumer's Social
Security Number is not required for a workforce member to perform the obligations described in the Scope of Work or
service description in the Base Contract, then the Social Security Number will not be given to them.) If you are the only
employee for your business, policies and procedures must not include a request for, or use of, Texas HHS Confidential
Information that is not required for performance of the services.


• Item #1d. Answer "Yes" if your business has written policies and procedures that explain how your business would
respond to an actual or suspected breach of Texas HHS Confidential Information. The written policies and procedures,
at a minimum, must include the three items below. If any response to the three items below are no, answer "no."


○ Item #1di. Answer "Yes" if your business has written policies and procedures that require your business to
immediately notify Texas HHS, the Texas HHS Agency, regulatory authorities, or other required Individuals or
Authorities of a Breach as described in Article 4, Section 4 of the DUA.
Refer to Article 4, Section 4.01:


Initial Notice of Breach must be provided in accordance with Texas HHS and DUA requirements with as much
information as possible about the Event/Breach and a name and contact who will serve as the single point of contact
with HHS both on and off business hours. Time frames related to Initial Notice include:
• within one hour of Discovery of an Event or Breach of Federal Tax Information, Social Security Administration
Data, or Medicaid Client Information


• within 24 hours of all other types of Texas HHS Confidential Information 48‐hour Formal Notice must be provided
no later than 48 hours after Discovery for protected health information, sensitive personal information or other
non‐public information and must include applicable information as referenced in Section 4.01 (C) 2. of the DUA.


○ Item #1dii. Answer "Yes" if your business has written policies and procedures require you to have and follow a
written breach response plan as described in Article 4 Section 4.02 of the DUA.


○ Item #1diii. Answer "Yes" if your business has written policies and procedures require you to notify Reporting
Authorities and Individuals whose Texas HHS Confidential Information has been breached as described in Article 4
Section 4.03 of the DUA.


• Item #1e. Answer "Yes" if your business has written policies and procedures requiring annual training of your entire
workforce on matters related to confidentiality, privacy, and security, stressing the importance of promptly reporting any
Event or Breach, outlines the process that you will use to require attendance and track completion for employees who
failed to complete annual training.
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• Item #1f. Answer "Yes" if your business has written policies and procedures requiring you to allow individuals
(clients/consumers) to access their individual record of Texas HHS Confidential Information, and allow them to
amend or correct that information, if applicable.


• Item #1g. Answer "Yes" if your business has written policies and procedures restricting access to Texas HHS Confidential
Information to only persons who have been authorized and trained on how to handle Texas HHS Confidential Information


• Item #1h. Answer "Yes" if your business has written policies and procedures requiring sanctioning of any subcontractor,
employee, trainee, volunteer, or anyone whose work you direct when they have accessed Texas HHS Confidential
Information but are not authorized to do so, and that you have a method of proving that you have sanctioned such an
individuals. If you are the only employee, you must demonstrate how you will document the noncompliance, update
policies and procedures if needed, and seek additional training or education to prevent future occurrences.


• Item #1i. Answer "Yes" if your business has written policies and procedures requiring you to update your policies within
60 days after you have made changes to how you use or disclose Texas HHS Confidential Information.


• Item #1j. Answer "Yes" if your business has written policies and procedures requiring you to restrict attempts to take
de‐identified data and re‐identify it or restrict any subcontractor, employee, trainee, volunteer, or anyone whose work
you direct, from contacting any individuals for whom you have Texas HHS Confidential Information except to perform
obligations under the contract, or with written permission from Texas HHS.


• Item #1k. Answer "Yes" if your business has written policies and procedures prohibiting you from using, disclosing,
creating, maintaining, storing or transmitting Texas HHS Confidential Information outside of the United States.


• Item #1l. Answer "Yes" if your business has written policies and procedures requiring your business to cooperate with
HHS agencies or federal regulatory entities for inspections, audits, or investigations related to compliance with the DUA or
applicable law.


• Item #1m. Answer "Yes" if your business has written policies and procedures requiring your business to use appropriate
standards and methods to destroy or dispose of Texas HHS Confidential Information. Policies and procedures should
comply with Texas HHS requirements for retention of records and methods of disposal.


• Item #1n. Answer "Yes" if your business has written policies and procedures prohibiting the publication of the
work you created or performed on behalf of Texas HHS pursuant to the DUA, or other Texas HHS Confidential
Information, without express prior written approval of the HHS agency.


Item #2. Answer "Yes" if your business has a current training program that meets the requirements specified in the SPI 
for you, your employees, your subcontractors, your volunteers, your trainees, and any other persons under you direct 
supervision. 


Item #3. Answer "Yes" if your business has privacy safeguards to protect Texas HHS Confidential Information as described 
in the SPI. 


Item #4. Answer "Yes" if your business maintains current lists of persons in your workforce, including subcontractors 
(if applicable), who are authorized to access Texas HHS Confidential Information. If you are the only person with 
access to Texas HHS Confidential Information, please answer "yes." 


Item #5. Answer "Yes" if your business and subcontractors (if applicable) monitor for and remove from the list of 
Authorized Users, members of the workforce who are terminated or are no longer authorized to handle Texas HHS 
Confidential Information. If you are the only one with access to Texas HHS Confidential Information, please answer "Yes." 


SECTION C. SECURITY RISK ANALYSIS AND ASSESSMENT 
This section is about your electronic systems. If you DO NOT store Texas HHS Confidential Information in electronic systems 
(e.g., laptop, personal computer, mobile device, database, server, etc.), select the "No Electronic Systems" box and respond 
"Yes" for all questions in this section. 


Item #1. Answer "Yes" if your business does not "offshore" or use, disclose, create, receive, transmit or maintain 
Texas HHS Confidential Information outside of the United States. If you are not certain, contact your provider of 
technology services (application, cloud, data center, network, etc.) and request confirmation that they do not off‐
shore their data. 
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Item #2. Answer "Yes" if your business uses a person or company who is knowledgeable in IT security to maintain or oversee 
the configurations of your business's computing systems and devices. You may be that person, or you may hire someone who 
can provide that service for you. 


Item #3. Answer "Yes" if your business monitors and manages access to Texas HHS Confidential Information (i.e., reviews 
systems to ensure that access is limited to Authorized Users; has formal processes for granting, validating, and reviews the 
need for remote access to Authorized Users to Texas HHS Confidential Information, etc.). If you are the only employee, 
answer "Yes" if you have implemented a process to periodically evaluate the need for accessing Texas HHS Confidential 
Information to fulfill your Authorized Purposes. 


Item #4. Answer "Yes" if your business has implemented a system for changing the password a system initially assigns to the 
user (also known as the default password), and requires users to change their passwords at least every 90 days, and prohibits the 
creation of weak passwords for all computer systems that access or store Texas HHS Confidential Information (e.g., a strong 
password has a minimum of 8 characters with a combination of uppercase, lowercase, special characters, and numbers, where 
possible). If your business uses a Microsoft Windows system, refer to the Microsoft website on how to do this, see example: 


https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/password-policy 


Item #5. Answer "Yes" if your business assigns a unique user name and private password to each of your employees, 
your subcontractors, your volunteers, your trainees and any other persons under your direct control who will use, 
disclose, create, receive, transmit or maintain Texas HHS Confidential Information. 


Item #6. Answer "Yes" if your business locks the access after a certain number of failed attempts to login and after 15 minutes 
of user inactivity on all computing devices that access or store Texas H H S  Confidential Information. If your business uses a 
Microsoft Windows system, refer to the Microsoft website on how to do this, see example: 


https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/account-lockout-policy 


Item #7. Answer "Yes" if your business secures, manages, and encrypts remote access, such as: using Virtual Private 
Network (VPN) software on your home computer to access Texas HHS Confidential Information that resides on a 
computer system at a business location or, if you use wireless, ensuring that the wireless is secured using a 
password code. If you do not access systems remotely or over wireless, answer "Yes." 


Item #8. Answer "Yes" if your business updates the computer security settings for all your computers and electronic 
systems that access or store Texas HHS Confidential Information to prevent hacking or breaches (e.g., non‐essential 
features or services have been removed or disabled to reduce the threat of breach and to limit opportunities for hackers or 
intruders to access your system). For example, Microsoft's Windows security checklist: 
https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/how-to-configure-security-policy-settings 


Item #9. Answer "Yes" if your business secures physical access to computer, paper, or other systems containing Texas HHS 
Confidential Information from unauthorized personnel and theft (e.g., door locks, cable locks, laptops are stored in the 
trunk of the car instead of the passenger area, etc.). If you are the only employee and use these practices for your 
business, answer "Yes." 


Item #10. Answer "Yes" if your business uses encryption products to protect Texas HHS Confidential Information that is 
transmitted over a public network (e.g., the Internet, WIFI, etc.) or that is stored on a computer system that is physically or 
electronically accessible to the public (FIPS 140‐2 validated encryption is required for Health Insurance Portability and 
Accountability Act (HIPAA) data, Criminal Justice Information Services (CJIS) data, Internal Revenue Service Federal Tax 
Information (IRS FTI) data, and Centers for Medicare & Medicaid Services (CMS) data.) For more information regarding FIPS 
140‐2 encryption products, please refer to: http://csrc.nist.gov/publications/fips). 


Item #11. Answer "Yes" if your business stores Texas HHS Confidential Information on encrypted end‐user electronic devices 
(e.g., laptops, USBs, tablets, smartphones, external hard drives, desktops, etc.) and can produce evidence of the encryption, 
such as, a screen shot or a system report (FIPS 140‐2 encryption is required for Health Insurance Portability and Accountability 
Act (HIPAA) data, Criminal Justice Information Services (CJIS) data, Internal Revenue Service Federal Tax Information (IRS FTI) 
data, and Centers for Medicare & Medicaid Services (CMS) data). For more information regarding FIPS 140‐2 validated 
encryption products, please refer to: http://csrc.nist.gov/publications/fips). If you do not utilize end‐user electronic devices 
for storing Texas HHS Confidential Information, answer "Yes." 
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Item #12. Answer "Yes" if your business requires employees, volunteers, trainees and other workforce members to sign a 
document that clearly outlines their responsibilities for protecting Texas HHS Confidential Information and associated 
systems containing Texas HHS Confidential Information before they can obtain access. If you are the only employee answer 
"Yes" if you have signed or are willing to sign the DUA, acknowledging your adherence to requirements and responsibilities. 


Item #13. Answer "Yes" if your business is willing to perform a criminal background check on employees, subcontractors, 
volunteers, or trainees who access Texas HHS Confidential Information. If you are the only employee, answer "Yes" if you 
are willing to submit to a background check. 


Item #14. Answer "Yes" if your business prohibits the access, creation, disclosure, reception, transmission, maintenance, 
and storage of Texas HHS Confidential Information on Cloud Services or social media sites if you use such services or sites, 
and there is a Texas HHS approved subcontractor agreement that includes compliance and liability clauses with the same 
requirements as the Applicant/Bidder. If you do not utilize Cloud Services or media sites for storing Texas HHS Confidential 
Information, answer "Yes." 


Item #15. Answer "Yes" if your business keeps current on security updates/patches (including firmware, software and 
applications) for computing systems that use, disclose, access, create, transmit, maintain or store Texas HHS Confidential 
Information. If you use a Microsoft Windows system, refer to the Microsoft website on how to ensure your system is 
automatically updating, see example: 


https://portal.msrc.microsoft.com/en-us/ 


Item #16. Answer "Yes" if your business's computing systems that use, disclose, access, create, transmit, maintain or store 
Texas HHS Confidential Information contain up‐to‐date anti‐malware and antivirus protection. If you use a Microsoft 
Windows system, refer to the Microsoft website on how to ensure your system is automatically updating, see example: 


https://docs.microsoft.com/en-us/windows/security/threat-protection/ 


Item #17. Answer "Yes" if your business reviews system security logs on computing systems that access or store Texas HHS 
Confidential Information for abnormal activity or security concerns on a regular basis. If you use a Microsoft Windows system, 
refer to the Microsoft website for ensuring your system is logging security events, see example: 


https://docs.microsoft.com/en-us/windows/security/threat-protection/auditing/basic-security-audit-policies 


Item #18. Answer "Yes" if your business disposal processes for Texas HHS Confidential Information ensures that Texas 
HHS Confidential Information is destroyed so that it is unreadable or undecipherable. Simply deleting data or formatting 
the hard drive is not enough; ensure you use products that perform a secure disk wipe. Please see NIST SP 800‐88 R1, 
Guidelines for Media Sanitization and the applicable laws and regulations for the information type for further guidance. 


Item #19. Answer "Yes" if your business ensures that all public facing websites and mobile applications containing HHS 
Confidential Information meet security testing standards set forth within the Texas Government Code (TGC), Section 
2054.516 


SECTION D. SIGNATURE AND SUBMISSION 
Click on the signature area to digitally sign the document. Email the form as an attachment to the appropriate 
Texas HHS Contract Manager. 
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Table 1 identifies the AIC regions for which respondents may submit proposals to provide 
services.   
 
Table 2 includes the estimated funding amounts and call volumes for each region.  These amounts 
are for planning purposes and are based on available funding and the projected population to be 
served.  Funding amounts are subject to change at the discretion of HHSC.   
 


Table 1: AIC Regions  
Region Counties Included in Region 
Alamo Atascosa, Bandera, Bexar, Comal, Frio, Gillespie, Guadalupe, Karnes, 


Kendall, Kerr, Medina, Wilson 
Bryan/College Station Brazos, Burleson, Grimes, Leon, Madison, Robertson, Washington 
Central Texas Bell, Coryell, Hamilton, Lampasas, Milam, Mills, San Saba 
Coastal Bend Aransas, Bee, Brooks, Duval, Jim Wells, Kenedy, Kleberg, Live Oak, 


McMullen, Nueces, Refugio, San Patricio 
Concho Valley Coke, Concho, Crockett, Irion, Kimble, Mason, McCulloch, Menard, 


Reagan, Schleicher, Sterling, Sutton, Tom Green 
Deep East Texas Angelina, Houston, Jasper, Nacogdoches, Newton, Polk, Sabine, San 


Augustine, San Jacinto, Shelby, Trinity, Tyler 
East Texas Anderson, Camp, Cherokee, Gregg, Harrison, Henderson, Marion, 


Panola, Rains, Rusk, Smith, Upshur, Van Zandt, Wood 
Golden Crescent Calhoun, DeWitt, Goliad, Gonzales, Jackson, Lavaca, Victoria 
Gulf Coast Austin, Brazoria, Chambers, Colorado, Fort Bend, Galveston, Harris, 


Liberty, Matagorda, Montgomery, Walker, Waller, Wharton 
Heart of Texas Bosque, Falls, Freestone, Hill, Limestone, McLennan 
Middle Rio Grande Dimmit, Edwards, Kinney, La Salle, Maverick, Real, Uvalde, Val 


Verde, Zavala 
North Central Texas 
Dallas 


Collin, Dallas, Denton, Ellis, Hunt, Kaufman, Navarro, Rockwall 


North Central Texas 
Fort Worth 


Erath, Hood, Johnson, Palo Pinto, Parker, Somervell, Tarrant, Wise 


North East Texas Bowie, Cass, Delta, Franklin, Hopkins, Lamar, Morris, Red River, Titus 
North Texas Archer, Baylor, Clay, Cottle, Foard, Hardeman, Jack, Montague, 


Wichita, Wilbarger, Young 
Panhandle Armstrong, Briscoe, Carson, Castro, Childress, Collingsworth, Dallam, 


Deaf Smith, Donley, Gray, Hall, Hansford, Hartley, Hemphill, 
Hutchinson, Lipscomb, Moore, Ochiltree, Oldham, Parmer, Potter, 
Randall, Roberts, Sherman, Swisher, Wheeler 


Region Counties Included in Region 
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Permian Basin Andrews, Borden, Crane, Dawson, Ector, Gaines, Glasscock, Howard, 
Loving, Martin, Midland, Pecos, Reeves, Terrell, Upton, Ward, Winkler 


Rio Grande Brewster, Culberson, El Paso, Hudspeth, Jeff Davis, Presidio 
South Central Texas Bastrop, Blanco, Burnet, Caldwell, Fayette, Hays, Lee, Llano, Travis, 


Williamson 
South East Texas Hardin, Jefferson, Orange 
South Plains Bailey, Cochran, Crosby, Dickens, Floyd, Garza, Hale, Hockley, King, 


Lamb, Lubbock, Lynn, Motley, Terry, Yoakum 
South Texas Jim Hogg, Webb, Zapata 
Texoma Cooke, Fannin, Grayson 
Tip of Texas Cameron, Hidalgo, Starr, Willacy 
West Central Texas Brown, Callahan, Coleman, Comanche, Eastland, Fisher, Haskell, 


Jones, Kent, Knox, Mitchell, Nolan, Runnels, Scurry, Shackelford, 
Stephens, Stonewall, Taylor, Throckmorton 
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 Table 2: Planning Estimates – Annual Funding Amounts & Call Data for AIC Regions 


Region 


Funding Estimates  


CY2019 Call 
Volumes 


Annual OPS 
Funding 
Amount 


Annual CC  
Funding 
Amount 


Fiscal 2022 
SGR COVID  


Funding 
Amount 


 


Alamo $679,629.63   $43,651.31  $91,247.38           186,465  
Bryan/College Station  $324,080.00   $5,460.98  $10,260.50             27,205  
Central Texas  $291,000.00   $9,653.42  $13,575.78               44,540  
Coastal Bend  $323,826.10   $10,065.96  $27,158.43               35,961  
Concho Valley  $194,630.00   $2,537.66  $5,052.66               16,599  
Deep East Texas 


$195,568.16  
                   


$6,242.41 $14,562.03  
             30,009  


East Texas                
$329,000.00    $14,155.19  $34,408.21  


             50,386  


Golden Crescent               
$218,000.00  


                   
$3,314.69  $6,769.84  


             16,815  


Gulf Coast             
$1,271,549.00  


               
$123,389.64  $263,472.91  


           634,678  


Heart of Texas                
$389,000.00  


                   
$6,014.40  $9,788.64  


             35,467  


Middle Rio Grande               
$186,000.00  


                   
$3,528.18  $8,891.68  


             26,941  


North Central Texas – Dallas             
$1,148,428.00  


                 
$88,061.36  $165,774.80  


           336,541  


North Central Texas – Fort 
Worth 


               
$619,223.00  


                 
$44,427.53  $61,099.52  


           118,053  


North East Texas                
$211,362.00  


                  
$4,748.34  $9,672.22  


             30,551  


North Texas                
$199,997.00  


                  
$3,570.17  $8,141.79  


             22,768  


Panhandle                
$286,334.00  


                  
$8,282.19  $12,591.03  


             33,678  


Permian Basin                
$289,000.00  


                  
$8,345.51  $13,133.80  


             32,674  


Rio Grande               
$243,090.56  


                 
$17,364.78  $16,216.37  


             60,621  


South Central Texas                
$802,500.00  


                 
$36,266.29  $49,736.50  


           106,181  


South East Texas                
$327,000.00  


                   
$6,603.66  $17,472.38  


             40,979  


South Plains                
$236,909.01  


                   
$7,636.51  $14,937.72  


             35,185  


South Texas                
$159,025.00  


                   
$6,881.82  $14,294.89  


             41,907  
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Texoma                
$390,695.00  


                   
$3,170.38  $6,253.96  


             26,703  


Tip of Texas                
$405,206.54  


                 
$31,278.81  $66,172.91  


             74,143  


West Central Texas                
$295,000.00  


                   
$5,348.81  $13,314.04  


             32,697  


Totals: $10,016,053.00 500,000.00 $954,000.00        2,215,800  
 
 


 
 


Emerngency Services and Escalation Centers Funding  
 


Emergency Services and Escalation Centers Total Amount $225,000.00 
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1 Emergency Services and Escalation Centers Overview 
 
As shown in Exhibit A, Grant Requirements, AICs must have the demonstrated capacity to 
implement and follow the AIC Emergency Management Protocols during disasters or other events 
that have the potential to or have resulted in property damage, deaths, and/or injuries in Texas 
communities.  However, additional capacity is needed to ensure a fully optimized disaster and 
event response that aligns with the Governor’s Homeland Security Strategic Plan for 2020-2025 
to provide hazard and emergency information to the public.  As a result, HHSC/TIRN will contract 
with three AICs to serve as Emergency Services and Escalation Centers (ESECs) to provide 
expanded disaster-related activities that include: 
A. Disaster/event monitoring 
B. Network communication 
C. Resource management 
D. Additional human resource capacity for responding to disasters/events 
E. Year-round registration assistance enrolling customers into the State of Texas Emergency 


Assistance Registry (STEAR) 
 
ESECs play key roles in disaster/event-related situations by quickly ramping up to increase their 
call handling capacity and to provide 24-hour services.  As part of this RFP, additional funding 
will be awarded to multiple successful Applicants that demonstrate the capacity to conduct the 
AIC operations described in Exhibit A, Grant Requirements, as well as the additional capacity 
necessary to perform the functions of an ESEC. Applicants that choose to apply to be an ESEC do 
not have to maintain a 24/7 contact center operation during non-disaster/event periods; however, 
they must demonstrate the capacity to provide 24/7 services during a disaster/event, as well as the 
other services set forth in the following sections.   
 
Applicants applying to become an ESEC must create and submit Attachment B, Narrative 
Proposal for ESEC, as well as Exhibit H-1, Expenditure Proposal Template for Emergency 
Services and Escalation Centers, for the proposed ESEC. Applicants applying to become an 
ESEC must also have applied to become an AIC. ESEC applications received that do not include 
a separate AIC application will not be evaluated or considered for award.  (Note: STEAR 
assistance is part of the standard ESEC services and involves assisting customers by phone.  The 
additional STEAR assistance includes assisting customers by phone, fax, and email.  See Section 
2.1.4.1, STEAR Program, for additional information.) 


 
2 ESEC OPERATIONS  


 
 


2.1 Infrastructure, Staffing, and Service Provision 
 
ESECs must have the capacity to “ramp-up” to 24-hour operations within a period of time 
not to exceed four (4) hours or as directed by HHSC/TIRN.  This requires expanded 
infrastructure, staffing, and service capabilities to ensure an effective emergency response. 
The Applicant must explain in its ESEC plan how it will meet the following requirements. 



Hoffpauir,Ross (HHSC)

Add to solicitation document in evaluation section
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2.1.1 Infrastructure Requirements  


 
The Applicant must describe its qualifications to: 
 
A. Provide physical facilities and necessary technology hardware/software to house a 


minimum of 20 additional volunteer staff simultaneously at any given point during 
activation. These volunteer staff are in addition to regular AIC staff. 
 


B. Coordinate with the other ESECs to ramp up to 24-hour operations in four hours or less, 
or as directed by HHSC/TIRN staff. ESECs must maintain a single shared email address 
that automatically forwards important information to all Emergency Management 
Coordinators and active managers. 
 


C. Provide Emergency Management Coordinators and AIC management 24-hour access to 
email and phone communications.   
 


D. Adhere to AIC Emergency Management Protocols and all other manuals and protocols as 
directed by HHSC/TIRN. 
 


E. Coordinate Federal Emergency Management Agency (FEMA) training for new hires and 
assure completion within 30 business days of hire date. 
 


2.1.2 Staffing Requirements  
 


Adequate and trained staff are critical to an ESEC’s ability to respond to disaster events.  The 
Successful Applicant must demonstrate the capacity to: 
 
A. Add 240 hours of contact specialist staff time per day, as needed and directed by HHSC. 


The additional contact specialist capacity must be added within a period of time not to 
exceed four hours or as directed by HHSC. 
 


B. Maintain a pool of at least 20 trained volunteer staff to take calls during a disaster event. 
These individuals are in addition to the AIC's regular I&R contact specialist staff and 
must have the minimal skills necessary to respond to a disaster-related inquiry and 
accurately record call data as per requirements.  Procedures for recruiting and training 
volunteers must be included in the ESEC plan. 
 


C. Ensure the ESEC’s Resource Manager has the training and skills needed to oversee 
database-wide functions in order assist and support local Resource Managers during a 
disaster/event.  The ESEC must designate at least one resource management backup in 
the event that key staff are unable to perform the required duties.   
 


D. Maintain compliance with the FEMA guidelines for National Incident Management 
System (NIMS) / Incident Command Structure (ICS) training as shown below. (Note: the 
ICS-100 and IS-700 training courses are standard requirements for all AICs.) 
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Staff Position Required Training(s) 


Program Director IS-700, IS-800, ICS-100, ICS-200, and ICS-300 


Contact Center Manager IS-700, ICS-100, and ICS-200 


Emergency 
Management 
Coordinator 


IS-700, IS-800, ICS-100, ICS-200, ICS-300, IS-42, 
and IS-244 


Resource Manager IS-700, ICS-100, IS-42, and IS-244 


I&R Contact Specialist ICS-100 
 


Training Course Description 


ICS-100 – Introduction 
to the Incident 
Command System 
(Required for all AICs) 


Covers the principles and basic structure of ICS, its 
functional areas, staff roles, and the relationship 
between ICS and NIMS 


ICS-200 – Basic Incident 
Command System for 
Initial Response 


A review of the ICS, including the context for ICS 
within initial response.  Supports higher level ICS 
training. 


ICS-300 – Intermediate 
ICS for Expanding 
Incidents 


Provides training and resources for personnel who 
require advanced knowledge and application of the 
ICS. This course expands upon information 
covered in the ICS-100 and ICS-200 courses 


IS-42 – Social Media in 
Emergency 
Management 


Provides best practices including tools, techniques, 
and a basic roadmap to build capabilities in the use 
of social media technologies by emergency 
management organizations to further their 
emergency response missions. 


IS-244 – Developing and 
Managing Volunteers 


Provides strategies for identifying, recruiting, 
assigning, training, supervising, and motivating 
volunteers before, during, and after a severe 
emergency or major disaster.   


IS-700 – National 
Incident Management 
System, An Introduction 
(Required for all AICs) 


Provides an overview of NIMS, including key 
concepts and principles, resource management, ICS 
organizational structures, communication standards 
and formats, interconnectivity of disaster agencies, 
and emergency operations functions. 


IS-800 – National 
Response Framework, 
An Introduction 


Introduces the concepts and principles of the 
National Response Framework and the ways it is 
applied in actual response situations. 
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2.1.3 Emergency Management Staff and Required Partnerships 
 
Grantees must designate two staff who will function as Emergency Management 
Coordinators during a disaster/event. One coordinator will be designated as primary and 
the other as back-up, and both must be available 24 hours a day, seven days a week. The 
Emergency Management Coordinators will coordinate communications between the AIC 
and HHSC/TIRN, designated AIC ESECs, the statewide AIC network, and local and state 
emergency management organizations. 
 
 Grantees must develop and maintain professional relationships through formal 
agreements with the following emergency management organizations in the contracted 
region:  
 
A. Local Offices of Emergency Management (OEM) (contact the city and/or county 


government offices in the AIC region); 
B. Local public health entities; and (see https://www.dshs.texas.gov/regions/lhds.shtm);  
C. Disaster District Coordinators (see https://tdem.texas.gov/field-response/);  
D. Voluntary Organizations Active in Disasters (VOAD) (see https://www.txvoad.org/)  
E. American Red Cross chapters within the AIC region (see 


https://www.redcross.org/find-your-local-chapter.html)  
F. Other emergency and relief operations partners, as appropriate and/or required by 


HHSC/TIRN. 
 
Formal agreements with these entities must outline the roles and responsibilities of all 
parties and be made available to HHSC/TIRN upon request. 
 


2.1.4 Service Provision  
 


Please provide in Attachment B, Narrative Proposal for ESEC a demonstrated capacity to 
provide the following services before, during, and after a disaster/emergency event: 
 
A. Emergency management operations on a rotating schedule of 10 days on, 20 days off, in 


which the ESEC will be on call and available to serve 24 hours a day, seven days a week, 
as directed by HHSC/TIRN. 
 


B. Statewide weather and disaster/emergency event monitoring and network 
communication.  
 


C. I&R and resource management functions on behalf of AICs impacted by a 
disaster/emergency and unable to perform these functions. 
 


D. Oversight for resource database-wide functions for disasters/emergencies, as directed in 
the AIC Emergency Management Protocols. 
 


E. Collection of emergency management-related I&R and dissemination to the network.  
 



https://www.dshs.texas.gov/regions/lhds.shtm

https://tdem.texas.gov/field-response/

https://www.redcross.org/find-your-local-chapter.html

Oria,Nicole (HHSC)

Dead link



Roelle,Angie (HHSC)

Updated



Oria,Nicole (HHSC)

Dead link



Roelle,Angie (HHSC)

Updated
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F. Year-round registration assistance for the STEAR program.  (See the following section 
for additional detail on this requirement.)  


 
2.1.4.1 STEAR Program 
 
The STEAR program is a free registry that provides additional information to local 
emergency planners and emergency responders regarding prospective evacuation needs in 
their communities. The registry is intended for individuals with disabilities and those with 
access and functional issues that may include: 
• Limited mobility 
• Communication barriers 
• Additional medical assistance needs 
• Transportation assistance needs 
• Personal care assistance needs 
 
Individuals that choose to register must provide their name, address, phone number, and 
primary language. To ensure vital information is captured for emergency planners and 
responders, individuals may be asked additional questions pertaining to: 
• Emergency contact information 
• Caregiver information 
• Pets 
• Transportation assistance for home evacuation 
• Communication barriers 
• Disability, functional or medical needs 
 
Registry in STEAR is voluntary and all information provided by customers is kept 
completely confidential. 
 
Applicants must indicate in their ESEC plan in Attachment B, Narrative Proposal for 
ESEC, which of the following levels of STEAR service to be offered: 


• Standard STEAR Service – Trained I&R Contact Specialists assist individuals over 
the phone to register in STEAR. 


• Enhanced STEAR Service – Trained I&R Contact Specialists assist individuals over 
the phone to register in STEAR, as well as via fax and email. 


 
Additionally, all ESECs are responsible for ensuring their staff receive STEAR training 
provided by HHSC/TIRN.   
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		A. Add 240 hours of contact specialist staff time per day, as needed and directed by HHSC. The additional contact specialist capacity must be added within a period of time not to exceed four hours or as directed by HHSC.
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		A. Emergency management operations on a rotating schedule of 10 days on, 20 days off, in which the ESEC will be on call and available to serve 24 hours a day, seven days a week, as directed by HHSC/TIRN.

		B. Statewide weather and disaster/emergency event monitoring and network communication.

		C. I&R and resource management functions on behalf of AICs impacted by a disaster/emergency and unable to perform these functions.

		D. Oversight for resource database-wide functions for disasters/emergencies, as directed in the AIC Emergency Management Protocols.

		E. Collection of emergency management-related I&R and dissemination to the network.

		F. Year-round registration assistance for the STEAR program.  (See the following section for additional detail on this requirement.)

		2.1.4.1 STEAR Program
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Applicants must complete one Exhibit H, Expenditure Proposal Template, for each Region. 


Cecile Erwin Young, Executive Commissioner


Request for Applications (RFA)
for


2-1-1 Texas Information and Referral Network Operations
RFA No. HHS0009792


Exhibit H, Expenditure Proposal Template


Funding 
Opportunity: Area Information Center (AIC Only)


Region: Select the Region







ADMINISTRATIVE COSTS INSTRUCTIONS


If your HHSC contract agreement requires a cap on administrative costs, each budget category will include a column for 
tracking the administrative costs. For each line item, include how much of the costs for that line item are 
"administrative" costs. This column will not auto-populate as other total columns do. 


NOTE: Only contracts requiring an administrative costs cap will include a column for tracking "Administrative Costs".  


Administrative costs typically include things such as administrative positions (CEO, CFO, administrative assistants); 
costs, such as utilities and rent which are allocated to these positions; and indirect costs; however, the definition of 
"administrative costs" may be unique to your program, so please contact your contract manager if you are unsure what 
should be included as administrative costs.  
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Legal Name: 


Address 1:
Address 2:
City, State, Zip:
Tax ID Number:


Total
Budget


Requested


A. Personnel $0


B. Fringe Benefits $0


C. Travel $0


D. Equipment $0


E. Supplies $0


F. Prof&Cont. $0


G. Other $0


H. Total Direct Costs: $0


I. Indirect Costs $0


J. Total (Sum of H
and I) $0


Cost Categories


2-1-1 Texas Information and Referral Network Operations
Budget Summary


TOTAL


Revised: April 2011







Legal Name: 0


FRINGE BENEFITS


$0


Total


$0


$0


$0


$0


$0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


PERSONNEL


Fringe Benefits Total (auto-populates)


*Total amounts auto-populate


Personnel


Describe the Fringe Benefits allocated to the program(s):


Fringe Benefit Rate % 


No. of 
Months


Annual 
SalaryStaff Position


Certification or 
License (Enter NA 


if not required)
Vacant V/F Justification Monthly Salary


Revised: 7/6/2009







 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


Total Salary $0


Revised: 7/6/2009







Legal Name: 0


Do you have a travel policy more restrictive than what is allowed by the contract? Yes/No


Conference/Workshop 
Travel


Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0


Travel


Total


Days/Employees
Description of 


Conference/Workshop Justification Location
City/State


Number of:


Travel Costs Travel Total 
Costs


ALL OUT OF STATE TRAVEL MUST HAVE HHSC PRIOR APPROVAL AT LEAST 30-DAYS IN ADVANCE OF TRAVEL. INCLUSION IN AN APPROVED BUDGET DOES NOT CONSTITUTE APPROVAL FOR OUT OF STATE TRAVEL. 


*Total amounts auto-populate


$0


$0


    


$0


    


$0


    


$0


   


$0


    


$0


    


$0


    


$0


   


$0


    


$0


    


$0


    


$0


   


$0


    


$0


    


$0


    


$0


   


$0


    
Revised: 7/6/2009







Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0


 $0


Other / Local Travel Costs


Mileage   
Cost (a)


(auto-
populates)


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


 Other / Local Travel Costs: $0 
Conference / 


Workshop Travel 
Costs:


$0 $0 


Total


    


$0


    


$0


$0


$0


Other Costs  (a) + (b)


(b) (auto-populates)
Justification


Mileage 
Reimbursement 


Rate (cannot 
exceed maximum 


state rate)


Total


Number of Miles


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


*Total amounts auto-populate


Total for Other / Local 
Travel $0


Total Travel Costs:


$0


$0


$0


$0


$0


$0


Revised: 7/6/2009







Legal Name: 0


Description of Item Purpose & Justification Number of Units Cost Per 
Unit


Total


$0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0


$0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0


$0Total Equipment:


Equipment


ALL EQUIPMENT MUST HAVE HHSC PRIOR APPROVAL. INCLUSION IN AN APPROVED BUDGET DOES NOT CONSTITUTE APPROVAL. 


*Total amounts auto-populate


Revised: 7/6/2009







Legal Name: 0


Description of Item
[If applicable, provide estimated quantity 


and cost (i.e. # of boxes & cost/box)]
Purpose & Justification Total Cost


$0
$0


 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0


$0
$0


 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0


$0
     Total Supplies: $0


*Total amounts auto-populate


Supplies


Revised: 7/6/2009







Legal Name:


 


Professional / 
Contract Name


Description of 
Services Justification


Method of Payment (i.e., 
Monthly, Hourly, Unit, 


Lump Sum)


# of Months, 
Hours, Units, etc.


Rate of 
Payment 


(i.e., hourly 
rate, unit 
rate, lump 


sum amount)


TOTAL


$0
$0
$0
$0
$0
$0
$0
$0
$0


 $0
$0
$0
$0
$0
$0
$0
$0
$0


 $0
$0
$0
$0
$0
$0
$0
$0
$0


 $0
$0
$0
$0
$0
$0
$0
$0
$0


 $0
$0
$0
$0
$0
$0
$0
$0
$0


$0Total Professional/Contract:


Professional/Contract


0


*Total amounts auto-populate


Revised: 7/6/2009







Legal Name: 0


Description of Item
[If applicable, include quantity and 


cost/quantity (i.e. # of units & cost per 
unit)]


Purpose & Justification Total 
Cost


$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0


*Total amounts auto-populate


Other


Revised: 7/6/2009







Total Other: $0


Revised: 7/6/2009







0


10.00%


Effective 
Date


Expiration 
Date


$0.00


 Identify the types of costs that are being allocated as indirect costs, the allocation methodology, and 


Indirect Costs


Legal Name:


Enter the total amount of indirect costs, if any. If no indirect costs are requested, enter "none." 


The Respondent may request indirect costs if it has a current indirect cost rate agreement.  A Respondent without 
an Indirect Cost Rate Letter can use at a rate less than a 10% rate until such letter is provided to HHSCof the 
direct charges.  Submit a copy of the cost rate certificate with this budget.


Approved 
Rate:


Indirect Cost Method 
Used


Modified Total Direct 
Cost or Other Cost Base


Maximum Indirect 
Cost Amount


Revised: 7/6/2009







Revised: 7/6/2009
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This expenditure proposal template is specific for Applicants wishing to apply for Emergency Services and Escalation Centers only. 


Cecile Erwin Young, Executive Commissioner


Request for Applications (RFA)
for


2-1-1 Texas Information and Referral Network Operations
RFA No. HHS0009792


Exhibit H-1, Expenditure Proposal Template for Emergency Services and Escalation Centers







ADMINISTRATIVE COSTS INSTRUCTIONS


If your HHSC contract agreement requires a cap on administrative costs, each budget category will include a column for 
tracking the administrative costs. For each line item, include how much of the costs for that line item are 
"administrative" costs. This column will not auto-populate as other total columns do. 


NOTE: Only contracts requiring an administrative costs cap will include a column for tracking "Administrative Costs".  


Administrative costs typically include things such as administrative positions (CEO, CFO, administrative assistants); 
costs, such as utilities and rent which are allocated to these positions; and indirect costs; however, the definition of 
"administrative costs" may be unique to your program, so please contact your contract manager if you are unsure what 
should be included as administrative costs.  


2







Legal Name: 


Address 1:
Address 2:
City, State, Zip:
Tax ID Number:


Total
Budget


Requested


A. Personnel $0


B. Fringe Benefits $0


C. Travel $0


D. Equipment $0


E. Supplies $0


F. Prof&Cont. $0


G. Other $0


H. Total Direct Costs: $0


I. Indirect Costs $0


J. Total (Sum of H
and I) $0


Cost Categories


2-1-1 Texas Information and Referral Network Operations
Budget Summary


TOTAL


Revised: April 2011







Legal Name: 0


FRINGE BENEFITS


$0


Total


$0


$0


$0


$0


$0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


PERSONNEL


Fringe Benefits Total (auto-populates)


*Total amounts auto-populate


Personnel


Describe the Fringe Benefits allocated to the program(s):


Fringe Benefit Rate % 


No. of 
Months


Annual 
SalaryStaff Position


Certification or 
License (Enter NA 


if not required)
Vacant V/F Justification Monthly Salary


Revised: 7/6/2009







 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


 $0


Total Salary $0


Revised: 7/6/2009







Legal Name: 0


Do you have a travel policy more restrictive than what is allowed by the contract? Yes/No


Conference/Workshop 
Travel


Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0


Travel


Total


Days/Employees
Description of 


Conference/Workshop Justification Location
City/State


Number of:


Travel Costs Travel Total 
Costs


ALL OUT OF STATE TRAVEL MUST HAVE HHSC PRIOR APPROVAL AT LEAST 30-DAYS IN ADVANCE OF TRAVEL. INCLUSION IN AN APPROVED BUDGET DOES NOT CONSTITUTE APPROVAL FOR OUT OF STATE TRAVEL. 


*Total amounts auto-populate


$0


$0


    


$0


    


$0


    


$0


   


$0


    


$0


    


$0


    


$0


   


$0


    


$0


    


$0


    


$0


   


$0


    


$0


    


$0


    


$0


   


$0
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Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0


 $0


Other / Local Travel Costs


Mileage   
Cost (a)


(auto-
populates)


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


 Other / Local Travel Costs: $0 
Conference / 


Workshop Travel 
Costs:


$0 $0 


Total


    


$0


    


$0


$0


$0


Other Costs  (a) + (b)


(b) (auto-populates)
Justification


Mileage 
Reimbursement 


Rate (cannot 
exceed maximum 


state rate)


Total


Number of Miles


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


$0


*Total amounts auto-populate


Total for Other / Local 
Travel $0


Total Travel Costs:


$0


$0


$0


$0


$0


$0
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Legal Name: 0


Description of Item Purpose & Justification Number of Units Cost Per 
Unit


Total


$0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0


$0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0


$0Total Equipment:


Equipment


ALL EQUIPMENT MUST HAVE HHSC PRIOR APPROVAL. INCLUSION IN AN APPROVED BUDGET DOES NOT CONSTITUTE APPROVAL. 


*Total amounts auto-populate
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Legal Name: 0


Description of Item
[If applicable, provide estimated quantity 


and cost (i.e. # of boxes & cost/box)]
Purpose & Justification Total Cost


$0
$0


 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0


$0
$0


 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0
 $0


$0
     Total Supplies: $0


*Total amounts auto-populate


Supplies
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Legal Name:


 


Professional / 
Contract Name


Description of 
Services Justification


Method of Payment (i.e., 
Monthly, Hourly, Unit, 


Lump Sum)


# of Months, 
Hours, Units, etc.


Rate of 
Payment 


(i.e., hourly 
rate, unit 
rate, lump 


sum amount)


TOTAL


$0
$0
$0
$0
$0
$0
$0
$0
$0


 $0
$0
$0
$0
$0
$0
$0
$0
$0


 $0
$0
$0
$0
$0
$0
$0
$0
$0


 $0
$0
$0
$0
$0
$0
$0
$0
$0


 $0
$0
$0
$0
$0
$0
$0
$0
$0


$0Total Professional/Contract:


Professional/Contract


0


*Total amounts auto-populate
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Legal Name: 0


Description of Item
[If applicable, include quantity and 


cost/quantity (i.e. # of units & cost per 
unit)]


Purpose & Justification Total 
Cost


$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0
$0


*Total amounts auto-populate


Other
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Total Other: $0


Revised: 7/6/2009







0


10.00%


Effective 
Date


Expiration 
Date


$0.00


 Identify the types of costs that are being allocated as indirect costs, the allocation methodology, and 


Indirect Costs


Legal Name:


Enter the total amount of indirect costs, if any. If no indirect costs are requested, enter "none." 


The Respondent may request indirect costs if it has a current indirect cost rate agreement.  A Respondent without 
an Indirect Cost Rate Letter can use at a rate less than a 10% rate until such letter is provided to HHSCof the 
direct charges.  Submit a copy of the cost rate certificate with this budget.


Approved 
Rate:


Indirect Cost Method 
Used


Modified Total Direct 
Cost or Other Cost Base


Maximum Indirect 
Cost Amount


Revised: 7/6/2009
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		BUDGET SUMMARY 
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		TRAVEL
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		Prof&Cont.

		OTHER

		INDIRECT COSTS 






Cecile Erwin Young, Executive Commissioner


Request for Applications (RFA)
for


2-1-1 Texas Information and Referral Network Operations
RFA No. HHS0009792


Exhibit H-2 - Expenditure Proposal Instructions and Examples
All fields of Exhibit H, Expenditure Proposal Template must be completed.  


For instances of no cost, Applicants may enter $0.00.


Applicants are required to submit a separate Expenditure Proposal for each AIC, per Region, and for Emergency Services and 
Escalation Centers, if applicable. 







ADMINISTRATIVE COSTS INSTRUCTIONS


If your HHSC contract agreement requires a cap on administrative costs, each budget category will include a column 
for tracking the administrative costs. For each line item, include how much of the costs for that line item are 
"administrative" costs. This column will not auto-populate as other total columns do. 


NOTE: Only contracts requiring an administrative costs cap will include a column for tracking "Administrative Costs".  


Administrative costs typically include things such as administrative positions (CEO, CFO, administrative assistants); 
costs, such as utilities and rent which are allocated to these positions; and indirect costs; however, the definition of 
"administrative costs" may be unique to your program, so please contact your contract manager if you are unsure 
what should be included as administrative costs.  
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You should budget for all costs your organization will incur or request reimbursement for
while implementing the program per HHSC contract agreement.  


1.  Legal Name of Contractor: Enter your organization's legal name.  
2.  Address:  Enter your organization's address, city, state, and zip code
3.  Tax ID Number:  Enter your State of Texas issued Texas Identification Number (TIN)


**Budget Summary Cost Category Amounts will prepopulate from each cost category
page. 


BUDGET SUMMARY INSTRUCTIONS
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Legal Name: ABC Service Provider


Address 1:
Address 2:
City, State, Zip:
Tax ID Number:


Total
Budget


Requested


A. Personnel $0


B. Fringe Benefits $0


C. Travel $0


D. Equipment $0


E. Supplies $0


F. Contractual $0


G. Other $0


H. Total Direct Costs: $0


I. Indirect Costs $0


J. Total (Sum of H
and I) $0


Cost Categories


Budget Summary


Suite 1


1712345678
Austin, TX 77777


123 Main St.


TOTAL


Revised: April 2011







Personnel & Fringe Instructions


FRINGE BENEFITS


Fringe benefits are provided by the organization as compensation to its employees. Fringe benefits include, but are not limited to, the cost of
employee insurance, pensions, and unemployment benefit plans. The cost of fringe benefits is allowable (in proportion to the amount of time or
effort employees devote to the grant funded project), to the extent that the benefits are reasonable and are in accordance with 2 CFR Part 200.


INSTRUCTIONS:  
Fringe Benefits:  Provide a detailed list of costs that comprise your organizations fringe benefits.


Fringe Benefits Rate:  The fringe benefit rate should be based on your organization's actual expenditures.  The fringe benefit rate is typically 
calculated by dividing your organizations total fringe benefit costs by total wage/salary costs.  Enter your organizations fringe benefit rate on the 
Personnel budget tab.


Fringe Benefits Total: The total fringe benefit amount will be automatically calculated by multiplying the rate times the salary total. 


PERSONNEL
The actual cost of employee salaries devoted to working on activities directly related to the HHSC funded program.  These costs are allowable to 
the extent that they are identified in the contract budget and conform to 2 CFR Part 200. 


INSTRUCTIONS: 
Staff Position: Enter the functional title; multiple positions with the same title must be listed separately.


Certification/License Required: Any certification or license an individual must possess to be qualified for the position.


Vacant V/F: Indicate whether the position is vacant (V) or filled (F).


Justification:  Enter a brief description for each position and how it supports the program(s), identify part time staff with "PT".


Monthly Salary: Enter the total monthly salary of employees for this functional title.


Number of Months: Enter the number of months this position will support the program during this fiscal year.


Annual Salary:  This column will automatically calculate the annual salary of each line item based on the monthly salary times number of months. 
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Legal Name: 0


FRINGE BENEFITS


10.00%


$8,280


Total


I&R Specialist NA F Conducts I&R services 1 FTE $2,600.00 12 $31,200 


Case Manager NA F Provides case management and referrals to 
clients. $2,500.00 12 $30,000 


Administrative 
assistant N/A F Assists with report completion; answers 


phone calls, greets walk-ins $1,800.00 12 $21,600 


$0 


$0 


 $0 


Total Salary $82,800


*Total amounts auto-populate


Annual SalaryMonthly Salary


Fringe Benefit Rate % 


Justification


 For example: Federal Income Contributions Act (FICA) 7.65%, State Unemployment Tax Account (SUTA) 2.35%.  FICA includes Medicare and Social Security amounts combined.


Vacant 
V/F


Describe the Fringe Benefits allocated to the program(s):


Personnel & Fringe


Fringe Benefits Total (auto-populates)


PERSONNEL


Certification or 
License (Enter NA 


if not required)
Staff Position No. of 


Months


Revised: 7/6/2009







TRAVEL Instructions


The cost of transportation, lodging, meals, and related expenses incurred by employees of the organization while
performing duties relevant to the program(s). Costs related to conference registration fees should be classified
under the “Other” cost category.


ALL OUT OF STATE TRAVEL MUST HAVE HHSC PRIOR APPROVAL AT LEAST 30-DAYS IN ADVANCE OF
TRAVEL. INCLUSION IN AN APPROVED BUDGET DOES NOT CONSTITUTE APPROVAL FOR OUT OF
STATE TRAVEL. 


All contracts with HHSC require a written travel policy maintained by the contractor and available for review by
HHSC staff upon request  HHSC will only reimburse travel costs up to the maximum travel rates as identified in 


Revised 7-6-09







Conferences/Trainings/Statewide Meetings Instructions:  The TRAVEL tab requires information on travel 
costs associated with your HHSC Program.


Description of conference/trainings/statewide meetings: Include the name and description of the 
conference/trainings/statewide meetings. 


Justification:  Briefly explain how the conference/training/statewide meeting is applicable to your program. 
Travel dates MUST BE included in the justification.


Location: Identify the location of conference/training/statewide meeting.


Number of Days/Employees:  Identify the number of days and employees attending the 
conference/training/statewide meeting. 


Travel Total Costs: For each conference/training/statewide meeting, enter the total cost for mileage, airfare, 
meals, lodging, and other costs.  If Other costs are included, a description of the costs must be included in the 
justification. The Travel Total Cost columns will be automatically populated by summing the amounts entered 
into the T a el Cost col mns  
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For other/local travel costs:


Justification:  Briefly explain how the other/local travel is applicable to your program. Regular travel trips to 
the same locations may be included in one line item, but the justification must explain the frequency and 
destination for the trips.


Number of Miles:  Enter the total mileage for the trip, to include round trip mileage between headquarters and 
the destination. 


Mileage Reimbursement Rate: Enter the organizational mileage reimbursement rate, rates cannot be higher 
than the approved state rate. 


Mileage Cost:  The total will be automatically populated by multiplying the number of miles entered by the 
reimbursement rate entered.


Other Costs:  Enter the total for other costs  such as rental cars  gas purchased for rental cares  tolls  parking  
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Legal Name: 0


Conference/Workshop 
Travel


Mileage $800
Airfare $900
Meals $0
Lodging $0
Other Costs $0
Mileage $100
Airfare $450
Meals $177
Lodging $288
Other Costs $21
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0
Mileage $0
Airfare $0
Meals $0
Lodging $0
Other Costs $0


 $2,736


Other / Local Travel Costs


Mileage   
Cost (a)


(auto-
populates)


2400 $0.535 $1,284


600 $0.535 $321


$0


$0


 Other / Local Travel Costs: $1,840 
Conference / 


Workshop Travel 
Costs:


$2,736 $4,576 


*Total amounts auto-populate


Dallas, TexasAttending Annual Program Conference to discuss program 
adjustments and goalsDallas Conference


Little Rock, 
Arkansas


The program director will attend this symposium, which will provide 
sessions on identifying community and client needs, developing 
action and case plans to address these needs, and how to track 


success when working with clients. The director will incur expenses 
for taxi service to and from the hotel.


Client Needs Symposium


   


ALL OUT OF STATE TRAVEL MUST HAVE HHSC PRIOR APPROVAL AT LEAST 30-DAYS IN ADVANCE OF TRAVEL. INCLUSION IN AN APPROVED BUDGET DOES NOT CONSTITUTE APPROVAL FO      


Travel Total 
Costs


Number of:


Location
City/StateJustificationDescription of 


Conference/Workshop Days/Employees


Travel


$1,700


Total


Travel Costs


3/2


$1,036


 


$0


3/1


 


Director will attend regular workgroups and advisory 
committees throughout the service area. Nominal parking and 
toll fees will be incurred.


 


Case manager will visit all outlying counties at least once per 
month. Will incur nominal parking fees and tolls.


 


$0


$356


Justification
Other Costs


Mileage 
Reimbursement 


Rate (cannot 
exceed maximum 


state rate)


 


$0
Total


(b)


 (a) + (b)
Total


$35


$200


$0


Number of 
Miles


$1,484


(auto-populates)


Total for Other / Local 
Travel


Total Travel Costs:


$1,840
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Supplies are defined as consumable items necessary to carry out the services under this HHSC program including office
supplies, patient educational supplies, software, and any items of tangible items other than those defined under
equipment.


The Comptroller of Texas includes the following items as controlled assets. These items require pre-approval for
purchase. CONTROLLED ASSETS REQUIRE PRIOR APPROVAL. INCLUSION IN AN APPROVED BUDGET DOES
NOT CONSTITUTE APPROVAL.
(https://fmx.cpa.texas.gov/fmx/pubs/spaproc/appendices/appa/appa_6.php)


Any Cost Items: Hand guns, rifles, and shotguns
Include if item costs $500-$4,999.99: Sound systems and other audio equipment, camera (portable, digital, SLR), TVs,
video players/recorders, computers (laptops and desktops), data projectors, smartphones, and tablets and other hand
held devices.


INSTRUCTIONS::
Description of Item: Describe each supply item.


Purpose & Justification: State the purpose for the item(s) and why the item is necessary to support the program.


Total Cost:  Enter the total cost of the requested item(s).


SUPPLIES Instructions
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Legal Name: 0


Description of Item Purpose & Justification Total Cost


General office supplies


Program staff will need general office supplies, such 
as pens, notepads, post-it notes, staples, etc., to 
conduct day to day business.  Amount is based on 
historical data from previous fiscal years. 


$950


 $0
$0


     Total Supplies: $950


Supplies


Revised: 7/6/2009







EQUIPMENT Instructions 


Equipment
2 CFR Part 200 - §200.33 Equipment means tangible personal property (including information technology
systems) having a useful life of more than one year and a per-unit acquisition cost which equals or exceeds the
lesser of the capitalization level established by the non-Federal entity for financial statement purposes, or
$5,000. 


See also 2 CFR Part 200 - §200.12 Capital assets, §200.20 Computing devices, §200.48 General purpose
equipment, §200.58 Information technology systems, §200.89 Special purpose equipment, and §200.94
Supplies. 
Electronic Code of Federal REgulations can be found here. (https://www.ecfr.gov/cgi-bin/text-
idx?SID=948b06c8a2fe4098a61bee7f81f4f220&node=2:1.1.2.2.1&rgn=div5#se2.1.200_133)


 
INSTRUCTIONS: 
Description of Item: Describe each line item of equipment and attach a complete specification, if available.


Purpose & Justification: State the purpose for the item(s) and why the equipment is necessary. Also, if a
portion of the equipment cost is funded by non-HHSC funds, name the funding source and include the
percentage of the cost being funded in the "Indirect Cost" tab.


Number of Units: Enter the number of units (quantity) to be purchased.


Cost Per Unit: Enter the cost per unit.


Total: The total will automatically calculate by multiplying the cost by the number of units.
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Legal Name: 0


Description of Item Purpose & Justification Number of Units Cost Per 
Unit


Total


Laptop computer


The case manager's 
current computer is 10 


years old and has crashed 
repeatedly. 


1 $1,200 $1,200


 $0
 $0
 $0


$1,200Total Equipment:


Equipment
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UNITS/RATES Instructions


The costs of activities directly associated with carrying out the statement of work that directly applies to the 
total rate and number of units to provide serivces for a client.


INSTRUCTIONS
Personnel: Identify the staff portion of time directly related to performing the service.  For example: 10% of 
the CEO's time is dedicated to this contract.  The CEO makes $85,000 per year including fringe and the hourly 
cost is $41.43.  Therefore the rate is $41.43 X 4 hours per week for a total cost of $165.69.


Travel: Identify the portion of staff travel cost directly related to perfroming the service.  


Professional/Contract Name: Identify the individual organizations performing the service. List the unit rate 
and total units for services provied.


Method of Payment:  Identify the method of payment as monthly, hourly, unit, and/or lump sum.


# of Months, Hours, Units, etc.: Enter the number of months, hours, units, etc. of service to be purchased.


Rate of Payment: Identify the hourly rate, unit rate, and/or lump sum amount.
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Legal Name: 0
 


Unit/Rate 
Components


Method of 
Payment (i.e., 


Monthly, Hourly, 
Unit, Lump Sum)


# of Months, Hours, Units, 
etc per client.


Rate of Payment (i.e., 
hourly rate, unit rate, 


lump sum amount)
TOTAL


Personnel 1 hour = 1 unit 40 $32.00 $1,280


Travel 20% Cost per Trip = 
1 unit 10 $350.00 $3,500


Supples 10% of Cost = 1 
unit 2,500 $17.00 $42,500


Professional/Contract 
Services (List each 
seperately)


1 hour = 1 unit 24,000 $10.00 $240,000


Professional/Contract 
Services (List each 
seperately)


1 day = 1 unit 365 $36.00 $13,140


Professional/Contract 
Services (List each 
seperately)


1 month = 1 unit 12 $120.00 $1,440


$0
$0


$301,860


Professional/Contract


Total Professional/Contract:


UNTS AND RATES
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PROFESSIONAL/SUBCONTRACTOR Instructions


The costs of activities directly associated with carrying out the statement of work that are contracted by the organization to a third party are 
recoded in the Professional/Subcontractor category. The Respondent may enter into contracts with subrecipient subcontractors unless restricted 
or otherwise prohibited in the HHSC contract.  Prior to entering into an agreement equaling $100,000 or more, the Contractor shall obtain written 
approval from HHSC.


 A subcontractor agreement shall be in writing and include the following:
• Name and address of all parties; 
• A detailed description of the services to be provided; 
• Measurable method and rate of payment and total amount of contract; 
• Clearly defined and executable termination clause; 
• Terms of Service dates; 
• Access to inspect subcontracted service activities in the premises on which services are performed, in accordance with the General Provisions. 
Attach a copy of the General Provisions, Statement of Work, and any Special Provisions applicable to the subcontract.


Contractor is responsible to HHSC for the performance of any subcontractor. Contractor shall monitor both financial and programmatic 
performance and maintain pertinent records that shall be available for inspection by HHSC. Contractor shall ensure that subcontractors are fully 
aware of the requirements placed upon them by state/federal statutes and regulations and under this Contract. Contractor shall not contract with 
a subcontractor, at any tier, which is debarred or suspended or excluded from or ineligible for participation in federal assistance programs. When 
subcontracting, Contractor is required to meet all applicable HUB requirements.


INSTRUCTIONS
Professional/Contract Name: Identify the individual organizations performing the service.


Description of Service: Enter a description of the services being contracted.
 
Justification: Enter a justification describing why the HHSC contractor needs to contract for the service, why the service is necessary to perform 
the scope of work, and how the HHSC contractor will ensure that the cost of the service is reasonable.
 
Method of Payment:  Identify the method of payment as monthly, hourly, unit, and/or lump sum.


# of Months, Hours, Units, etc.: Enter the number of months, hours, units, etc. of service to be purchased.


Rate of Payment: Identify the hourly rate, unit rate, and/or lump sum amount.


Total: The total will be automatically populated by multiplying the number of months, units, etc. by the rate of payment.
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Legal Name:
 


Professional / 
Contract Name


Description of 
Services Justification


Method of Payment (i.e., 
Monthly, Hourly, Unit, 


Lump Sum)


# of Months, 
Hours, Units, etc.


Rate of 
Payment (i.e., 
hourly rate, 


unit rate, 
lump sum 
amount)


TOTAL


Attendant Services


Will provide 
attendant care to 
clients meeting 
eligibility 
requirements within 
Travis and Bastrop 
Counties.


Attendant care is a 
requirement of the contract. 1 hour = 1 unit 24,000 $17.00 $408,000


$0
$0
$0
$0


$408,000


0


Total Professional/Contract:


Professional/Subcontractor
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INSTRUCTIONS:  
Description of Item: Enter a general description of the good(s)/service(s), include quantity if applicable.
  
Purpose & Justification: Enter an explanation of the purpose of the good(s)/service(s) and why it is necessary for
the program.
  
Total Cost: The total cost should only include the cost of good(s)/service(s) which will be consumed during the
contract term and services that will be utilized during the contract term.


All other direct costs not listed in any other cost category are to be included in “Other”. Examples of these costs
include: non-contractual fees and travel paid directly to individual consultants; local transportation, which means all
travel which does not require per diem; space rentals; utility and telephone expenses; printing and publication costs;
training costs, including tuition and stipends; training service costs, including wage payments to individuals and
supportive service payments; and staff development costs.


OTHER Instructions
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Legal Name: 0


Description of Item
[If applicable, include quantity and 


cost/quantity (i.e. # of units & cost per 
unit)] Purpose & Justification


Total 
Cost


Office space rent, 250 sq. ft.
The program staff each maintain office space and 
costs are allocated based on square footage. Each 
square foot costs $20 annually.


$5,000


$0
$0


Total Other: $5,000


Other
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INDIRECT COST Instructions


If using an approved indirect cost rate, the Contractor must submit an indirect cost rate letter from a cognizant 
agency. 


Regardless of the indirect cost rate method, the Contractor must submit a cost allocation plan specifically 
identifying all costs included in the indirect cost rate, and those which will be paid directly. 


INSTRUCTIONS
Approved rate: Enter the indirect cost rate to be used during the fiscal year. This rate must be supported by an 
approved indirect cost rate letter, central service cost allocation plan, or be no more than the 10% de minimis 
rate allowable per Title 2 CFR 200.


Indirect Cost Method Used: From the drop down box, select the method of determining the indirect cost rate. 
Supporting documentation for all methods must be provided with the completed budget.


Effective Date: Enter the date the indirect cost rate became effective. 


Expiration Date: Enter the date the indirect cost rate expires.


Modified Total Direct Cost or Other Cost Base: Enter the total amount of the contract expenses against which 
an indirect cost rate will apply. For instance, if the approved indirect cost rate may only be applied to salaries, 
enter the total amount of salaries to be charged indirect costs. Modified total direct costs should exclude costs 
over $25,000 for any individual subcontractor. See 2 CFR 200.68 for more information. 


Central Service Cost Allocation Plan: Governmental entities choosing to use a central service cost allocation 
plan should complete this section with a brief description of the costs which are included in the rate.


De minimis and approved indirect cost rates: Organizations utilizing the de minimis rate or an approved rate 
should identify the types of costs that are being allocated as indirect costs, the allocation methodology, and the 
allocation base. 
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Effective 
Date


Expiration 
Date


5/16/2016 9/31/2019


 Identify the types of costs that are being allocated as indirect costs, the allocation methodology, and the 
allocation base:


$45,660.00


Identify the most recent Indirect Cost rate (if applicable). This is either an approved indirect cost rate, Central Service 
Cost Allocation Plan, or the De Minimis Rate in accordance with 2 CFR Part 200. Submit a copy of the cost rate 
certificate with this budget.


Expenses included in the indirect cost rate are salaries, fringe benefits and operational costs relating to general 
administration (GA) staff. GA staff includes the executive director, CFO, and Finance department (purchasing, payroll, 
accounts receivable, and accounts payable).  Operating costs include office supplies, postage, copier usage, phone, and 
utilities.  Operating costs are allocated based on square footage for utilities and usage rates for office supplies, postage, 
copies, and phone. 


$9,132.00Central Service Cost Allocation Plan


20.00%


Maximum Indirect 
Cost Amount


Estimated or 
Approved Rate:


Modified Total Direct 
Cost or Other Cost BaseIndirect Cost Method Used


Revised: 7/6/2009
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INTRODUCTION 
 
The AIRS Standards Committee is pleased to release the 8th edition of the AIRS Standards 
and Quality Indicators for Professional Information and Referral. 
 
The purpose of the AIRS Standards is to establish reference points that define expected 
practices within the field of Information and Referral (I&R) that can be used to measure the 
extent to which individual organizations are in compliance with those requirements. AIRS 
Standards provide essential guidelines that can be used to develop an I&R program to meet 
the needs of communities. Quality Indicators (QIs) provide examples of agreed-upon 
processes or outcome measures that are used to determine the level of quality achieved. 
 
I&R programs help individuals, families and communities identify, understand and effectively 
use the programs that are part of the human service delivery system. At the community level, 
they facilitate long-range planning by tracking requests for service and identifying gaps and 
duplications in services. Professional I&R specialists help people better understand their 
problems and make informed decisions about possible solutions. Specialists may advocate on 
behalf of those who need special support, and reinforce the individual’s capacity for self-
reliance and self-determination through education, affirmation and collaborative problem 
solving. I&R services are a vital link bringing people and services together. 
 
The Standards are the foundation for AIRS Accreditation and provide an organizational context 
for certification of I&R and resource specialists through the AIRS Certified Information and 
Referral Specialist (CIRS), Certified Resource Specialist (CRS) and Certified Information and 
Referral Specialist Aging and Disabilities (CIRS-AD) programs. 
 
Included in the Standards are fundamental requirements for all I&R services that want to be 
accredited, whether the I&R service is national or local in scope, comprehensive or specialized 
in nature, or offered in nonprofit, for-profit or government settings. The Standards serve as 
indicators of service quality and effectiveness, aid in the development of new I&R services and 
include recommendations for how established services in a position to upgrade their I&R 
operations can do so. 
 
The Standards address all aspects of an I&R program. They define the information and referral 
process in concrete terms; establish criteria for database development; mandate support for 
community planning activities; incorporate a broad view of collaboration at the local, state or 
provincial, regional and national levels; include provisions for the socially responsible use of 
technology; and describe the role of information and referral services in times of disaster. 
 
The Committee has strived to make these Standards fair and reasonable, not overly 
burdensome, clear and easy to understand, and applicable to multiple models of practice. The 
Committee has also tried to ensure that the standards reflect the growth of the field, and 
stretch us toward meeting the new and emerging needs of our inquirers and communities. 
And, very importantly, the process has included many opportunities for review, discussion and 
input by everyone in the field.
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AIRS STANDARDS AND QUALITY INDICATORS 
 


SERVICE DELIVERY 
 
The Service Delivery standards describe the functions that are essential for providing 
information and referral to optimize access for all, including an individual assessment of 
need; clarification of the situation; information and/or referrals or problem solving 
assistance, as required; crisis intervention and advocacy, when warranted; and follow-
up as necessary. The I&R service recognizes the inquirer’s right to accurate, 
comprehensive and unbiased information provided in a confidential and/or anonymous, 
nonjudgmental manner; and is a non-partisan, non-ideological and impartial information 
source for available nonprofit, government and for-profit services that meet the I&R 
service’s inclusion/exclusion criteria. Service is provided by trained I&R specialists and 
is delivered in a variety of ways that support the mission of the I&R program, the 
accessibility requirements of the community and the communication preferences of 
inquirers (for example, a combination of telephone, in-person, email, instant messaging 
(IM), text/SMS messaging, online chat, video relay service, social media and other 
methods of communication). Although the medium of service delivery may affect the 
nature of the interaction with inquirers, the essential elements of the I&R process 
remain the same.   
 
 


Standard 1:  Information, Assessment and Referral Provision 
 
The I&R service establishes and maintains rapport, conducts an assessment in 
which the inquirer has one-to-one interaction with an I&R specialist and provides 
appropriate information and referrals. The I&R process consists of active 
listening and effective questioning to determine the needs of the inquirer, 
clarifying those needs, providing requested information and/or identifying 
appropriate resources, making referrals to organizations capable of meeting 
those needs, and providing enough information about each organization (for 
example, describing how intake works and required documentation) to help 
inquirers make an informed choice. In situations where services are unavailable, 
the I&R service engages in problem solving to help the inquirer identify 
alternative strategies and manage expectations. 
 


Quality Indicators 
 


1. The I&R service ensures through training, monitoring and coaching that I&R 
specialists:   


 
 Identify themselves and their program according to agency guidelines; 
 Establish rapport with the inquirer and use active listening skills and 


empathy to discern the presenting problem; 
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 Respond to each inquirer in a professional, nonjudgmental, culturally 
appropriate and timely manner; 


 Use clear language and an appropriate tone of voice and inflection to 
convey empathy and engagement with the inquirer’s situation; 


 Make an accurate assessment of the inquirer’s problems and needs 
asking relevant questions to discover the information necessary for an 
accurate referral; 


 Explore, when appropriate, to see if there is a more serious underlying or 
unstated problem (including in those situations where an inquirer is  
requesting some specific information without identifying a need);   


 Confirm whether there are specific preferences or requirements such as 
language needs, evening or weekend hours, proximity to public 
transportation, or disability access 


 Clarify and confirm the inquirer’s need(s) using techniques such as 
paraphrasing before providing referrals; 


 Provide the inquirer with various approaches to their situation that give 
them a range of options, as appropriate; 


 Explore the inquirer’s own resources (e.g., friends, family, faith-based 
community); 


 Effectively use the I&R’s resource information system to identify resources 
to meet the inquirer’s needs; 


 Where possible and practical, provide at least three referrals to give the 
inquirer a choice (and to protect the I&R service from being perceived as 
making a “recommendation”) while being careful not to overwhelm the 
inquirer with too many options; 


 Suggest ways the inquirer can advocate for him or herself, when 
appropriate (empowerment); 


 If demographic information is being collected that is not directly relevant to 
the assessment, e.g., if required by contract or to enhance community 
reports, provide an explanation to the inquirer about why the information is 
needed. The primary goal of data collection is to garner enough 
information about inquirers to help them address and/or resolve their 
problems; 


 Encourage inquirers to call back; and 
 Accurately record what occurred during the course of the inquiry (for 


example, assessment and referral, assessment without referral, 
information only, crisis intervention, advocacy) as well as the problems 
and needs that were addressed for use in reports.  


 
2. The I&R service provides barrier-free access to its services for individuals and 


groups who have special needs, e.g., access via applicable technology and/or 
communication methods for people with hearing or speech impairments; 
language access for inquirers who speak languages other than English; and 
access for people with disabilities if the I&R service assists inquirers at its 
facility. 
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3. The I&R service ensures that an appropriate number of I&R specialists are 
scheduled to meet the needs of callers, i.e., that the optimum number of staff 
are available at the times most inquiries occur. 
 


4. The I&R service makes every effort to ensure that its service is accessible 
from all telecommunications devices and mechanisms within its coverage 
area. 
 


5. The I&R service provides, or ensures through coordination with I&R and other 
human services providers, that information and referral through live answer is 
available to the community 24 hours per day, year round.  
 


6. I&R services that have a formal, written agreement with another organization 
to provide after-hours or overflow coverage ensure that the organization 
meets all AIRS Service Delivery and Resource Database standards and 
quality indicators. 
 


7. The organization works collaboratively with the I&R staff to develop overall 
quality and productivity goals for the I&R service.  The main priority is to 
provide a high quality experience for inquirers through effective information, 
assessment and referral.  The time invested to provide quality I&R leads to 
better outcomes throughout the human services system.  


 
8. I&R specialists balance the inquirer’s needs with the overall productivity goals 


of the organization regardless of the channel through which the inquirer 
contacted the I&R service. When providing multi-channel services (telephone, 
email, live chat, SMS/text or social media) simultaneously, I&R specialists 
divide their attention, as appropriate to the situation, without compromising 
customer service. 


 
9. When the I&R service provides multi-channel access in-person or via 


telephone, email, instant messaging (IM), text/SMS messaging, online chat, 
video relay service, social media or other alternative access methods, it has 
defined guidelines regarding the timeliness for response.   
 


10. The I&R service provides multi-channel services as well as its core telephone 
service at no cost to the inquirer. Inquirers are responsible for cell phone 
minutes, landline fees, pay phone charges and text charges. Toll-free access 
is provided to people living within the area served by the I&R. 
 


11. The I&R service has implemented a policy to ensure the privacy, 
confidentiality and security of personal inquirer information; and has 
agreement forms that staff, visitors and others with access to confidential 
information sign to document their compliance. Identifying information about 
inquirers, their requests and the information given to them are not 
communicated to others unless: 
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 Release of information is required by law or court order;   
 Careful consideration indicates the presence or risk of serious harm to the 


inquirer or another person, and then communication may be only to those 
who must be informed in order to reduce harm or risk; or 


 The inquirer has given explicit permission for the information to be 
disclosed to another person or agency. The inquirer specifies what 
information may be given and to whom.   


 
12. The I&R service has procedures for managing challenging inquirers that 


recognize the right of inquirers to access, respect, privacy, confidentiality and 
treatment that is professional, nonjudgmental and culturally appropriate while 
protecting the I&R service from an unreasonable level of offensive behavior. 
The procedures define inquirer behaviors that are potentially offensive; 
describe acceptable options for managing contacts that are disruptive; and 
mandate reviews of actions taken regarding specific individuals on a regular 
basis to determine if a change is required. 


 
13. The I&R service may have a contract to engage in more detailed eligibility 


assessments and/or determination as an enhancement to the initial I&R 
transaction. Included may be prompting inquirers regarding their interest in 
additional resources given their situation, and conducting initial case 
coordination. 


 
14. The I&R service has a process to resolve complaints from inquirers and 


community service agencies, including those related to potential breaches of 
privacy and confidentiality. 


 
 


Standard 2:  Client Advocacy 
   
The I&R service offers advocacy, when necessary, to ensure that people receive 
the benefits and services for which they are eligible. Client advocacy seeks to 
meet individual needs without attempting to change social institutions and, for 
purposes of these standards, does not include system advocacy or legislative 
advocacy (lobbying). All advocacy efforts are consistent with written policies 
established by the governing body of the I&R service and proceed only with the 
permission of the inquirer. 


 
Quality Indicators 


 
1. The I&R service has an advocacy policy that describes the circumstances 


under which client advocacy should be undertaken, the advocacy 
mechanisms that are authorized and the conditions under which supervisory 
staff need to become involved.  


 
2. The I&R service intervenes, when necessary, on behalf of individuals to help 


them obtain needed services.  When warranted, the I&R service makes one 
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or more additional calls or takes other actions on the inquirer’s behalf and 
uses an appropriate advocacy mechanism to make sure inquirers get the 
information and/or help they need. 


 
3. The I&R service refers to an organization that specializes in providing 


advocacy in situations where the level of advocacy required by the inquirer 
exceeds the limits of the I&R service’s advocacy policy or an effective use of 
its own resources. 


 
4. The I&R service records acts of advocacy and their outcomes for use in 


reports. 
  
 
Standard 3:  Crisis Intervention 


 
The I&R service is prepared to assess and meet the immediate, short-term 
needs of inquirers who are experiencing a crisis and contact the I&R service for 
assistance. Included is assistance for individuals threatening suicide, homicide or 
assault; suicide survivors; victims of domestic abuse or other forms of violence, 
child abuse/neglect or elder/dependent adult abuse/neglect; sexual assault 
survivors; runaway youth; people experiencing a psychiatric emergency; people 
with a substance use disorder who are in crisis; survivors of a traumatic 
experience; and others in distress. 


 
Quality Indicators 


 
1. The I&R service has written crisis intervention policies and procedures that 


provide protocols for specific types of emergencies. Included are lethality 
assessment procedures, protective measures relating to inquiries from 
individuals in endangerment situations and protocols that address inquirers 
who wish to remain anonymous yet require direct intervention. 
 


2. If the I&R service does not itself provide a formal crisis intervention service, it 
has a prearranged agreement and documented protocol with an appropriate 
crisis center that does.   


 
3. The I&R service ensures through training, monitoring and coaching that I&R 


specialists have the skills to recognize when an inquirer is experiencing a 
crisis, and that they determine whether the individual is in immediate danger 
and take steps to ensure that s/he is safe before continuing with an 
assessment. In assault and sexual assault cases, for example, the specialist 
ensures that the assailant has left the vicinity and determines whether the 
individual needs emergency medical treatment. In domestic violence 
situations, the specialist ensures that the abusive person is not present and 
threatening the inquirer. The specialist follows the I&R service’s protocol to 
determine when to access 911 or other emergency rescue services.  
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4. The I&R service ensures through training, monitoring and coaching that I&R 
specialists have the intervention skills to: 


 
 De-escalate and stabilize the individual and help him/her remain calm; 
 Help the inquirer talk about and work through his/her feelings as part of 


the assessment and problem solving stages of the interaction; and 
 Keep the inquirer on the telephone pending referral or rescue. 
 


5. The I&R service has a protocol for debriefing of I&R specialists, as needed, 
following a crisis call. 


 
6. The I&R service ensures through training, monitoring and coaching that I&R 


specialists have the skills to recognize the warning signs of people at 
imminent risk of suicide, violence or victimization (including signs of 
abuse/neglect, domestic violence and risk of homicide or self-harm) whether 
the risk issues are explicitly stated or implicit; and to recognize when an 
inquirer is in immediate need of intervention (e.g., when a person is in 
medical crisis due to alcohol or drug intoxication, has taken steps to end his 
or her life, is a victim of recent violence or is experiencing a psychiatric 
emergency). When warranted, staff follow the I&R service’s rescue protocol 
for when to access 911 or other emergency personnel to request that they 
intervene. In these circumstances, inquirer safety overrides confidentiality 
concerns. 


 
7. In cases of suspected child abuse or elder abuse, the I&R service 


understands the agency’s responsibilities under the prevailing legislation of 
the jurisdiction regarding mandatory reporting and completes a report when 
required. 
 


8. In situations involving suicide or homicide, the I&R service understands the 
circumstances under which a lethality risk assessment1 is required and 
conducts an appropriate assessment when necessary.  Lethality risk 
assessments are recorded in writing and include a description of specific 
actions taken in response to the situation. 
 


9. In cases of domestic violence and other endangerment situations, the I&R 
service takes special precautions to safeguard the inquirer’s identity and all 
aspects of their interaction. 
 


                                            
 
 
1 A lethality risk assessment is an evaluation based on research of how dangerous a situation is and addresses 
issues such as the person’s intention, method, timing and state of mind.  Questions include:  Has the person already 
taken steps toward committing suicide by swallowing pills, slashing their wrists?  Have there been previous attempts?  
Does the person have a specific plan?  Are the means to carry out the plan readily available?  What is the likely 
timeframe for a life threatening event – the next few minutes or hours or longer?  Has the individual had psychiatric 
help in the past?   Are there other risk indicators such depression, hopelessness, feelings of isolation, intoxication, 
significant recent loss? 
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10. The I&R service uses a variety of means to support its ability to connect with 
rescue services including Caller ID or a call tracing arrangement with the 
telephone company or the appropriate 911 service.  At a minimum, there is a 
separate telephone or a separate external line that is available for initiating 
rescue procedures without interrupting the crisis call. The specialist follows 
the I&R service’s protocol for addressing inquirers who wish to remain 
anonymous yet require rescue. 
 


11. When feasible, the I&R service connects inquirers in crisis situations to a 
formal crisis intervention service in their community for assistance and 
support once the inquirer’s immediate, short-term needs have been 
assessed. The connection is made by warm transfer, when possible, and the 
specialist follows the protocol established by agreement with the crisis center. 


 
12. The I&R service records acts of crisis intervention and its outcomes for use in 


reports. 
 
 
Standard 4:  Follow-Up 
 
The I&R service has implemented a policy that addresses the conditions under 
which follow-up must be conducted. The policy mandates follow-up, when 
feasible, with inquirers who are at risk and/or vulnerable and in situations where 
the specialist believes that inquirers do not have the necessary capacity to follow 
through and resolve their problems. Additional assistance in locating or 
accessing services may be necessary.  
 


Quality Indicators 
 


1. The primary purpose of follow-up is to successfully contact inquirers to find 
out if their needs were met and if not, why. Follow-up is generally conducted 
within one to three days of the original inquiry in cases where the individual is 
at risk and vulnerable and within 7-14 days in other situations.   


  
2. Follow-up is conducted, when possible, with the permission of the inquirer 


and never compromises inquirer safety. 
 


3. The follow-up policy of the I&R service includes examples of situations in 
which an individual’s safety or well-being might be at risk and follow-up with 
an I&R specialist or other designated individual is required.   


 
4. If the inquirer has not received services or the need has not been met, the 


I&R service determines whether there is still a need and makes additional 
appropriate referrals. The I&R service also determines whether the inquirer 
has additional, new needs and makes appropriate referrals prior to 
completing the contact. 
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5. The I&R service documents the follow-up results (whether service was 
received or there was an unmet need) for use in reports. 
 


6. Information gathered during follow-up relating to information in the resource 
database that may be incorrect is submitted to resource database staff for 
verification and correction. 
 


7. Information gathered during the follow-up process is also used as a further 
means of evaluating the effectiveness of existing community service providers 
and for identifying gaps in community services. 


 
8. The I&R service considers using multiple channels of access for follow-up 


(e.g., texting, email, chat).  The channel of access preferred by the inquirer is 
recorded when follow-up is scheduled. 


 
 
Standard 5:  Independent Access to Resource Information 
 
The I&R service provides community resource information in a variety of ways to 
facilitate independent access for the general public and other human services 
professionals. These options extend the choice of preferred channels for 
inquirers and complement the alternative of mediated access through an I&R 
specialist. 
 


Quality Indicators 
 
1. The I&R service expands the access options for the public by making all or a 


portion of its resource database available on the Internet at no cost. 
 


The elements that increase the effectiveness of a publicly accessible 
resource database include: 
 


 An easy-to-remember URL. 
 


 A prominently displayed search button. 
 


 A search page that is clean, well-organized and easy to navigate. 
 


 A guided search with pictures or graphic icons representing service 
concepts as the most prominent search option, or similar strategies 
that promote “hot topics” lists and other embedded “user friendly” 
search strategies framed in natural language. 


 
 A keyword search window placed below or to the side of the guided 


search that employs search logic which produces an inclusive search 
results list with no false drops. 
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 Keyword searches include partial and full-word matching.  Entered text 
must appear at the beginning of words in order for the term to be 
retrieved. For example, a search on “aging” would ignore words like 
“managing”). 


 
 The ability to search agency, site, program and AKA names.  


 
 The ability to filter by geographic location/area served. 


 
 Cleanly designed search results lists that include the data elements 


that are most important in providing inquirers with the details they need 
to make informed choices about their options. 


 
In addition, the I&R service may:   


 
 Make its information about community resources available through 


focus pages on its website, online information portals, community-
based kiosks or other similar gateways. 


 Compile and distribute a directory of services in print or electronic 
format. 


 Display location and proximity maps. 
 Share its resource database with other organizations that provide 


information and/or referrals.   
 Use social media and other communication tools to inform the public 


about significant changes to key services and important access issues. 
 Provide menu-driven recorded voice information about key resources 


and community information. 
 
2. The I&R service ensures that the display of its online search module and the 


retrieval of resource database records is “mobile friendly”.    
 


3. Metatagging and other techniques are incorporated to ensure that the I&R’s 
resource database appears as a prominent option for Google searches 
featuring human services information in a particular community. 


 
4. If the I&R service provides mechanisms for independent access, it includes 


information about how to connect with an I&R specialist if consultation and 
guidance are required (for example, the ability to press “0” at any time when 
listening to a recorded message or to engage in instant messaging (IM) or 
chat when searching for resources on a website). 


 
5. The principles of confidentiality remain applicable in cases involving 


independent access. In situations where online information can be gathered, 
relevant legislation is observed and information about individual activities is 
only made available in aggregate form. Privacy policies are clearly displayed 
and cover a variety of topics including privacy and security, copyright and 
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intellectual property rights and access. 
 


Standard 6:  Service Delivery Data Collection, Analysis and Reporting 
 
The delivery of I&R services generates valuable information about the 
problems/needs of a community and the availability of resources to meet those 
needs. The I&R service collects, analyzes and reports insightful data concerning 
inquirers and their needs in ways that are useful to themselves and their 
community partners. The I&R service establishes and uses a secure, confidential 
system for collecting and organizing inquirer data that provides a basis for 
describing requests for service and unmet needs, identifying service gaps and 
informing decisions about the scope of the resource database. Inquirer data 
includes information gathered during follow-up and customer satisfaction/quality 
assurance calls as well as data acquired during the original contact. The 
dynamics of the I&R process also reveal information relating to the internal 
patterns of service provision and illustrate opportunities to enhance both the 
quality and the productivity of each I&R service.   
 


Quality Indicators 
 
1. Data collected for I&R service analysis and reporting purposes are based on 


I&R agency policies and local, state/provincial and/or national requirements.   
 
2. Inquirer data is always made available in aggregate form to protect the 


confidentiality of individual inquirers. 
 
3. The I&R service maintains documentation on all inquiries and has a defined 


set of inquirer data elements that are used for reporting purposes and 
recognizes that inquirers have the right to withhold information. 


 
4. Inquirer data collection and reporting activities facilitate the analyses needed 


to support: 
 


 The human service needs of inquirers. 
 Community needs assessment. 
 Community planning. 
 Allocation of funding. 
 Research. 


 
5. The data collected provide enough information about inquirer needs to 


identify:   
 


 Service requests. 
 Met and unmet needs (gathered through the original contact, follow-up 


and customer satisfaction/quality assurance surveys). 
 Trends in community service provision and/or gaps in service. 
 Demographic data. 
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 Profiles of inquirers served (aggregate data only). 
 
6. Data collected for reporting purposes may include: 
 


 Total number of incoming contacts/inquiries by phone (incoming calls) 
recorded by the phone system and answered by the I&R specialist. These 
can be transaction calls (calls in which problems are addressed and for 
each problem, the type of service provided by the specialist:  information 
only, assessment and referral, assessment without referral, advocacy, 
crisis intervention); or non-transaction calls (calls answered by the I&R 
specialist that are hang-ups, wrong numbers, incoming administrative or 
personal calls or other situations where there is no productive 
conversation between the I&R specialist and the inquirer and no 
assistance provided). 


 
 Total number of I&R contacts/inquiries from calls and other sources 


(generally recorded in the I&R software) in which inquirer problems or 
needs are addressed. Included are: 


 
o Transaction calls. 
o Face-to-face contacts (walk-ins or I&R interactions in other settings 


such as community facilities). 
o Email contacts. 
o Voicemail contact responses. 
o Instant message (IM) contacts. 
o Text/SMS messaging contacts. 
o Online chat contacts.   
o Video relay/chat contacts. 
o Regular mail contacts. 
 


 The total number and types of problems/needs presented by inquirers. 
Some organizations also distinguish the number of individuals represented 
within each inquiry and the problems/needs presented by each. 
 


 Geographic and demographic profiles of inquirers (i.e., who is calling and 
where they are calling from). 
 


 The organizations discussed during the course of an inquiry or to which 
referrals were made. 


 
7. The I&R service may also collect information about other types of I&R 


activities, in addition to I&R inquiries, but those figures should not be added to 
the contact/inquiry total. Included are: 


 
 Website visitor activity (e.g., total visits, unique visitors, individual page 


visits, searches conducted). 
 People accessing recorded information. 
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 Social media postings. 
 Outreach presentations. 
 Brochures and/or other publications distributed. 
 Outgoing advocacy calls. 
 Outgoing customer satisfaction/quality assurance calls. 
 Outgoing follow-up calls. 
 Outgoing calls to verify resource information. 
 Community problems/needs reporting.  


 
8. The reports generated by the I&R service include the following: 
 


 Total number of inquiries. 
 Total number and types of problems/needs presented by inquirers. 
 The number and/or percentage of inquiries by call type including:  


o Information only. 
o Assessment and referral. 
o Assessment without referral. 
o Crisis intervention. 
o Advocacy. 


 Inquiries are recorded as: 
o Met needs; or 
o Unmet needs.  A pattern of individual unmet needs may lead to 


identification of service gaps at the service delivery system level.  
 The organizations discussed during the course of an inquiry or to which 


referrals were made. 
 Follow-up results. 
 Trends in community service provision/gaps in service. 
 Geographic and other demographic information about inquirers in 


aggregate form (i.e., who people are and where they are calling from). 
 Cross tabulations of types of problems/needs by geographic location 


and/or geographic location and the problems/needs within them. 
 


9. The I&R service may also report on key performance indicators derived from 
its quality assurance and related activities such as average times of 
transactions, results of internal and independent call monitoring processes, 
average answering times, unmet demand (such as abandoned calls), 
complaints and commendations, as well as case stories that illustrate recent 
examples of situations and outcomes secured by the I&R service. 
 


 
RESOURCE DATABASE 
 


The Resource Database standards require that the I&R service develop, maintain, use 
and disseminate an accurate, up-to-date online resource database that contains 
information about available community resources including details about the services 
provided and the conditions under which they are available. The database supports the 
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inquirer’s right to accurate, consistent, comprehensive and unbiased information and 
the ability of the I&R service to be a non-partisan, non-ideological and impartial 
information source for available nonprofit, government and for-profit services that meet 
the organization’s inclusion/exclusion criteria. The database is used internally by I&R 
specialists to identify resources for inquirers and is maintained by trained resource 
specialists. Resource data is also available externally to other human services 
organizations and the public via an online database that is structured to make searching 
as intuitive and user friendly as possible. 


 
 


Standard 7:  Inclusion/Exclusion Criteria 
 
The I&R service develops criteria for the inclusion or exclusion of human services 
agencies and programs in the resource database. The criteria are uniformly 
applied and available so that staff and the public are aware of the scope and 
limitations of the database. 


 
Quality Indicators 


 
1. The I&R service has a document that describes the inclusion/exclusion 


criteria for the contents of the resource database. The criteria address the 
human services needs of all groups in the community served by the I&R 
service; and the available resources which may include government, 
nonprofit and relevant for-profit organizations as well as entities such as 
support groups that are not legally incorporated. 


 
2. The document may establish prioritization criteria (e.g., priority 1 


organizations, priority 2 organizations, etc.) that identify specific types of 
programs and services that are the most crucial to the mission of the I&R 
and/or the subject of the most referrals. The prioritization allows for special 
update attention and the development of relationships with the relevant 
agencies but does not alter the requirement in Standard 11, Quality Indicator 
3, to achieve verification of 100% of resource database records within a 12-
month cycle.   


 
3. If the I&R service includes political cause and issue-oriented action groups in 


its resource database, the criteria mandate that it strive for balance, i.e., that it 
include organizations that represent all sides of the issue. 


 
4. The inclusion/exclusion criteria are consistent with and support the ability of 


the I&R service to maintain the resource database in accordance with the 
quality requirements of the AIRS Standards. 


 
5. The I&R service does not charge a fee for the inclusion of any organization in 


its published resource database.   
 


6. The inclusion/exclusion document includes an appeal process for 
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organizations seeking clarification on either the document itself or the 
application of the criteria. 


 
7. The inclusion/exclusion document is approved by the board/governing body 


of the I&R service; and review by that body is the final step in the appeal 
process. 


 
8. The organization’s inclusion/exclusion criteria are reviewed and updated, at a 


minimum, every three years to ensure that they continue to meet the 
changing needs of the community.  The review process combines an internal 
and external focus, and may include activities such as: 


 
 Assessing unmet needs. 
 Analyzing organizations according to their importance as referrals. 
 Discussions with I&R specialists. 
 Examinations of demographic trends in the community. 
 Feedback from key stakeholders such as local funding bodies. 
 Engagement of human services agencies (e.g., by attending meetings of 


organizations representing different service sectors). 
 


 
Standard 8:  Data Elements2 
 
The resource database contains data elements that provide information about 
organizations that meet criteria for inclusion, the services provided by each 
organization, and the locations (sites) where those services are available. Each 
record contains all required data elements, where applicable (e.g., a mailing 
address is included only if one exists). However, the specific data elements that 
are seen by a particular group of users (e.g., resource specialists, I&R 
specialists, the general public) may vary. 


 
Quality Indicators 


 
1. Mandatory and Recommended Data Elements:  The chart below lists the 


data elements for the Agency/Main Site portion of an organizational record, 
Location/Branch data elements, where additional sites exist, and the 
programs and services provided by the organization. The Mandatory or 
Recommended status of each data element is also indicated.  Note that 
“Mandatory” means that a data element should be entered if that information 
is available (for example, if you need to provide documentation to apply for a 
service, then that information must be added. If no documentation is required, 
the field can be left empty). “X” is a designation for “non-applicable.” 


 


                                            
 
 
2 For further information about data elements, please refer to the Glossary of Terms.  
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AIRS Data Elements 


   


AIRS Data Record Category


Agency Site Service/Program


Name Mandatory Mandatory Mandatory


AKA (Also Known As) Name(s) Mandatory Mandatory Mandatory


Legal Status Mandatory x x 


Federal Employer Identification Number (EIN/FEIN) Recommended x x 


IRS Status Recommended x x 


Licenses or Accreditation Recommended x x 


Street/Physical Address(es) x Mandatory x 


Mailing Address(es) x Mandatory x 


Phone Number(s) and Types Mandatory Mandatory Mandatory


Website URL(s) including Social Media Mandatory Recommended Recommended


Email Address(es) Mandatory Recommended Recommended


Name and Title of Director/Manager Mandatory Recommended Recommended


Description Mandatory Mandatory Mandatory


Days/Hours of Operation Mandatory Recommended Mandatory


Access for People with Disabilities   x Recommended x 


Travel Information x Recommended x 


Eligibility x x Mandatory 


Geographic Area Served x x Mandatory 


Languages Available x x Mandatory 


Documents Required x x Mandatory 


Application/Intake Process x x Mandatory 


Fees/Payment Options x x Mandatory 


Taxonomy Term(s) for Services/Targets x x Mandatory 
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2. Database Record Administration Data Elements:  Data elements that 
relate to the database record itself and are purely administrative in nature are 
included in a separate table.  Most are automatically assigned by the system, 
not maintained by resource specialists, and most are not shown when records 
are published. The exception is the date of last formal verification which many 
I&Rs choose to include.   
 


 
AIRS Data Elements: Record Administration 


   


 


 


Unique ID Number Mandatory 


Record Ownership Code Mandatory 


Date of Last Formal Verification Mandatory 


Contact for Formal Verification Mandatory 


Date of Last Interim Change Mandatory 


Contact for Last Change Mandatory 


Resource Specialist for Last Change Mandatory 


Record Status (Active/Inactive) Mandatory 


Record Inclusion (e.g. displayed online, in specific 
portals, directories, etc.) 


Mandatory 


 
 
Standard 9:  Classification System/Taxonomy 
 
The I&R service uses the AIRS/211 LA County Taxonomy of Human Services 
(formally titled A Taxonomy of Human Services:  A Conceptual Framework with 
Standardized Terminology and Definitions for the Field) to index and facilitate 
retrieval of resource information, increase the reliability of planning data, make 
evaluation processes consistent and reliable, and facilitate state/provincial and 
national aggregations and comparisons of data. Additional classification 
structures such as keywords, if used, are connected to the Taxonomy rather than 
functioning as independent indexing systems. 


 
Quality Indicators 


 
1. The I&R service has a current Taxonomy license.  


 
2. The I&R service customizes the AIRS/211 LA County Taxonomy to adapt it to 


the community's size, nature and organizational needs; and documents the 
customization rules to ensure ongoing consistency in customization 
decisions. These adaptations are made using nationally recognized principles 
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for customization so as not to change the basic structure of the Taxonomy or 
the related service definitions.  


 
3. The customization of the Taxonomy is reviewed at least annually.  


 
4. The structure and contents of the Taxonomy are constantly changing in 


response to changes in the services it encompasses. The I&R service has 
procedures in place to update and integrate Taxonomy additions and 
changes according to a regular schedule, and completely updates their 
version of the Taxonomy at least annually.  


 
5. Local modifications and requests for new terms and/or amendments to 


existing definitions are shared with the Networker’s Taxonomy Community, as 
appropriate, where they will be discussed by other members of the 
Community, reviewed by the AIRS/211 LA County Taxonomy editor and 
considered for inclusion in the master system. 


 
6. The I&R service uses I&R software that supports the AIRS/211 LA County 


Taxonomy of Human Services and provides the basic functionality needed 
for the Taxonomy to meet the needs of I&R specialists and resource staff. 
Necessary functionality includes:  
 
 Incorporating the complete field structure of a Taxonomy record 


(including definitions, use references, see also references and related 
concepts);  


 The ability to search and display Taxonomy records in a variety of 
ways;  


 The ability to customize the Taxonomy to meet internal needs.3   
 
7. The software used by the I&R service also includes more advanced 


functionality including the ability to connect service terms to one or more 
target terms to identify the focus of the service for searching purposes. 


 
 
Standard 10:  Content Management and Indexing 


 
The I&R service ensures through training, database management procedures 
and supervision that resource specialists organize information about human 
services into database records that accurately and concisely reflect the agency, 
its locations and its services/programs; index the services provided using the 
AIRS/211 LA County Taxonomy of Human Services in accordance with 


                                            
 
 
3 The AIRS Taxonomy Committee has developed a guide that details the preferred criteria for the 
operation of the Taxonomy within I&R database software.  It is available in the Library section of the 
www.211taxonomy.org website. 
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recognized and consistently applied practices; and assign other search keys in a 
way that accurately reflects the conditions under which services are available. 
 


Quality Indicators  
 


1. The I&R service uses software that supports the AIRS Resource Database 
standards.   


 
 Information in the resource database is accessible in ways that support 


the I&R process. 
 


 The software module used by I&R specialists allows for search and 
retrieval by:   


 
o Organization, site and program name and related AKAs. 
o Type of services provided (using Taxonomy service terms including 


use references and see also references). 
o Target population served, where applicable (using Taxonomy target 


terms). 
o Area served. 


 
 It is possible to narrow service searches by geographic area served, 


proximity to the inquirer’s location and other filters such as age, gender or 
languages that are relevant in a particular community. 


 
2. The I&R service ensures through training, database audits and coaching that 


resource specialists understand the human service delivery system including 
the sectors it comprises; the differences between the public and private 
sectors; how government, nonprofit and for-profit organizations are organized 
and funded; the major types of service providers in their community; the 
broad range of programs and services they provide; and how these 
organizations and the sectors they represent relate to one another and the 
people they serve.  


 
3. The I&R service develops and uses a style guide that establishes rules for 


structuring information and writing narrative descriptions; and ensures that 
information within database records conforms to style guide rules and is clear, 
concise, consistent, relevant and user friendly.  The style guide includes: 
 
 Specific requirements for all data elements/data fields in use. 
 Rules for entering organizational/program/AKA and other names, 


addresses (including websites and social media), telephone numbers, 
hours and days of operation, physical access, travel information, 
transportation, languages, age ranges and other eligibility criteria, 
application/intake process, required documents and fee structures.   


 Gender neutral, respectful, person first terminology and other preferred 
language conventions. 
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4. Resource specialists consistently follow the structural guidelines outlined in 


their style guide. They: 
 


 Structure organization entries into agency, site and service components 
(or other components permitted by the software). When dealing with 
complex or multi-site agencies, they correctly identify the principle unit of 
the agency and configure the entry or series of entries to accurately reflect 
the structure of the organization.   


 Designate agency, program and site names as required.  
 Use appropriate program names and service group names. 
 Ensure that address information is entered consistently to facilitate 


geographic location searches. 
 


5. Resource specialists prepare well-written, concise narrative descriptions that 
reflect the format and writing style defined in the I&R service’s style guide. 
Narrative descriptions: 


 
 Encompass all relevant services provided by the organization. 
 Support Taxonomy (and other indexing) decisions, i.e., all services and 


service conditions that are indexed are also described. 
 Clearly and correctly distinguish primary and secondary services and 


describe the relationship between them.  
 Clearly and correctly distinguish eligibility criteria for services and target 


populations served. 
 Correctly distinguish between the area in which the agency is located and 


the area the agency serves, and accurately reflect the geographic area 
served. 


 Accurately reflect other required information about the agency, its 
locations and its services. 


 Avoid repeating phone numbers and other numerical data that have their 
own structured fields. 


 
6. Resource specialists develop and consistently apply rules for indexing 


database records using the AIRS/211 LA County Taxonomy of Human 
Services.  They: 


 
 Choose Taxonomy terms within their customized list that accurately reflect 


the type of service provided. 
 Choose Taxonomy terms within their customized list that accurately reflect 


targets for service, when applicable; and only use target terms to modify 
service terms, not as standalone concepts representing a service. 


 Develop and adhere to rules for assigning target population terms. 
 Consistently use the same Taxonomy terms to index the same services 


and the same target populations. 
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 Index all primary services that meet the I&R service’s inclusion/exclusion 
criteria. 


 Only index primary services. Avoid indexing secondary, ancillary, phantom 
and indirect services. 


 Avoid using terms from multiple levels on the same Taxonomy branch. 
 Avoid “double indexing”, i.e., avoid using multiple service terms within the 


Taxonomy, wherever they are located in the hierarchy, to index the same 
service offered by a particular agency.  


  
7. Resource specialists analyze the needs of their community, develop 


customized filtering capabilities that reflect those needs and establish rules 
for organizing database records using search keys (such as legal status, 
geographic area served, age, gender and languages) that are used for 
filtering purposes. They: 


 
 Understand the structure of geographic search options within their 


software and accurately reflect the service area for particular services 
using the software’s geographic system. 


 Choose and consistently use appropriate options for key fields (e.g., legal 
status, age, gender, languages) that accurately reflect the organization 
and the conditions under which services are available. 


 
8. Documented procedures are in place for identifying new resources, acquiring 


information about them and, upon inclusionin the database, verification by the 
organization. 


 
 In order to collect information/data elements uniformly across 


organizations, the I&R service develops and uses a standardized profile 
(“survey”) for new organizations to be included in the resource database. 


 
9. Documented procedures are in place for gathering and integrating interim 


information changes (i.e., changes that occur between the annual updates).   
 


10. Resource specialists acquire the information they need to develop new 
database records or update current ones.  They: 


 
 Conduct an evaluation to determine whether new organizations meet 


established inclusion criteria, correctly apply the criteria in selecting 
resources to be included, and follow established notification procedures 
when an organization that has requested inclusion does not meet the 
criteria. 
 


 Appropriately use material submitted by the organization or gathered 
elsewhere (e.g., website, questionnaire, social media scans, pamphlets, 
newspaper articles, telephone directories) to develop an understanding of 
the resource, its locations and its services/programs; document source 
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material that is not in printed form; and verify all information with the 
organization before incorporating it into an entry. 
 


 When an interview is required, identify the appropriate contact person in 
each organization, ask clarifying questions in a concise manner and 
document the key answers.  


 
11. The I&R service has update verification procedures to ensure accuracy which 


include the name of the individual authorizing the update and the date of 
authorization. Changes and additions submitted by staff in the organization 
being surveyed or by I&R specialists reporting a change identified during 
original contacts, follow-up contacts or customer satisfaction/quality 
assurance surveys are reviewed by a resource specialist prior to posting. 
Update records are retained until a more recent version is received. 
 


12. During the updating process, the I&R service prioritizes receipt of responses 
from higher priority organizations that deliver critical services to the 
community as well as those from organizations that receive the most referrals 
from the I&R. The I&R service engages in activities aimed at establishing 
positive, long-term relationships with these key organizations. 
 


13. Organizations that do not respond after multiple attempts but cannot be 
deleted because they offer critical services, are updated via alternative 
methods (phone, website, or site visits). The I&R service does not require 
verification of the final update under these circumstances. However, 
documentation on how the update was obtained and the reason for the 
decision not to delete the record are required. If updated by telephone, the 
name of the person who confirmed the information and the date are recorded. 
If through a website, information that the update was verified via the Internet 
and the date are included as documentation. If by site visit, the names of the 
people visited and the date are recorded. Once the I&R service is satisfied 
that it has obtained the best information possible, and has documented how 
and when the update was performed as well as the reason for the decision 
not to delete the record, it is permissible to mark the agency as having 
received its annual review. 
 


14. The update form or the accompanying cover letter has a statement that the 
I&R service reserves the right to edit information for brevity, clarity and 
content; and to publish the information in a variety of media, subject to 
confidentiality issues. 
 


15. Resource specialists thoroughly proofread their work and eliminate spelling 
and grammatical errors. 
 


16. The I&R service ensures that there are an adequate number of resource 
specialists to properly maintain the resource database in accordance with 
their organization’s established inclusion/exclusion criteria while ensuring that 
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the internal resource database policies and procedures as well as the AIRS 
Standards are being met. 
 
The process for calculating the number of staff required to properly maintain 
an I&R resource database involves an understanding of the: 
 
 Number of agency and program/service records being maintained. 


 
 Complexity of organizational records in terms of their maintenance 


challenges and the proportional weight of complex versus straightforward 
records. 
 


 Structure of the I&R software and the number of steps needed to create 
and/or update records. 
 


 Time required for the additional, ancillary responsibilities assigned to 
resource specialists. 
 


 Relevance of the inclusion/exclusion criteria and the current extent to 
which those criteria are fulfilled. 
 


 Unique geographic and related challenges (e.g., the inherent difficulties of 
maintaining resources for large rural areas or diverse metropolitan 
regions). 


 
 


Standard 11:  Database Quality Assurance 
 
The I&R service has a quality assurance review process to ensure that 
information in the resource database is accurate and complete.  
 


Quality Indicators 
 
1. The I&R services uses a quality assurance process to evaluate records in the 


resource database for consistency and adherence to style guide 
requirements.    
 


2. The I&R service reviews the assignment of Taxonomy terms to resource 
database records at least annually to evaluate indexing consistency across 
organizational records and adherence to the requirements listed in Standard 
10, QI 6.   


 
3. The I&R service has a documented process for verifying information in the 


resource database either annually or on a continuing basis throughout the 
year that involves multiple attempts to achieve a 100% verification rate within 
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a 12-month cycle. There is a mechanism for tracking the response rate and a 
way of evaluating the success of the methods used (e.g., mail/electronic 
survey, fax, telephone, site visits, follow-up correspondence and the use of 
various messaging techniques). Information that cannot be verified is 
considered for removal from the database.  


 
4. The I&R service is able to generate a report that lists resource records 


according to the date of last formal update to identify records that are out of 
compliance with QI 3. The report is run at least quarterly. If more than 50% of 
records are out of date, the I&R service has a plan to bring the database up to 
date. 


 
5. The resource department provides feedback to other I&R staff regarding 


important changes that have been made in the database as a result of 
information I&R specialists have supplied.  


 
6. The resource departments provides training for I&R specialists, as needed, 


regarding the structure, contents and methods of searching the resource 
database. 
 


 
Standard 12:  Resource Database Data Collection, Analysis and Reporting 


 
The creation and maintenance of I&R resource databases generates valuable 
information about the services and programs available within a community.  The 
I&R service collects, analyzes and reports insightful information regarding the 
types of services available, the organizations that provide them, and the areas in 
which services are available (and unavailable) in ways that are useful to 
themselves and community partners.  An analysis of the resource database 
maintenance process also reveals information that can enhance both the quality 
and productivity of each I&R service (for example, by identifying issues for staff 
training). 
 


Quality Indicators 
 


1. The I&R service’s resource database is the prime source of information about 
the programs and services available to the community served by the I&R. 


 
2. The I&R service conducts an analysis of its resource database in terms of the 


types of services available within various human services sectors, the number 
of those services, their locations and areas served, as well as the conditions 
under which their services are available, e.g., the language(s) in which they 
are provided, their availability during evenings and weekends. 
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3. The I&R service explores partnerships (e.g., with government social services 
departments) to develop mechanisms for mapping resource data in 
conjunction with census information (for example, matching emergency food 
locations against areas populated by low income individuals and families or 
identifying the location of services for older adults in conjunction with Census 
data regarding the distribution of age groups within a community).  The I&R 
service may also create a display that overlays the requests for particularly 
critical services on a map showing the location of organizations that provide 
those services. 
 


4. The I&R service may also report on key performance indicators derived from 
its quality assurance and related activities within the resource database area 
such as total organizational and program records maintained, average times 
for processing and responding to requests, the number of interim changes 
made throughout the year, the number of new records researched and added 
to the resource database, and the results of completed quality audits.  
 


 
COOPERATIVE RELATIONSHIPS 
 
An I&R service must work in a collaborative fashion with other I&R services at local, 
regional, state/provincial and national levels while also participating in the broader 
service delivery system in their community. The Cooperative Relationships standards 
focus on the responsibilities of the I&R service to establish and maintain meaningful 
cooperative relationships at all relevant levels. 
 
 


Standard 13:  Cooperative Relationships Within the I&R System 
 


In communities that have comprehensive and specialized I&R providers, the I&R 
service develops cooperative and respectful working relationships to build a 
coordinated I&R system that ensures broad access to information and referral 
services, maximizes the utilization of existing I&R resources, avoids duplication 
of effort and encourages seamless access to community resource information. 
I&R services with broader geographic reach (e.g., statewide, province-wide, 
regional or national level programs) strive to develop similar working 
relationships within the area they serve. 


 
Quality Indicators 


 
1. The I&R service participates in ongoing cooperative program planning and 


development activities that take into consideration community needs, existing 
resources and the activities of other I&R services. Each I&R service: 


 
 Participates in efforts to identify community I&R needs. 
 Maintains current information about other I&R services and their activities. 
 Develops priorities for I&R program development. 
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 Participates in existing cooperative I&R efforts. 
 Becomes a catalyst for new cooperative service arrangements. 
 Participates in decision making that addresses community-wide I&R 


issues. 
 


2. The I&R service coordinates its service delivery to avoid duplication of effort, 
encourage service integration and ensure that information and referral is 
broadly available to all inquirers. 


 
 Comprehensive and specialized I&R services develop and define their 


working relationships and document them in written form. At a minimum, 
I&R services have written agreements, where applicable, with the local 
comprehensive I&R service, the child care resource and referral agency, 
the aging I&R/A provider, aging and disability resource centers (ADRCs), 
the military family service/support center, the crisis intervention service, 
211, 911 and 311 services, agencies that specialize in volunteer and 
donation management and other organizations with information 
clearinghouse functions.   


 The I&R service encourages cooperative service arrangements such as 
complementary after-hours coverage, linked telephone systems and linked 
websites. 


 The I&R service explores innovative methods of delivering I&R services. 
 


3. The I&R service participates in database collaboratives or other data 
partnerships as a means of avoiding duplication of database maintenance 
activities and achieving broader and more in depth coverage of different 
types of community resources. When an I&R service has an agreement with 
organizations using its data, it includes conditions, e.g., a limited use clause 
specifying a time limit on the use of data, a statement that data cannot be 
repurposed without permission and a description of the updating 
responsibilities of all parties and associated time frames. 
 


4. When considering major technological investments, especially in the area of 
software platforms and telecommunications, the I&R service explores the 
possibility of collaborating with other I&R services either within their own 
geographical area or the broader I&R sector. When major infrastructure is 
shared, costs can be reduced while also offering potential service 
improvements such as common reporting, reduction of resource database 
duplication and call overflow options.  
 


5. The I&R service works cooperatively to identify changing community needs 
and to respond to those needs in a timely and appropriate fashion. Regular 
cooperation ensures that there is an immediate and effective response to: 


 
 Sudden changes in community conditions (e.g., layoffs in a particular 


industry or a community-wide disaster) that may require special outreach 
efforts or other forms of collaborative response. 
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 Changes in legislation. 
 New information related to the area served that needs to be incorporated. 


 
6. The I&R service participates in community-wide data collection, analysis and 


reporting activities. A comprehensive I&R service, for example, can combine 
its inquirer data with that collected by specialized I&R programs to provide a 
more comprehensive picture of service requests throughout the system; or a 
comprehensive, specialized or 2-1-1 service may contribute its data for 
inclusion in a statewide/province-wide data report.  
 


7. The I&R service strives to maximize the resources available to the I&R 
system as a whole by coordinating supportive functions such as public 
relations, marketing and staff training; and by implementing cooperative 
administrative procedures where possible.  


 
8. The I&R service communicates with other I&R services concerning 


promotional, marketing or communication efforts that might affect other I&R 
services either within the same media market or adjoining media markets if 
there is a reasonable assumption that the public might inadvertently be 
confused. 


 
 
Standard 14:  Cooperative Relationships With Service Providers 
 
The I&R service develops cooperative working relationships with local human 
service providers (e.g., food pantries and local homeless shelters) and larger 
service systems (e.g., those serving populations with mental health and 
substance use disorder issues) to build an integrated service delivery system that 
ensures broad access to community services, maximizes the use of existing 
resources and facilitates the ability of people who need services to easily find the 
most appropriate provider. I&R services with broader geographic reach (e.g., 
statewide, province-wide, regional or national level programs) strive to develop 
similar working relationships within the area they serve. 


 
Quality Indicators 


 
1. The I&R service explores opportunities for joint service delivery with service 


providers, e.g., participation in case management 
2. The I&R service works cooperatively with service providers to address issues 


that have a critical impact on the community as a whole such as disaster relief 
and recovery, homelessness, health care service delivery and one-stop co-
located human services. 


 
3. The I&R service encourages collaborating service providers to participate in 


community-wide data collection, analysis and reporting activities. 
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DISASTER PREPAREDNESS4 
 
I&R services assess their role in meeting the needs of their community during times of 
disaster, which may vary depending on the population they serve.  The role I&R 
services play in disaster situations may also vary by the phase of the disaster, (i.e., 
preparedness, response, relief and recovery).  Specialized I&R services may be more 
active in preparing the people they serve to be ready in advance of a disaster whereas 
comprehensive I&R programs/2-1-1s may be more frequently contacted for assistance 
in the relief and recovery phases of a disaster.  The I&R service is prepared to assess 
and provide referrals for inquirers who are experiencing a crisis due to a disaster of 
natural or human origin, or who want to offer assistance and contact the I&R service for 
a means to do so. Preparation includes development of an emergency operations and 
business contingency plan that enables the I&R service to continue to provide services 
if its own facility is damaged or destroyed; and to support its ability to effectively 
accumulate, validate and disseminate accurate disaster related information, provide 
information, assessment and referral assistance for individuals impacted by a disaster 
and provide community reports regarding inquirer needs and referrals.   
 


Standard 15:  Emergency Operations and Business Contingency Plan 
 
The I&R service has a written disaster plan that specifically addresses incidents 
common to the area, but one that also prepares for emergencies in general. The 
plan has two components:   
 
a)  An emergency operations component that defines what constitutes a disaster 


as well as the organization’s disaster response expectations, both internally 
and from the perspective of external stakeholders; and describes the steps 
the organization needs to take to meet the needs of the community in the 
aftermath of an event.  


 
b)  A Continuity of Operations Plan (COOP) component that references 


emergency preparedness and mitigation activities such as structural 
alterations and changes in business operations; and delineates the steps to 
be taken before, during and after an emergency to prevent or minimize 
interruptions in business operations and ensure long-term recovery. 


 
Some organizations have two separate plans to meet this requirement. 


 
Quality Indicators 


 
1. The I&R service has policies and procedures to ensure that the organization’s 


mission-essential functions are continued in the event that the area in which 


                                            
 
 
4 “Disaster” is defined as a large-scale emergency that disrupts the normal functioning of a community. 







28 
 


the program is located is threatened or incapacitated and relocation of these 
functions is required. Included are policies and procedures that relate to: 


 
 Personnel coordination: 


o Designation of key staff. 
o Delegations of authority. 
o Order of succession. 
o Notification of personnel during duty and non-duty hours. 


 Designation of mission-essential functions. 
 Designation of alternative facilities. 
 Continuity of communications among staff before, during and after a 


disaster. 
 Securing access to vital records and databases. 
 Plans for reconstitution and termination of emergency measures. 
 


2. The I&R service has written procedures that address specific types of 
emergencies including power outages, fires, medical emergencies, bomb 
threats, radiological threats, workplace violence and other incidents that may 
require different forms of response, e.g., duck, cover and hold during an 
earthquake or sheltering in place during a radiological emergency. 
Procedures for contacting emergency personnel are included. 


 
3. The I&R service has written procedures for emergency evacuation of the 


facility following a disaster that impacts the immediate area surrounding the 
facility and potentially threatens staff safety. The evacuation procedure 
designates exits, specifies an assembly area, includes provisions for ensuring 
that everyone has left the building, provides for damage assessment and 
includes instructions for shutting off gas, electricity and water when 
necessary. Special arrangements for helping staff or visitors with a disability 
leave the building are also addressed. 


 
4. The I&R service develops and documents a designated leadership 


description that outlines the roles and responsibilities of managers and staff 
before, during and in the aftermath of an incident. 


 
5. The I&R service has procedures for maintaining service delivery (i.e., 


answering inquiries and continuing to update community resources) during 
and after an emergency including relocation or alternative modes of service 
delivery, e.g., through an MOU with an I&R service outside the area. If the 
I&R service plans to relocate in the event of loss of facilities, it has identified 
alternative sites. 


 
6. The I&R service maintains critical contact and infrastructure information (e.g., 


telephone service provider and building management). 
 


7. The I&R service ensures that its facility is capable of handling and/or adapting 
to increased needs during a disaster, particularly in situations where a large 
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number of volunteers will be working at the facility. Areas of concern include 
24-hour environmental controls, cleanliness and sanitation, parking and 
security, and the ability to meet enhanced building codes in areas with 
significant earthquake, tornado or hurricane hazards. 


 
8. The I&R service has periodic drills, at a minimum annually, that allow staff to 


practice emergency procedures outlined in the plan. 
 


9. The I&R service supports and encourages all staff to develop emergency 
plans for their own homes and families that allow them to better fulfill their 
agency roles in an emergency, secure in the knowledge that their families are 
properly prepared. 


 
 
Standard 16:  Relationships with Emergency and Relief Operations 
 
The I&R service participates in ongoing cooperative disaster response planning 
in the community and establishes relationships, as necessary, to become 
recognized as an integral part of the community’s emergency preparedness and 
response network.     
 


Quality Indicators 
 


1. The I&R service understands the command and control structure within their 
jurisdiction (i.e., the responsibilities and authority of officials at city, county, 
state/provincial and federal levels) and their own role and that of other 
organizations in the response, relief and recovery phases of a disaster. 
Obtaining NIMS (National Incident Management System) certification for 
management staff is a good way to acquire competency in this area.   


 
2. The I&R service seeks formal agreements with appropriate government and 


private sector emergency operations and relief agencies such as local offices 
of emergency services, Voluntary Organizations Active in Disasters (VOAD) 
and the Red Cross. The agreements outline the roles and responsibilities of 
all parties.   


 
3. The I&R service actively participates in community meetings that address 


plans for disaster preparedness, mitigation, response, relief and recovery. 
 


 
Standard 17:  Disaster Resources 
 
The I&R service develops, maintains and/or uses an accurate, up-to-date 
computerized resource database that contains information about available 
community resources that provide services in times of disaster. Database 
records include descriptions of the services organizations provide and the 
conditions under which services are available; and are indexed and accessed 
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using the Disaster Services section of the AIRS/211 LA County Taxonomy of 
Human Services. 
 


Quality Indicators 
 


1. The I&R service’s resource database includes information about permanent 
local, state/provincial and federal disaster-related resources, i.e., 
organizations with a formal role in emergency response, a clearly defined 
disaster mission and/or a history of providing services during previous 
incidents. 


 
2. The I&R service adds information about organizations that have no formal 


role in emergency response but emerge in the context of a particular disaster, 
specific relief and recovery services that come to life in response to the 
specific needs of the community, and information about specific services (and 
their locations) offered by organizations with a permanent record in the 
database (such as Red Cross Service Centers). The I&R service also 
monitors social media and mass media to keep abreast of information about 
new resources and changing situations; and verifies all information before 
sharing.   


 
3. The I&R service enables staff from other agencies to use the resource 


database to provide service delivery or resource database maintenance 
support by using the Disaster Services section of the AIRS/211 LA County 
Taxonomy of Human Services to index disaster-related services. Additional 
classification structures such as keywords may supplement the Taxonomy, 
but must be connected to the Taxonomy rather than functioning as 
independent indexing systems. 


 
4. The I&R service updates disaster resources annually, immediately prior to an 


anticipated disaster and throughout the response, relief and recovery periods. 
 


5. During a disaster, the I&R service verifies all information before sharing it with 
others. A streamlined verification process must still provide a sufficient level 
of data validation to ensure accuracy. 


 
6. The I&R service disseminates disaster-related information in accordance with 


pre-existing agreements with other organizations in the community.  
 


 
Standard 18:  Disaster-Related I&R Service Delivery 
 
The I&R service provides information, assessment and referral services to the 
community before, during (when appropriate) and following a disaster or other 
emergency. This service may be provided under circumstances that are more 
challenging and stressful than normal operations; but still includes assessing the 
needs of the inquirer, evaluating appropriate resources, indicating organizations 
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capable of meeting those needs, helping inquirers identify alternative resources 
and actively participating in linking inquirers to needed services or volunteer 
opportunities.   


 
Quality Indicators 


 
1. The I&R service ensures adequate staff to meet potential increases in inquirer 


contacts and needs. 
 


2. The I&R service has mutual assistance agreements with other I&R services 
that include provisions for possible relocation of staff and/or redirection of 
calls. 
 


3. The I&R service has a written protocol for staff who are assigned to provide 
information and referral at local assistance centers (LACs) or other off-site 
locations. 
 


4. I&R specialists have the skills to respond effectively to people in crisis, work 
cooperatively with other organizations, remain flexible in a rapidly changing 
environment, are willing to work under adverse conditions (e.g., long hours, 
uncomfortable surroundings), are aware of their own stress levels and coping 
mechanisms, respond appropriately in face-to-face communications and work 
within the boundaries of their I&R role. 
 


5. I&R specialists understand the government emergency response service 
delivery system, the types of services people typically need before, during 
and following a disaster, the organizations that generally provide them, the 
types of organizations that may be closed or otherwise unable to deliver 
services due to the emergency (e.g., government offices, the courts), atypical 
services people may need to access (e.g., open hardware stores, functioning 
ATM machines), and the structure and contents of the disaster database 
and/or other approved sources of disaster-related information. 
 


6. The I&R service has a plan for providing disaster stress debriefing for all staff.   
 


 
Standard 19:  Disaster-Related Data Collection/Reports 
 
The I&R service tracks inquirer requests for service and referrals, collects 
demographic information from inquirers and is prepared to produce reports 
regarding requests for disaster-related services and referral activity. 
 


Quality Indicators 
 
1. The I&R service collects and organizes inquirer data that facilitates 


appropriate referrals and provides a basis for describing requests for 
disaster-related services and identifying gaps and overlaps in service.  
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2. The I&R service produces timely reports to the community and stakeholders 


regarding disaster-related referrals, access to services, service availability 
and unmet needs. 


 
3. Following all emergencies that necessitate implementation of the provisions 


of the Disaster Preparedness standards, the I&R service produces an after 
action report that documents the special activities of the agency with a focus 
on what worked well and what needs to be improved through revisions of the 
agency’s disaster plan and/or additional training for staff. 


 
 
Standard 20:  Disaster-Related Technology Requirements 
 
The I&R service has technology in place that facilitates the ability of the 
organization to maintain service delivery during times of disaster or a localized 
emergency. 
 


Quality Indicators 
 
1. The I&R service has regular and emergency methods of electronic 


communication between staff and management for use internally during calls, 
for after hours contacts and when necessary for pre and post disaster 
communication via email, instant messaging, text/SMS messaging, satellite 
phones or mobile devices.  


 
2. The I&R service has taken the necessary steps to establish a relationship 


with their telephone service provider, Internet Service Provider (ISP), website 
hosting vendor and I&R software vendor to ensure that the organization is 
given high priority for continued service in times of disaster.  


 
3. The I&R service has the ability to reroute calls to another location (e.g., to cell 


phones, to I&R specialists answering calls from their homes, or to another 
local agency or an I&R service out of the region with which the I&R service 
has an MOU) if their own business site or the Internet is not accessible. 


 
4. The I&R service has the ability to access the resource database (e.g., via the 


Internet, a stand-alone single user copy of the database on a laptop, a 
directory or other print version) if their own business site is not accessible. 


 
5. The I&R service has conducted an assessment of its facility and developed a 


risk management plan that identifies equipment, connections and other 
resources that may be vulnerable under emergency conditions and has taken 
steps to mitigate the situation. 


 
6. The I&R service has an Uninterruptible Power Supply (UPS) on all critical 


systems for short-term recovery in the case of a power failure. 
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7. The I&R service has an emergency generator or other power back-up that 


allows them to continue operations on a longer term basis during a power 
failure.  The I&R service has determined the length of time the back-up power 
supply will operate and has provided staff with information about the 
components of the organization’s operations (e.g., which computers, 
telephones, etc.) it will power. 


 
8. The I&R service provides an alternative way for staff to contact the agency in 


case of an emergency that makes the regular phone lines inaccessible. 
 


9. The I&R service has back-up systems for their telephones (such as one or 
more analog lines, cell phones with charged and spare batteries or two-way 
battery operated radios) to ensure ongoing access in situations where there is 
no local electricity.  Private Branch Exchange/Automatic Call Distribution 
systems (PBX/ACD systems) rely on a central computer that will fail when 
local electrical power to the system is cut off.  High-capacity Uninterruptible 
Power Supplies (UPS) and emergency power generators connected to the 
PBX/ACD telephone system can also meet this requirement.  


 
10. The I&R service has the ability to reprogram its phone lines and data network 


remotely. 
 


11. For purposes of redundancy, the I&R service has high capacity phone lines 
from multiple central offices, where possible.  


 
 
Standard 21:  Disaster Training and Exercise 


 
The I&R service trains staff on emergency operations and business expectations 
upon hiring and provides ongoing training at least annually. The I&R service 
actively participates in community disaster exercises to test the organization’s 
emergency operations plan. 
 


Quality Indicators 
 


1. The I&R service provides general training for staff that addresses the specific 
types of disasters common to the area; the organization’s role and mission in 
times of disaster; the phases of disaster; federal, state/provincial and local 
response plans and resources; and other topics that will help prepare staff for 
an emergency and ensure that they understand their organization’s 
commitments. 


 
2. The I&R service provides training on the organization’s in-house disaster 


preparedness procedures and protocols for all staff.   
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3. The I&R service provides training for I&R staff that addresses the attitudes, 
skills and information required to meet the needs of people in crisis during a 
disaster. The training helps participants understand how disasters affect 
individuals and communities, and addresses the specific requirements of 
people with special needs, e.g., individuals with disabilities, language 
barriers, cultural differences or other relevant characteristics. It also prepares 
I&R staff for the likelihood of providing service delivery under altered and 
frequently adverse conditions that may include working longer hours than 
normal, off-site or under the direction of another organization. 


 
4. The I&R services has a “volunteer surge” plan that outlines how recruitment 


of and training for volunteers will be handled so that volunteers can begin 
answering phones or processing resource requests as quickly as possible.  


 
5. The I&R service provides training for resource specialists that addresses the 


types of pre-disaster resources that need to be included in the database and 
those that need to be added following the occurrence of an emergency; use 
of the Disaster Services section of the AIRS/211 LA County Taxonomy of 
Human Services as a classification structure; and procedures for the 
collection, validation, maintenance and dissemination of disaster-related 
information. 


 
6. The I&R service actively participates in community disaster exercises, and 


also monitors statewide/province-wide, multi-state/multi-province and/or 
national disaster exercises as appropriate.  


 
 
 
ORGANIZATIONAL EFFECTIVENESS 
 
The Organizational Effectiveness standards describe the governance and operational 
structure an I&R service needs in order to fulfill its mission. Included are establishing 
itself as or within a legal entity, developing policies and procedures that guide the 
organization, developing an organizational code of ethics, establishing sound fiscal 
practices, providing a conducive physical environment, managing personnel, providing 
staff training, increasing public awareness regarding the availability of information and 
referral services and their value to the community, and providing for ongoing program 
evaluation and quality assurance.  
 
 


Standard 22: Governance and Oversight 
 
The auspices under which the I&R service operates ensures the achievement of 
the agency mission and I&R goals.  
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Quality Indicators 
 


1. Governing Body:  The I&R service has (or is part of an organization that 
has) a governing body (e.g., Board of Directors) that is constituted according 
to the laws of its state or province, adequately represents the diverse 
interests of the community and oversees implementation of program goals 
and objectives to ensure quality of service. If the nature of the organization 
operating the I&R service is such that it does not have a community-based 
Board of Directors or if that Board is remote from the oversight of the I&R 
service, then it must have an advisory committee of local stakeholders to 
provide information about community needs and issues, recommendations 
regarding program planning and development activities and other forms of 
support that help to ensure that the agency maintains effective connections 
with the people it serves. The governing body ensures the sustainability of a 
quality I&R service and, at a minimum: 


 
 Ensures that the I&R service has an adequate number of staff. 
 Assists in procuring financial and technical assistance to sustain the I&R 


service. 
 Is responsible for contracting, adopting an annual budget, maintaining 


financial records and providing an annual audit by an independent certified 
public accountant. 


 Promotes the I&R system throughout the community ensuring appropriate 
publicity, public relations and outreach. 


 Ensures that the I&R organization has an executive director or program 
manager who is accountable for the operation of the I&R service. 


 Meets at least quarterly as a general body. 
 Maintains minutes of all official proceedings that any interested party can 


inspect. 
 Promotes accountability, transparency and business continuity of the I&R 


operation. 
 


2. Mission Statement:  The organization/I&R service has a Mission Statement 
that is compatible with the purpose and philosophy of I&R. 


 
3. Organizational Policies and Procedures:  The I&R service has formally 


adopted, dated and regularly reviewed written policies that clearly articulate 
the general principles by which the I&R service is managed. Organizational 
policies are available to all employees and include: 


 
 Board/Governance Policies and Procedures 
 Employee Policies and Procedures  
 Fiscal Policies and Procedures 
 Hiring Policies and Procedures 


 
4. Public Policy:  The organization/I&R service participates in public policy 
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activities within its own community and in response to requests from 
state/provincial and national I&R organizations that seek to further the overall 
goals of the I&R movement. 
 


5. System Advocacy:  The I&R service creates reports that can be used for 
system advocacy, i.e., support for changes in community conditions, 
structures or institutions when modifications in the service delivery system are 
required to ensure the adequate availability of essential community services. 
System advocacy mechanisms include:  


 
 Letter writing campaigns. 
 Visits to political representatives. 
 Testimony at public hearings.  
 Mobilizing concerned members of the public. 
 Working through coalitions or associations to advance a cause. 
 Holding press conferences. 
 Writing and disseminating issue-oriented social media content. 
 Writing articles or letters to local newspapers. 
 Offering interviews to local radio and television stations. 
 Offering services as a knowledgeable public speaker. 


 
6. Complaints Process:  The organization/I&R service has a formal process for 


registering and resolving complaints from inquirers, staff members and the 
community; and provides protections for whistleblowers.   
 


7. Code of Ethics:  The organization/I&R service has a Code of Ethics that 
establishes fundamental values and professional standards of conduct for 
staff in their relationships with their colleagues, their employers, the people 
they serve, the human service professionals with whom they interact and the 
community as a whole. The Code of Ethics is approved by the governing 
body of the organization and included in written policies that all staff receive, 
understand and agree to follow.  
 


8. Nondiscrimination Statement:  The organization/I&R service has a 
statement approved by the organization’s governing body prohibiting 
discrimination in all of its forms and documenting its intention to comply with 
all laws, orders and regulations addressing this issue.  


 
9. Insurance Coverage:  The organization/I&R service has sufficient insurance 


coverage for personal and property liability that protects employees and 
volunteers.  
 


10. Finance:  Financing is sufficient to enable the I&R service to provide 
adequate service and maintain these standards. 
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 The I&R service operates on a sound financial basis and exercises 
appropriate financial controls according to acceptable accounting 
practices and any other applicable standards. 


 The organization, with the support of the Board and/or advisory 
committee, maintains proper financial records in accordance with 
generally accepted accounting practices, draws up an annual budget, 
projects future needs, explores and encourages financial development 
and support for continuance of the program, and participates in saving 
resources to avoid duplication and to control costs. 


 
11. Facilities:  The I&R service provides adequate, accessible space and 


equipment (including sufficient space to ensure confidential interviewing) to 
ensure that staff can effectively perform their duties. 
 


 
Standard 23: Technology 
 
The I&R service uses technology that improves access to information and 
enhances its ability to serve inquirers efficiently and effectively. The main role of 
technology is to enhance and strengthen information sharing while 
accommodating people’s communication preferences. “Technology” includes 
telephone systems, telecommunications, computer systems and applications, 
assistive technology for people with disabilities such as speech-to-text and text-
to-speech applications, instant messaging (IM), text/SMS messaging, online 
chat, video relay/chat, social media, I&R software platforms, electronic directories 
and self service mechanisms such as automated attendants/interactive voice 
response systems, video relay services, community kiosks and searchable I&R 
databases on the Internet. 


 
Quality Indicators 


 
1. The I&R service evaluates new methods of access and technical advances 


and the pros and cons of particular pieces of technology prior to 
implementation to ensure that access to information and assistance for 
inquirers is enhanced. 


 
2. The I&R service ensures that individuals with disabilities seeking information 


or services have access to their searchable I&R database that is comparable 
to that provided to persons without disabilities. The I&R also ensures that 
employees with disabilities and the general public have access to I&R 
software with reasonable accommodations including features such as speech 
to text, text to speech, captioning, audio description and other types of 
assistive technology. 


 
3. The I&R service reviews how different demographic groups in the community 


access information and creates technology goals for the organization that 
reflect changing inquirer needs and preferences. 
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4. The I&R service has policies and procedures that protect the inquirer’s right to 


privacy and anonymity while preserving the I&R specialist’s ability to provide 
for the individual’s safety should personal identification become necessary. 


 
5. The I&R service has redundancy policies and practices that safeguard critical 


data and systems. The policies include provisions for the storage, retrieval, 
use and ultimate disposition of all records; and address security 
arrangements for inquirer data, the resource database and critical operational 
records such as payroll, personnel, reports, legal documents and email. If the 
backup solution for records is cloud-based, the I&R service has more than 
one way of accessing the cloud in emergencies. If another type of archival 
system is used, backups are kept in a secure, off-site location where they will 
be protected from destruction or theft. As a final insurance for resource 
database records, the I&R service has a recent version of its resource data 
available on an internal computer, a data storage device or in a printed 
format.   


 
6. The I&R service conducts at least one annual exercise that tests data and 


system restoration protocols. 
 


7. The I&R service has access to professional technical expertise to ensure that 
technology is appropriately maintained, and provisions are in place to ensure 
a priority response to any breakdowns in key infrastructure. 


 
8. The I&R service ensures that the governing body has approved a plan to 


regularly update the technology of the organization based on the anticipated 
lifecycle of all systems that support effective service delivery. 


 
 
Standard 24:  Personnel Management 
   
The I&R service has in place a framework and mechanisms for program and 
personnel management that provide for the continuity and consistency required 
for effective service delivery.    


 
Quality Indicators 


 
1. Staff:  The I&R service recruits and hires staff who are competent, ethical 


and qualified; have a positive and caring attitude; and reflect the community 
they serve. 


 
2. Organizational Chart:  The I&R service has a current organizational chart 


defining levels of authority. If the agency is part of a larger organization, it has 
a functional organization chart for the I&R service. 


 
3. Job Descriptions:  The I&R service has up-to-date job descriptions for all 
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employees and volunteers outlining responsibilities, essential job functions 
and lines of accountability. The job descriptions are dated within the last three 
years. 


 
4. Hiring:  The I&R service: 


 
 Posts listings for both employee and volunteer positions as broadly as 


possible to ensure that qualified candidates throughout the community 
are aware of employment opportunities;  


 Objectively measures each candidate’s application against the 
position’s requirements using a standardized form and screening 
procedure;  


 Interviews candidates using structured questions that are specific to 
the position for which they are applying; and  


 Has an objective rating form and process for evaluating responses. 
 


5. Succession Planning5:  The I&R service has a process for systematically 
and deliberately preparing for future changes of leadership in key positions 
within the organization. The process may identify potential replacements and 
provide strategies for developing and/or hiring individuals to meet future 
needs. Succession planning is designed to ensure the continued effective 
performance of an organization by making provision for the development and 
replacement of key people over time.   


 
6. Program Development:  The I&R service has qualified staff accountable to 


management, the governing body and the community being served, and who 
are responsible for program management and developing, implementing, and 
maintaining standard operating procedures (SOP). 


 
7. Staff Supervision:  The I&R service provides for the ongoing supervision 


and evaluation of employees and volunteers by qualified I&R managers. The 
organization has a written supervision plan for staff and uses standardized 
observation and performance appraisal forms. When performance problems 
are identified, they are documented and addressed in an individual 
performance improvement plan. Staff evaluations address specific 
responsibilities and job functions outlined in individual job descriptions.   


 
Quality indicators for I&R specialists may include: 


 
 Call Monitoring/Remote Listening:  Live or recorded calls that are 


randomly selected for review and feedback on a regular basis. 
 


                                            
 
 
5 Source:  “Technical Terms:  Succession Planning”, The PEW Center on the States, 
http://www.pewcenteronthestates.org/template_page.aspx?id=35364 
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 Secret Shopper Calls:  Sometimes known as mystery calls, these are 
calls conducted by staff or a designated third party without the knowledge 
of the I&R specialist handling the call. They allow for the “real feeling” of a 
typical call (including the voice messaging in queue) to be experienced in 
the same way as a typical client. The results of these calls can be scored 
in the same manner as other monitored interactions. 
 


 Mentoring/Coaching:  The use of individual sessions, team discussions, 
role playing and other techniques to mentor and coach I&R specialists to 
ensure quality service delivery. 
 


 Call Management System Reports, Measures and Metrics:  The call 
management component of the telephone system produces weekly and 
monthly reports that provide the following figures which may be analyzed 
to assess individual and departmental efficiency and productivity: 


 
o Calls received. 
o Calls answered. 
o Calls refused. 
o Average call handling time. 


 
 Schedule Adherence:  The percentage of time I&R specialists follow their 


assigned work schedules. Work schedules specify the times specialists 
are expected to be on the phones versus engaging in other identified 
activities such as taking breaks, going to lunch, attending meetings or 
participating in training/coaching sessions.  
 


 Case Examples:  Examples of calls submitted monthly by an I&R 
specialist that illustrate their call handling techniques.  A case example is 
a written, detailed analysis of how an information and referral call was 
handled.  The components of a case example include the following:  


  
o Demographic Information (non-identifying name of I&R specialist, 


date of call, language of call, subject, line of service (e. g. 211, 
Victim Support Line). 


o Presenting situation/problem. 
o Assessment. 
o Actions/referrals provided. 
o Follow-up/advocacy if appropriate. 


 
 Complaints and Commendations:  The complaints and commendations 


a particular I&R specialist has received. 
 
Quality indicators for resource specialists may include: 


 
 Resource Department Metrics:  Productivity measures for individual 


resource specialists may include: 
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o Annual surveys processed. 
o Interim modifications/partial changes processed. 
o New entries prepared. 
o Number of site visits, where applicable. 


 
 Database Review:  Review of a specified number of database records 


for: 
 


o Compliance with the I&R service’s inclusion/exclusion criteria. 
o Accuracy, currency and consistency. 
o Appropriate Taxonomy indexing. 
o Appropriate geographic classification. 
o Appropriate assignment of search keys/filters. 
o Adherence to the style guide. 
o Writing and editing competencies. 
 
 


 I&R Specialist Feedback:  There is a feedback mechanism to ensure that 
the resource database meets the needs of I&R specialists. 


 
8. Off-Site Staff:  Technology is available to support the ability of staff to do all 


or part of their work off-site. For the most part, this innovation provides 
flexibility and responsiveness to the needs of individual staff. However, in the 
case of I&R specialists who may be directly serving the public from an off-site 
location, procedures must be in place to ensure that regardless of where an 
I&R inquiry is handled, all service delivery standards still apply. 


 
In order to ensure that the public experiences no discernible difference in the 
quality of service, special requirements for off-site I&R service delivery are in 
place including provisions for specialists to: 


 
 Make three-way calls to connect the inquirer to external services including 


language translation services. 
 Contact emergency services while maintaining a connection with the 


inquirer. 
 Work in a distraction-free environment. 
 Access supervisory assistance, when required, and for supervisors to 


exercise quality assurance measures. 
 Have personnel policies and training opportunities that reflect off-site 


circumstances. 
 


9. Ergonomics:  The I&R service conducts a comprehensive workplace 
evaluation to identify ergonomic risk factors and determine the most effective 
strategy for controlling or eliminating the potentially harmful effects of 
repetition, awkward postures, static positions, contact stress, vibration and 
cold temperatures. The evaluations consider work activities, repetitive 
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movement patterns, work station design, workplace seating, work tools and 
equipment and the posture of workers. 


 
10. Workplace Health and Wellness:  The I&R service works collaboratively 


with staff to develop a workplace program that encourages healthy lifestyle 
choices such as regular exercise and good nutritional practices, both inside 
and outside the workplace, as ways to reduce stress, burn-out and 
compassion fatigue.   


 
11. Internal Communications:  The I&R service establishes processes and 


routines that enhance communication between management and staff 
through activities such as regular team meetings, mutually respectful dialogue 
and problem-solving. The I&R service actively seeks input on operational 
changes and other organizational decisions that have broad impact and may 
use staff surveys, focus groups, individual interviews and other mechanisms 
to stay in touch with staff expectations and preferences. 


 
12. Turnover/Attrition:  The I&R service tracks employee turnover/attrition and 


has a process for identifying when the turnover percentage impacts service 
quality.  


 
 
Standard 25:  Staff Training 
 
The I&R service makes training available to employees and volunteers. 


 
Quality Indicators 


 
1. The I&R service provides training for staff based on predetermined training 


goals with curriculum objectives defining behavioral outcomes for each 
module. 


 
2. The I&R service provides an orientation for new employees and volunteers 


that addresses the role, mission and function of the I&R service; the role of 
the governing body; federal, state/provincial and local laws affecting service 
delivery (e.g., abuse reporting); and the structure, policies and procedures of 
the organization. 


 
3. Training for I&R specialists includes: 


 
 Pre-service training appropriate to the knowledge and skills of new staff to 


ensure that they meet organizational expectations. 
 On-the-job training that involves increasing levels of responsibility in 


handling inquiries (beginning with observation and ending with full 
responsibility for handling inquirers). 


 In-service training that focuses on refining and updating the staff’s 
knowledge, skills and work-related attitudes and behaviors. 
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4. Training for resource staff includes an overview of the local community 


service delivery system, inclusion/exclusion criteria for the resource database, 
data elements, Taxonomy indexing, database maintenance procedures, use 
of the I&R service’s software, development and distribution of database 
products and, when appropriate, training in the area of specialization of the 
I&R service (e.g., disability issues, aging issues).  


 
5. The I&R service has a professional development program that offers training 


and continuing education opportunities for employees that broaden their skills 
and deepen their expertise. The program focuses on both the job-related 
knowledge and competencies required to achieve organizational goals and 
objectives, and the abilities, professional interests and career goals of 
individual workers. Staff development can include tuition assistance or 
policies that make it easier for employees to take continuing education 
classes as well as in-house training. 


 
6. The content of the staff training program is consistent with the AIRS I&R 


Training Manual. It is recommended that the tasks, knowledge and skills 
outlined in the Job Task Analyses from the AIRS Certified Information and 
Referral Specialist (CIRS), Certified Information and Referral Specialist – 
Aging/Disabilities (CIRS-A/D) and Certified Resource Specialist (CRS) 
certification programs be used as training objectives.   


 
7. The staff training program is responsive to the diverse learning styles of staff 


including visual, auditory and kinesthetic learners.   
 


8. Trainees (employees and volunteers) are evaluated using objective (e.g., 
written tests) and subjective (e.g., observation) measures and demonstrate a 
minimum level of competency before assuming duties.  Procedures are in 
place for managing trainees who do not immediately demonstrate 
competency at the required level. 


 
9. The I&R service systematically evaluates the effectiveness of its training 


program and the performance of its trainers; and modifies the training based 
on evaluation results. 


 
10. I&R specialists and resource specialists seek professional certification 


through recognized programs at the state/provincial, regional or national level. 
 
 


Standard 26:  Promotion and Outreach 
 
The I&R service establishes and maintains a program that increases public 
awareness of I&R services, their objectives and their value to the community.  
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Quality Indicators 
 


1. The I&R service has an outreach plan that employs a systematic 
methodology for publicizing the organization’s services to its targeted 
population and to other community resources (e.g., other agencies, faith-
based organizations, law enforcement, schools). The I&R service uses a 
variety of methods including social media to publicize information and referral.  
The methods are tailored to meet the needs of diverse populations.  


 
2. The I&R service identifies available resources for handling any resulting 


increase in volume before implementing its outreach plan. 
 
3. An I&R service operating as part of a larger organization coordinates its 


publicity and public relations activities with those of its sponsor and takes 
steps to ensure that all staff within the larger agency are aware of the scope 
and objectives of the I&R service.  


 
4. The I&R service publicizes its services to people in the community who may 


experience barriers to accessing services due to physical, mental or 
developmental disabilities; homelessness or social isolation; language or 
cultural background; or other vulnerabilities.   


 
5. The I&R service evaluates the efficiency and effectiveness of its outreach 


plan(s) through a variety of means including examination of inquirer 
demographic information and tabulation of referral source data.  
 


6. The I&R service serves as a resource to other organizations and offers 
consultation, technical assistance and training on available community 
resources. 


 
7. Employees and volunteers improve public relations by communicating 


regularly with community service providers, government officials and planning 
bodies; and by participating in various community activities, e.g., community 
resource fairs. 


 
 


Standard 27:  Program Evaluation and Quality Assurance 
 
The I&R service has the ability to assess the quality and effectiveness of all 
aspects of its operation including its service delivery, resource database, reports 
and measures, cooperative relationships, disaster preparedness and 
organizational structure. These determinations are made through ongoing quality 
assurance procedures supported by the collection and utilization of information 
that can be used to manage and continuously improve resource database 
management and the service delivery process; and periodic, formal evaluations 
that are used to implement measurable improvements. 
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Quality Indicators 
 


1. The I&R service has a process for examining its viability as an organization, 
the effectiveness of its services, its appropriate involvement in the community 
and its overall impact on the people it serves. 
 


2. To support management information needs, the I&R service has a method for 
tracking key performance indicators (KPIs) such as:  


 
 Call volume.  
 Abandoned calls.  
 Average abandonment rate. 
 Occupancy rates:  A reasonable target is between 65% and 80%. 
 Average speed of answer.  A reasonable target is less than 90 


seconds. 
 Service level:  A reasonable target is 80% of calls within 90 seconds. 
 Average call handling time. 
 Average talk time. 
 Incoming call patterns.   
 


NOTE:  See the Glossary for definitions of specific KPIs. 
 


3. The I&R service creates internal reports to assess operational effectiveness, 
enhance decision making, improve accountability, set meaningful goals and 
strategic objectives and articulate outcomes in key areas of its operation. 
Standardized measurements are used to evaluate the effectiveness of the 
organization’s planning efforts, target the allocation of staff and other 
resources, improve performance against operational targets and take other 
steps to achieve success in the areas of service delivery, resource database 
management, inquirer data collection and community reporting, cooperative 
relationships, disaster preparedness and other aspects of its operation. 


 
4. The I&R service conducts an annual evaluation of I&R activities (including the 


maintenance of its resource database and the utilization of its website) that 
involves inquirers, service providers, organizations included in the resource 
database (for feedback on the updating process) and other community 
representatives.  Steps in the evaluation process include: 


 
 Formulating annual service goals, objectives and work plans that 


reflect priorities for service and desired outcomes. 
 Reviewing accomplishments and actual outcomes relative to goals and 


objectives throughout the year, adjusting service priorities, as needed. 
 Conducting, on an annual basis, a structured evaluation to measure 


the effectiveness and cost-efficiency of its I&R service(s) and their 
impact on the people it serves (outcomes). 
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5. The I&R service involves inquirers, service providers and other 
representatives of the community in the evaluation process; and modifies the 
program in response to evaluation outcomes. Methods may include: 


 
 Mailed or online surveys with community agencies and/or the general 


public. 
 Focus groups. 
 Open community meetings. 
 Third party research and reports. 


 
6. The I&R service conducts regular customer satisfaction/quality assurance 


surveys with a specified percentage of inquirers to assess overall service 
performance and I&R service outcomes. The surveys may occur during the 
original contact with an inquirer (if done for customer satisfaction purposes 
only), in conjunction with follow-up (after determining whether the inquirer’s 
needs have been met), or in a separate call made for quality assurance 
purposes.  It is important that survey participants be randomly selected. 


  
Survey questions typically encompass the following: 


 
Customer Satisfaction Questions 


 
 Was the I&R service polite and helpful? 
 Did inquirers feel like they were listened to? 
 Did inquirers receive a choice of referrals where appropriate? 
 Would the inquirer contact the I&R service again? 
 Would the inquirer recommend the I&R service to family and friends? 


 
Outcome Questions 
 


 Did inquirers follow through and contact the referrals provided? 
 Was the information about those referrals accurate? 
 As a result of the referrals, did inquirers get the help they needed? 
 If not, why not?  Reasons include:  the referral was inaccurate, there 


wasn’t enough information for a proper eligibility assessment, the 
waiting list was too lengthy, the service was too expensive, there were 
transportation issues, etc. 


 
If during the course of conducting client satisfaction/quality assurance 
surveys, it is determined that the original need of the inquirer has not been 
met or that the inquirer has new needs, procedures are in place to provide 
additional information, referrals or advocacy. 
 
Information regarding service outcomes obtained during the course of 
customer satisfaction/quality assurance surveys is included in reports of 
follow-up activity. 
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It is a good practice for the aggregated results of such surveys to be shared 
with the agencies consulted to demonstrate accountability. 
 


7. The I&R service conducts an annual survey of agencies included in their 
resource database to measure the agency’s level of satisfaction with the 
accuracy of the information contained in their record, their familiarity with and 
opinion of the I&R’s online resource database and their assessment of 
interactions they may have had with the I&R service’s resource specialists.  
The evaluation can be done as part of the annual update process. Evaluation 
results are used to improve the resource database and the update process.   


 
Survey questions may include the following: 


 
 How satisfied are you with the listing for your organization’s 


information? 
 How satisfied are you with the update process? 
 Are you aware of our online database? 
 Do you or your staff use it?  How often? 
 How would you rate your experience using the online database? 
 If you have called our database department, how would you rate the 


service you received? 
 


8. The I&R service strives to secure and retain accreditation by a nationally 
recognized body. 
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GLOSSARY OF TERMS 
 
The Glossary of Terms contains definitions for terminology that appears in the 
Standards and Quality Indicators for Professional Information and Referral, many of 
which have been edited for brevity.  If you would like a more detailed definition or 
cannot find the term you are looking for here, a comprehensive list of more than 900 
terms is available via the AIRS Networker’s Glossary at http://airsnetworker.airs.org.   
 
Please note that terms for individual data elements and their definitions are located in 
an indented section under “Data Elements” rather than distributed throughout the 
Glossary.   


 


Abandoned Calls:  Incoming calls that are terminated by the inquirer while in queue, before the 
call is answered by an I&R specialist.   
 
Abandonment Rate: The percentage of offered calls that are terminated by inquirers before 
being answered.  
 
Accessible:  Without physical, cultural, financial or psychological barriers to service. 
Alternatively, having the legally required features and/or qualities that ensure entrance, 
participation and usability of places, programs, services and activities by individuals with a wide 
variety of disabilities. 
 
Active Listening Skills:  A set of skills that helps people become more sensitive, 
compassionate and objective listeners.  Central concepts include listening to the emotional as 
well as the factual content of what someone is saying, providing a fresh perspective on a 
problem or issue by giving feedback, being non-judgmental, and developing empathy, i.e., an 
active understanding of another person's situation and feelings coupled with a strong concern.  
 
Advisory Committee:  A formally constituted group of local stakeholders that provides 
information about community needs and issues, recommendations regarding program planning 
and development activities and other forms of support that helps to ensure that the agency 
maintains effective connections with the people it serves. 
 
Advocacy:  Programs that intercede on behalf of individuals and/or groups with their 
permission to ensure that they receive the benefits and services for which they are eligible and 
that organizations within the established service delivery system meet the collective needs of 
the community.  
 
After Action Report (AAR):  A focused, post-incident or post-exercise review whose purpose is 
to capture observations related to disaster response system performance, both positive and 
negative, and to document recommendations for future improvements in a report that identifies 
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specific corrective actions, assigns them to responsible parties and establishes targets for their 
completion.6 
 
After Call Work (ACW):  A component of Total Call Handling Time that occurs after Talk Time 
has ended (i.e. when the call is disconnected) and is used by the I&R specialist to complete 
required documentation related to the call.   
 
Agency:  An organization that delivers services. An agency can be incorporated, a division of 
government, or an unincorporated group that offers, for example, a food pantry or support 
group. The agency is the main location of the resource where the administrative functions occur, 
where the organization’s director is generally housed and where it is licensed for business. An 
agency may or may not deliver direct services from this location.   
 
AIRS Accreditation:  The professional credential that is awarded internationally by AIRS to I&R 
services that apply as formal recognition that they are operating in accordance with the 
Standards and Quality Indicators for Professional Information and Referral. 
 
AIRS Certification:  The professional credential that is awarded internationally by AIRS to 
individuals who successfully complete the applicable certification program for I&R practitioners:  
the AIRS Certified Information and Referral Specialist (CIRS), Certified Resource Specialist 
(CRS) and Certified Information and Referral Specialist Aging and Disabilities (CIRS-A/D) 
programs. Certification is a measurement of documented ability in the field of I&R reflecting 
specific competencies and related performance criteria, which describe the knowledge, skills, 
attitudes and work-related behaviors needed by I&R practitioners to successfully execute their 
duties.   
 
AIRS I&R Training Manual (previously known as the ABCs of I&R):  A comprehensive 
publication developed and published by AIRS that provides an introduction to the practice of 
information and referral. It is primarily intended as a guide for new staff and the foundation for 
the initial orientation and/or training programs of information and referral (I&R) providers, but 
can also be used as a reference tool and refresher for more experienced staff.   
 
AIRS Networker:  A Web 2.0 tool powered by Higher Logic with social networking/media 
applications that allows AIRS members to work together in a wide variety of online communities 
and collaborations. It is a professional networking application that can also be used by the AIRS 
Board, AIRS committees and commissions and AIRS affiliates to do their work. The tool 
supports the creation of searchable resource libraries, public and private discussion groups, 
blogs, searchable directories and private online communities. A Wiki glossary contains 
definitions for key terminology used by the field.   
 
AIRS/211 LA County Taxonomy of Human Services:  The classification system maintained 
by 211 LA County and endorsed by AIRS as a common language for the field of information and 


                                            
 
 
6 “Glossary”, Federal Emergency Management Agency (FEMA), U.S. Department of Homeland Security, 
http://www.training.fema.gov/EMIWeb/emischool/EL361Toolkit/glossary.htm 
“After-Action Review Law and Legal Definition”, U.S. Legal Definitions, 
http://definitions.uslegal.com/a/after-action-review/  
“ICDRM/GWU Emergency Management Glossary of Terms”, February 19, 2006, Institute for Crisis, 
Disaster and Risk Management, The George Washington University, Washington, D.C., 
http://www.gwu.edu/~icdrm/publications/PDF/GLOSSARY%2002-19-2007.pdf 
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referral. The Taxonomy is used to index and facilitate retrieval of resource information, increase 
the reliability of planning data, make evaluation processes consistent and reliable, and facilitate 
national comparisons of data. It can be accessed at www.211taxonomy.org.   
 
Ancillary I&R Activities:  Information the I&R service may also collect in addition to I&R 
inquiries, but whose numbers should not be added to the contact/inquiry total unless the figures 
are recorded individually and can be separated out. Included are: 
 


 Website visitor activity. 
 People accessing recorded information. 
 Outreach presentations. 
 Brochures and/or other publications distributed. 
 Outgoing advocacy calls. 
 Outgoing customer satisfaction/quality assurance calls. 
 Outgoing follow-up calls. 
 Outgoing calls to verify resource information. 
 Community problems/needs reporting. 


 
Ancillary Services:  Agency activities that are not core services and are not worth spending the 
time and effort to index, e.g., an agency newsletter. 
 
Assessment:  The process of helping an inquirer identify, analyze and prioritize his or her 
needs.   
 
Assessment and Referral:  The assessment and referral process consists of active listening 
and effective questioning to determine the needs of the inquirer, clarifying the need, identifying 
appropriate resources, selecting appropriate delivery modes, making referrals to organizations 
capable of meeting those needs, and providing enough information about each organization to 
help inquirers make an informed choice. In situations where services are unavailable, the I&R 
service engages in problem solving to help the inquirer identify alternative strategies.   
 
Assistance Without Referral:  The disposition or outcome of an inquiry in which the I&R 
specialist provides requested information, e.g., a phone number, or other types of assistance 
but no referrals; or, following assessment, helps the inquirer identify alternative sources of 
support, e.g., a family member or their church. This is often referred to as “problem-solving” 
within an I&R context.     
 
Automated Attendant:  A menu-driven system accessible by telephone that allows inquirers to 
select and listen to prerecorded information about specific types of services.    
 
Automatic Call Distribution (ACD:  A programmable component of a telephone system that 
automatically distributes calls to one or more groups of I&R specialists based on criteria 
specified by the I&R service. ACD systems generally process incoming calls on a first in/first 
answered basis, but can also manage routing based on the characteristics of the call. 
 
Average Abandonment Time:  The average time that callers wait in queue before abandoning.   
 
Average Call Handling Time:  The average time it takes to handle a call including Talk Time, 
Hold Time and After Call Work. This metric can be calculated for individual I&R specialists or for 
the whole service.  
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Average Speed of Answer (ASA:  The average time it takes an I&R service to answer a call 
once it has been placed in queue. 
 
Board of Directors:  The governing body of an organization that is responsible for program 
planning and evaluation, policy setting, personnel administration, program oversight, public 
relations and fiscal management. 
 
Call Monitoring:  The process of listening to the calls of an I&R specialist for the purpose of 
assuring that a quality service is being delivered. It involves an experienced supervisor/mentor 
listening to both sides of the call and providing detailed feedback and support.   
 
Call Monitoring Policy:  A formal policy that outlines the process by which employees will be 
notified of the call monitoring guidelines, both during the hiring process as well as on an ongoing 
basis, the tools and instruments to be used and how reviews/scores of calls will be 
communicated to the staff.7   
 
Call Recording and Review:  Remote monitoring of calls that is accomplished through a call 
recording system which can be programmed to record all calls or to take a random sampling of 
calls handled by each specialist at different times of the day and week.8   
 
Call Type:  The nature of the service that I&R specialists provide for inquirers. Call types 
include: 
 


 Assessment and Referral 
 Assessment Without Referral   
 Information Only 
 Crisis Intervention 
 Advocacy 


 
Calls:  A connection over a telephone network between the calling party and the called party. 
Included are both incoming calls (calls initiated by inquirers) and outgoing calls (calls initiated by 
I&R specialists). When inquirers make incoming calls, they can be routed directly to an I&R 
specialist, placed in a queue to await the next available I&R specialist, be invited to listen to a 
recorded message about available services, be offered the option to leave a message for a 
callback or, if there is no space in queue, get a busy signal and be forced to call back.   
 
Calls Answered:  Calls that are routed to an ACD queue and answered by an I&R specialist. 
Calls Answered may be either Transactions that involve an I&R activity (information provision, 
assessment and referral, advocacy, crisis intervention), or Non-Transactions (e.g., abandoned 
calls, wrong numbers, phantom calls, admin calls, personal calls, calls transferred to other 
programs). 
 
Calls Offered:  Calls Received that are placed in queue by the ACD and presented to I&R 
                                            
 
 
7 “Call Center Metrics: Best Practices in Performance Measurement and Management to Maximize 
Quitline Efficiency and Quality”, NAQC Issue Paper, 
http://www.naquitline.org/resource/resmgr/issue_papers/callcentermetricspaperbestpr.pdf 
8 “Call Center Metrics: Best Practices in Performance Measurement and Management to Maximize 
Quitline Efficiency and Quality”, NAQC Issue Paper, 
http://www.naquitline.org/resource/resmgr/issue_papers/callcentermetricspaperbestpr.pdf 
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specialists who are in available mode. An offered call will be either answered or abandoned in 
queue. Once answered, it will either be a Transaction Call or a Non-Transaction Call.  (Calls 
Offered = Calls Answered + Calls Abandoned) 
 
Calls Received:  Calls coming into the I&R service that are connected to an ACD. Depending 
on the options provided by the phone system, the calls may be disconnected for unknown 
reasons without being abandoned, forwarded to other programs (if a particular option is selected 
by the inquirer from an IVR menu) or entered into a queue where they are offered to an 
available I&R specialist.  
 
Case Management:  A service that develops plans for the evaluation, treatment and/or care of 
individuals who, because of age, illness, disability or other difficulties, need assistance in 
planning and arranging for services; assesses the individual’s needs; coordinates the delivery of 
needed services; ensures that services are obtained in accordance with the plan; and follows up 
and monitors progress to ensure that services are having a beneficial impact on the individual. 
 
Case Coordination:  Communication, information sharing, and collaboration that occurs 
regularly with case management and other staff serving the client within and between agencies 
in the community. Coordination activities may include directly arranging access; reducing 
barriers to obtaining services; establishing linkages; and other activities recorded in progress 
notes.9   
 
Chat:  A Web service that allows organizations to communicate or “chat” in real time with 
visitors to their website. Also sometimes called “live support”, these applications are commonly 
used to provide immediate customer support and information to clients and customers. Exact 
features and functions of live support are application specific, however common features include 
real time visitor monitoring, custom chat windows, invisible traffic analysis, website integration 
and secure administration controls.10   
 
CIRS:  Certified Information and Referral Specialist (CIRS) is a professional credential awarded 
internationally by AIRS to individuals who have demonstrated through the program that they 
have the knowledge, skills, attitudes and work-related behaviors required by I&R specialists to 
successfully execute their I&R service delivery duties.   
 
CIRS-A/D:  Certified Information and Referral Specialist Aging/Disabilities (CIRS-A/D) is a 
professional credential awarded internationally by AIRS to individuals who have demonstrated 
through the program that they have the knowledge, skills, attitudes and work-related behaviors 
required by I&R specialists working in the aging area to successfully execute their duties.     
 
Classification System:  A structure for categorizing available information within a particular 
area of knowledge in a systematic, unambiguous way.  A good classification system enables 
people searching for information to locate the materials they need quickly and easily.  The 
AIRS/211 LA County Taxonomy of Human Services has been accepted as the common 
language for human services in the field of information and referral, and its use by I&R services 


                                            
 
 
9 “Case Coordination and Case Conferencing”, New York State Department of Health, 
https://www.health.ny.gov/diseases/aids/providers/standards/casemanagement/case_coordinatio
n_conferencing.htm  
10 “Live Support”, Webopedia, http://www.webopedia.com/TERM/L/live_support.html  
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seeking AIRS Accreditation is required.   
 
Client Advocacy:  Intervention by the I&R service on behalf of individuals to ensure that they 
receive the benefits and services for which they are eligible. Inquirer advocacy efforts seek to 
meet individual needs without attempting to change social institutions and, for purposes of these 
standards, does not include system advocacy or legislative advocacy (lobbying). Forms of 
inquirer advocacy include:   
 


 Making the initial contact with a service provider to verify eligibility or service availability, 
notify them of the inquirer’s forthcoming contact or schedule an appointment. 


 Initiating a warm transfer, i.e., using 3-way calling technology to contact an agency and 
introduce the inquirer and his or her situation before ending their participation in the call. 


 With the organization’s permission, listening in on a call or sitting in on an interview 
while the inquirer attempts to explain the situation, providing assistance only when 
necessary. 


 Representing the inquirer when s/he is unable to state his or her own case when, for 
example, the individual faces barriers to successfully accessing services (e.g., 
language, age, physical or developmental disabilities, communication impairments, 
emotional situations, mental health issues or poverty). 


 Negotiating on behalf of the inquirer when a request for service has been denied in 
situations where it appears there are facts unknown to the agency or that the agency 
has acted in violation of its own policies or the law. 


 Escalating the intervention by speaking with a senior manager regarding the inquirer’s 
situation. 


 
Cloud Computing:  The delivery of computing as a service rather than a product, whereby 
shared resources, software and information are provided to computers and other devices as a 
utility (like the electricity grid) over a network (typically the Internet). Cloud computing provides 
computation, software, data access and storage services that do not require end-user 
knowledge of the physical location and configuration of the system that delivers the services. 
Users can access their data from anywhere rather than being tied to a particular machine.11 
 
Coaching:  A learning approach that involves the use of positive feedback, active listening, 
questioning and problem-solving skills to ensure a positive learning climate.12   
 
Code of Ethics:  A document that establishes fundamental values and professional standards 
of conduct for staff in their relationships with their colleagues, their employers, the people they 
serve, the human service professionals with whom they interact and the community as a whole.  
 
Cold Transfer:  A call transfer situation in which the I&R specialist dials an external number (to 
transfer to an agency or organization that provides services that can meet the individual’s 
assessed needs) and hangs up, allowing the inquirer to access the other individual directly or be 
placed in a queue.   
 


                                            
 
 
11 “Cloud Computing”, Wikipedia, the Free Encyclopedia, http://en.wikipedia.org/wiki/Cloud_computing 
“Social Media Glossary”, SocialBrite website, http://www.socialbrite.org/sharing-center/glossary/  
12 JHPIEGO Glossary of Training and Learning Terms, 
http://www.reproline.jhu.edu/english/6read/6gloss/glosstrn.htm  
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Competency:  A knowledge, skill, ability or trait that is needed to succeed at a particular task or 
job.13   
 
Comprehensive I&R Service:  I&R programs that maintain information about the full range of 
human services and which function as the primary source of information about and linkage with 
human services providers in their community.   
 
Computer Telephony Integration (CTI):  The software, hardware and programming necessary 
to integrate telephone and computer networks in order to provide a more efficient and seamless 
customer interaction and reporting mechanism.14 
 
Confidentiality:  The requirement that the I&R service disclose identifying information about 
inquirers, their requests and the resources given to them only under specified circumstances. 
Information about an inquirer must not be shared with others unless disclosure is required by 
law or court order, explicit permission has been secured from the person to do so and 
documented, or the person is in danger of harming him or herself or another.   
 
Credentialing:  A generic term that encompasses licensing, certification, accreditation and 
other standards-based processes that recognize competence on the part of individuals in a 
particular profession or occupation or organizations in a particular area or field of interest. 
Certification and accreditation programs are voluntary, private initiatives whereas licensure is 
generally a government regulatory requirement which mandates that individuals or 
organizations be licensed in order to conduct their business.15  
 
Crisis:  A state of acute emotional distress in which an individual experiences a temporary 
inability to cope with a situation by means of their usual problem-solving behaviors. People in 
crisis include individuals threatening suicide, homicide or assault; victims of domestic abuse or 
other forms of violence, child abuse/neglect or elder abuse/neglect; sexual assault survivors; 
runaway youth; people experiencing a psychiatric emergency; chemically dependent people in 
crisis; and others in distress.   
 
Crisis Intervention:  A service that provides immediate assistance to people who are in acute 
emotional distress; who are or perceive themselves to be in life-threatening situations; who are 
a danger to themselves or to others; or who are hysterical, frightened or otherwise unable to 
cope with a problem that requires immediate action.  The objective of crisis intervention is to 
defuse the critical nature of the situation, ensure the person’s safety, and return the individual to 
a state of equilibrium in which s/he is capable of identifying and seeking solutions to the 
problem.   
 
Criteria:  Systematically developed, objective and quantifiable statements that are used to 
assess the appropriateness of specific decisions, services and outcomes.16 
 
CRS:  Certified Resource Specialist (CRS) is a professional credential awarded internationally 
by AIRS to individuals who have demonstrated through the program that they have the 
                                            
 
 
13 “Glossary of Training Terms”, by Carol P. McCoy, http://hrpeople.monster.com/training/articles/170-
glossary-of-training-terms-  
14 “Terminology”, E Communication Advantage website, http://www.eca.com/about-us/terminology.html  
15 AIRS/211 LA County Taxonomy term:  TP-1850. 
16 “Glossary”, Council on Accreditation (COA) website, http://www.coastandards.org/glossary.php 
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knowledge, skills, attitudes and work-related behaviors required by resource specialists to 
successfully execute their resource database duties.   
 
Cultural Competency:  An awareness of one’s own cultural assumptions, behaviors, beliefs 
and unconscious biases that brings an ability to interact with and understand people from other 
cultures without imposing one’s own cultural values. The ability to effectively operate in different 
cultural contexts.    
 
Culturally Appropriate:  The ability to provide assistance in ways that are helpful, effective and 
strengthening to those served through understanding of and respect for diverse cultures.   
 
Customer Satisfaction Survey:  A survey process that allows organizations to measure 
customer or client satisfaction with their products and services, identify emerging or unmet 
needs, identify and prioritize needed changes and track the effectiveness of changes with the 
objective of maximizing customer retention, improving customer loyalty and better positioning 
themselves among prospective clients.17   
 
Cyberethics:  An umbrella term that covers a variety of topics including privacy and security, 
copyright and intellectual property rights, access, usability and appropriate uses of technology. 
Cyberethics encompasses user behavior and what networked computers are programmed to 
do, and how this affects individuals and society. Examples of cyberethical questions include:  "Is 
it OK to display personal information about others on the Internet (such as their online status or 
their present location via GPS)?”,  "Should users be protected from false information?",  "Who 
owns digital data (such as music, movies, books, Web pages, etc.) and what should users be 
allowed to do with it?",  "How much access should there be to gambling and porn online?",  
“Can all audiences access the information?”, and “Are websites tested on all modern 
browsers?”18 
 
D&O (Directors’ and Officers’) Insurance:  Insurance that protects board members and top 
staff personnel from liability created by board decisions or actions.19   
 
Data Elements:  Distinguishable, defined units of information that are contained somewhere 
within a resource database. A Data Field, by contrast, refers to the specific place (“container”) in 
which that information is stored. The Data Element Standards address Data Elements and 
identify those that are required and recommended, but do not specify how that information must 
be structured or stored in the resource database – those decisions are left to the individual I&R 
service.   


 
 Access for People with Disabilities:  The structural features of the facility that either 


support or hinder access to the site/location for people with physical disabilities.   
 


 Administrative Days/Hours of Operation:  The office hours/days or general 
hours/days of operation for the administrative component of the agency or one of its 


                                            
 
 
17 AIRS/211 LA County Taxonomy term:  TP-6500.1900-150. 
“Creating Successful Customer Satisfaction Surveys”, Web Surveyor, 
http://www.websurveyor.com/resources/online-survey-best-practices.asp  
18  “Cyberethics”, Wikipedia, the Free Encyclopedia,  http://en.wikipedia.org/wiki/Cyberethics 
19 “Board Glossary”, BoardSource, http://www.boardsource.org/Knowledge.asp?ID=1.1016 
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sites. This may or may not reflect the hours during which services of the agency are 
delivered.   
 


 Agency Description:  A brief narrative describing the agency’s main purpose or role.  
See also Agency. 
 


 Agency Name:  The full legal name of the organization. In certain cases, rather than the 
full legal name, a decision can be made to use the name under which the organization is 
more commonly known or is “doing business as” (e.g., using YWCA instead of Young 
Women’s Christian Association).  See also Agency.   
 


 AKA (Also Known As) Names:  Names other than the legal name by which an 
organization is known. Included are AKAs (or aliases) for the agency name, site name or 
program name, or names that are acronyms, former names, popular names or other 
alternative names.   
 


 Application/Intake Process:  The steps an individual must take to register for service 
with a service provider. In the resource database, a narrative that describes the process 
by which people access the service(s) included in the service group, including the hours 
for intake. 


 
 Contact for Formal Verification:  The name and title of the person at the 


agency/organization who is responsible for verifying the accuracy of information in the 
database record. 
 


 Date of Last Interim Change:  The most recent date any piece of agency information 
was changed and verified by the agency.  
  


 Date of Last Formal Verification:  The most recent date the agency was contacted and 
all agency information verified, usually the date of the annual survey. 
 


 Documents Required:  A narrative list of the documents that are necessary to enroll 
in/apply for a service.  Examples:  Photo ID, postmarked piece of mail to verify 
residency, birth certificate, police report. 
 


 Eligibility:  The guidelines a service provider uses to determine who is qualified to 
receive services.  Eligibility can be stated in terms of requirements, e.g., “The individual 
must be a single parent” or exclusions, e.g., “We do not serve people who are 
homeless”.  In the resource database, a description of specific conditions that must be 
met in order to qualify for a particular service or group of services, or specific conditions 
that exclude certain people. If there are no eligibility requirements/exclusions, the text 
should read “No restrictions”. If eligibility is not a separate field in the database, eligibility 
information is typically found in the service group description. 
 


 Email Address(es):  An electronic mail address for the organization or one of its sites 
that the public can use to direct online/electronic correspondence. Whenever possible, 
the agency email should be the official email address for the agency or site rather than 
for a specific person within the organization. 
 


 Federal Employer Identification Number (EIN/FEIN):  A unique, nine digit number 
(XX-XXXXXXX) that the IRS (United States Internal Revenue Service) assigns to all 
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organizations in the U.S. that are required to file a business tax return, regardless of 
whether they have employees. The EIN can be used to facilitate record matching to 
eliminate duplicates when records maintained by different local I&R services are 
combined in statewide I&R databases, or to link I&R records with those in databases 
maintained by organizations outside the I&R field.   
 


 Fees/Payment Options:  A description of the fees an organization charges for its 
services. Typical phrases include “sliding scale” and “no charge” or “fixed fee.” Specific 
dollar amounts are generally omitted.  See also Sliding Scale.   
 


 Geographic Area Served:  The primary geographic unit(s) an organization is 
responsible for serving. In the resource database, the physical area (“service area”) 
covered by a specific service/service group and/or service site. Only those who reside in 
the area may be served. A Geographic Area Served may represent one ZIP/postal code, 
a city, a town or other geographic area such as a congressional district, a state/province 
or a region including several counties. 
 


 Hours of Service:  The days and times during which a particular service is offered 
which may or may not be the same as the hours for intake.   
 


 IRS Status:  The particular section of the Internal Revenue Code under which an 
organization is recognized by the IRS as exempt from the payment of federal income 
tax. 
 


 Languages Available:  The specific languages, other than English, in which the service 
is delivered. In order to facilitate searching by language availability, some I&R services 
structure language information in a format that supports the ability to filter data. 
 


 Legal Status:  A designation indicating the type of organization or conditions under 
which the organization is operating, i.e., a private, nonprofit corporation, a for-profit 
(commercial, proprietary) organization, a government (public) organization, or a grass 
roots entity such as a support group that is not incorporated and has no formal status as 
an organization. 
 


 Licenses or Accreditation:  The names of licenses or accreditations secured through a 
recognized external credentialing entity.  
 


 Mailing Address(es):  The address at which the agency or one of its sites receives 
mailed correspondence if different than the street address. 
 


 Main Site Description:  A brief narrative describing the services and other activities at 
the agency’s main site.   
 


 Name and Title of Director/Manager:  The top administrator for the organization; the 
person who is responsible for the overall operation of the organization (as distinguished 
from the top volunteer administrator such as a board president). 
 


 Phone Number(s) and Types:  The phone number(s) through which a particular 
agency, site or service can be reached.  Phone data include phone numbers, 
extensions, phone types (e.g., Voice, TTY/TDD), and phone functions (e.g., 
administration, intake). 
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 Record Ownership Code:  A code that identifies the organization responsible for 


maintaining the record. It is used to facilitate combination, in a single consolidated 
database, of records maintained by different organizations. In some resource databases, 
the record ownership code may be combined with the Unique ID Number to create one 
distinct code identifying both the agency and its record owner. 
 


 Service Group Description:  A description of the services represented within the 
service group (e.g., “a 3-5 day supply of food”, “a professionally facilitated support group 
for people with cancer”). The description should distinguish between the primary and 
secondary services, if secondary services are offered; and should be written in specific 
enough terms to enable I&R specialists and other users to determine whether this 
resource is an appropriate referral to meet the assessed needs of a particular inquirer. 
The description must reference and describe all of the services indexed using the 
Taxonomy. 
 


 Site Description:  A brief narrative in a site record describing the services and other 
activities at the site.   
 


 Street/Physical Address(es):  The main address from which the agency and/or site(s) 
operate. While main sites may or may not be locations where services are delivered, 
additional sites or branch offices are almost always service provision locations. The 
physical address may have several components including multiple address lines, city, 
state/province and ZIP/postal codes. 
 


 Taxonomy Term(s) for Services/Targets:  The Taxonomy term (or combination of 
terms) that are selected to represent the service(s) in the service group. A separate term 
or linked set of terms should be chosen for each service in the service group. 
 


 Title of the Service Contact Person:  The job title of the person or type of person the 
public should contact to access the service(s) in the service group. Examples:  Intake 
Coordinator, Project Manager. 
 


 Travel Information:  A narrative describing major cross streets, landmarks, bus routes 
or other information to facilitate travel to the location. 
 


 Unique ID Number: A distinct code (alpha and/or numeric) that is used to identify each 
agency, site, service group and service site. 
 


 Website(s)/URL(s):  A URL (Universal or Uniform Resource Locator) is a way of 
specifying the location of a file or resource on the Internet. Also commonly known as a 
Web site or Web address. In the resource database, the agency URL should be the 
official, main website for the agency or site. Included are the Web addresses that people 
can use to access social media applications maintained by the organization (e.g., a 
Facebook or Twitter page) that contains information that is appropriately formatted for 
that medium. 


 
Data Structure:  The way data elements are organized and stored in a database. Data 
Structure = Data Elements + Their Arrangement.    
 
Database Collaborative:  A group of I&R services that agree to share responsibility for 
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maintaining information about local community resources as a means of avoiding duplication of 
database maintenance activities and achieving broader and deeper coverage of different types 
of community resources.   
 
Disaster:  A large-scale emergency that disrupts the normal functioning of a community. 
 
Disaster Preparedness:  Activities, programs and systems developed prior to an emergency 
that support community readiness and resiliency assessment; development and testing of 
disaster plans; training of staff in plan implementation; establishment of collaborative 
arrangements with other service providers; provision of suitable warning systems; identification, 
procurement and/or collection of the facilities, equipment, supplies and trained personnel that 
will be necessary for responding to an emergency; and development and dissemination of 
information and/or training about how individuals and organizations can prepare for a major 
disaster or large-scale emergency that disrupts the normal functioning of a community.20 
 
Disaster Recovery:  Longer-term assistance for people who have suffered injuries or incurred 
losses due to an incident with the objective of facilitating the return of the community to its pre-
disaster condition and/or rebuilding the community in a way that makes it less vulnerable in the 
future.21 
 
Disaster Relief:  Services that facilitate the exchange of information and/or provide short-term 
assistance, usually in the form of food, clothing, blankets, temporary shelter, furnishings, small 
appliances or temporary financial aid, for people who have suffered injuries or incurred losses 
due to a major disaster or large-scale emergency that disrupts the normal functioning of a 
community. The objective of disaster relief is to help individuals sustain their lives during the 
immediate aftermath of the event.22 
 
Disaster Response:  Actions taken before, during and after the onset of a major disaster or 
large-scale emergency to end the emergency, preserve lives, limit damage, ensure the 
availability of critical services and reduce the probability of secondary effects.23 
 
Disaster Services:  Emergency planning, preparedness, mitigation, response, relief and/or 
recovery services prior to, during and after a major fire, flood, hurricane, earthquake, tornado, 
tsunami, volcanic eruption, landslide, mudslide, snowstorm, drought, famine, explosion or 
nuclear accident, the outbreak of civil unrest, or other large-scale emergency of natural or 
human origin that disrupts the normal functioning of a community; or a localized incident such 
as a house fire which has made residents homeless. There are four recognized phases of 
disaster work:  preparedness, mitigation, response and recovery.24 
 
Discrimination:  The conscious or unconscious act of dealing with people on the basis of 
prejudicial and predisposed attitudes rather than individual merit. The denial of equal treatment 


                                            
 
 
20 AIRS/211 LA County Taxonomy term:  TH-1700. 
21 AIRS/211 LA County Taxonomy term:  TH-2900. 
“Glossary/Acronyms”, National Response Framework (NRF) Resource Center, Federal Emergency 
Management Agency (FEMA), U.S. Department of Homeland Security,  
http://www.fema.gov/emergency/nrf/glossary.htm 
22 AIRS/211 LA County Taxonomy term:  TH-2600. 
23 AIRS/211 LA County Taxonomy term:  TH-2300. 
24 AIRS/211 LA County Taxonomy term:  TH. 
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with respect to issues such as public accommodation, education, employment and housing is a 
crime.    
 
Diversity:  The recognition and acknowledgement of individual differences, and all the ways 
that we are unique and different from each other. Diversity recognizes differences, respects 
differences and strives to celebrate them.    
 
Double Indexing:  The practice of using two or more service terms from either the same branch 
of the Taxonomy (“vertical” or “intrabranch” double-indexing) or from different areas of the 
Taxonomy (“horizontal” or “interbranch” double-indexing) to index the same activity.  
 
Emergency Management Exercise:  A simulated emergency in which staff of various agencies 
perform the tasks that would be expected of them in a real emergency.25 
 
Empowerment:  The process of helping individuals, families, groups or communities to 
increase their personal, interpersonal, political, social and/or economic strength or position and 
to develop influence that may impact their circumstances. In an I&R context, the process of 
helping inquirers understand their own situation and the steps that need to be taken to obtain 
needed services so that they can follow through on their own behalf.  Empowering individuals 
also gives them the tools to handle similar situations or other issues that might arise in the 
future without assistance.26   
 
Endangerment Situations:  Situations in which an individual’s safety or well-being may be at 
risk. 
 
Evaluation (Program): The systematic process of reviewing services provided by an 
organization in relation to its objectives and standards to assess how well the program is 
working, and to identify ways to improve overall operation of the individual I&R service and/or 
the I&R system as a whole.27      
 
Evaluation (Staff:  The systematic process of reviewing the work of individual employees and 
volunteers in accordance with their job descriptions to provide feedback on performance and to 
maintain a high level of quality in service delivery, database maintenance and other I&R 
functions. 
 
Faith Based Organizations:  Religious congregations, religion-based social service 
organizations (e.g., Catholic Charities or the Salvation Army) and other types of organizations 
that might have a religious affiliation or identity.28 
 


                                            
 
 
25 AIRS/211 LA County Taxonomy term:  TH-1700.1930. 
“Disaster Exercise Manual:  Guide for Exercising Emergency Operations Plans”, EMD PUB -702 January, 
2004, produced by the Training and Exercise Section of the Emergency Management Division, Michigan 
Department of State Police, http://www.michigan.gov/documents/pub702-Disaster_Exercise_Manual1-14-
04_83182_7.pdf  
26 “Glossary”, Council on Accreditation (COA) website, http://www.coastandards.org/glossary.php 
27 AIRS/211 LA County Taxonomy term:  TP-6500.1800-700. 
“Basic Guide to Program Evaluation”, Written by Carter McNamara, MBA, PhD, 
http://www.mapnp.org/library/evaluatn/fnl_eval.htm 
28 “Policy Jargon Decoder”, The Urban Institute, http://www.urban.org/toolkit/PolicyDecoderF.cfm  
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False Drops:  In database searching, an irrelevant entry or record retrieved in a keyword 
search. False drops (also known as “false hits”) are more likely to occur when searching a full-
text database instead of within the confines of a defined controlled vocabulary.29 


 
Filters/Search Keys:  Filters are search keys that are applied to service searches and narrow 
the selection of records that are displayed on a match list.  Customized filters/search keys 
include such things as language, hours, fee structure. 
 
Financial Audit:  A formal periodic examination of the accounts and financial records of an 
organization or program, generally performed for the purpose of verifying that funds were used 
as they were intended and in accordance with standard financial management practices.30 
 
Focus Group:  Meetings, generally one to two hours in length, during which eight to 12 people 
are interviewed as a group to test a new idea or evaluate a product or service.31   
 
Follow-Up:  The process of contacting inquirers to determine whether their needs were met and 
if not, why. The term "follow-up" is used in two contexts within I&R. There is "follow-up" that is 
driven by the situation of the individual inquirer to make sure that a vulnerable person with an 
essential need gets the help they require.  There is also "follow-up" that is conducted with a 
larger and more random sample of inquirers and is driven by the need to better understand 
overall I&R service outcomes and the effectiveness of the I&R service being provided.  One is 
an integral part of service delivery; the other is an aspect of program evaluation and quality 
assurance.  In both cases, additional assistance to the inquirer in locating or using needed 
services may be required. 
 
Governance:  The legal authority of a board to establish policies that will affect the life and work 
of the organization while holding the board accountable for the outcome of such decisions. More 
broadly, governance deals with the processes and systems by which an organization or society 
operates. It embraces both the institutions of the state and their inter-relationships as well as the 
habits, cultures and norms that inhabit those institutions.32   
 
Hang Ups:  Calls that are terminated by an inquirer or an I&R specialist while they are in the 
process of talking to one another. Hang ups are distinguished from abandoned calls in that they 
occur after a connection has been established between the inquirer and an I&R specialist, 
whereas an abandoned call occurs while the inquirer is still in queue.  See also Abandoned 
Calls. 
 
Human Services:  The activities of human services professionals that help people become 
more self-sufficient, prevent dependency, strengthen family relationships, support personal and 


                                            
 
 
29 “False Drop”, LISWiki, http://liswiki.org/wiki/False_drop  
30  “Building a Common Vocabulary:  A Glossary of Management Terms”, 
http://erc.msh.org/mainpage.cfm?file=2.2.3h.htm&module=gmt&language=English  
31 AIRS/211 LA County Taxonomy term:  TP-6500.1900-230. 
“Basics of Conducting Focus Groups”, Written by Carter McNamara, PhD, 
http://www.managementhelp.org/evaluatn/focusgrp.htm  
 “Focus Groups”, by Anita Gibbs, Social Research Update No. 19, Department of Sociology, University of 
Surrey, Winter, 1997, http://www.soc.surrey.ac.uk/sru/SRU19.html  
32 “Board Glossary”, Board Source, http://www.boardsource.org/Knowledge.asp?ID=1.1016 
“Glossary-Glossary”, the Freedom of Expression Project, http://www.freedomofexpression.org.uk/glossary   
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social development and ensure the well-being of individuals, families, groups and communities.  
Specific human services include ensuring that people have access to adequate food, shelter, 
clothing and transportation; financial resources to meet their needs; consumer advice and 
education; criminal justice or legal services; education and employment; health and mental 
health care including substance abuse services; and environmental protection; both routinely 
and in times of disaster or other emergencies. Human services also facilitate the capabilities of 
people to care for children or other dependents; ensure that protective services are available to 
those who are vulnerable; provide for the support of older adults and people with disabilities; 
offer social, religious, and leisure time activities; provide for the cultural enrichment of the 
community; and ensure that people have the information they need to fully participate in 
community life.33 
 
I&R Inquiry:  Any mediated/facilitated interaction with an I&R specialist related to the provision 
of information and/or referrals. That interaction can be via a spectrum of access methods 
including telephone calls, face-to-face (walk-ins and service in other settings), instant 
messaging (IM), text/SMS messaging, online chat, video relay/chat and regular mail. 
 
I&R Process:  The I&R process can be seen as having many stages and elements depending 
on the complexity of a particular situation. However, at its simplest, it can be divided into five 
basic stages: 
 


 Opening the call (“contact”) and establishing rapport (a “connection”). 
 Assessment of the situation. 
 Clarification to ensure an understanding of the situation. 
 Providing appropriate information and/or referrals. 
 Closing the call. 


 
I&R Service:  An organization (or program within a larger organization) whose primary function 
is to link people in need of human services with appropriate service providers who can meet 
their needs. I&R services may be comprehensive covering the whole range of human services 
or may specialize in resources for a particular population, e.g., people who are homeless, 
people with disabilities, older adults, people with AIDS.  The Taxonomy definition for 
“Information and Referral” is as follows:  “Programs whose primary purpose is to maintain 
information about human service resources in the community and to link people who need 
assistance with appropriate service providers and/or to supply descriptive information about the 
agencies or organizations which offer services. The information and referral process involves 
establishing contact with the individual, assessing the individual's long and short-term needs, 
identifying resources to meet those needs, providing a referral to identified resources, and, 
where appropriate, following up to ensure that the individual's needs have been met.”34  Also 
known as Information and Assistance Provider (in the aging network) and Resource and 
Referral Agency (in the child care arena).   
 
I&R Software:  A computer application developed for sale to information and referral/assistance 
organizations that automates the process of linking people in need of human services with 
appropriate providers who can meet their needs, and of maintaining community resource 


                                            
 
 
33 Adapted from the definition of “Social Work" in the Dictionary of Social Work published by the National 
Association of Social Workers. 
34 AIRS/211 LA County Taxonomy term:  TJ-3000.  
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information to support the service delivery process. Features generally include resource 
database maintenance, call transaction processing, database searching, geo-mapping, directory 
production, survey management, taxonomy/database table maintenance, report generation and 
other similar functions.  
 
I&R System:  A collaborative group of comprehensive and specialized I&R services that have 
agreed to coordinate their resource maintenance, service delivery, publicity and other functions 
to avoid duplication of effort, encourage service integration and provide seamless access to 
information about community resources for people who need it. 
 
Identifying Information:  Information about inquirers (e.g., name, address, telephone number, 
Social Security Number/Social Insurance Number) that makes personal identification possible.  
See also Confidentiality. 
 
Inclusion/Exclusion Criteria:  The guidelines an I&R service uses to determine the scope and 
content of its resource database. Inclusion criteria specify the types of organizations that are 
priorities for inclusion and, if exhaustive, list the only types of organizations the resource 
database will contain.  Exclusion criteria specify the types of organizations whose inclusion is 
prohibited.  
 
Indemnification:  Protection for the directors, officers, board members, personnel and 
volunteers of an organization against any civil or criminal action, suit, or proceeding resulting 
from their activities with the organization.35   
 
Independent Access to Resource Information:  Gateways to community resource information 
that allow end users to conduct their own searches without speaking with an I&R specialist or 
other professional. Included are print and electronic directories, public access copies of the 
resource database and access to the database via an Internet Web page maintained by the I&R 
service.  
 
Indexing:  The process of assigning to records in the resource database descriptors and/or 
codes that can be used as search keys.  Examples include service and target population 
terms/codes from the AIRS/211 LA County Taxonomy of Human Services, geographic 
codes/descriptors for the area served and language codes. 
 
Indirect Services:  Services to which an agency may facilitate access, but not a service that 
the agency provides itself. 
 
Information and Assistance:  Originally defined within the Older Americans Act as a service 
for older individuals that: 
 


 Provides the individuals with current information about opportunities and services 
available in their communities including information relating to assistive technology.  


 Assesses the problems and capacities of the individuals. 
 Links the individuals to available opportunities and services.  
 Establishes follow-up procedures to ensure that the individuals receive the services they 


need, and are aware of the opportunities available to them.  


                                            
 
 
35 “Glossary”, Council on Accreditation (COA) website, http://www.coastandards.org/glossary.php 
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 Serves the entire community, particularly older individuals with the greatest social need, 
older individuals with the greatest economic need and  older individuals at risk for 
institutional placement. 


 
In practice, I&A is not population specific, expanding to serve all people who require assistance 
in accessing services, and their caregivers.  I&A involves an in-depth process and enhanced 
service that includes individualized access assistance, extensive follow-up, and individual 
advocacy, if necessary and requested (e.g., assistance in completing and submitting an 
application, or providing a warm transfer for a consumer who needs supportive assistance to 
connect to a resource). I&A is also associated with self-direction and the flexibility to provide I&A 
in a variety of settings using a choice of communication avenues based on consumer 
preference (e.g., at home, via email/e-chat or video conferencing using Skype).36   
 
Information Provision:  The process of providing descriptive information about a service 
provider to the inquirer in response to a direct request for such information. Information can 
range from a limited response (such as an organization's name, telephone number, and 
address) to detailed data about community service systems (such as explaining how intake 
works for a particular agency), agency policies and procedures for application.   
 
Informed Consent:  The explicit granting of permission by an individual or his/her legal 
guardian to an I&R service (or other service provider) to take a specific action, e.g., release 
personal information to another or engage in advocacy on the person’s behalf. The consent is 
predicated on full disclosure of the facts enabling the individual to make a decision based on 
knowledge of the risks and alternatives.37  
 
Inquirer Data Collection:  The systematic process of recording and organizing essential 
information about inquirers, their needs, the referral(s) made on their behalf and follow-up 
results, when available. 
 
Inquirers:  Individuals and organizations seeking information about or linkage with community 
service providers through the I&R service. 
  
Inquiry:  Occasions on which individuals and organizations seeking information about or 
linkage with community service providers contact an I&R service for assistance.  
 
Instant Messaging (IM):  A program that allows two or more people to communicate with one 
another over the Internet in real time. While most IM exchanges are in text, some IM programs 
also offer streaming audio-visual conferencing and voice. IM can also refer to messages sent by 
instant messaging, or to the act of sending an instant message.38 
 
Interactive Voice Response Systems (IVRs):   An automated telephony system that interacts 
with inquirers, gathers information and either sends it to the ACD which routes calls to an 
appropriate I&R specialist or provides access to information selected from a pre-recorded menu. 


                                            
 
 
36 “The Older Americans Act as Emended in 2006” (Public Law 109-365), AoA website, 
http://www.aoa.gov/AoA_programs/OAA/oaa_full.asp 
37 “Glossary”, Council on Accreditation (COA) website, http://www.coastandards.org/glossary.php 
38 “IM”,  Phone Scoop website, http://www.phonescoop.com/glossary/term.php?gid=229 
“Symantic Glossary”, Earthlink Security Center, http://www.earthlinksecurity.com/glossary/index.html 







65 
 


An IVR system accepts a combination of voice telephone input and touch-tone keypad selection 
and provides appropriate responses in the form of voice, fax callback, email and perhaps other 
media.39  
 
Keyword Index:  A keyword index is a separate classification structure that is generally 
organized alphabetically and requires its own field. The resource specialist chooses one or 
more keywords in addition to Taxonomy terms. I&R specialists can conduct searches of the 
keyword index as an additional option. Use of keywords is acceptable according to the AIRS 
standards, but only if they are connected to the AIRS/211 LA County Taxonomy of Human 
Services and do not function as a separate, stand-alone classification structure. 
 
Keyword Taxonomy Search:  A keyword search of the Taxonomy itself (sometimes called a 
word search or a word/phrase search) allows the user to enter a word or phrase and retrieve all 
Taxonomy terms that contain it.  Ideally, this type of search also retrieves use references 
containing the word/phrase.  
 
Learning Style:  A composite of cognitive, affective and physiological factors that serve as 
relatively stable indicators of how a learner perceives, interacts with and responds to the 
learning environment. Included in this definition are perceptual modalities, information 
processing styles and personality patterns.40   
 
Legislative Advocacy:  Attempts to influence the introduction or review of pending bills, 
ordinances or administrative rulings with the objective of having an impact on the passage or 
defeat of such legislation or its content.  
 
Lethality Risk Assessment:  An evaluation based on research of how dangerous a situation is 
that addresses issues such as the person’s intention, method, timing and state of mind.   
 
Mandatory Reporting:  The legal obligation to report specific forms of child abuse, elder abuse 
and other endangerment situations to a government authority when a person suspects that a 
reportable incident has occurred. State laws in the U.S. outline specific reporting requirements 
for professionals if they have information related to public or private safety issues. For example, 
certain professionals are required to report to state authorities if they see evidence of child 
abuse or neglect or elder abuse or have knowledge that someone is likely to be dangerous to 
themselves or others.41 
 
Memorandum Of Understanding (MOU):  A written agreement that clarifies the nature and 
extent of the working relationship between different organizations, groups or departments.42   
 
Mentoring:  A developmental partnership through which one person shares knowledge, skills, 


                                            
 
 
39 “Interactive Voice Response (IVR)”, http://searchcrm.techtarget.com/definition/Interactive-Voice-
Response  
40  “Learning and Performance Glossary”, Big Dog and Little Dog’s Performance Juxtaposition, 
http://www.nwlink.com/~donclark/hrd/glossary/t.html 
41 “Glossary”, Council on Accreditation (COA) website, http://www.coastandards.org/glossary.php  
Revised. 
42 “Nonprofit and Philanthropy Good Practice Guide Glossary”, Johnson Center at Grand Valley State 
University, http://www.npgoodpractice.org/glossary/1/lettern 
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information and perspective to foster the personal and professional growth of someone else.43     
 
Met Needs:  Services are available and referral(s) are provided or assistance without referral is 
made available to an inquirer in response to a statement of a problem/need (problem solving) or 
a request for information.   
 
Metrics:  Quantitative measures of performance or production. In a call center context, “metrics” 
generally refers to statistics generated by the ACD. 
 
Mitigation:  Activities undertaken in preparation for a disaster or large-scale emergency that will 
prevent or reduce loss of life, personal injury and destruction of or damage to property when an 
incident actually occurs. Mitigation includes any activities that prevent or reduce the chance of 
an emergency occurring or lessen the damaging effects of unavoidable emergencies; and seeks 
to fix the cycle of disaster damage, reconstruction and repeated damage.44  
 
Mobile Friendly:  Websites whose content is easily readable on mobile devices such as smart 
phones and tablets. Mobile-friendly websites avoid software that is uncommon on mobile 
devices (such as Flash), use text that is readable without zooming, size the screen so that users 
aren’t forced to scroll horizontally or zoom, and place links far enough apart that the correct one 
can be easily tapped. Websites can be checked for user friendliness through applications such 
as the Google Mobile-Friendly Test.45 
 
Multi-Channel Access:  I&R services that are available to the community in-person or via 
telephone, email, instant messaging (IM), text/SMS messaging, online chat, video relay service, 
social media or other alternative methods of contact. 
 
Mutual Assistance Agreement:  A standing agreement between organizations with different 
service areas but similar missions, e.g., information and referral programs or fire departments in 
different counties, to provide resources (facilities, personnel, equipment and expertise) to one 
another in cases where a disaster overwhelms the resources of one of the partners. The 
primary objective of Mutual Assistance Agreements is to facilitate rapid, short-term deployment 
of emergency support prior to, during and/or after an incident. The agreements need to be in 
place prior to a declared disaster so resources can be available if needed and to make it easier 
to obtain FEMA or state reimbursement. An agreement must also be in place between the local 
I&R and the emergency management agency, and assistance must be formally requested per 
that agreement.46   


                                            
 
 
43 “PACE Glossary A-Z”, Participation and Community Engagement (PACE), Macquarie University, 
Sydney, Australia, http://www.pace.mq.edu.au/glossary.html  
44 AIRS/211 LA County Taxonomy term:  TH-1800. 
“Glossary/Acronyms”, National Response Framework (NRF) Resource Center, Federal Emergency 
Management Agency (FEMA), U.S. Department of Homeland Security,  
http://www.fema.gov/emergency/nrf/glossary.htm 
45 “Helping Users Find User-Friendly Pages”, Google Webmaster Central Blog, 
http://googlewebmastercentral.blogspot.ca/2014/11/helping-users-find-mobile-friendly-pages.html  
46 AIRS/211 LA County Taxonomy term:  TH-1700.1900-520. 
“ICDRM/GWU Emergency Management Glossary of Terms”, February 19, 2006, Institute for Crisis, 
Disaster and Risk Management, The George Washington University, Washington, D.C., 
http://www.gwu.edu/~icdrm/publications/PDF/GLOSSARY%2002-19-2007.pdf 
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National Incident Management System (NIMS):  A comprehensive, nationwide systematic 
approach to incident management that supports the ability of government agencies at all levels, 
the private sector and nongovernmental organizations to work seamlessly to prepare for, 
prevent, respond to, recover from and mitigate the effects of incidents, regardless of cause, 
size, location or complexity in order to reduce the loss of life or property and harm to the 
environment. NIMS provides a scalable and flexible framework with universal applicability that 
promotes all-hazards preparedness and enables a wide variety of organizations to participate 
effectively in emergency management/incident response.47  
 
National Voluntary Organizations Active in Disaster (NVOAD):  A consortium of more than 
30 recognized national organizations active in disaster relief. Their organizations provide 
capabilities to incident management and response efforts at all levels.48  
 
Needs Assessment:  An initial survey undertaken to determine the special service needs of a 
defined population.49 
 
Nondiscrimination Statement:  A statement approved by an organization’s Board/Advisory 
Committee that prohibits discrimination in all of its forms, and documents the intention to comply 
with all laws, orders and regulations addressing this issue.  
 
Non-Transaction Calls:  Incoming calls answered by an I&R specialist that do not involve an 
I&R activity (information, assessment and referral, advocacy or crisis intervention). Examples of 
non-transaction calls include hang ups, wrong numbers, incoming administrative or personal 
calls, or other similar situations.   
 
Occupancy Rate:  The percentage of logged in and available time that an I&R specialist 
spends handling calls versus waiting for calls to arrive.  
 
Organizational Record:  A record in an I&R resource database that includes all of the data 
elements that define the organization and its services, programs and locations at which the 
services are delivered. 
 
Outcome Measurement:  The process of assessing the benefits or changes for individuals or 
populations as a result of participating in program activities.  Outcomes may relate to 
knowledge, skills, attitudes, values, behavior, condition or status.50 
  
Outreach:  Generally, the systematic effort to provide services beyond conventional limits as to 


                                                                                                                                             
 
 
“Glossary/Acronyms”, National Response Framework (NRF) Resource Center, Federal Emergency 
Management Agency (FEMA), U.S. Department of Homeland Security,  
http://www.fema.gov/emergency/nrf/glossary.htm 
47 “National Incident Management System (NIMS) Fact Sheet”, U.S. Department of Homeland Security, 
http://www.fema.gov/pdf/emergency/nims/NIMSFactSheet.pdf  
48 “Glossary/Acronyms”, National Response Framework (NRF) Resource Center, Federal Emergency 
Management Agency (FEMA), U.S. Department of Homeland Security,  
http://www.fema.gov/emergency/nrf/glossary.htm 
49 “Glossary”, Council on Accreditation (COA) website, http://www.coastandards.org/glossary.php 
50 “Outcome Measurement:  What and Why?”, Outcome Measurement Resource Network, United Way of 
America, http://national.unitedway.org/outcomes/resources/What/intro.cfm  
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a particular segment of the population. In an I&R context, special activities undertaken by the 
I&R service to ensure that specific target populations and/or community organizations are aware 
of the services that are available through the I&R service and system and/or the broader 
community service delivery system.51  
 
Phantom Services:  Services that the agency purports to offer, but probably does not have the 
resources to actually provide in a sustained way. 
 
Policies and Procedures:  Policies are principles, rules and guidelines formulated or adopted 
by an organization to reach its long-term goals. They are designed to influence and determine 
all major decisions and actions, and all activities take place within the boundaries set by them. 
Procedures are the specific methods employed to express policies in action in day-to-day 
operations. Together, policies and procedures ensure that a point of view held by the governing 
body of the organization is translated into steps that result in an outcome compatible with that 
view.52  
 
Policy:  A written document formally adopted by an organization’s governing body that guides 
decisions and actions; a high-level statement by management specifying an objective that 
requires mandatory compliance by all persons within the organization.53  See also Policies and 
Procedures. 
 
Practices:  Established actions or ways of proceeding in the regular performance of 
organizational duties. Policies and procedures often guide practice.54 
 
Primary/Secondary Services:  Primary services are the entry point services that an individual 
can obtain without being required to enroll in other services, whereas secondary services are 
those available only to individuals already receiving primary services. A job training program 
may, for example, also offer vocational assessment to help people determine the type of 
employment for which they are suited and job placement assistance following training in 
addition to the training itself. Unless people who are not receiving job training can access them, 
the vocational assessment and job placement are secondary services. The only primary service 
is job training. 
 
Problem Solving:  The process of exploring alternative solutions with an inquirer when no 
referrals are available and, in some cases, trying to overcome resistance to options, such as a 
reluctance to ask for assistance from family members or friends.  Problem solving occurs within 
the context of assessment without referral. 
 
Procedure:  A specified series of actions or operations that have to be executed in the same 
manner in order to obtain the same result under the same circumstances (for example, 
emergency procedures). 
 
Program:  Sometimes agencies provide a group of services (some primary and some 
secondary) and organize them as a program. One organization's job training program may, for 
                                            
 
 
51 "AIRS/211 LA County Taxonomy term:  TJ-6500.6300. 
52 Source:  “Policies and Procedures”, BusinessDictionary.com website, 
http://www.businessdictionary.com/definition/policies-and-procedures.html#ixzz10NVa01Mg 
53 “Policy”.  Policy Auditors LLC website, http://www.projectauditors.com/Auditor_Dictionary/P.html 
54 “Glossary”, Council on Accreditation (COA) website, http://www.coastandards.org/glossary.php 
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example, also offer vocational assessment to help people determine the type of employment 
they are suited for and job placement assistance following training in addition to the training 
itself. This is a richer program than one that simply involves training. Another example is a 
domestic violence shelter. One shelter may only provide a safe place to stay for residents. 
Another may have counseling, assistance in obtaining a temporary restraining order (TRO), a 
program for the woman's children, etc. While services are essentially the same across 
organizations, the definitions of programs may differ significantly.   
 
Protocol:  Internal operational documents that provide standardized, step-by-step instructions 
for carrying out a particular action. Protocols explain what will be done, when, how and why; and 
while they are generally disseminated in written form to staff, they are not necessarily formally 
adopted by the organization’s governing body. 
 
Public Policy:  A course of action advocated by a group of individuals and/or organizations that 
proposes changes in specific laws, regulatory measures, actions or funding priorities supported 
by a public agency.55   
 
Quality Assurance:  A system of procedures, checks, audits and corrective actions that are 
undertaken to ensure that an organization’s products and services meet the expectations and 
needs of the people they serve. For information and referral programs, quality assurance relates 
to service delivery, the resource database, reports and measures, disaster preparedness, 
cooperative relationships and organizational effectiveness.   
 
Quality Indicator:  An agreed-upon process or outcome measure that is used to determine the 
level of quality achieved. A measurable variable (or characteristic) that can be used to 
determine the degree of adherence to a standard or achievement of quality goals.56   
 
Queue:  The component of the telephone system that holds callers until an I&R specialist 
becomes available. Callers who have waited the longest are generally the ones who get their 
calls answered first. The queue can be adjusted to meet community needs or program priorities. 
 
Racism:  A set of attitudes that defines people based purely on their race, color, religion, origin 
or ancestry and contends the supposed superiority of one race above another. Discrimination, 
on the other hand, relates to an act that usually stems from racist outlooks.   
 
Rapport:  An intuitive bond that is based on the presence of trust, harmony and mutual respect 
in a relationship and a sense that the parties understand and share one another’s concerns. 
 
Referrals:  Organizations identified by I&R specialists that meet the assessed needs of the 
inquirer and provided to the inquirer at the conclusion of the inquiry. The definitive element 
distinguishing a referral is that the inquirer is aware of a problem, but requires assistance in 
determining the specific nature of his/her need and specific solution options that may be 


                                            
 
 
55 “Definitions of Public Policy and the Law”, Contributed by Dean G. Kilpatrick, Ph.D., National Violence 
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available to resolve it (as stated or redefined).   
 
Rescue Services:  Active intervention to save an individual’s life when a lethality assessment 
reveals that life threatening acts have already been set in motion, particularly in situations where 
the individual is unable or unwilling to provide a telephone number or address to make rescue 
possible. Strategies may include using caller ID to locate the inquirer, calling a third party if 
appropriate, or sending the police or a mobile outreach team.57   
 
Resource Database:  A computerized body of information about community resources 
maintained by the I&R service that can be accessed in a variety of ways including alphabetically 
by organization name, by type of service provided, by target population served, by geographical 
area served and by other filters. Information in the database is structured into records (one or 
more for each service provider) with fields that reflect data element information gathered using a 
standardized resource profile. The resource database supports the I&R process but also serves 
as an inventory of human services for the community.   
 
Resource Information System:  The full set of resource tools maintained by the I&R service 
and used by I&R specialists to identify services and programs available to the public. In addition 
to the resource database, the resource information system may include telephone books, a 
pamphlet file, a small reference library, and a collection of useful websites or other resources.   
 
Resource Profile:  A standardized set of information that is gathered about each service 
provider in the resource database. Included are data elements that describe the organization 
itself (e.g., legal status, licensing/accreditation information), the services it provides, the targets 
for service, the conditions under which services are available (e.g., eligibility criteria, application 
procedures, hours, fees) and the locations at which services are delivered.   
 
Risk Management:  The process of identifying, assessing, monitoring and managing material 
risk that can cause harm to the financial well-being, property and volunteers of an 
organization.58   
 
Schedule Adherence:  The percentage of time I&R specialists follow their assigned work 
schedules. Work schedules specify the times specialists are expected to be on the phones 
versus engaging in other identified activities such as taking breaks, attending meetings or 
participating in training/coaching sessions.  
 
Self Advocacy:  Actions taken by an inquirer to obtain the information, opportunities, respect 
and recognition to which they are entitled and the services for which they are eligible without the 
active intervention of an I&R specialist.   
 
Self Determination:  The right of inquirers to make their own choices and decisions at each 
step in the I&R process. 
 
Service Gaps:  Services needed by people in the community that are not adequately provided 
by organizations that are part of the local service delivery system. Services may be unavailable 


                                            
 
 
57 “Organization Accreditation Standards Manual”, 9th Edition, January, 2010, Copyright © American Association of 
Suicidology, AAS Web site, http://www.suicidology.org/web/guest/certification-programs/crisis-centers 
58 AIRS/211 LA County Taxonomy term:  NS-7000.1400. 
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altogether or they may available but on an inadequate basis, e.g., they may be too expensive, 
not available in the needed language(s), not available during non-working or other convenient 
hours or have eligibility criteria that exclude the inquirer. Service gaps are usually identified 
when there is a pattern over time of individual unmet needs. 
 
Service Group:  I&R services often group similar agency services into a “Service Group” for 
ease of data entry, management and display; and assign a name (Service Group Name) to the 
services represented in the cluster. Service group names should be indicative of all of the 
services within the cluster, should be “user friendly” (i.e., avoid jargon or terminology not easily 
understood by the general public), should be unique within the agency entry and should not 
duplicate the program name if one exists.   
 
Service Level:  The percentage of calls that are answered within a specified threshold, for 
example, “Our service level last month was 80% of calls being answered within 48 seconds in 
comparison to our goal of 80% being answered in 40 seconds”. Service Levels are often 
expressed in an abbreviated form – e.g., “80/40” or “80/50”. There is no established standard for 
commercial or government call centers; it all depends on the nature of their business. 
 
Service Site:  A mechanism within a software package for representing one specific service 
provided at a specific location (site). Service sites are the most discrete level of the resource 
database structure. Data collected at this level allows for very specific information about one 
service (home delivered meals) at a specific site (Salvation Army’s West Side Office) to be 
retrieved and displayed. A service site may contain, for example, phone numbers specific to that 
one service at the one site.   
 
Services:  The discrete types of assistance an agency delivers to its clientele. Operationally, 
services are specific activities that can be classified using Taxonomy terms. Specific types of 
services are essentially the same no matter what organization is providing them. 
 
Sites:  The physical locations at which clients access services provided by an agency.  All 
agencies have a main site; many have additional site locations or branch offices.   
 
Sliding Scale:  A practice in which an organization’s fees for service are based on the 
individual’s ability to pay rather than being a fixed cost for everyone who receives the service.   
 
Social Media:  Online technology tools broadly known as "social media" that enable people to 
create and share content which may include text, images, video, audio and multimedia 
communications. Social media enable shared community experiences, both online and in 
person; and allow people with basic computer skills to tell their stories using publishing tools 
such as blogs, video logs (vlogs), photo sharing, podcasting (audio stories broadcast from the 
Web or downloaded to a computer or portable media players) and wikis (collaboratively edited 
Web pages). They can also help to filter and organize the overwhelming amount of information 
on the Web.59 
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"A Definition of Social Media", Technology in Translation™, 
http://walksquawk.blogs.com/technologyintranslation/2007/04/a_social_media_.html     
"Social Media", Wikipedia, the Free Encyclopedia, http://en.wikipedia.org/wiki/Social_media     
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Specialized I&R Service:  Programs that maintain information about community resources that 
are appropriate for a specific target population and which link individuals who are in need of 
specialized services with appropriate resources, and/or provide information about agencies and 
organizations that offer specialized services.   
 
Standards:  Reference points that define expected practices within a field and can be used to 
measure the extent to which individual organizations are in compliance with those requirements. 
 
Statewide/Province-Wide Database:  A collection of local I&R databases maintained in a 
standard format that have been consolidated into a larger database with statewide or province-
wide geographic coverage. 
 
Style Guide:  A manual that establishes rules for structuring, writing and indexing resource 
database records; and helps to ensure that information within database records is clear, 
concise, consistent and relevant. 
 
Succession Planning:  A process for systematically and deliberately preparing for future 
changes of leadership in key positions within the organization. The process may identify 
potential replacements and provide strategies for developing and/or hiring individuals to meet 
future needs.60 
 
Supported Access to Information/Services:  Situations in which inquirers receive assistance 
and support from an I&R specialist, case manager or other professional who makes an 
assessment of their situation, identifies appropriate resources to meet their needs, contacts 
those resources, and/or arranges for them to receive services. 
 
Sustainability:  The ability of a program to provide quality services to its clients, expand its 
scope of services and client base, increase or maintain demand for services, and generate 
income from the program and through local funding mechanisms while decreasing its 
dependence on funds derived from external donors.61 
 
System Advocacy:  Actions taken by the I&R service to seek changes in community 
conditions, structures or institutions when modifications in the service delivery system as a 
whole are required to ensure the adequate availability of essential community services, to 
contribute to human growth and development and to prevent unwitting support of conditions 
which are injurious to individuals and families who are residents. The objective of system 
advocacy is to make changes that are required to benefit the community rather than focusing on 
the needs of a particular individual, family or group of residents.   
 
Talk Time:  The time an I&R specialist spends with a caller from the second the call is picked 
up to the second it is disconnected less Hold Time. Note that some ACD systems include Hold 
Time as part of the overall Talk Time figure and differentiate between Active Talk Time (not 
including time on hold) and Regular Talk Time (including time on hold).   
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Target Populations:  The individuals for whom a particular service or group of services is 
intended. Target populations are generally described in narrative form (e.g. “Targeted, but not 
restricted to, Native Americans”), in the eligibility or description fields. Target populations can 
also be pinpointed when indexing by choosing a Target Population term from the Taxonomy to 
append to the selected service term(s).   
 
Taxonomy Customization:  The act of choosing which Taxonomy terms should remain active 
for indexing and searching purposes and which should be deactivated making them invisible to 
resource specialists doing data entry, I&R specialists and other end users.  
 
Technology:  In an I&R context, telephone systems, telephony, telecommunications, email, 
instant messaging (IM), text/SMS messaging, online chat, video relay/chat, voicemail, social 
media, I&R software packages, electronic directories and self-service mechanisms such as 
automated attendants/interactive voice response systems, fax-on-demand, video relay services, 
community kiosks and searchable I&R databases on the Internet. 
 
Telecommuting:  A work arrangement that allows at least a portion of scheduled work hours to 
be completed from a location other than the standard place of work (office) with work at home 
generally available as one of the options. 
 
Text Messaging:  The transmission of brief written text messages to a device such as a 
mobile/cellular telephone, pager or personal digital assistant (PDA) using SMS (Short Message 
Service) or MMS (Multimedia Message Service).62   
 
Total Call Handling Time: Talk Time + Hold Time + After Call Work Time.   
 
Transaction Calls:  Calls answered by an I&R specialist that involve an I&R activity 
(information provision, assessment and referral, advocacy, crisis intervention). Transaction calls 
are characterized by direct contact between the I&R specialist and the inquirer concerning a 
problem/need of either the inquirer or a third party during which one or more of the stages of the 
I&R process are completed (e.g. Rapport, Assessment, Clarification, Information and/or Referral 
Provision, Closure). Basically, calls in which I&R takes place.    
 
Transfers:  Situations in which inquirers are transferred internally to another I&R specialist or 
externally to an agency or organization that provides services that can meet the individual’s 
assessed needs.  
 
TTY/TDD Equipment:  Equipment (variously known as TTYs, text telephones, TDDs and 
telecommunication devices for the deaf) or other specialized telecommunications devices such 
as voice carry-over telephones, amplified telephones, voice-activated telephones, sip-n-puff 
telephones, telebraillers or large visual displays that are used at home or in the office by people 
who are deaf or hearing impaired, have speech disabilities or limitations, or need to 
communicate with a person with a hearing impairment or speech disability. 
 
Uninterruptible Power Supply (UPS):  A bank of batteries and an electronic module that can 
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be used to protect computer system components in case of a power failure.  
 
Unmet Needs:  Individual instances where no resources are available to meet an inquirer’s 
assessed needs and no referrals can be made. A pattern of individual unmet needs may lead to 
identification of service gaps at the service delivery system level.   
 
Update Verification Procedures:  Procedures that can be used to validate the accuracy of 
suggested changes in an organizational record e.g., obtaining a signature on an agency update 
form. 
 
Use Reference:  Synonyms for preferred terms that allow users to easily find a type of service 
without knowing the exact wording used in the Taxonomy; or to find the preferred term using 
their own terminology. 
 
Video Relay Service:  Programs that allow people who are deaf or have a hearing impairment 
and feel more comfortable expressing themselves through American Sign Language (ASL) to 
conduct video relay calls with family, friends or business associates through a certified ASL 
interpreter via a broadband Internet connection and a computer equipped with a video camera. 
The video interpreter signs the telephone conversation with an ASL user and voices to a 
hearing person via a standard telephone allowing the participant to see expressions and 
gestures during the call. 
 
Warm Transfer:  A call transfer situation in which the I&R specialist stays on the line until the 
other individual picks up, introduces the inquirer and either conferences the call to continue a 
three-way discussion or drops off the line allowing the inquirer to discuss his or her situation 
privately with the other individual.   
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STANDARDS REVISION PROCESS 
Adopted October 2004 
Revised March 2013 


 
 
AIRS has a process for regularly reviewing and revising the Standards and Quality 
Indicators for Professional Information and Referral including the Standards themselves, 
associated quality indicators and interpretations of the Standards as reflected in the 
accreditation process and certification tests. 
  
A full review will be conducted at least every three years.  The Standards Committee 
will convene a review team with representatives from the field with expertise. 
 
There are a number of different types of changes that may be needed.  These include: 
 


 Modifications in the wording of the Standards or associated quality indicators to 
add clarity. The need for this type of update arises most frequently through 
difficulties I&R services may have during the Accreditation process. 


 Elaboration on quality indicators already present in the Standards but currently in 
more general form. 


 Addition of Standards that represent elevation of requirements already present 
as quality indicators. Sometimes a practice currently only mentioned at the 
quality indicator level is important enough that it needs to be a Standard in its 
own right with its own associated quality indicators.  


 Addition of Standards not currently referenced in the document.  
 
It should be recognized that changes to standards, accreditation, and certification each 
have an impact on the others and should be addressed in regular cycles to ensure that 
they remain in sync. 
 
The AIRS Standards Committee and the AIRS Accreditation Commission recommend 
the following review process: 
 


1. The Standards Committee will discuss the proposed addition, modification or 
deletion and determine whether and how to proceed.  Criteria for making 
additions and changes to the Standards include the following: 


 
 Standards should reflect current I&R practices. If a new service delivery 


standard relating to a particular type of call is being proposed, for example, 
are these types of calls being handled by a significant number of I&R 
services? 


 Standards should be no more burdensome than they need to be in order to 
ensure the desired outcome.  We do not want to set the bar so high that only 
a few I&R services will be able to implement a Standard when a lesser 
requirement still constitutes quality service. 
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 Standards should improve the quality and consistency of I&R services 
provided to individuals, families and communities.  


 Standards should support long-term service sustainability through improved 
governance, community collaborations and operational efficiencies.    


 Standards should embrace all appropriate models of practice rather than 
limiting compliance to a single model. AIRS must support creative alternatives 
that achieve the desired outcome of quality performance. 


 Standards should be achievable by all I&R service providers.   
 Standards should be written in a form that is clear and easy to understand.  


 
2. If the decision regarding a proposed modification is to proceed, the Standards 


Committee will determine whether the change is simple enough to draft without 
additional input (e.g., a modification in wording) or whether expert advice is 
needed when developing a draft. If necessary, the Committee will designate a 
working group to draft the changed/new Standard and associated quality 
indicators. 


 
3. The Committee will review the draft and suggest changes/additions. If experts 


were not involved in the drafting process, the Committee may ask for an expert 
review before finalizing the draft. If the decision is to deny the request, an 
explanation will be provided to the individual/committee originating the 
suggestion and a discussion regarding the decision can be held, if necessary. 


 
4. The Committee will share a draft of the Standards with the full Board for 


comment.  An interim review by the Executive Committee may be conducted at 
their request. 


 
5. If a new Standard or a major change is being considered, the draft will be posted 


for review by the field.  It is important for AIRS to make every possible attempt to 
get maximum input into the development process.  Mechanisms may include: 


 
 Distribution via the AIRS Networker. 
 Distribution via the 2-1-1 Discussion Group. 
 Distribution to the AIRS Affiliates. 
 Mailing to members. 
 Article in the newsletter. 
 Posting on the AIRS website. 
 Discussion forums at AIRS and Affiliate conferences. 
 Consultation with organizational partners. 


 
6. Incorporate feedback, finalize the changed/new Standard and update the 


Standards document to reflect the new material. 
 


7. Ensure that technical assistance on the competencies or other elements 
associated with the new requirement is made available to the field in conjunction 
with the adoption of the new Standard.  
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8. Provide ample opportunity for implementation by I&R services. 


 
9. The AIRS Accreditation Commission and the AIRS Certification Commission 


should assess any changes in the Standards for relevance to their credentialing 
programs. If there has been an implementation period, the new Standard can 
become a requirement immediately. If not, applicant organizations can initially be 
required to have a plan in place for implementation. Full implementation can 
become a requirement further down the road.
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feedback; and to individual I&R professionals who took the time to review the draft and 
provide comments. The final product is all the better for your efforts. 
 
AIRS Board members, staff and other experts who participated in the Standards review 
and update of this 8th edition include: 


 
Nancy Berg 
2-1-1 Maine 
South Portland, Maine 
 
Linda Daily 
Retired 
Oak, Island, North Carolina 


 
Cathleen Dwyer 
CDK Consulting 
New York, New York 
 
Anne Walsh Fogoros 
United Way of Allegheny County 
Pittsburgh, Pennsylvania 


 
Olivia Harvey 
Junction Center for Independent Living 
Norton, Virginia 
 
Faed Hendry 
Findhelp Information Services 
Toronto, Ontario 
 
Charlene Hipes 
Alliance of Information & Referral Systems 
Portland, Oregon 
 


Clive Jones 
Alliance of Information & Referral Systems 
Sooke, British Columbia 


 
Robert McKown 
2-1-1 Services, Heart of West Michigan 
United Way 
Grand Rapids, Michigan 
 
Vicki Mize 
United Way of Tarrant County/2-1-1 
Arlington, Texas 
 
Mary Osborne  
Detroit Area Agency on Aging  
Detroit, Michigan  


Edward Perry 
2-1-1 Tampa Bay Cares 
Clearwater, Florida 
 
Georgia Sales 
211 LA County 
San Gabriel, California 
 
Janet Sanchez 
Senior Connect Center, Inc. 
Tampa, Florida 
 


Thanks also go to Michael Hamm of Michael Hamm & Associates for his invaluable 
advice. His book, The Fundamentals of Accreditation, provided the foundation for our 
credentialing programs. 
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2-1-1 TIRN Operation KPR 1 
Reporting Period As Requested 
Service/Component Data Quality Initiatives 
Performance Standard 
 


Contractor must complete all data quality initiatives as assigned by 
HHSC/TIRN. 


Measurement of 
Noncompliance 


Each calendar day for each instance of a late submission, 
submission being found unacceptable or incomplete by HHSC, or 
failure to provide requested information by the due date indicated 
by HHSC.  


Non-compliance Remedies Remedies may include: 
• Costs disallowance; 
• Increased monitoring; 
• Corrective action plans; 
• Placing special conditions on awards or precluding the 


recipient from obtaining future awards for a specified 
period; or 
Grant termination. 


Calculation/ 
Reporting Process 


Data quality initiatives will include an audit on database records, 
as directed by HHSC/TIRN. 
  
The System Agency determines the Successful Respondent’s 
compliance with this KPR by the completion of all data quality 
initiatives as requested by HHSC/TIRN submitted by the 
Successful Respondent via Exhibit E, Deliverable, D-01. 
 
All correspondence shall be sent to the 211 TIRN SAR VAR 
email address at  211_TIRN_SAR_VAR@hhs.texas.gov.  


2-1-1 TIRN Operations Services KPR 2 
Reporting Period Quarterly 
Service/Component Resource Formal Reviews 
Performance Standard 
 


Contractor must conduct formal reviews of resources of 100% 
active agencies on a 13-month basis. Formal reviews must be 
documented in writing and documents, e.g. communications with 
Agency representatives, must be retained in accordance with 
contract retention requirements. Formal review documentation 
must be provided to HHSC/TIRN upon request by email. 


Measurement of Noncompliance Every 10 percentage points under 100% 


Non-compliance Remedies Remedies may include: 
• Costs disallowance; 
• Increased monitoring; 
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• Corrective action plans; 
• Placing special conditions on awards or precluding the 


recipient from obtaining future awards for a specified period; 
or 


• Grant termination 
Calculation/ 
Reporting Process 


Contractor must record their update rate on the first business day 
of each month and then compile them into the quarterly report.  
 
The System Agency determines the Successful Respondent’s 
compliance with this KPR by assessing documentation of quality 
monitoring activity and score results reported by the Successful 
Respondent via Exhibit I, Deliverables, D-02. 
 
All correspondence shall be sent to the 211 TIRN SAR VAR 
email address at 211_TIRN_SAR_VAR@hhs.texas.gov. 


2-1-1 TIRN Operation Services KPR 3 
Reporting Period Monthly 
Service/Component Service Delivery: Contact Center Management Service Level 
Performance Standard 
 


For contractors with a monthly call volume of 10,000 calls or less, 
the contractor must answer 80% of calls within 60 seconds or less.  
 
For a monthly call volume that exceeds 10,000, the contractor must 
answer 75% of calls within 60 seconds or less, for year one of the 
contract term. By year two of the contract term, contractors with a 
monthly call volume that exceeds 10,000 must answer 80% of calls 
within 60 seconds or less. 


Measurement of Non-
compliance 


Each percentage point below the performance standards. 


Non-compliance Remedies Remedies may include: 
• Costs disallowance; 
• Increased monitoring; 
• Corrective action plans; 
• Placing special conditions on awards or precluding the recipient 


from obtaining future awards for a specified period; or 
Grant termination 


Calculation/ 
Reporting Process 


Measured through monthly call metric reporting.  
 
Rounding will be conducted to the nearest whole percentage point 
for service level. For example, an AIC whose monthly service level 
call volume is 10,000 or less and has a monthly service level of 
79.56% would be rounded to 80%, thus meeting Monthly Service 
Level contract obligations. Conversely, an AIC whose monthly 
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service level call volume is 10,000 or less and has a monthly service 
level of 79.03% would be rounded to 79%, thus not meeting 
Monthly Service Level contract obligations.   
 
The System Agency determines the Successful Respondent’s 
compliance with this KPR by assessing monthly percentages for 
service level, abandoned rate, and RONA rate reported by the 
Successful Respondent via Exhibit I, Deliverables, D-02. 
 
All correspondence shall be sent to the 211 TIRN SAR VAR email 
address at 211_TIRN_SAR_VAR@hhs.texas.gov. 


2-1-1 TIRN Operations KPR 4 
Reporting Period Monthly 
Service/Component Service Delivery: Contact Center Management Call Abandonment 


Rate 
Performance Standard 
 


Contractor must ensure that the average percentage of abandoned 
calls in queues for both English and Spanish and Combined which 
ends within the reporting month are in each full calendar week 
does not exceed 10%.  
 
Calls abandoned in less than 20 seconds are not included in 
calculations to determine the average percentage of abandoned 
calls.   


Measurement of Non-
compliance 


Each percentage point above 10%.  
 


Non-compliance Remedies Remedies may include: 
• Costs disallowance; 
• Increased monitoring; 
• Corrective action plans; 
• Placing special conditions on awards or precluding the recipient 


from obtaining future awards for a specified period; or 
Grant termination 


Calculation/ 
Reporting Process 


Measured through monthly call metric reporting.  Rounding will 
be conducted to the nearest whole percentage point for 
abandonment rate.  
 
The System Agency determines the Successful Respondent’s 
compliance with this KPR by assessing monthly percentages for 
abandoned rate reported by the Successful Respondent via Exhibit 
I, Deliverables, D-02. 
 







 


 
Exhibit I RFA No. HHS0009792 Page 5 of 10 
Key Performance Requirements 
 


 
 


 
 


All correspondence shall be sent to the 211 TIRN SAR VAR 
email address at 211_TIRN_SAR_VAR@hhs.texas.gov. 


2-1-1 TIRN Operations KPR 5 
Reporting Period  Monthly  
Service/Component   Service Delivery: Contact Center Management Roll Over and 


Not Answered (RONA) 
Performance Standard 
 


Contractor must ensure to maintain for regions where the monthly 
call volume is 10,000 calls or less, a 1% or less RONA call rate.  
 


Measurement of Non-
compliance 


Each percentage point above 1%.  


Non-compliance Remedies Remedies may include: 
• Costs disallowance; 
• Increased monitoring; 
• Corrective action plans; 
• Placing special conditions on awards or precluding the recipient 


from obtaining future awards for a specified period; or 
Grant termination 


Calculation/ 
Reporting Process 


Measured through monthly call metric reporting.  Rounding will 
be conducted to the nearest whole percentage point for 
abandonment rate.  
 
The System Agency determines the Successful Respondent’s 
compliance with this KPR by assessing monthly percentages for 
abandoned rate reported by the Successful Respondent via Exhibit 
I, Deliverables, D-02. 
 
All correspondence shall be sent to the 211 TIRN SAR VAR 
email address at 211_TIRN_SAR_VAR@hhs.texas.gov. 


2-1-1 TIRN Operation Services KPR 6 
Reporting Period Quarterly 
Service/Component Service Delivery: Quality Assurance (QA) 
Performance Standard 
 


An average quality assessment score of 80% or more should be 
met for interactions (e.g., calls and web-based chat sessions) 
sampled during the reporting period. Outcomes to be measured by 
submitted documentation of quality monitoring activities and 
results as part of quarterly reporting. 


Measurement of Noncompliance Each percentage point below 80%. 
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Non-compliance Remedies Remedies may include: 
• Costs disallowance; 
• Increased monitoring; 
• Corrective action plans; 
• Placing special conditions on awards or precluding the recipient 


from obtaining future awards for a specified period; or 
Grant termination 


Calculation/ 
Reporting Process 


Rounding will be conducted to the nearest whole percentage point. 
For example, an average QA score of 79.56% would be rounded to 
80%, thus meeting QA-contract obligations. Conversely, an 
average QA score of 79.03% would be rounded to 79%, thus not 
meeting QA-contract obligations.   
 
The System Agency determines the Successful Respondent’s 
compliance with this KPR by assessing documentation of quality 
monitoring activity and score results reported by the Successful 
Respondent via Exhibit I, Deliverables, D-02. 
 
All correspondence shall be sent to the 211 TIRN SAR VAR 
email address at  211_TIRN_SAR_VAR@hhs.texas.gov. 


2-1-1 TIRN Operations KPR 7 
Reporting Period Annually 
Service/Component Disaster Response: Annual Readiness Drill 
Performance Standard 
 


Contractor will conduct an internal drill annually assessing 
readiness (e.g. ensuring key personal contact information, crisis 
call taking preparation, adequate training, and ensuring AIC 
Emergency Management Protocols familiarity).  


Measurement of Noncompliance Each calendar day for each instance of a late submission, 
submission being found unacceptable or incomplete by HHSC, 
or failure to provide requested information by the due date 
indicated by HHSC.  


Non-compliance Remedies Remedies may include: 
• Costs disallowance; 
• Increased monitoring; 
• Corrective action plans; 
• Placing special conditions on awards or precluding the 


recipient from obtaining future awards for a specified period; 
or Grant termination. 


Calculation/ 
Reporting Process 


The System Agency determines the Successful Respondent’s 
compliance with this KPR by submitted documentation of annual 
readiness drill submitted by the contractor via Exhibit I, 
Deliverables, D-09.  
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All correspondence shall be sent to the 211 TIRN SAR VAR 
email address at  211_TIRN_SAR_VAR@hhs.texas.gov. 


2-1-1 TIRN Operations KPR 8 
Reporting Period As Required 
Service/Component Official Correspondence State Action Request  
Performance Standard 
 


The Successful Respondent shall submit complete and accurate 
responses to any State Action Request (SAR) or Vendor Action 
Request (VAR) Response memos no later than ten (10) calendar 
days after the Successful Respondent’s receipt of the request or by 
the date specified in the memo. 


Measurement of Non-compliance Each calendar day for each instance of a late submission, 
submission being found unacceptable by HHSC, or failure to 
provide requested information by the due date indicated by HHSC.   


Non-compliance Remedies Remedies may include: 
• Costs disallowance; 
• Increased monitoring; 
• Corrective action plans; 
• Placing special conditions on awards or precluding the recipient 


from obtaining future awards for a specified period; or 
Grant termination 


Calculation/ 
Reporting Process 


The System Agency determines the Successful Respondent’s 
compliance with this KPR by comparing the submission date of the 
SAR or VAR Response via the formal communication process to 
the established due date. 
 
All correspondence shall be sent to the 211 TIRN SAR VAR email 
address at 211_TIRN_SAR_VAR@hhs.texas.gov. 


2-1-1 TIRN Operations KPR 9 
Reporting Period As Requested 
Service/Component Official Correspondence State Action Request Extensions 
Performance Standard 
 


Successful Respondent must submit written request for extension 
of a State Action Request (SAR) deadline that specifies the 
estimated date of completion and reasons for the extension no later 
than three (3) business days after Successful Respondent receives 
the SAR. 
 
Note:   Successful Respondent must submit written request for 
extension of a High Priority deadline that specifies the estimated 
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date of completion and reasons for extension no later than three 
(3) hours after Successful Respondent receives the SAR.   


Measurement of Non-
compliance 


Each calendar day for each instance of a late submission, response 
being found incomplete or inaccurate by HHSC, or failure to 
provide requested response by the due date indicated by HHSC.   


Non-compliance Remedies Remedies may include: 
• Costs disallowance; 
• Increased monitoring; 
• Corrective action plans; 
• Placing special conditions on awards or precluding the recipient 


from obtaining future awards for a specified period; or 
Grant termination 


Calculation/ 
Reporting Process 


The System Agency determines the Successful Respondent’s 
compliance with this KPR by comparing the submission date of 
the SAR or VAR Response via the formal communication process 
to the established due date. 
 
All correspondence shall be sent to the 211 TIRN SAR VAR 
email address at 211_TIRN_SAR_VAR@hhs.texas.gov. 


2-1-1 TIRN Operations KPR 10 
Reporting Period As Required 
Service/Component Deliverables 
Performance Standard 
 


Successful Respondent must meet all due dates contained in the 
approved Contract Deliverables, Exhibit I, Deliverables.  Failure 
to meet due dates for any Deliverable will be assessed separately.   


Measurement of Non-
compliance 


Each calendar day after each due date specified in Exhibit I, 
Deliverables.   


Non-compliance Remedies Remedies may include: 
• Costs disallowance; 
• Increased monitoring; 
• Corrective action plans; 
• Placing special conditions on awards or precluding the recipient 


from obtaining future awards for a specified period; or 
• Grant termination 


Calculation/ 
Reporting Process 


The System Agency determines the Successful Respondent’s 
compliance with this KPR by comparing the submission date of 
the deliverable via the formal communication process to the 
established due date. 
 
All correspondence shall be sent to the 211 TIRN SAR VAR 
email address at 211_TIRN_SAR_VAR@hhs.texas.gov. 
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2-1-1 TIRN Operations KPR 11 
Reporting Period  As Required 
Service/Component  Service Delivery: ESEC Additional Contact Handling, if 


applicable 
Performance Standard 
 


Contractor will add 20 contact specialists, as needed and directed 
by HHSC. If less than 20 contact specialists are needed, 
HHSC/TIRN will direct the specified amount and the Contractor 
will be held to that standard.  The additional contact specialist 
capacity must be added within a period of time not to exceed four 
hours or as directed by HHSC.  


Measurement of Non-
compliance 


Each day the contractor delivers less than 20 contact specialists. 


Non-compliance Remedies Remedies may include: 
• Costs disallowance; 
• Increased monitoring; 
• Corrective action plans; 
• Placing special conditions on awards or precluding the recipient 


from obtaining future awards for a specified period; or 
• Grant termination 


Calculation/ 
Reporting Process 


The System Agency determines the Successful Respondent’s 
compliance with this KPR by assessing call specialist log time 
within the telephony system. 


2-1-1 TIRN Operations KPR 12 
Reporting Period As Required 
Service/Component System Requirements - Incident Reporting 
Performance Standard 
 


If the AIC experiences a system outage interrupting service due to 
any cause (e.g. Internet failure or power outage), it must notify 
HHSC/TIRN within 30 minutes and provide at least twice daily 
updates and at a change of circumstance to HHSC/TIRN until the 
identified incident is resolved. If system outage last 2 hours or 
more, the AIC must submit an incident report in the prescribed 
format below and include the following information:  


• Details of the outage/incident;  
• When and how the outage/incident was discovered;  
• Impacts to operations, systems, and/or staff;  
• Root cause of the outage/incident, including verifying 


documentation from the provider responsible for the 
outage;  


• Detailed corrective measures taken by the AIC to mitigate 
the problem and long-term corrective actions to detect and 
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prevent future incidents, including identification of 
alternative providers of the failed service, if feasible and/or 
available.   


Measurement of Noncompliance Each incident that is not reported to the System Agency Point of 
Contact within required timeframes. 


Non-compliance Remedies Remedies may include: 
• Costs disallowance; 
• Increased monitoring; 
• Corrective action plans; 
• Placing special conditions on awards or precluding the 


recipient from obtaining future awards for a specified 
period; or 


• Grant termination. 
Calculation/ 
Reporting Process 


The System Agency determines the Contractor’s compliance with 
this KPR by comparing the notification date and time of the 
incident to establish due date and time specified by the System 
Agency. 
 
All correspondence shall be sent to the 211 TIRN SAR VAR email 
address at 211_TIRN_SAR_VAR@hhs.texas.gov. 
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Deliverable ID KPR No. Requirements Due Date Frequency 
 


2-1-1 TIRN 
D-01 


 
Annual Performance 


Report 
 


RFA 
 


 
 


 
The Successful Respondent must complete and submit an Annual Performance 
Report utilizing a template provided by HHSC within 45 calendar days after the start 
of each state fiscal year. 
 
The Successful Respondent shall include all requirements outlined in Exhibit A, 
Contract Requirements, Section 5.4, Annual Performance Report  
 


 
Within 45 calendar days after 


the start of each fiscal year 
September 1, 2021 


September 1, 2022, etc. 


 
 


Annually 


 
2-1-1 TIRN 


D-02  
 


Quarterly Performance 
Report 


 
RFA  


 


 
2, 3, 4, 7, 


8 


 
The Successful Respondent must submit quarterly reports of the Key Performance 
Requirements identified in Exhibit H by the 20th business day of the month 
following the quarterly review period (e.g., Quarter 1 reports are due by December 
20th). 
 
The Successful Respondent shall include all requirements outlined in Exhibit A, 
Contract Requirements, Section 5.1, AIC Quarterly Performance Report. 


 
Within 20 business days 


following the last day covered 
by the report 


 


 
Quarterly 


 
2-1-1 TIRN 


D-03  
 


Quality Assurance Plan 
 


RFA  
 


 
4 


 
The Successful Respondent must submit an initial quality assurance plan within 60 
days of contract execution. The plan will include a description of a schedule for 
monitoring inquiries, sampling and review process, a description of the 
mentoring/coaching process, and a remediation plan for identified performance 
issues. 
 
The Successful Respondent shall include all requirements outlined in Exhibit A, 
Contract Requirements, Section 4.1, Quality Assurance Plan. 
 


 
At Application 


 
 


 Within 60 calendar days after 
contract execution 


 
One-time 
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2-1-1 TIRN 
D-04  


 
AIRS Site 


Accreditation 
 


RFA 
 


5 The Successful Respondent must maintain and submit documentation of AIRS 
accreditation or current “conditional” accreditation status. 
 
The Successful Respondent shall include all requirements outlined in Exhibit A, 
Contract Requirements, Section 2.3, AIRS Site Accreditation. 
 


By Month, Day and Year of 
the first quarterly report 


submission 


Annually 


 
2-1-1 TIRN 


D-05  
 


Outreach Project Work 
Plan 


 
RFA  


 


  
The Successful Respondent must provide an annual Project Work Plan for 
HHSC/TIRN approval with a projection of the total number and description of 
outreach activities they intend to conduct to promote and educate the public about 
2-1-1 services for each year of the contract.  
 
The Successful Respondent shall include all requirements outlined in Exhibit A, 
Contract Requirements, Section 3.4.4.2, Outreach Project Work Plan. 
 


 
Within 60 calendar days after 
September 1 (the start of each 


state fiscal year).  


 
Annually 


 
2-1-1 TIRN 


D-06  
 


Disaster Response: 
Formal Agreement 


 
If applicable  


 
RFA  


 


 
6 


 
The Successful Respondent must submit documentation of formal agreements with 
appropriate government and emergency operations organization, such as relief 
agencies, OEMs, Voluntary Organizations Active in Disaster (VOAD), and the Red 
Cross.  
 
The Successful Respondent shall include all requirements outlined in Exhibit G, 
Emergency Services and Escalation Centers Grant Requirements, Section 2.1.3, 
Emergency Management Staff and Required Partnerships. 
 


 
By the date specified by 


HHSC and anytime thereafter 
when specified by HHSC 


As requested 


 
2-1-1 TIRN 


D-07  
 


 
6 


 
The Successful Respondent must develop and submit with their application an 
Emergency Operations, Escalation of Services, and Business Continuity Plan that 
describes the AIC’s processes for emergency preparation and response, including 


 
At Application 


 


 
At Application  


 
Annually 
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Disaster Response: 
Emergency Operations, 
Escalation of Services, 


and Business 
Continuity Plan  


RFA  
 


instances when AIC operations are directly impacted by a disaster or other event that 
has the potential to disrupt services.  It is critical the plan provides steps the AIC will 
take to ensure uninterrupted service delivery to customers.  Once approved, the plan 
must be updated annually and submitted to HHSC/TIRN within thirty (30) calendar 
days prior to the end of each state fiscal year. 
 
The Successful Respondent shall include all requirements outlined in Exhibit A, 
Contract Requirements, Section 3.4.2.2, Emergency Operations and Business 
Continuity. 
 


Within 30 calendar days prior 
to August 31 (the end of each 


state fiscal year) 


 
2-1-1 TIRN 


D-08 
 


Incident Report 
 


RFA  
 


  
The Successful Respondent shall submit an incident report in a format provided by 
HHSC/TIRN, within 24 hours of system outages.    
 
The Successful Respondent shall include all requirements outlined in Exhibit A, 
Contract Requirements, Section 3.4.2.4, Incident Reports. 
 


 
Within 24 hours of unplanned 


system outage 


 
As required 


 
2-1-1 TIRN 


D-09 
 


Transition Plan 
 


RFA 
 


  
The Successful Respondent shall submit an initial plan with the application.  The 
Successful Respondent shall submit a final plan submitted to HHSC within thirty 
(30) business days after execution of the contract.  HHSC and the respondent shall 
work together throughout the Transition Phase to establish a detailed schedule for all 
activities and define expectations for the content and format of the contract transition 
deliverables. 
 
 
The Successful Respondent shall include all requirements outlined in Exhibit A, 
Contract Requirements, Section 9, Transition Plan.    
 


 
At Application 


 
Within 30 business days after 
the date of contract execution 
and at least 30 business days 


before a change 
 


Ongoing plan updates and 
changes shall be submitted to 
HHSC for approval at least 


thirty (30) business days 
before a change becomes 


effective 


 
At Application 


 
One-time 


 
As Required 
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2-1-1 TIRN 


D-10 
 


Plan of Operation 
 


RFA 


 
6 


 
The Respondent shall submit an initial plan with the application. A final plan of 
operation must be submitted by the Successful Respondent to HHSC within thirty 
(30) business days after execution of the contract. On-going plan updates and 
changes shall be submitted to HHSC for approval at least thirty (30) business days 
before a change becomes effective. 
 
 
The Successful Respondent shall include all requirements outlined in Exhibit A, 
Contract Requirements, Section 3 Plan of Operation.   


 
At Application 


 
 


Within 30 business days after 
execution of the contract 


 
At least 30 business days 
before a change becomes 


effective 
 
 


 
 
 


At Application 
 


One-time 
 


As Required 


 
2-1-1 TIRN 


D-11 
 


Expenditure Proposal 
 


RFA 
 


  
The Respondent shall submit the initial Expenditure Proposal at application. The 
Successful Respondent shall submit a final Expenditure Proposal within thirty (30) 
calendar days after contract execution or by the date specified by HHSC; and 
annually thereafter no less than sixty (60) calendar days prior to the end of each state 
fiscal year.   
 
The Successful Respondent shall include all requirements outlined in Exhibit A, 
Contract Requirements, Section 6, Invoicing.   


 
At Application 


 
Within 30 calendar days after 


contract execution 
 


Annually thereafter no less 
than 60 calendar days prior to 


August 31 (the end of each 
state fiscal year) 


 


 
At Application 


 
One-time 


 
Annually 


 
2-1-1 TIRN 


 D-12 
 


Expenditure and 
Projection Report 


 
RFA 


 


  
The Successful Respondent shall provide quarterly reports to HHSC on both 
expenditures and projections by the twentieth (20th) calendar day after the end of the 
quarter.   
 
The Successful Respondent shall include all requirements outlined in Exhibit A, 
Contract Requirements, Section 6, Invoicing.   


 
By the twentieth (20th) 


calendar day after the end of 
the quarter 


 
Quarterly 
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2-1-1 TIRN 


D-13 
 


Invoicing 
 


RFA 


 
10 


 
The Successful Respondent shall submit requests for reimbursement monthly by the 
tenth (10th) business day of the month following the month in which expenses were 
incurred or services provided. 
 
The Successful Respondent shall include all requirements outlined in Exhibit A, 
Contract Requirements, Section 6, Invoicing.   
 


 
By the 10th business day of the 
month following the month in 
which expenses were incurred 


or services provided 


 
Monthly 


 
2-1-1 TIRN 


D-14 
 


Contract Monitoring 
Questionnaire 


 
RFA 


  
The Successful Respondent shall submit the initial Contract Monitoring 
Questionnaire within thirty (30) calendar days after contract execution and annually 
thereafter within sixty (60) calendar days prior to the end of each state fiscal year.   
 
The Successful Respondent shall include all requirements outlined in Exhibit A, 
Contract Requirements, Section 11, Contract Monitoring Questionnaire.   
 


 
Within 30 calendar days after 


contract execution 
 


Annually thereafter no less 
than 60 calendar days prior to 


August 31 (the end of each 
state fiscal year) 


 


 
One-time 


 
Annually 


 
 


 
2-1-1 TIRN 


D-15 
 


Turnover Plan 
 


RFA 


  
The Respondent shall submit an initial turnover plan with the application. A final 
Turnover Plan shall be submitted to HHSC within (thirty) 30 business days after 
execution of the contract, an Annual Operations Turnover Plan no less than sixty 
(60) calendar days prior to the end of each operational year of the contract, and a 
“ready to execute” Turnover Plan six (6) months prior to the end of the contract or 
upon request by HHSC. 
 
The Successful Respondent shall include all requirements outlined in Exhibit A, 
Contract Requirements, Section 8, Turnover Plan.   
 


 
At Application 


 
Within 30 business days after 


execution of the contract 
 


No less than 60 calendar days 
prior to the end of each 
operational year of the 


contract 
 


Six months prior to the end of 
the contract or upon request 


by HHSC 
 


 
At Application 


 
One-time 


 
Annually 


 
Six months 


before the end 
of the contract 


 
 


As Requested 
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2-1-1 TIRN 


 
Staffing Plan 


  
The respondent must submit an AIC Staffing Plan as an attachment to the proposal 
that demonstrates sufficient capacity to fulfill contract and performance 
requirements. Final Staffing Plan shall be submitted to HHSC/TIRN thirty (30) 
calendar days after contract execution (or date specified by HHSC/TIRN), and thirty 
(30) business days prior to the end of each operational year.  Ongoing Staffing Plan 
updates and changes shall be submitted to HHSC/TIRN for approval at least 
fourteen (14) calendar days before a change becomes effective. 
 
The Successful Respondent shall include all requirements outlined in Exhibit A, 
Contract Requirements, Section 3, AIC Staffing Plan.   


 
Within thirty (30) calendar 


days after contract execution 
 


No less than Thirty (30) 
business days prior to the end 


of each operational year. 
 


Ongoing Staffing Plan updates 
and changes shall be 


submitted to HHSC/TIRN for 
approval at least fourteen (14) 
calendar days before a change 


becomes effective 


 
One-time 


 
 
 


Annually 
 
 
 
 


As Required 
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Request for Applications (RFA) 
for 


2-1-1 Texas Information and Referral Network Operations 
RFA No. HHS0009792 


 
Exhibit K, HHS Online Bid Room 
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Online Bid Room 
 


Exhibit K 


Request for Applications 
HHS0009792 


 


Responses for this Request for <<x>> may be submitted electronically using the HHS 
Online Bid Room or any other method identified in the solicitation.  Use of the HHS 
Online Bid Room is optional and is subject to all terms and conditions, affirmations, 
and other requirements of the solicitation as any other method of submission. 


Read and review the solicitation package and all associated documents 
carefully before completing and submitting a response in the form and manner 
described in the solicitation package. Exhibits requiring signatures must be 
signed and included with the response by the solicitation response 
deadline. 


Questions regarding the solicitation must be addressed to the Point of Contact 
in the solicitation package. The Point of Contact is identified in the solicitation 
package. 


Submit the solicitation response in the form and manner described in the 
solicitation package on or before the response due date and time. 


IMPORTANT: The solicitation package will identify the specific form and method of 
delivery. Failure to adhere to the requirements in the solicitation package may result 
in disqualification. 


Access to the HHS Online Bid Room is a two-step process. 


Step 1: Register for the Enterprise Portal using the Enterprise Portal Link. It 
can take up to five business days to receive your user name and password. If 
you do not receive this information within five days, email  
pcsbids@hhsc.state.tx.us. 


Step 2: Using the Enterprise Portal login credentials you will receive via email, 
you can request the necessary HHS Online Bid Room user name and password 
to enter the HHS Online Bid Room to submit your response to the solicitation 
electronically. 


See our resources page for a tutorial, guidebook, and other resources to help you use 
the HHS Online Bid Room.  


IMPORTANT: Allow enough time for the registration process to submit your response 
by the response due date. Late solicitation responses are not accepted. 


The optional use of the HHS Online Bid Room and any resulting technical 
difficulties which may prevent a successful, responsive electronic submission 
of a solicitation response shall not be sufficient basis for a protest of a 
contract award. 



https://hhsportal.hhs.state.tx.us/iam/portal/Home/portalHome/

mailto:pcsbids@hhsc.state.tx.us

https://hhs.texas.gov/doing-business-hhs/contracting-hhs/hhs-online-bid-room






Evaluator


Respondent


# Criteria Weight Score Comments


1


1.1 Evaluate Respondent’s Qualifications and Experience against the requirements within the RFA. 5%


5%


2


2.1


Evaluate Respondent’s Project Work Plan and Plan of Operation against the following requirements within the RFA:


> A. Physical Location and Hours of Operation


> B. Technical Requirements


> C. AIRS Site Accreditation


> D. Financial Systems


10%


2.2


Evaluate Respondent’s Project Work Plan and Plan of Operation against the following requirements within the RFA:


> A. Plan of Operations


> B. AIC Staff Requirements


> C. AIC Staffing Plan


> D. Data Resource Management


> E. 211 Service Delivery


25%


2.3


Evaluate Respondent’s Project Work Plan and Plan of Operation against the following requirements within the RFA:


> A. Quality Assurance Plan


> B. Customer Feedback/Complaint Tracking
10%


2.4


Evaluate Respondent’s Project Work Plan and Plan of Operation against the following requirements within the RFA:


> A. AIC Quarterly Performance Reports


> B. Applicant Performance and Compliance


> C. AIC Performance and Support Activities


> D. Annual Performance Report


> E. Transition Plan


> F. Turnover Plan 


20%


65%


3


3.1
Evaluate the Expenditure Proposal against the requirements set out in the RFA.


30%


30%


100%


1


2


3


4


5


6


7


8


9


10


RFA No. HHS0009792


Exhibit M, Evaluation Tool for AIC


2-1-1 Texas Information and Referral Network Operations


Cost


Qualifications/Experience


Performance Requirements / Deliverables


TOTAL (%)


Subtotal


Subtotal


Subtotal








Evaluator


Respondent


# Criteria Weight Score Comments


1


1.1 Evaluate Respondent’s Qualifications and Experience against the requirements within the RFA. 10%


10%


2


2.1


Evaluate Respondent’s Project Work Plan and Plan of Operation against the following ESEC Operation’s requirements within the RFA:


> A. Infrastructure, Staffing, and Service Provisions


> B. Infrastructure Requirements


> C. Staffing Requirements


30%


2.2


Evaluate Respondent’s Project Work Plan and Plan of Operation against the following ESEC Service Provision requirements within the RFA:


A. Service Provision


B.STEAR Program
30%


60%


3


3.1
Evaluate the Expenditure Proposal against the requirements set out in the RFA.


30%


30%


100%


RFA No. HHS0009792


Exhibit N, Evaluation Tool for Emergency Services and


Escalation Centers


2-1-1 Texas Information and Referral Network Operations


Cost


Qualifications/Experience


Performance Requirements / Deliverables


TOTAL (%)


Subtotal


Subtotal


Subtotal








RESPONDENT: _______________________ 
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Cecile Young, Executive Commissioner 
 
 


Request for Applications (RFA) 
for 


2-1-1 Texas Information and Referral Network Operations 
RFA No. HHS0009792xxxx 


 
Exhibit OL, Exceptions Form 


  


  







RESPONDENT: _______________________ 
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Exceptions Form 
 


 


(NOTE TO RESPONDENTS: COMPLETION OF THIS EXHIBIT IS NOT REQUIRED 
IF THERE ARE NO EXCEPTIONS. SEE RFA HHS0009792, ARTICLE IV, SECTION 


4.5, NEGOTIATION AND AWARD)  


No exception -- nor any term, condition, or provision in a Solicitation Response that differs, 
varies from, or contradicts this Solicitation -- will be considered to be a part of any contract 


resulting from this Solicitation unless expressly made a part of the contract in writing by 
the System Agency. 


Solicitation 
Document 


Solicitation 
Document 
Section 
Number 


Solicitation 
Language to 
which 
Exception is 
Taken  


Basis of 
Exception 


Respondent's 
Proposed 
Language 


Still Want to 
be 
Considered 
for Contract 
Award if 
Exception 
Denied? 
(State "Yes" 
or "No") 


      
      
      
      
      


 
 
 
 





		(NOTE TO RESPONDENTS: COMPLETION OF THIS EXHIBIT IS NOT REQUIRED IF THERE ARE NO EXCEPTIONS. sEE RFA HHS0009792, Article IV, sECTION 4.5, Negotiation and Award)

		No exception -- nor any term, condition, or provision in a Solicitation Response that differs, varies from, or contradicts this Solicitation -- will be considered to be a part of any contract resulting from this Solicitation unless expressly made a pa...






Exhibit F, Assumptions Form 
HHS0004932 SNAP-Ed Priority Project 
 


EXHIBIT F-1:  ASSUMPTIONS FORM 
 
NOTE TO RESPONDENTS: COMPLETION OF THIS EXHIBIT IS NOT REQUIRED IF 
THERE ARE NO ASSUMPTIONS. SEE RFA HHS0004932 SECTION 3.5.5 ASSUMPTIONS.  
 
 


Solicitation 
Document 


Solicitation 
Document 


Section 
Number 


Solicitation Language regarding 
which Assumption is Made 


Assumption 
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Exhibit P, Federal Funding Accountability and Transparency Act (FFATA) 







FEDERAL FUNDING ACCOUNTABILITY AND TRANSPARENCY ACT (FFATA) 
CERTIFICATION 


- 1 - 


Legal Name of Contractor: FFATA Contact # 1 Name, Email and Phone Number: 


Primary Address of Contractor: FFATA Contact #2 Name, Email and Phone Number: 


ZIP Code: 9-digits Required www.usps.com Primary DUNS Number: 9-digits Required 
http://www.dnb.com/us/ 


- 


State of Texas Comptroller Vendor Identification Number (VIN) 14 Digits 


Printed Name of Authorized Representative Signature of Authorized Representative 


Title of Authorized Representative Date 


The certifications enumerated below represent material facts upon which HHSC relies when reporting 
information to the federal government required under federal law. If HHSC later determines that the 
Contractor knowingly rendered an erroneous certification, HHSC may pursue all available remedies in 
accordance with Texas and U.S. laws. Signor further agrees that it will provide immediate written notice 
to HHSC if at any time Signor learns that any of the certifications provided for below were erroneous 
when submitted or have since become erroneous by reason of changed circumstances. If the Signor 
cannot certify all of the statements contained in this section, Signor must provide written notice to 
HHSC detailing which of the below statements it cannot certify and why. 



http://www.usps.com/

http://www.dnb.com/us/





FEDERAL FUNDING ACCOUNTABILITY AND TRANSPARENCY ACT (FFATA) 
CERTIFICATION 


- 2 - 


As the duly authorized representative (Signor) of the Contractor, I hereby certify that 
the statements made by me in this certification form are true, complete and correct to 
the best of my knowledge. 


Did your organization have a gross income, from all sources, of less than $300,000 in 
your previous tax year? Yes No 


If your answer is "Yes," skip questions "A," "B," and "C" and finish the certification. 
If your answer is "No," answer questions "A" and "B." 


A. Certification Regarding Percent (%) of Annual Gross from Federal Awards.
Did your organization receive 80% or more of its annual gross revenue from federal
awards during the preceding fiscal year? Yes No


B. Certification Regarding Amount of Annual Gross from Federal Awards.
Did your organization receive $25 million or more in annual gross revenues from federal
awards in the preceding fiscal year? Yes No


If your answer is "Yes" to both question "A" and "B," you must answer question "C." 
If your answer is "No" to either question "A" or "B," skip question "C" and finish the 
certification. 


C. Certification Regarding Public Access to Compensation Information.
Does the public have access to information about the highly compensated officers/senior 
executives in your business or organization (including parent organization, all branches, 
and all affiliates worldwide) through periodic reports filed under section 13(a) or 15(d) 
of the Securities Exchange Act of 1934 (15 U.S.C. 78m(a), 78o(d)) or section 6104 of the 
Internal  Revenue  Code  of 1986?                           Yes No


If your answer is “Yes” to this question, where can this information be accessed? 


If your answer is “No” to this question, you must provide the names and total 
compensation of the top five highly compensated officers below. 


Provide compensation information here: 








To view the full contents of this document, you need a later version of the PDF viewer. You can upgrade 
to the latest version of Adobe Reader from www.adobe.com/products/acrobat/readstep2.html 
 
For further support, go to www.adobe.com/support/products/acrreader.html





Grants.gov Lobbying Form

D:20061122134148- 05'00'

D:20061122134148- 05'00'

Certification for Contracts, Grants, Loans, and Cooperative Agreements

 (2) If any funds other than Federal appropriated funds have been paid or will be paid to any person for influencing or attempting to influence an officer or employee of any agency, a Member of Congress, an officer or employee of Congress, or an employee of a Member of Congress in connection with this Federal contract, grant, loan, or cooperative agreement, the undersigned shall complete and submit Standard

Form-LLL, ''Disclosure of Lobbying Activities,'' in accordance with its instructions.

(3) The undersigned shall require that the language of this certification be included in the award documents  for all subawards at all tiers (including subcontracts, subgrants, and contracts under grants, loans, and cooperative agreements) and that all subrecipients shall certify and disclose accordingly. This certification is a material representation of fact upon which reliance was placed when this transaction was made or entered into. Submission of this certification is a prerequisite for making or entering into this transaction imposed by section 1352, title 31, U.S. Code. Any person who fails to file the required certification shall be  subject to a civil penalty of not less than $10,000 and not more than $100,000 for each such failure. 

If any funds have been paid or will be paid to any person for influencing or attempting to influence an officer  or employee of any agency, a Member of Congress, an officer or employee of Congress, or an employee of  a Member of Congress in connection with this commitment providing for the United States to insure or guarantee a loan, the undersigned shall complete and submit Standard Form-LLL, ''Disclosure of Lobbying Activities,'' in accordance with its instructions. Submission of this statement is a prerequisite for making or entering into this transaction imposed by section 1352, title 31, U.S. Code. Any person who fails to file the  required statement shall be subject to a civil penalty of not less than $10,000 and not more than $100,000 

for each such failure.

* APPLICANT'S ORGANIZATION

* SIGNATURE:

* DATE:

* PRINTED NAME AND TITLE OF AUTHORIZED REPRESENTATIVE

Suffix:

Middle Name:

* Title:

* First Name:

* Last Name:

Prefix:

CERTIFICATION REGARDING LOBBYING

(1) No Federal appropriated funds have been paid or will be paid, by or on behalf of the undersigned, to any  person for influencing or attempting to influence an officer or employee of an agency, a Member of

Congress, an officer or employee of Congress, or an employee of a Member of Congress in connection with the awarding of any Federal contract, the making of any Federal grant, the making of any Federal loan, the  entering into of any cooperative agreement, and the extension, continuation, renewal, amendment, or

modification of any Federal contract, grant, loan, or cooperative agreement.

The undersigned certifies, to the best of his or her knowledge and belief, that:

Statement for Loan Guarantees and Loan Insurance 

The undersigned states, to the best of his or her knowledge and belief, that:

		Mandatory: 

		Applicant's Organization: Enter the legal name of the organization that will undertake the assistance activity. This should normally be the name under which the organization has registered with the Business Partner Network.: 

		Prefix: Select the prefix (e.g., Mr., Mrs., Rev.) for the name of the Authorized Representative.: 

		Suffix: Select the suffix (e.g., Jr, Sr, PhD) for the name of the Authorized Representative.: 

		First Name: Enter the first (given) name of the Authorized Representative who is signing this form.: 

		Middle Name: Enter the middle name of the Authorized Representative.: 

		Title: Enter the title of the Authorized Representative who is signing this form.: 

		Last Name: Enter the last (family) name of the Authorized Representative signing this form.: 

		Signature: It is the organization's responsibility to assure that only properly authorized individuals sign in this capacity and/or submit the application to Grants.gov. Enter the Signature of Authorized Representative.: 

		Date Signed: Enter the date the AOR signed the application.: 

		XDPFirstField: 

		LastField: 










Please wait... 
  
If this message is not eventually replaced by the proper contents of the document, your PDF 
viewer may not be able to display this type of document. 
  
You can upgrade to the latest version of Adobe Reader for Windows®, Mac, or Linux® by 
visiting  http://www.adobe.com/go/reader_download. 
  
For more assistance with Adobe Reader visit  http://www.adobe.com/go/acrreader. 
  
Windows is either a registered trademark or a trademark of Microsoft Corporation in the United States and/or other countries. Mac is a trademark 
of Apple Inc., registered in the United States and other countries. Linux is the registered trademark of Linus Torvalds in the U.S. and other 
countries.





Y:\\Pam_Ward\\Grant.Gov\\Originals\\Batch 2 -  SF424 Family -  Core\\SF424B- V1.1.xfd

pward

D:20061106140556- 05'00'

D:20061106140629- 05'00'

1.

OMB Number: 4040-0007     Expiration Date:  02/28/2022

ASSURANCES - NON-CONSTRUCTION PROGRAMS

Public reporting burden for this collection of information is estimated to average 15 minutes per response, including time for reviewing instructions, searching existing data sources, gathering and maintaining the data needed, and completing and reviewing the collection of information. Send comments regarding the burden estimate or any other aspect of this collection of information, including suggestions for reducing this burden, to the Office of Management and Budget, Paperwork Reduction Project (0348-0040), Washington, DC 20503.

 

PLEASE DO NOT RETURN YOUR COMPLETED FORM TO THE OFFICE OF MANAGEMENT AND BUDGET.  SEND 

IT TO THE ADDRESS PROVIDED BY THE SPONSORING AGENCY.

NOTE:

Certain of these assurances may not be applicable to your project or program. If you have questions, please contact  the awarding agency. Further, certain Federal awarding agencies may require applicants to certify to additional assurances. If such is the case, you will be notified.

As the duly authorized representative of the applicant, I certify that the applicant:

Has the legal authority to apply for Federal assistance and the institutional, managerial and financial capability (including funds sufficient to pay the non-Federal share of project cost) to ensure proper planning, management and completion of the project described in this application.

Act of 1973, as amended (29 U.S.C. §794), which prohibits discrimination on the basis of handicaps; (d) the Age Discrimination Act of 1975, as amended (42 U.S.C. §§6101-6107), which prohibits discrimination on the basis of age; (e) the Drug Abuse Office and Treatment Act of 1972 (P.L. 92-255), as amended, relating to nondiscrimination on the basis of drug abuse; (f) the Comprehensive Alcohol Abuse and Alcoholism Prevention, Treatment and Rehabilitation Act of 1970 (P.L. 91-616), as amended,  relating to nondiscrimination on the basis of alcohol abuse or alcoholism; (g) §§523 and 527 of the Public Health Service Act of 1912 (42 U.S.C. §§290 dd-3 and 290 ee- 3), as amended, relating to confidentiality of alcohol and drug abuse patient records; (h) Title VIII of the Civil Rights Act of 1968 (42 U.S.C. §§3601 et seq.), as amended, relating to nondiscrimination in the sale, rental or financing of housing; (i) any other nondiscrimination provisions in the specific statute(s) under which application for Federal assistance is being made; and, (j) the requirements of any other nondiscrimination statute(s) which may apply to the application.

2.

Will give the awarding agency, the Comptroller General of the United States and, if appropriate, the State, through any authorized representative, access to and the right to examine all records, books, papers, or documents related to the award; and will establish a proper accounting system in accordance with generally accepted accounting standards or agency directives.

3.

Will establish safeguards to prohibit employees from using their positions for a purpose that constitutes or presents the appearance of personal or organizational conflict of interest, or personal gain.

4.

Will initiate and complete the work within the applicable time frame after receipt of approval of the awarding agency.

5.

Will comply with the Intergovernmental Personnel Act of 1970 (42 U.S.C. §§4728-4763) relating to prescribed standards for merit systems for programs funded under 

one of the 19 statutes or regulations specified in 

Appendix A of OPM's Standards for a Merit System of Personnel Administration (5 C.F.R. 900, Subpart F).

6.

Will comply with all Federal statutes relating to nondiscrimination. These include but are not limited to:

(a) Title VI of the Civil Rights Act of 1964 (P.L. 88-352)

which prohibits discrimination on the basis of race, color

or national origin; (b) Title IX of the Education

Amendments of 1972, as amended (20 U.S.C.§§1681-

1683,  and 1685-1686), which prohibits discrimination on 

the basis of sex; (c) Section 504 of the Rehabilitation

Previous Edition Usable

Standard Form 424B (Rev. 7-97)Prescribed by OMB Circular A-102

Authorized for Local Reproduction

7.

Will comply, or has already complied, with the requirements of Titles II and III of the Uniform Relocation Assistance and Real Property Acquisition Policies Act of 1970 (P.L. 91-646) which provide for fair and equitable treatment of persons displaced or whose property is acquired as a result of Federal or federally-assisted programs. These requirements apply to all interests in real property acquired for project purposes regardless of Federal participation in purchases.

8.

Will comply, as applicable, with provisions of the Hatch Act (5 U.S.C. §§1501-1508 and 7324-7328) which limit the political activities of employees whose principal employment activities are funded in whole or in part with Federal funds.

Standard Form 424B (Rev. 7-97) Back

9.

12.

Will comply, as applicable, with the provisions of the Davis- Bacon Act (40 U.S.C. §§276a to 276a-7), the Copeland Act (40 U.S.C. §276c and 18 U.S.C. §874), and the Contract Work Hours and Safety Standards Act (40 U.S.C. §§327- 333), regarding labor standards for federally-assisted construction subagreements.

Will comply with the Wild and Scenic Rivers Act of 1968 (16 U.S.C. §§1271 et seq.) related to protecting components or potential components of the national wild and scenic rivers system.

10.

Will comply, if applicable, with flood insurance purchase requirements of Section 102(a) of the Flood Disaster Protection Act of 1973 (P.L. 93-234) which requires recipients in a special flood hazard area to participate in the program and to purchase flood insurance if the total cost of insurable construction and acquisition is $10,000 or more.

11.

Will comply with environmental standards which may be prescribed pursuant to the following: (a) institution of environmental quality control measures under the National Environmental Policy Act of 1969 (P.L. 91-190) and Executive Order (EO) 11514; (b) notification of violating facilities pursuant to EO 11738; (c) protection of wetlands pursuant to EO 11990; (d) evaluation of flood hazards in floodplains in accordance with EO 11988; (e) assurance of project consistency with the approved State management program developed under the Coastal Zone Management Act of 1972 (16 U.S.C. §§1451 et seq.); (f) conformity of Federal actions to State (Clean Air) Implementation Plans under Section 176(c) of the Clean Air Act of 1955, as amended (42 U.S.C. §§7401 et seq.); (g) protection of underground sources of drinking water under the Safe Drinking Water Act of 1974, as amended (P.L. 93-523); and, (h) protection of endangered species under the Endangered Species Act of 1973, as amended (P.L. 93- 205).

13.

Will assist the awarding agency in assuring compliance with Section 106 of the National Historic Preservation Act of 1966, as amended (16 U.S.C. §470), EO 11593(identification and protection of historic properties), and the Archaeological and Historic Preservation Act of 

1974 (16 U.S.C. §§469a-1 et seq.).

14.

Will comply with P.L. 93-348 regarding the protection of human subjects involved in research, development, and related activities supported by this award of assistance.

15.

Will comply with the Laboratory Animal Welfare Act of 1966 (P.L. 89-544, as amended, 7 U.S.C. §§2131 et seq.) pertaining to the care, handling, and treatment of warm blooded animals held for research, teaching, or other activities supported by this award of assistance.

16.

Will comply with the Lead-Based Paint Poisoning Prevention Act (42 U.S.C. §§4801 et seq.) which prohibits the use of lead-based paint in construction or rehabilitation of residence structures.

17.

Will cause to be performed the required financial and compliance audits in accordance with the Single Audit Act Amendments of 1996 and OMB Circular No. A-133, "Audits of States, Local Governments, and Non-Profit Organizations."

18.

Will comply with all applicable requirements of all other Federal laws, executive orders, regulations, and policies governing this program.

SIGNATURE OF AUTHORIZED CERTIFYING OFFICIAL

TITLE

DATE SUBMITTED

APPLICANT ORGANIZATION

Will comply with the requirements of Section 106(g) of the Trafficking Victims Protection Act (TVPA) of 2000, as amended (22 U.S.C. 7104) which prohibits grant award recipients or a sub-recipient from (1) Engaging in severe forms of trafficking in persons during the period of time that the award is in effect (2) Procuring a commercial sex act during the period of time that the award is in effect or (3) Using forced labor in the performance of the award or subawards under the award.

19.

		Mandatory: 

		TextField1: 

		ViewBurdenStatement: 

		Signature of the Authorized Certifying Official: Enter the Signature of the Authorized Certifying Official. This field is required.: 

		Title: Enter the title of the official certifying that the applicant organization will comply with the requirements set forth in this assurance form. This field is required.: 

		Applicant Organization: Enter the name of the applicant organization. This field is required.: 

		Date Signed: Enter the date signed. Enter in the format mm/dd/yyyy. This field is required.: 

		FormVersionIdentifier: 

		LastField: 










Texas Health and Human Services System 
Exhibit S: HHS Indirect Cost Rate (ICR) Questionnaire 


HHS0009792 2-1-1 Texas Information and Referral Network Operations


Effective Date February 14, 2018 / Revision Date September 4, 2020 Page 1 of 4 


Exhibit K: HHS Indirect Cost Rate Questionnaire


The Indirect Cost Rate Questionnaire (ICRQ) is required to initiate the indirect cost rate process. Organizations may choose to 
waive indirect costs, request the 10% De Minimis, inform HHS of an existing Federal or State Negotiated Indirect Cost Rate, or 
negotiate an indirect cost rate directly with Texas HHS Federal Indirect Cost Rate Group. All questions must be answered unless
instructed to skip forward. This form and any requested attachments must be submitted through the Subrecipient Landing Page 
or with the Request For Application response. 


Subrecipient Landing Page Link: https://texashhs.secure.force.com/GranteeLandingPage/


Section 1. Grantee Information 


Legal Name of Entity: 


Texas Identification Number (TIN): Organization Fiscal Year End Date: 


Point of Contact Name: Point of Contact Title: 


Point of Contact Phone: Point of Contact E-mail: 


Section 2. State of Texas Grant History 


1. Has the organization ever received a grant from a State of Texas agency in the past?


 Yes 


Using the check boxes below, indicate whether the underlying 
funds were from a Federal entity, State entity, or both. 


 Federal  State  Both 


 No 







Section 3. Request de minimis Indirect Cost Rate 


If eligible, would the organization like to request the 10% de minimis Indirect Cost Rate? 


 Yes  No 


Section 4. Request Reimbursement for Indirect Costs 


If eligible, does the organization wish to request reimbursement for indirect costs? 


 Yes  No 


The organization has indicated that indirect costs 


reimbursement from HHS is not applicable at this time for all 
HHS System Contracts. No further information is needed. 


Skip to Section 7. Signature 


Section 5. Federal ICR Information 


1. Does the organization have a current ICR approved by any federal cognizant agency or a federally approved cost


allocation plan?


 Yes 


Expiration Date: 


Include the federal approval letter when submitting 
this form. 


Skip to Section 7. Signature 


 No 


Exhibit S: HHS Indirect Cost Rate (ICR) Questionnaire HHS0009792 
2-1-1 Texas Information and Referral Network Operations







Section 5. Federal ICR Information (cont.) 


2. Has the organization had an ICR approved by any federal cognizant agency or a federally approved cost allocation plan in
the past?


 Yes 


Include the most recent expired federal approval letter 
when submitting this form. 


 No 


3. Is the organization applying for a new federal indirect cost rate or seeking a new federally approved cost allocation plan?


 Yes  No 


Proceed to Section 6: State ICR Information 


Section 6. State of Texas ICR Information 


1. Does the organization have a current ICR approved by any State of Texas agency?


 Yes 


Expiration Date: 


Include the State approval letter when submitting this 


form. 


Skip to Section 7. Signature 


 No 


Exhibit S: HHS Indirect Cost Rate (ICR) Questionnaire HHS0009792 
2-1-1 Texas Information and Referral Network Operations







Section 6. State ICR Information (cont.) 


2. Has the organization had an ICR approved by any State of Texas agency in the past?


 Yes 


Include the most recent expired State approval letter 


when submitting this form. 


 No 


3. Is any State of Texas agency currently reimbursing the organization for indirect costs?


 Yes 


List the most recent State of Texas agencies that are 


reimbursing your organization for indirect costs. 


 No 


4. Has any State of Texas agency reimbursed the organization for indirect costs on any grant award in the past?


 Yes 


List the most recent State of Texas agencies that reimbursed 
your organization for indirect costs in the past. 


 No 


Section 7. Signature of Organization Representative 


Printed Name: Signature: 


Title: Date of Execution: 


Exhibit S: HHS Indirect Cost Rate (ICR) Questionnaire HHS0009792 
2-1-1 Texas Information and Referral Network Operations





		Legal Name of Entity: 

		Texas Identification Number TIN: 

		Organization Fiscal Year End Date: 

		Point of Contact Name: 

		Point of Contact Title: 

		Point of Contact Phone: 

		Point of Contact Email: 

		Printed Name: 

		Title: 

		Yes Section 2: Off

		No Section 2: Off

		Federal Section 2: Off

		State Section 2: Off

		Both Section 2: Off

		Yes Section 3: Off

		No Section 3: Off

		Yes Section 4: Off

		No Section 4: Off

		Yes Section 5: 

		1: Off

		2: Off

		3: Off



		No Section 5: 

		1: Off

		2: Off

		3: Off



		Yes Section 6: 

		1: Off

		2: Off

		3: Off

		4: Off



		No Section 6: 

		2: Off

		3: Off

		4: Off

		1: Off



		List of recent State agencies Section 6: 

		3: 

		4: 



		Date of Execution: 

		Expiration Date Section 5: 

		1: 



		Expiration Date Section 6: 

		1: 
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2-1-1 Texas Information and Referral Network
Database Inclusion/Exclusion Criteria 


The function of the 2-1-1 Texas Information and Referral Network (2-1-1 TIRN), also referred to as 
2-1-1 Texas, is to collect, organize, and disseminate comprehensive and accurate information
regarding government and non-profit social services available to residents of Texas. These criteria
are based on the Alliance of Information and Referral Systems (AIRS) Standards for Professional
Information and Referral.


Inclusion Policy: 
Service organizations seeking inclusion of their agency in the 2-1-1 database must be providing 
services for six (6) consecutive months prior to consideration for inclusion in the database. 
Information and/or validated internet links about programs and organizations falling under the 
following categories may be considered for inclusion in the 2-1-1 database: 


 Federal, state, county, and/or municipal government social service programs


 Community, nonprofit, and/or faith-based organizations that offer social services to the
community at large


 Critical for-profit health and human services1


 Health and human service advocacy groups and professional organizations


 Toll-free hotlines and websites which provide information about/or direct access to a health or
human service to Texans


To remain in good standing and prevent removal, all organizations in the database agree to 
participate in an annual review and maintain regular updates of their data as changes occur. 


Exclusion Policy: 
2-1-1 TIRN reserves the right to exclude and remove organizations and programs from the 2-1-1
database. Grounds for exclusion or removal from the database may include, but are not limited to:


 Inclusion in a “Specialized Database”2


 Service non-delivery


1 “Critical for-profit” social services are those of foundational importance and/or provide a unique offering to a community or region.  A "critical for-profit" 
service would be considered for inclusion in the database if similar non-profit or governmental services in the community are missing or lacking. Special 
consideration of associated fees is necessary.  


2 A specialized database offers information about services for a particular need or demographic. 2-1-1 TIRN makes all efforts to avoid duplication of 
existing databases. If an existing database offers information about specialized services and meets this inclusion policy, 2-1-1 TIRN may link to such 
databases, rather than duplicating these services within the 2-1-1 database. 



http://www.airs.org/i4a/pages/index.cfm?pageid=3371

http://www.airs.org/i4a/pages/index.cfm?pageid=3371
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 Failure to update information annually or as changes occur 
 
 Fraud or misrepresentation 
 
 Discrimination 
 
 Criminal activities 
 
 Serious substantiated complaints lodged against the organization with:  


- Any regulatory body 
- Health and human service organizations 
- 2-1-1 TIRN, or any other program of the Health and Human Services System 
- 2-1-1 TIRN Area Information Centers (AICs) 


 
If an organization, or the programs for which the organization is requesting inclusion, does not meet 
the guidelines for inclusion into the 2-1-1 database, or meet any of the exclusion guidelines, the 
regional AIC will notify that organization of exclusion by letter or email. An organization who receives 
an exclusion determination may file an appeal. Appeals must be submitted via letter or email to the 
AIC that issued the exclusion determination. 
 
Inclusion appeals will be considered during a monthly meeting of 2-1-1 Resources Managers. 
Resource Managers will decide the matter by consensus based on the 2-1-1 TIRN Inclusion / 
Exclusion Criteria. The organization will be notified of the appeal decision by letter or email within two 
(2) weeks following the meeting. 
 
An organization has the right to a final appeal to the 2-1-1 TIRN Program Manager within thirty (30) 
days of receipt of an exclusion appeal determination. The 2-1-1 TIRN Program Manager will issue a 
decision by letter or email within one (1) month of receipt of the appeal. The decision of the 2-1-1 
TIRN Program Manager is final. 
 
The Resource Managers group will review, and revise as necessary, these Inclusion/ Exclusion 
Criteria once per year. 
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Call Monitoring Overview  


Introduction  


The Quality-Standards & Definitions Guide serves as a comprehensive reference for operationalizing components of the 


TIRN Quality Monitoring (QM) form. The ultimate goal of the Quality-Standards & Definitions Guide is to provide clear 
expectations for quality in information and referral service (I&R) delivery for TIRN contractors, promote consistency 


across the Network, and ensure fidelity and objectivity across the scoring process.   


The development of the quality-monitoring tool is described, along with an explanation of the process and procedures 


for carrying out quality assurance monitoring. Additionally, definitions of the various quality indicators are included 


along with examples of key phrases or behaviors to watch for in the contact-monitoring process. While TIRN presents 
these core expectations for I&R quality, 2-1-1 Area Information Centers (AICs) are welcome to assess for additional 


quality measures beyond the items included here. 


Finally, the development of this guide and the attached quality monitoring tool have been informed by the TIRN Plan of 


Operations and AIRS Standards and Quality Indicators for Professional Information and Referral, Version 8.0.  


Assessment Tool Design Process 


The attached QM form was developed and validated through the following process:  


1. Review of QM forms across the Network  
a. Identification of common versus unique indicators  


b. Common indicators: Those that appear on every QM form across the Network 
c. Unique indicators: Those that appear on a few, some, but not many QM forms across the Network  


2. SOS Workgroup Focus Group  
a. Workgroup scored the common and unique indicators based on a scale of low-medium-high importance to 


delivering an I&R call  
b. Scoring was inventoried and each element discussed, including key phrases to operationalize the 


component  
c. Feedback from the focus group on key phrases has helped inform and operationalize the Quality-


Standards & Definitions Guide   
3. TAIRS Focus Group  


a. Common indicators identified and focus group asked to vote for top four most important  
i. Objective: Assessing feedback on weighting common indicators  


b. Unique indicators identified and focus group asked to vote for only the most important 
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i. Objective: Identifying additional indicators for inclusion on a TIRN QM form  


4. Additional Considerations 
a. Attached QM form & weighting informed by TIRN contract deliverables on I&R quality. Each criterion is 


assigned a numeric value, and criterion specifically called out in the contract Plan of Operations are 
weighted heavier. 


b. Attached QM form informed by AIRS Standards and Quality Indicators (AIRS, v. 8, Standard 1) and TIRN 
practice experience  


5. STEAR  
a. Pending section for criterion related to STEAR transfers and STEAR registries 


b. Scripts developed by the SOS Workgroup will be rolled out which will provide quality indicators for STEAR 
transfer calls  


c. Once rolled out, SOS scripts will be used as a framework for any new additions/scoring/etc. to this section  


Monitoring Best Practices  


Reserved for future use.  


Methodology  


Process  


1. Using the HHSC/TIRN provided QM form, Contractor must periodically monitor recorded and active calls, and if 


applicable, written transcriptions of web chat and text inquiries, for all I&R Contact Specialists and provide 


feedback on the quality of service delivery.  


2. Monitoring must be conducted by an I&R Contact Specialist’s supervisor (e.g. Director, Contact Center Manager, 


Lead I&R Specialist, and/or Supervisor). 


3. Should monitoring identify any concerns or issues (e.g. agent-specific concern), coaching/feedback should be 


provided in accordance with the Contractor’s Quality Assurance Plan.  


4. An average quality assessment score of 80% or more should be met for interactions sampled during the reporting 


period. 


5. Outcomes will be measured by submitted documentation of quality monitoring activities and results as a part of 


quarterly reporting. 
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Inclusion/Exclusion Criteria  


1. Standard information and referral interactions only  


2. No STEAR related transfers or interactions included in quality assurance monitoring, research purposes only  


3. No outbound follow-up calls  


4. Interactions must be longer than one minute in duration 


Quality Monitoring Indicators  


Contact Details 
 


1. Date/Time: Record the date and time the call took place.  


2. Contact Type: Record the call type (e.g. referral, information, transfer, advocacy). This is information is reflected in 


the contact report generated through the customer relationship management (CRM) system. 


3. Length of contact: Record the contact duration as reflected in the Verint call recording software or CRM system. 


4. Specialist Name/ID & AIC: Provide the agent ID, name, and AIC of the recorded call. This will assist AIC 


management staff who may request a copy of the QM form for training and coaching purposes. 


5. Contact Record ID: Document the Contact ID. This information is reflected in the call data section of the recorded 


call on Verint.  


6. Special Projects: Indicate whether the AIC has an active, approved Special Project. Depending on the Special 


Project, this may impact the calls, call content, and call duration. AIC's must have prior TIRN approval before 


engaging in a Special Project.   


Contact/Greeting  


Quality 


Indicator 
Definition Purpose 


Key Phrases or Behavior 


Examples 


Additional 


Considerations 


1.  


Uses standard 
greeting 


- Identifies agency name 


 
- Specialist provides their 


name/pseudonym 


- Clearly identifies who 


inquirer has reached 
 


"Thank you for calling 2-1-1 


Texas, [AIC/Agency Name]. 
This is _. How may I help 


you?" 


- If a specialist 


uses a 
pseudonym, 
they should 
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- Specialist provides an offer 


to help 


- Establishes rapport and 
connection  


- Specialist demonstrates 
that they are interested 


in providing assistance  


 
"2-1-1 Texas, [AIC/Agency 


Name], this is _. How may I 
help you?" 


maintain 
consistency with 


the name 
provided 


2.  
Offers brief 


description of 
2-1-1 services 
for first time 


inquirers/than
ks repeat 


inquirers for 
contacting 2-
1-1 again 


- If an inquirer asks or 
appears unsure, or if it is 


an inquirer's first time 
contacting 2-1-1, specialist 
provides a brief 


explanation of 2-1-1 I&R 
services: Free, 24/7 


service to connect 
individuals to community 
resources  


- Educates first time 
inquirers 


 
- Sets expectations about 


the role of I&R (link and 


navigate, not case 
management or the 


resource itself)  
 


- Thanks inquirer for 


contacting 2-1-1 again, 
which helps build rapport 


and conveys to inquirer 
that specialist is glad 
they reached out 


"2-1-1 is a 24 hour service 
that connects Texans to 


community resources." 
 


"2-1-1 is a 24/7 hotline that 


links Texans to community 
resources." 


 
"2-1-1 is a 24/7 hotline that 
connects you to resources in 


your community."  
 


"We're glad you called us 
again."  


- Item should not 
be scored N/A, 


as Specialist 
should 
demonstrate 


effort to ask if it 
is an inquirer's 


first time 
contacting 2-1-1 
or thank the 


inquirer for 
contacting 2-1-1 


again 


3.  
Educates caller 
on difference 


between Opt. 
1 and Opt. 2 


(when 
applicable)  


- If caller asks or appears 
unsure, specialist should 
briefly explain the 


difference between the 
various 2-1-1 options:  


 
- Option 1 is for services in 


their area (rent, utility, 


prescription assistance, 
etc.)  


- Option 2 is for State 
Benefits programs (SNAP, 
Medicaid, TANF, CHIP) 


- Empowers and helps 
callers to better 
understand and navigate 


the 2-1-1 IVR system  
 


"It sounds like you're 
looking for help with your 


[SNAP/Medicaid/TANF/CHIP] 


benefits. You did dial the 
right number, but actually 


reached Option 1. We 
connect people to 


community resources. 


Option 2 is for benefit 
programs like SNAP, 


Medicaid, or TANF. I would 
be happy to transfer you."  


 


- Item scored N/A 
if it is evident 
caller has clear 


understanding 
of who they are 


speaking with 
(e.g. called 
before, states 


understanding 
and familiarity 


as may be the 
case with 
service 


providers, caller 
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Assessment/Clarification  


- Option 3 is for reporting 
fraud, waste, or abuse of 


State Benefits  
- Options 4 is for help 


leaving home during 
disaster  


- Options 8 is for mental 


health or substance abuse 
issues  


- Typically, a caller will only 
need to know the 
difference between Option 


1 and Option 2 


"You dialed the right 
number, but you actually 


reached Option 1 at this 
line. Option 2 is for State 


benefits like SNAP or 
Medicaid. If you would like, I 
would be happy to transfer 


you." 


expresses wish 
to not hear the 


difference, or 
does not allow 


specialist to 
explain--hangs-
up, does not 


have time), call 
is not Opt. 2 


related. 


Quality 


Indicator 
Definition Purpose 


Key Phrases or Behavior 


Examples 


Additional 


Considerations 


4.  
Asks effective 
questions to 


identify 
inquirer's 


need/reason 
for inquiry, 
explaining 


need for 
certain 


questions  


- Specialist should ask 
pertinent questions to 
assist in identifying and 


clarifying the inquirer's 
need and determining an 


accurate referral. These 
include questions that seek 
to understand the origin of 


the issue, what steps the 
inquirer has taken to 


address the problem thus 
far, clarifying questions to 


verify service area, and 
questions that elicit details 
on the nature of the 


problem or resources 


- Transitions conversation 
from opening rapport to 
assessment of inquirer's 


reason for contact 2-1-1  
 


- Helps specialist make an 
accurate assessment of 
the inquirer's situation 


 
- Assists in identifying 


most appropriate 
referrals for addressing 


the inquirer's concerns 
 


 
“Do you have transportation 


to get to _ agency?” 


 
“You need help paying your 


rent. May I ask when it is 
due?” 


 


“Are you looking for a food 
pantry that is open on a 


particular day?”  
 


“Just so I understand…” 
 


- Item scored N/A 
if inquirer asks 
directly for an 


agency’s contact 
info (i.e. 


information 
call), or caller 
requests Opt 2 


transfer 
 


- Item scored 
"No" if evident 


other relevant 
questions need 
to be asked and 


specialist only 
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available (e.g. Is the issue 
time sensitive? Has the 


inquirer already spoken 
with a particular agency 


before? Does the inquirer 
have any mobility or 
transportation concerns 


that will help in 
determining an 


appropriate referral? What 
potential resources does 
the inquirer have that may 


help in meeting the stated 
need? What barriers exist 


that prevent the inquirer 
from meeting the stated 
need?)   


- May identify additional, 
potentially unstated 


needs  
 


- On occasion, may queue 
specialist to explore the 
inquirer's resources when 


community resources are 
unavailable 


 
- Used to prepare inquirer 


for further probing 


questions 


“What do you know about _ 
resources in your 


community?” 
 


“To help me search for 
resources…”  


 


- Asks open-ended 
questions 


 
"There are a few different 


places that may handle that 


so can you tell me a little 
more…" 


 


requested 
demographic 


information 
 


- Specialist should 


pay attention to 
the inquirer's 


cues and be 
mindful not to 
overwhelm the 


inquirer with 
clarifying 


questions, 
explaining need 
for certain 


questions  


5.  
Records 
inquirer's zip 


code, age, 
gender, 


military status, 
1st time caller 
status (if 


provided) 


- Specialist should request 
inquirer's demographic info  
 


- If inquirer asks why the 
info is being requested, 


specialist should explain 
reason or need for 
demographic questions 


and that information 
remains confidential  


 
- When needed, specialist 


should affirm inquirer's 
right to refuse information 
and that refusal in no way 


prohibits access to I&R 
services, although it may 


Demographic info:  
- Informs community 


reporting  


- Maps trends in unmet 
needs 


- Identifies areas for 
increased outreach 
efforts  


- Assists specialists 
garnering “enough 


information about 
inquirers to help them 


address and/or resolve 
their problems (AIRS 
Standards, 8.0)”  


 


"I am happy to help you. 
Before we get started, do 
you mind if I get some 


information from you first?" 
 


"To look for resources in 
your area, may I have your 


zip code?" 


 
"You do not have to provide 


this information; however, I 
do want to let you know that 


I cannot guarantee the 
agencies will be able to 


serve your region without 


your zip code." 
 


- Item scored N/A 
if the inquirer 
refused to 


provide their 
information 


  
- Demographic 


info requested 


during the 
contact should 


be logged 
accurately in 


iCarol 
 
- As is already the 


practice, 
specialists can 
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hinder ability to locate 
most appropriate referral 


 
- Should inquirer refuse to 


provide information, use 
"00000" for logging zip 
code 


 


"Your information is strictly 
confidential." 


 
"I understand your refusal; 


however without information 
I may not be able to locate 


appropriate resources." 


 
"Is this your first time 


contacting 2-1-1?" 


infer caller's 
gender  


 
- Specialists will 


be scored on 
whether they 
followed 


procedure in 
asking for 


demographic 
information as a 
whole, not on 


each individual 
piece of 


demographic 
information 
 


- Only zip code is 
needed on Opt 2 


transfer calls  


6.  
Probes gently 


(if applicable)  


- Specialist responds to cues 
from inquirer to determine 


if additional help may be 
needed, exploring further 
the inquirer's problem and 


resources  
 


- Uses minimal encouragers 
 


- Identifies potentially 
underlying need or 


unstated problem  
 


- Helps specialist dig 


deeper to understand the 
inquirer's situation  


 
- Demonstrates that the 


specialist is interested in 
fully understanding the 
inquirer's reason for 


contacting 2-1-1 


“Do you have a difficult time 
keeping food in the house?” 


 
“Could you share what is 
going on that you cannot 


pay your rent?”  
 


“Have you had trouble 
getting to your doctor’s 


appointment before?” 
 


“Could you tell me more 


about…” 


- Item scored N/A 
on 


straightforward 
information 
contacts and it 


is clear 
additional 


probing is not 
needed 
 


- Probing should 
be done gently 


and should stop 
once it becomes 


clear that the 







 


TIRN Quality-Standards & Definitions Guide (November 2016)             10 


inquirer does 
not want to go 


on any further  


7.  
Inquirer's 


concerns/requ
ests are 


clearly 
acknowledged 
(reflecting, 


clarifying, 
summarizing) 


- Specialist paraphrases 
inquirer's concerns to 


confirm understanding 
 


- Offers reflective 
statements that convey 
empathy  


 
- Tone of voice empathetic, 


and congruent to inquirer's 
situation  
 


- Affirms/Validates inquirer's 
feelings (when 


appropriate) 
 
- Can be in the form of a 


question or statement 
 


- Inquirer should not be 
asked to repeat 
information unnecessarily 


- Demonstrates to inquirer 
that specialist is listening  


 
- Ensures specialist 


understands inquirer's 
situation 


 


- Provides specialist with 
information necessary to 


perform accurate referral 
search 


 


- Helps aid memory  
 


- Validates inquirer's 
experience and builds 
rapport  


“That seems like a lot on 
your plate…” 


 
“You have tried a lot of 


places already. Let me look 
for other resources that help 
with utilities that you might 


not have known about. How 
does that sound?”  


 
“Let me make sure I 


understood you correctly…”  


 
"So you are looking for 


information on subsidized 
childcare?" 


 


“I can see how that would 
make you feel…”  


 
“So, you think you are ready 


to apply for financial 


assistance and then look for 
somewhere else to live?" 


 
"I would be glad to look up 


some places that provide 
free car seats." 


- Although it is 
encouraged for 


the specialist to 
confirm they 


understand the 
inquirer's need 
and request, 


this item scored 
N/A on 


straightforward 
information 
contacts 


 


 


8.  
Assists 


inquirer to 


- Encourages inquirer who 
appears overwhelmed by 


multiple and cumulative 


- Helps to redirect inquirer 
to more digestible, and 


“What is your most 
important need today?”  


 


- Item scored N/A 
if inquirer's 


request is clear, 
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identify 
problem and 


prioritize 
needs  


needs: encourages inquirer 
to focus on most pressing 


need for that day  
 


- Redirects or guides 
inquirer to most pressing 
need for that time 


 
- Keeps inquirer on track 


and focused 


manageable problem-
solving approaches 


 
- Prioritizes helping 


process  
 
- Creates a buffer for the 


specialist in cases of 
chronic inquirers  


 
- Maintains mindfulness 


around contact volume 


and productivity 


“It sounds like you have a 
lot going on. I am glad you 


reached out. Which need 
you like to start with 


today?”  
 
“Which bill would you like to 


focus on first?”  
 


- Refers to short-term case 
management resources, 
as appropriate 


and need to 
prioritize is 


unnecessary (as 
in cases on 


information 
inquiries, or 
single need 


inquiries) 
 


- Contact 
management 
techniques such 


as focusing and 
redirecting, 


should always 
be performed in 
a respectful and 


professional 
manner  


9.  


Identifies and 
assesses 


additional 
needs (if 
applicable)  


- If the inquirer's statements 


or the assessment of the 
inquirer's situation reveal 


additional needs, specialist 
should make an attempt to 
clarify, assess, and offer 


referrals to meet those 
needs.  


 


 


 


- Inquirer may not have 


known to ask and/or did 
not know how to ask 


about these additional 
needs, or that resources 
for those needs were 


available  
 


- Ensures comprehensive 
assessment of inquirer's 


situation  
 
- Demonstrates to inquirer 


that the specialist is truly 
engaged and interested 


in assisting them 


“I am so sorry to hear about 


your loss…You mentioned 
needing help with burial 


costs. We also have 
resources for bereavement 
support if that sounds like 


something you would be 
interested in during this 


time.”  
 


“You called about 
prescription assistance for 
your diabetes. I wonder, 


would you be interested in 
any diabetes management 


- Item scored  


N/A if no 
additional needs 


are revealed  
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classes if I can find some in 
the database?”  


 
 “I know you are waiting to 


apply for Medicaid, but in 
the meantime, would you 
like me to find any free or 


low-cost clinics where you 
can see a doctor now?”  


 
“I am happy to transfer you 
to Opt 2 to talk to someone 


about your SNAP case, but 
before I do, would you like 


information about food 
pantries or places that offer 
food vouchers in your area?”  


 
“Would you like some 


information on shelters in 
case you are not able to 


find rental assistance?” 


10.  
Screened for 
crisis or 


disaster 
intervention 


and followed 
appropriate 


protocol (when 
applicable)  


Appropriately identifies 
characteristics of a crisis 
inquiry:  


- Inquirer appears more in 
need of venting the 


problem than finding 
resources to help 


- Inquirer involves specialist 
providing more crisis 
intervention than I&R  


- Inquirer describes 
experiencing strong 


- Identifies the 
characteristics of a crisis 
inquiry  


- Ensures specialist 
understand the role of 


I&R in the event of a 
crisis  


- Understands the 
protocols for lethality 
assessments and 


protective measures  


"Are you thinking about 
suicide?"  


 


"Are you safe right now?" 
 


"Are you hurt?"  
 


"Are you thinking about 
killing yourself?"  


 


"May I have your name and 
phone number in case we 


get disconnected?"  


- Item scored N/A 
if it is evident 
that inquirer is 


not in crisis and 
intervention not 


needed  
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feelings of hopelessness or 
a loss of control  


- Inquirer uses phrases such 
as "I can't take it 


anymore," "suicide," or 
talks about being a burden 
to others 


- Inquirer is extremely 
emotional, focusing more 


on their feelings than the 
facts of the problem 


- This includes assistance for 


individuals threatening 
homicide, suicide, or 


assault, suicide survivors, 
victims of 
abuse/neglect/violence, 


runaway youth, psychiatric 
emergencies, and 


chemically dependent 
people in crisis  


 
Assesses the situation and 
implements the appropriate 


response  
- Is inquirer in immediate 


danger? 
- In cases of domestic 


violence inquiries, ensure 


that the assailant has left 
the vicinity and determine 


whether inquirer needs 
emergency medical 
treatment 


- Obtains pertinent data 
early in the conversation, 


- Understands the limits of 
I&R in the event of a 


crisis  
 


 
"Will you wait on the line 


while I get help?"  
 


"Will you promise not to 
hurt yourself until we have 


found some help?  


 
"Would you be willing to let 


me see what resources are 
out there for you?"  


 


"I know you and I are 
talking over the phone, but I 


wonder, would you be 
interested in having 


someone come out to check 


on you and perhaps sit with 
you for a while?" 
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such as the inquirer's 
name, location, and phone 


number (depending on the 
immediacy of the need 


- Allows the inquirer to talk 
freely 


- Uses active listening skills 


and validates the inquirer's 
feelings 


 
- Connects inquirer to 


appropriate channels for 


crisis intervention and 24-
hour follow-up (e.g. 


connecting to 9-1-1, crisis 
hotline warm transfer, 
individual counseling 


resources, etc.) 
 


- Conducts lethality 
assessment and follows 


lethality tool in the 
database when inquirer 
presents potential cues or 


phrases that indicate 
desire to self-harm or 


harm others 
 
- In cases of suspected child 


or elder abuse, specialist 
contacts appropriate 


channels to report abuse 
(e.g. CPS, APS) 


 


- Accurately logs crisis 
contact type, referrals, and 
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I&R Provision  


advocacy taken in contact 
form notes of database 


Quality 
Indicator 


Definition Purpose 
Key Phrases or Behavior 


Examples 


Additional 
Considerations 


11.  
Avoids giving 


personal 
advice/opinion 


- Provides inquirer with a 
menu of options, not a 


detailed assignment  
 


- Avoids political 
commentary or offering 
personal opinions about 


resources in database 
 


- Seeks to provide inquirer 
with multiple options, 
without becoming case 


management  


- Empowers inquirer by 
providing various 


approaches to their 
situation, giving them a 


range of options  
 
- Maintains objectivity 


about community 
resources, mitigating risk 


of influencing inquirer 
with personal biases  


“You have a few different 
options to start with. If any 


of these are not what you 
are looking for, you can 


always give us a call back. 
We are here 24/7.”  


 


 
Avoid: 


 “Well I have done…”  
 


“When this happened to 


me…” 
 


"You should really call...." 


- Item should not 
be scored N/A, 


as either the 
specialist 


refrained from 
offering 
personal 


advice/opinions 
or they did not  


12.  
Appropriate 


referral(s) 
given (based 
on need, 


distance, 
eligibility, etc.)  


- Referrals or information 
provided are indeed linked 


to the inquirer's actual 
need(s) 
 


- Specialist avoids providing 
inquirer referrals to 


resources that are: outside 
of inquirer's service area, 


- Demonstrates that 
specialist listened to 


inquirer's concerns/needs  
 


- Establishes rapport and 


quality customer service  
 


- Ensures inquirer receives 
the most accurate 


“The next resource that 
might be able to help you 


with your rent  bill is...”  
 


“It looks like this clinic is no 


longer accepting new 
patients. Would you like me 


to see if there are any other 


- Item scored N/A 
if it was an 


unmet need 
 


- This section 


does not apply 
to specialists 


who attempt to 
problem-solve 
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no longer accepting new 
clients, open on a day 


when the inquirer cannot 
go, unless inquirer 


specifically requests 
specialist to do so 


 


- Referrals should be 
appropriate to inquirer's 


situation and the most 
relevant resources 


 


- Effectively uses the 2-1-1 
database to identify 


resources 


resources for stated 
need(s) 


 


community clinics in your 
area that might work?”  


 
“I found a few food pantries 


in your area where you do 
not need to make an 


appointment.”  


 
- Confirms whether there 


are specific preferences 
or requirements (e.g. 
evening hours, proximity 


to public transit, etc.) 


with inquirers in 
areas where 


resources are 
limited, as in 


rural areas or 
where resources 
may not exist as 


readily for a 
particular need 


 


13.  
Provides all 


pertinent 
program 
information 


(program 
name, phone 


#, hours, 
requirements, 
etc.)  


- Provides all relevant 
program details for all 


referrals including phone 
numbers, addresses, 
hours, and eligibility 


information. The 
information should be 


accurate and pertinent to 
the request. Enough 
information should be 


giving to help the inquirer 
make an informed choice  


- Ensures inquirer receives 
everything they need to 


contact the referral  
 
- Educates inquirer about 


any needed 
documentation to bring 


to first appointment, 
mitigating risks of having 
to reschedule  


 


“__ food pantry is open 
Wednesdays from 5-7pm. 


You do not need an 
appointment at this one, but 


be sure to bring a bag to 


receive food. Their phone 
number and address is...” 


 
“Before you go for your first 


appointment, be sure to 


bring a copy of your rent bill 
and past-due notice from 


your landlord.” 
 


“This program provides 
transportation assistance for 
adults 65 and older Monday 


through Saturday. They 
request that you call for an 


- Item scored N/A 
if it was an 


unmet need 
 


- Verify with 


iCarol resource 
record   
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appointment at least 48-
hours in advance.”   


14.  


Provides at 


least 3 
referrals per 
need, when 


available  


 


- Where possible and 


practical, provide at least 3 
referrals  


 
- Specialist uses cues from 


the inquirer to determine if 


he/she may be 
overwhelmed by too many 


options  
 


- All referrals should be 


logged in database 


- Gives the inquirer 


various options to 
addressing his or her 


concerns  
 


- Protects the I&R service 


from being perceived as 
making a 


“recommendation”  


“Would you like to get 


started with those for 
now and give us a call if 


they are not what you 
are looking for?”  


 


“Those are the only two 
resources I am seeing 


here for…Is there 
anything else I can help 


you with?” 


- Item scored N/A 


if it was an 
unmet need 


15.  
Avoids jargon, 


uses simple 
statements 


- Uses plain language  
 


- Avoids industry language  


- Removes any false 
feelings of hierarchy in 


the helping relationship  
 


- Ensures any inquirer can 
understand the 
information provided 


“It sounds like you have a 
lot going on. I wonder, 


would you be interested in 
talking with someone who 


can meet with you regularly 
face to face to help?” 


  


Avoids:  
“Have you called _agency 


and asked about their 
eligibility criteria?”  


- Item should not 
be scored N/A, 


as either the 
Specialist 


refrained from 
using jargon or 
they did not 


16.  


Provides 
advocacy and 
asks 


permission for 
advocacy 


when needed  


- When appropriate, 


empowers inquirer with 
information or language 
needed to call on their 


own, suggesting ways the 
inquirer can advocate for 


themselves  


- Provides enhanced 


information and referral 
for callers who are not 
able to call on their own  


 
- Demonstrates sensitivity, 


positive customer 


"You definitely have tried a 


lot of the right places and 
asked the right questions. I 
wonder, would you like if I 


call the agency with you on 
the phone? We can explain 


- Item scored N/A 


if it is evident 
advocacy was 
not needed (e.g. 


information 
inquires, 


inquiries where 
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- If advocacy is provided, 
inquirer's consent must be 


obtained before 
information can be 


disclosed 
- Appropriately identifies 


characteristics of inquirer's 


who may need or want 
advocacy: 


- Callers who need 
assistance to communicate 
their needs to a service 


provider or otherwise 
represent themselves 


- Vulnerable populations 
such as children, elderly, 
callers who experience a 


mental or physical 
limitations or need 


additional assistance, 
callers who appear 


confused or disoriented  
- Cases in which the life or 


well-being of an individual 


is in jeopardy: child abuse, 
elder abuse, homicide, 


suicide, domestic violence, 
etc.  


- Callers who present angry 


or frustrated because they 
feel they have faced undue 


hardship in finding an 
agency available to them 


- Callers who have a 


complaint about a service 


service, and validates 
inquirer's feelings who 


feel no one is able or 
willing to help them 


 
- Takes proactive, 


protective measures for 


inquirer, or an associated 
individual, whose life or 


well-being may be in 
danger or at risk 


the situation and see if you 
can get the help you need."  


 
"May I have your permission 


to have someone come out 
and check on you?" 


 


"I am glad you gave us a 
call. I would like to transfer 


you to the program and 
explain your situation if that 


is alright with you."  


 
"When you call this agency, 


you will want to ask to 
speak to a caseworker. That 
is a person who may be able 


to work with you more 
closely to make sure you get 


the help you need."  
 


"If you would like, I can take 
down your first name and 
phone number and call a 


few places to see what help 
we can find….Hi this is 


[name] again from 2-1-1. 
We spoke about an hour ago 


about your need for __. I 


have a person on the line 
from __ agency, and he's 


willing to hear our story and 
see if there's something he 
can do to help. Why don't 


you tell them what you 


it is clear 
inquirer 


understands the 
information 


necessary and 
presents 
capable of 


calling on their 
own) 
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shared with me about the 
situation?" 


17.  
Avoids long 


pauses (<10 
seconds) 


- In instances of long pauses 
(or muting audio), explains 


to inquirer why this is 
happening  


- Assures inquirer that 
specialist is still there 


  
- Does not leave inquirer 


in the dark while 


performing referral 
search 


  
- Ensures that inquirer 


feels engaged throughout 


the interaction 


"I am still here, I am just 
doing a little research."  


 
"Still looking for something 


in your area. Just a 


moment." 


- Item should not 
be scored N/A, 


as either the 
Specialist 
refrained from 


long pauses or 
they did not  


18.  
Follows 


appropriate 
procedures if 


caller placed 
on hold 
(permission, 


return and 
status update, 


thank caller 
upon return) 


- Asks inquirer's permission 
to be placed on hold while 


specialist searches for 
resources or consults a 


supervisor 
 


- Returns and provides a 


status update 
 


- Thanks inquirer for holding 
upon return  


- Assures inquirer that 
their time is valuable to 


specialist 
 


- Does not leave inquirer 
in the dark while 
performing referral 


search  
 


- Keeps inquirer engaged 
throughout I&R process  


“Would it be ok if I place 
you on a brief hold to look 


up some resources?”  
 


“Wanted to let you know I 
am still doing a little 


research.”  


 
“Thank you so much for 


holding. I was able to find a 
few resources that help 


with…” 


- Item scored N/A 
if inquirer was 


not placed on 
hold  


 
- As best as 


possible, 


specialists 
should try to 


avoid having to 
place a inquirer 
on hold 


19.  
Explores/ 
problem solves 


when no 
resources are 


available 


- Asks caller if they have 
friends/family that might 
be able to help with the 


situation 
  


- Builds awareness that 
some faith-based groups 
sometimes help with 


- Seeks to connect caller 
to potential next step in 
addressing their situation 


after they hang up, 
regardless if it is a 


resource in the 2-1-1 
database or a personal 
resource 


“I am sorry, I am having 
trouble finding anything in 
your area to help with that. 


Are there any other bills that 
you could use help with that 


might free up some 
resources?” 


 


- Item scored N/A 
if need was 
met/referrals 


were given  
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Professionalism/Communication Skills  


community members' 
needs 


 
- Models and brainstorms 


with caller on potential 
alternative avenues for 
addressing need(s) 


 
- In situations where a 


referral cannot be given, 
the presenting need must 
be recorded as unmet. The 


recording of an unmet 
need must be qualified by 


the recording of a reason 
for its being unmet.  
 


  
- Broadens the caller's 


potential menu of options 
for addressing the need 


or request 


"Has anything like this 
happened to you before?"  


 
"Can you remember what 


worked for you the last time 
you went through something 


like this?"  


 
“Do you have a back-up 


plan if you are not able to 
find assistance for _?” 


 


"Have you tried to talk to 
utility company to see if you 


can make a payment plan or 
arrangement?" 


20.  
Accurately 
records unmet 


needs 


- In situations where a 
referral cannot be given, 
the presenting need must 


be recorded as unmet. The 
recording of an unmet 


need must be qualified by 
the recording of a reason 
for its being unmet.  


- Recording unmet needs 
can inform outreach 
efforts for planning 


organizations, nonprofits 
or other service 


providers such as faith 
based organizations, 
schools, etc.  


 - Item scored NA 
if need was 
met/referrals 


were given. 


Quality 


Indicator 
Definition Purpose 


Key Phrases or Behavior 


Examples 


Additional 


Considerations 
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21.  
Uses active 


listening skills 
and engages 


inquirer 
appropriately  


- Pays close attention to 
what the inquirer is stating  


 
- Avoids having the inquirer 


repeat something 
unnecessarily  


 


- Avoids drawing conclusions 
 


- Uses minimal encouragers  
 
- Tone and inflection are 


appropriate to inquirer's 
situation (avoids flippant, 


upbeat tone if inquirer 
appears distraught or 
angry) 


 
- Refrains from talking over 


inquirer 
 


- Uses reflective statements 
to let the inquirer know 
the specialist is listening 


- Demonstrates that 
specialist is able to 


appropriately take cues 
from the inquirer 


 
- Cultivates rapport and 


seeks to create a space 


where inquirer is 
comfortable sharing  


 
- Communicates to 


inquirer that they matter, 


this is not just another 
inquiry 


 
- Ensures specialist fully 


comprehends inquirer's 


reason for contacting 2-
1-1  


 
- Helps specialist identify 


potential underlying, 
perhaps unstated, needs 


"I see"  
 


"mmhmm"  
 


"Tell me more" 
 
"You've had to contact a lot 


of agencies. You sound 
frustrated and have a right 


to feel that way." 
 


"So you're worried about 


___?"  
 


"You're tired of getting the 
run around. Why don't we 
see what we can do to help 


point you in the right 
direction. " 


- Item should not 
be scored N/A, 


as Specialist 
either applied 


active listening 
skills and 
engaged the 


inquirer 
appropriately or 


they did not 


22.  


Establishes 
rapport with 


inquirer  


- Demonstrates genuine 


interest in inquirer's 
situation  


 
- Engages inquirer 


throughout interaction 


- Creates an environment 


where inquirer feels 
welcomed, valued, and 


comfortable sharing  
 


- Provides a positive 
customer service 
experience 


"How are you today?"  


 
"I am glad you called. Let 


me see what I can find for 
you."  


 
"It sounds like you've done 


a great job holding 


everything together. I'm 
really glad you felt you could 


reach out and ask for help." 


- Item should not 


be scored N/A, 
as Specialist 


either made an 
effort to 


establish 
rapport or they 
did not, 


regardless if an 
inquirer does 


not create space 
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or respond to it 
(e.g. hangs up, 


rushes 
interaction due 


to time 
constraint, etc.) 


23.  


Avoids 
interrupting 
inquirer 


unnecessarily  


- Avoids cutting inquirer off, 


while maintaining control 
of the conversation  
 


- Does not talk over inquirer 
  


- Does not talk down to 
inquirer 


 


- Should specialist need to 
interrupt inquirer to 


redirect or refocus, should 
be done so in a 
professional, kind manner   


- Ensures conversation 


stays on topic  
 


- Prevents inquirer from 


"rambling," ensuring 
caller gets the needed 


help, specialist does not 
get drained, and respects 
incoming inquiries  


 
- Specialist should not 


assume they know what 
the inquirer needs and 
speaks while they are 


talking 
 


- Allows specialist to better 
hear unspoken needs  


"I am sorry to interrupt…" - Item should not 


be scored N/A, 
as Specialist 
either made an 


effort to avoid 
interrupt the 


inquirer 
unnecessarily or 
they did not 


 


24.  
Tone of voice 
is clear, 


pleasant, and 
calm 


- Appropriate tone of voice 


and inflection used to 
convey empathy and 
engagement with the 


inquirer's situation  
 


- Tone of voice is warm, 
kind and inviting  


 


- Cultivates an 


environment where caller 
feels welcomed  
 


- Words are not run 
together, but clear, so 


caller can understand 
information being 
provided  


 


 - On calls: Item 


should not be 
scored N/A, as 
the Specialist's 


tone of voice 
should be clear 


and pleasant on 
all calls. 
Specialist can 


engage in 
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- Tone of voice should not 
be flat, sharp, harsh, 


short, or judgmental 
- Whether it is the first or 


the last call of the day, 
tone should communicate 
the same level of service 


- Creates positive 
customer service 


experience  


boundary 
setting with 


challenging 
inquirers and 


still maintain a 
clear, 
professional 


tone.  


25.  
Responds to 


inquirer in 
professional, 


non-
judgmental, 
culturally 


appropriate 
and timely 


manner  


- Tone of voice is kind, 


warm, and welcoming  


 


- Avoids speaking down to 


caller  


 


- Avoids judging caller for 


having stated need or 


request 


 


- Specialist validates the 


caller’s effort to address 


the problem thus far 


 


- Avoids slang like "ain't" or 


"gunna" 


- Validates caller’s feelings 
 


- Where stigma is often 
present in helping 


situations, assures caller 
2-1-1 is not here to 
judge and pleased to 


help 
 


- Removes 
barriers/establishes 
rapport so caller feels 


comfortable sharing 
details of situation that 


will help specialist in 
determining an 
appropriate referral  


 
- Affirms caller’s dignity  


 
- Ensures specialist 


appears professional and 
knowledgeable 


“You have definitely called 
the right places. Let me see 


what else I might be able to 
find.”  


 
“I'll be happy to assist you." 


 


"I am glad you called us 
today." 


 
"It's not a problem to look 
up those resources. Let's 


see what we can find." 
 


Avoids:  
"Why having you tried 


asking your family for help 


yet?" 
 


"Why didn't you call before 
this was due?" 


 
 


- Item should not 
be scored N/A 


as Specialist 
was professional 


and timely in 
response or 
they were not  


 


26.  - Involves effort to 
understand the inquirer's 


- Demonstrates specialist 
is genuinely interested in 


"It's clear that you've been 
trying very hard to take the 


right steps." 


- Item scored N/A 
if clear inquirer 


does not want 
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Expresses 
empathy 


appropriately  


feelings and respond 
appropriately  


 
- Uses at least one 


empathetic statement or 
minimal encourager as 
appropriate  


 
- Tone of voice and 


inflection is appropriate 
based on inquirer's 
need(s) 


 
- Accurately identifies 


opportunities to 
demonstrate empathy  
(e.g. hardship, loss of job 


or family member, anger 
at not being able to find 


help) 
 


inquirer's situation and 
feelings  


 
"I understand that must be 


difficult…"  
 


"It took a lot of courage for 
you to call today." 


 


 
"It sounds like you have 


been trying very hard to 
cope with this." 


 


  
 


 


anything more 
than 


information/refe
rrals from their 


call to 2-1-1 
(e.g. "business 
focused")   


 
- "No" will be 


given if there 
were clear 
opportunities for 


empathy and 
the specialist did 


not utilize 
empathy 
statements 


 
- Not all contacts 


require verbal 
empathy 


statements: 
empathy can be 
communicated 


through tone of 
voice, minimal 


encouragers 


27.  
Delivers “bad 


news” gently 
and with 
kindness  


- Information 
cushioned/delivered with 


empathetic tone  
 


- "Bad news" includes, but is 


not limited to, cases where 
no resource for a particular 


- Communicates that 
specialist understand and 


is mindful of difficulty in 
no resources being 
available  


"I apologize, I am not 
finding anything in database 


for that. Is there something 
else I can possibly help 


with?"  


 
"I'm really sorry, but that 


training program is only for 


- Item scored N/A 
if need was 


met/referral 
given  
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need, or in a particular 
region, is not available 


 
- Specialist requests how 


else they may help 
inquirer  
 


people who are under 45 
years." 


 
"Unfortunately I am not 


seeing any resources for..." 


28.  
Appropriately 
addresses 


challenging, 
chronic, or 


disrespectful 
inquirers   


- Specialist communicates 
that they will not allow 
profanity, vulgar, lewd, or 


disrespectful language  
 


- Specialists warns inquirer 
that conversation will be 
disconnected if the 


behavior continues  
 


- Maintains calm, respectful 
demeanor during the 
interaction 


- Creates boundaries that 
protect the specialist  
 


- Avoids risk or perception 
that 2-1-1 allows 


derogatory language 
about a particular 
population  


 
- Sets expectations and 


rules and engagement 
for I&R service 


"If you continue to use that 
language, I will disconnect 


the call."  


 
"I am happy to help, I just 


cannot do so if you continue 
to yell."  


 


"We're aware that you have 
called multiple times today 


and will not able to assist 
you if you continue to…" 


- Item scored N/A 
if conversation 
is not 


categorized as 
challenging or 


disrespectful  


29.  
Controls and 
maintains 


proper pace   


- Specialist focuses on 
providing high-quality 
customer experience while 


remaining conscious of 
contact volume and 


productivity  
 


- Avoids unnecessary 


conversation that is not 
pertinent to resolving the 


inquirer's stated 
need(s)/request(s) 


 


- Prevents interactions 
from being extended 
unnecessarily  


 
- Demonstrates that 


inquirer's time is 
valuable  


 


- Shows genuine interest 
in understanding the 


inquirer's situation  
 
- Ensures accurate 


assessment is provided, 


  
"I am happy to provide you 
that information. Let me try 


to get you to the places that 
might be able to help you." 


 
"Would you like to give 


those resources a call for 


now? If you need any other 
help we are here 24/7 and 


you are more than welcome 
to call back." 


- Item is scored 
on Specialist's 
demonstration 


of effort to 
control and 


maintain proper 
pace and should 
not be scored 


N/A.  
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Closing   


- Avoids rushing the 
conversation 


 
- Speaks slowly when 


dictating information 
 


and details or clues on 
underlying needs are not 


overlooked 


Quality 


Indicator 
Definition Purpose 


Key Phrases or Behavior 


Examples 


Additional 


Considerations 


30.  


Asks “is there 


anything else 


I can help you 


with?" 


- Before closing the 
conversation, ask "Is there 


anything else I might be 
able to assist you with?" 


- Ensures that inquirer has 
all the information they 


need to contact the 
program  
 


- Assesses for additional 
needs  


"Is there anything else I can 
help you with today?"  


 
"Did you get all the 


information about the 


agencies? I am happy to 
repeat a number or address 


if you need me to." 
 


"Is there anything I can help 


with before I transfer you?" 
 


"Will this be enough to get 
you going for now? 


Remember, you can call 


back anytime." 


- Item scored N/A 
if inquirer 


disconnects 
before Specialist 
had an 


opportunity to 
ask 
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Follow-up Protocol (if applicable) 


31.  
Thanks 


inquirer for 
contacting 2-


1-1 and 
encourages 
them to reach 


out again 
if/when 


needed  


- Encourages inquirer to 
contact 2-1-1 again if 


further assistance is 
needed, their situation 


changes, or if information 
provided proves incorrect, 
inappropriate, or 


insufficient 


- Demonstrates that 
specialist is genuinely 


interested in helping 
inquirer meet his or her 


stated need(s) 
 


- Affirms to inquirer that 


2-1-1 is available 24/7  
 


“Thank you for calling 2-1-1 
_. We are here 24/7, so give 


us a call if you need 
anything else or if those 


agencies are not what you 
are looking for.”  


 


“Thanks again for calling. 
Give us a call anytime, if 


other things pop up, we are 
here 24/7.” 


- Item scored N/A 
if inquirer 


disconnects 
before Specialist 


had an 
opportunity to 
thank them for 


contacting 2-1-1 


Quality 


Indicator 
Definition Purpose 


Key Phrases or Behavior 


Examples 


Additional 


Considerations 


32.  
Offers follow-


ups for 
endangerment, 
basic needs, 


and vulnerable 
population 


calls, as 
needed 


- Specialist offers follow-up 
for inquirers who are at risk 


and/or vulnerable and in 
situations where the 
Specialist believes that 


inquirers do not have the 
necessary capacity to 


follow through and resolve 
their problems 
 


Example situations that may 
trigger follow-up include, but 


are not limited to:  
- Elderly callers inquiring 


about food assistance 


- Inquirers with children 
requesting information 


about shelter services  


- Measures effectiveness of 
referral provided 


 
- Identifies additional 


needs/barriers 


 
- Follow-up information is 


used as a further means 
of evaluating the 
effectiveness of existing 


community service 
providers and for 


identifying gaps in 
community services  


"Would you like us to give 
you a call in a week or so to 


check in and see if you were 
able to get the help you 


needed?"  


 
"I realize you have a lot on 


your plate. Would you like 
us to reach out in a few 


days to see if those places 


were able to help?" 
 


"Someone from our agency 
will be calling you in a few 


days to see if you were able 


to get the help you needed." 


- Item scored N/A 
if inquirer 


disconnects 
before Specialist 
has a chance to 


offer  
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- Situations where advocacy 
was provided  


33.  
Asks inquirer's 


consent to 
follow-up and 


if it is ok to 
mention 2-1-1 
when calling 


back  


- To ensure caller safety, 
follow-up is not conducted 


on domestic violence calls  
- Consents caller to receive 


outbound follow-up 


- Protects safety and 
privacy of inquirer  


"May I have your first name 
and phone number to 


follow-up with you in about 
a week?" 


"If we call and someone else 
were to answer, is it ok if we 


mention 2-1-1?"  


- Item scored N/A 
if inquirer was 


not offered a 
follow-up  
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2-1-1 TIRN Region
Calls Offered 
Calendar Year 


2019


Estimated Web-Based 
Chat & Text Handling 


Sessions Annually


Estimated Web-based Chat & Text 
Messages Sessions Handled 


Monthly


Alamo 186,465 46,616 3,885 
Bryan College Station 27,205 6,801 567 
Central Texas 44,540 11,135 928 
Coastal Bend 35,961 8,990 749 
Concho Valley 16,599 4,150 346 
Deep East Texas 30,009 7,502 625 
East Texas 50,386 12,597 1,050 
Golden Crescent 16,815 4,204 350 
Gulf Coast 634,678 158,670 13,222 
Heart of Texas 35,467 8,867 739 
Middle Rio 26,941 6,735 561 
North Central Texas - Dallas 336,541 84,135 7,011 
North Central Texas - Fort Worth 118,053 29,513 2,459 
North East Texas 30,551 7,638 636 
North Texas 22,768 5,692 474 
Panhandle 33,678 8,420 702 
Permian Basin 32,674 8,169 681 
Rio Grande 60,621 15,155 1,263 
South Central 106,181 26,545 2,212 
South East Texas 40,979 10,245 854 
South Plains 35,185 8,796 733 
South Texas 41,907 10,477 873 
Texoma 26,703 6,676 556 
Tip of Texas 74,143 18,536 1,545 
West Central Texas 32,697 8,174 681 


211 TIRN Operations
RFA No.  HHS0009792


Exhibit V, 2-1-1 TIRN Estimated Messaging Sessions Handled by Region
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FORM A: RESPONDENT INFORMATION 


RFA: HHS0009792  Page 1 of 4 
 


 
   
This form requests basic information about the respondent and project, including the signature of the authorized representative. 


The face page is the cover page of the proposal and must be completed in its entirety. 
RESPONDENT INFORMATION 


1)  LEGAL BUSINESS NAME:       
2)  MAILING Address Information (include mailing address, street, city, county, state and 9-digit zip code): Check if address change  
       


 3)  PAYEE Name and Mailing Address, including 9-digit zip code (if different from above): Check if address change  
       


 4) DUNS Number (9-digit) required if receiving federal funds:                                 
5) Federal Tax ID No. (9-digit), State of Texas Comptroller Vendor ID Number (14-digit) or 
Social Security Number (9-digit):   


      


*The respondent  acknowledges, understands and agrees that the respondent's choice to use a social security number as the vendor identification number for the 
contract, may result in the social security number being made public via state open records requests. 
6)  TYPE OF ENTITY (check all that apply): 
  City  Nonprofit Organization*  Individual 
  County  For Profit Organization*  Federally Qualified Health Centers 
  Other Political Subdivision  HUB Certified  State Controlled Institution of Higher Learning 
  State Agency  Community-Based Organization  Hospital 
  Indian Tribe  Minority Organization  Private  
    Faith Based (Nonprofit Org)  Other (specify):        
*If incorporated, provide 10-digit charter number assigned by Secretary of State:        
7)  PROPOSED BUDGET PERIOD: Start Date:   End Date:  
8)  REGION/COUNTIES SERVED BY PROJECT:        
9)  TOTAL AMOUNT OF FUNDING REQUESTED:        11)  PROJECT CONTACT PERSON 


10)  PROJECTED EXPENDITURES     Name: 
Phone: 
Fax: 
Email: 


      
      
      
      


Does respondent’s projected federal expenditures exceed $750,000, or 
its projected state expenditures exceed $750,000, for respondent’s 
current fiscal year (excluding amount requested in line 9 above)? ** 
 
          Yes            No   
 
**Projected expenditures should include anticipated expenditures under all 
federal grants including “pass through” federal funds from all state agencies, or 
all anticipated expenditures under state grants, as applicable. 


12)  FINANCIAL OFFICER 
 Name: 


Phone: 
Fax: 
Email: 


      
      
      
      


13)  Applicant’s Funding Opportunity:    ☐ Area Information Center (AIC) Only. ☐ Emergency Services and Escalation Centers 
(ESEC). 


14) Region: (Applicant must select at one Region) 
Check Box Region Counties Included in Region 


☐ 
Alamo Atascosa, Bandera, Bexar, Comal, Frio, Gillespie, Guadalupe, Karnes, 


Kendall, Kerr, Medina, Wilson 


☐ Bryan/College Station Brazos, Burleson, Grimes, Leon, Madison, Robertson, Washington 


☐ Central Texas Bell, Coryell, Hamilton, Lampasas, Milam, Mills, San Saba 
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☐ 
Coastal Bend Aransas, Bee, Brooks, Duval, Jim Wells, Kenedy, Kleberg, Live Oak, 


McMullen, Nueces, Refugio, San Patricio 


☐ 
Concho Valley Coke, Concho, Crockett, Irion, Kimble, Mason, McCulloch, Menard, 


Reagan, Schleicher, Sterling, Sutton, Tom Green 


☐ 
Deep East Texas Angelina, Houston, Jasper, Nacogdoches, Newton, Polk, Sabine, San 


Augustine, San Jacinto, Shelby, Trinity, Tyler 


☐ 
East Texas Anderson, Camp, Cherokee, Gregg, Harrison, Henderson, Marion, 


Panola, Rains, Rusk, Smith, Upshur, Van Zandt, Wood 


☐ Golden Crescent Calhoun, DeWitt, Goliad, Gonzales, Jackson, Lavaca, Victoria 


☐ 
Gulf Coast Austin, Brazoria, Chambers, Colorado, Fort Bend, Galveston, Harris, 


Liberty, Matagorda, Montgomery, Walker, Waller, Wharton 


☐ Heart of Texas Bosque, Falls, Freestone, Hill, Limestone, McLennan 


☐ 
Middle Rio Grande Dimmit, Edwards, Kinney, La Salle, Maverick, Real, Uvalde, Val 


Verde, Zavala 


☐ North Central Texas 
D ll  


Collin, Dallas, Denton, Ellis, Hunt, Kaufman, Navarro, Rockwall 


☐ North Central Texas 
F t W th 


Erath, Hood, Johnson, Palo Pinto, Parker, Somervell, Tarrant, Wise 


☐ 
North East Texas Bowie, Cass, Delta, Franklin, Hopkins, Lamar, Morris, Red River, 


Titus 


☐ 
North Texas Archer, Baylor, Clay, Cottle, Foard, Hardeman, Jack, Montague, 


Wichita, Wilbarger, Young 


☐ 


Panhandle Armstrong, Briscoe, Carson, Castro, Childress, Collingsworth, Dallam, 
Deaf Smith, Donley, Gray, Hall, Hansford, Hartley, Hemphill, 
Hutchinson, Lipscomb, Moore, Ochiltree, Oldham, Parmer, Potter, 
Randall, Roberts, Sherman, Swisher, Wheeler 


☐ 


Permian Basin Andrews, Borden, Crane, Dawson, Ector, Gaines, Glasscock, Howard, 
Loving, Martin, Midland, Pecos, Reeves, Terrell, Upton, Ward, 
Winkler 


☐ Rio Grande Brewster, Culberson, El Paso, Hudspeth, Jeff Davis, Presidio 


☐ 
South Central Texas Bastrop, Blanco, Burnet, Caldwell, Fayette, Hays, Lee, Llano, Travis, 


Williamson 


☐ South East Texas Hardin, Jefferson, Orange 


☐ 
South Plains Bailey, Cochran, Crosby, Dickens, Floyd, Garza, Hale, Hockley, King, 


Lamb, Lubbock, Lynn, Motley, Terry, Yoakum 


☐ South Texas Jim Hogg, Webb, Zapata 


☐ Texoma Cooke, Fannin, Grayson 


☐ Tip of Texas Cameron, Hidalgo, Starr, Willacy 
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☐ 


West Central Texas Brown, Callahan, Coleman, Comanche, Eastland, Fisher, Haskell, 
Jones, Kent, Knox, Mitchell, Nolan, Runnels, Scurry, Shackelford, 
Stephens, Stonewall, Taylor, Throckmorton 


The facts affirmed by me in this proposal are truthful and I warrant the respondent is in compliance with the RFA terms and conditions, including HHSC’s Uniform Contract Terms 
and Conditions, and other RFA requirements unless specifically noted on the Respondent Information and Disclosure Form.  I understand the truthfulness of the facts affirmed 
herein and the continuing compliance with these requirements are conditions precedent to the award of a contract.  This document has been duly authorized by the governing body 
of the respondent and I (the person signing below) am authorized to represent the respondent. 


15) AUTHORIZED REPRESENTATIVE Check if change    16)  SIGNATURE OF AUTHORIZED REPRESENTATIVE 
 Name: 


Title: 
Phone: 
Fax: 
Email: 


      
      
      
      


      
  


 
17)  DATE  
       


FORM A: Face Page Instructions 
 
This form provides basic information about the respondent and the proposed project with the Health and Human Services 
Commission (HHSC), including the signature of the authorized representative.  It is the cover page of the proposal and is 
required to be completed.  Signature affirms the facts contained in the respondent’s response are truthful and the respondent is 
in compliance with the RFA terms and conditions, including HHSC’s Uniform Contract Terms and Conditions, and other RFA 
requirements unless specifically noted on the Respondent Information and Disclosure Form and acknowledges that continued 
compliance is a condition for the award of a contract.  Please follow the instructions below to complete the Face Page form and 
return with the respondent’s proposal. 
 
1) LEGAL BUSINESS NAME - Enter the legal name of the respondent. 
2) MAILING ADDRESS INFORMATION - Enter the respondent’s complete physical address and mailing address, 


city, county, state, and 9-digit zip code. 
3) PAYEE NAME AND MAILING ADDRESS - Payee – Entity involved in a contractual relationship with respondent 


to receive  payment for services rendered by respondent and to maintain the accounting records for the contract; 
i.e., fiscal agent. Enter the PAYEE’s name and mailing address, including 9-digit zip code, if PAYEE is different 
from the respondent. The PAYEE is the corporation, entity or vendor who will be receiving payments. 


4) DUNS Number – 9- digit Dun and Bradstreet Data Universal Numbering System (DUNS) number. This number is 
required if receiving ANY federal funds and can be obtained at: http://fedgov.dnb.com/webform   


5) FEDERAL TAX ID or STATE OF TEXAS COMPTROLLER VENDOR ID NUMBER OR SOCIAL SECURITY 
NUMBER - Enter the Federal Tax Identification Number (9-digit) or the Texas Vendor Identification Number 
assigned by the Texas State Comptroller (14-digit). *The respondent acknowledges, understands and agrees the 
respondent's choice to use a social security number as its vendor identification number for the contract, may result 
in the social security number being made public via state open records requests. 


6) TYPE OF ENTITY - Check the type of entity as defined by the Secretary of State at 
http://www.sos.state.tx.us/corp/businessstructure.shtml 
and/or the Texas State Comptroller at https://fmx.cpa.state.tx.us/fmx/pubs/tins/tinsguide/2009-
04/TINS_Guide_0409.pdf and check all other boxes that describe the entity.  
Historically Underutilized Business: A minority or women-owned business as defined by Texas Government 
Code, Title 10, Subtitle D, Chapter 2161. (http://www.window.state.tx.us/procurement/prog/hub/) 
State Agency: an agency of the State of Texas as defined in Texas Government Code §2056.001.ii 
Institutions of Higher Education as defined by §61.003 of the Education Code. 
Minority Organization is defined as an organization in which the Board of Directors is made up of 50% racial or 
ethnic minority members.  
If a Non-Profit Corporation or For-Profit Corporation, provide the 10-digit charter number assigned by the 
Secretary of State. 


7) PROPOSED BUDGET PERIOD - The budget period for this proposal.  Budget period is defined in the RFA.  
8) REGION/COUNTIES SERVED BY PROJECT - Enter the Region and proposed target counties to be served by 


the project.  
9) TOTAL AMOUNT OF FUNDING REQUESTED - Enter the amount of funding requested from HHSC for proposed 



http://fedgov.dnb.com/webform

http://www.sos.state.tx.us/corp/businessstructure.shtml

https://fmx.cpa.state.tx.us/fmx/pubs/tins/tinsguide/2009-04/TINS_Guide_0409.pdf

https://fmx.cpa.state.tx.us/fmx/pubs/tins/tinsguide/2009-04/TINS_Guide_0409.pdf

http://www.window.state.tx.us/procurement/prog/hub/
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project activities (not including possible renewals).   
10) PROJECTED EXPENDITURES - If respondent’s projected federal expenditures exceed $750,000 or its projected 


state expenditures exceed $750,000 for respondent’s current fiscal year, respondent must arrange for a financial 
compliance audit (Single Audit). 


11) PROJECT CONTACT PERSON - Enter the name, phone, fax, and email address of the person responsible for 
the proposed project. 


12) FINANCIAL OFFICER - Enter the name, phone, fax, and email address of the person responsible for the financial 
aspects of the proposed project. 


13) Applicant Proposed Project – select if the Applicant is applying for AIC Only or for AIC and ESEC.  
14) Region – Applicant must select the Region for the AIC only or AIC and ESEC Application.   
15) AUTHORIZED REPRESENTATIVE - Enter the name, title, phone, fax, and email address of the person authorized 


to represent the respondent.  Check the “Check if change” box if the authorized representative is different from 
previous submission to HHSC. 


16) SIGNATURE OF AUTHORIZED REPRESENTATIVE - The person authorized to represent the respondent must 
sign in this blank. 


17) DATE - Enter the date the authorized representative signed this form. 
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FORM B ADMINISTRATIVE ENTITY INFORMATION 


Legal Business Name of Respondent: 


Please address each of the assessment questions listed below. Please indicate each of the 
corresponding question number(s) on the submitted narrative response. 


A maximum of five (5) additional pages may be attached if needed (excluding the company 
ownership structure graphic and the organization chart requested under Company Profile). 


1. Company Narrative


Provide a detailed narrative description explaining why the Respondent is qualified to
provide the services detailed in Article II of the Request For Applications (RFA). The
narrative description should focus on its company’s key strengths and competitive
advantages. The Respondent must describe their experience for each proposed Priority
Project.


2. Company Profile


Provide a company profile that includes the following information:


a) The company ownership structure (corporation, partnership, LLC, or sole
proprietorship), including any wholly-owned subsidiaries, affiliated companies, or joint
ventures. Please provide this information in a narrative response and as a
graphical representation.


b) If the Respondent is an affiliate of, or has a joint venture or strategic alliance with,
another company, the Respondent must identify the percentage of ownership and the
percentage of the parent’s ownership.  The entity providing most of the services
defined by Article II of the RFA hereof and pursuant to a contract, throughout the
duration of the contract, must be the primary bidder.


c) The Respondent’s proposed operating structure for the services requested under this
RFA and which entities (i.e. parent company, affiliate, joint venture, subcontractor)
will be performing them.


d) The year the Respondent’s company was founded and/or incorporated.  If
incorporated, please indicate the state where the company is incorporated and the
date of incorporation.


e) The location of the Respondent’s company headquarters and any field office(s) that
may provide services for any resulting contract under this RFA.
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f) The number of employees in the Respondent’s company, both locally and nationally,
and the location(s) from which employees may be assigned.


g) The Respondent company’s organization chart.


h) The name, address, and telephone number of the Respondent’s point of contact for
any resulting contract under this RFA.


i) Indicate whether the Respondent’s company has ever been engaged under a
contract by any Texas state agency.  If “Yes,” specify when, for what duties, and for
which agency.


j) If the Respondent is an out-of-state company, a Certificate of Authority from the
Secretary of State to do business in Texas must be provided as well.


3. Major Subcontractor Information


The Respondent must identify any major subcontractors whom the Respondent intends to
utilize in performing 15% or more of any contract. The Respondent must also describe the
proposed subcontracted services. The Respondent must indicate whether or not the
Respondent holds any financial interest in any major subcontractor. It may be required as a
condition of award that an authorized officer or agent of each proposed major subcontractor
sign a statement to the effect that the subcontractor has read, and will agree to abide by, the
Respondent's obligations under any contract awarded pursuant to this RFA.


4. Litigation and Contract History


Respondent must include in its RFA Response a complete disclosure of any alleged or
significant contractual failures.


In addition, Respondent must disclose any civil or criminal litigation or investigation pending
over the last five (5) years that involves Respondent or in which Respondent has been
judged guilty or liable. Failure to comply with the terms of this provision may disqualify
Respondent.


The RFA Response may be rejected based upon Respondent's prior history with the State
of Texas or with any other party that demonstrates, without limitation, unsatisfactory
performance, adversarial or contentious demeanor, or significant failure(s) to meet
contractual or grant obligations.


 Please check this box if the Respondent does not have any civil or criminal litigation or 
investigation pending over the last five (5) years that involves Respondent or in which 
Respondent has been judged guilty or liable. 
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5. Conflicts


Respondent must certify that it does not have any personal or business interests that
present a conflict of interest with respect to the RFA and any resulting contract. Additionally,
if applicable, the Respondent must disclose all potential conflicts of interest. The
Respondent must describe the measures it will take to ensure that there will be no actual
conflict of interest and that its fairness, independence and objectivity will be maintained.
HHSC will determine to what extent, if any, a potential conflict of interest can be mitigated
and managed during the term of the grant. Failure to identify actual and potential conflicts of
interest may result in disqualification of a RFA Response or termination of a contract.


Please include any activities of affiliated or parent organizations and individuals who may be
assigned to this contract, if any.


Additionally, pursuant to Section 2252.908 of the Texas Government Code, a successful
Respondent awarded a contract greater than $1 million dollars, or that requires an action or
vote of the governing body, must submit a disclosure of interested parties to the state
agency at the time the business entity submits the signed grant. Rules and filing instructions
may be found on the Texas Ethics Commissions public website and additional instructions
will be given by HHSC to successful Respondents


 Please check this box if the Respondent certifies it does not have any personal or 
business interests that present a conflict of interest with respect to the RFA and any 
resulting contract. 


ALL RESPONSES TO FORM B, ADMINISTRATIVE ENTITY
INFORMATION SHOULD BE INSERTED AFTER THIS PAGE. 
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FORM B, ADMINISTRATIVE ENTITY INFORMATION


Legal Business 
Name of 
Respondent:


Please see page 1 of this form, Form B, Administrative Entity Information, for the required
elements that must be included in the narrative response.  A maximum of five (5) additional pages 
may be attached for responses. 


Form B, Administrative Entity Information
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ARTICLE I. EXECUTIVE SUMMARY, DEFINITIONS, AND AUTHORITY 
 


1.1 EXECUTIVE SUMMARY 
 


The Health and Human Services Commission (HHSC) seeks qualified 
Applicants to provide 2-1-1 Texas Information and Referral Network (TIRN) 
Operations.  Services must be provided in accordance with the specifications 
contained in this Request for Applications (RFA) and within Exhibit A, Grant 
Requirements.   


To be considered for award, Applicants must execute Exhibit B, Affirmations 
and Solicitation Acceptance, of this Solicitation and provide all other required 
information and documentation as set forth in this Solicitation.  


 
1.2 DEFINITIONS  


 


Refer to Exhibit C, HHSC Uniform Terms and Conditions – Grant, Exhibit 
D, Data Use Agreement, or Exhibit E, Data Use Agreement for Government 
Entity, for additional definitions. Additionally, as used in this Solicitation, unless 
the context clearly indicates otherwise, the following terms and conditions have 
the meanings assigned below: 


“2-1-1” 2-1-1 is an easy-to-remember and universally recognizable number that 
connects individuals with appropriate community-based organizations and 
government agencies, with the goal of encouraging prevention and fostering self-
sufficiency. 


 “Addendum” means a written clarification or revision to this Solicitation issued 
by the System Agency.  


“AIC” means Area Information Center. 


“Apparent Awardee” means an organization that has been selected to receive a 
grant award through response to this RFA but has not yet executed a grant 
agreement or Grant.  May also be referred to as "Apparent Grant Recipient" or 
"Apparent Grantee." 


“Applicant” means the entity responding to this Solicitation and is the 
organization with which HHSC contracts, to which HHSC disburses Grant funds, 
and that will handle any funds to be distributed. May also be referred to as “Lead 
Applicant.” 


“Application” is an Application submitted by an Applicant in response to this 
Solicitation. Used interchangeably with the term “Response,” “Proposal,” or 
“Offer.” 
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“Client” means a member of the target population to be served by the Applicant’s 
organization.  For the purposes of this grant, a client is any individual contacting 
the 2-1-1 TIRN. 


 “Grant” is a contract Awarded by HHSC to an entity through this Solicitation.  


“HHS Grants Website” - The website where HHSC announces the availability of 
Grant funds. The HHS Grants Website may currently be accessed at 
https://apps.hhs.texas.gov/pcs/rfa.cfm.  


“Health and Human Services Commission” or “HHSC” has the same meaning as 
the definition in Exhibit C, HHSC Uniform Terms and Conditions - Grant. 


“Indirect Costs” means those costs incurred for a common or joint purpose 
benefitting more than one cost objective, and no readily assignable to the cost 
objectives specifically benefitted, without effort disproportionate to the results 
achieved.  


“Key Personnel” means an Applicant organization's Project Contact, Fiscal 
Contact, and Executive Director and/or any other key stakeholders in the 
Proposed Project.  


“State” means the State of Texas and its instrumentalities, including HHSC, the 
System Agency and any other state agency, its officers, employees, or authorized 
agents. 


“Successful Applicant” means an organization that receives a grant award as a 
result of this RFA.  May also be referred to as “Grantee,” “Awarded Applicant,” 
“Subrecipient,” or “Grant Recipient.” 


“System Agency” has the same meaning as the definition in Exhibit C, HHSC 
Uniform Terms and Conditions - Grant.  


“Texas Information and Referral Network” or “TIRN” means the program 
established under Texas Government Code Sec. 531.0312, et seq. or its designee.  


“Texas eGrants” means the website where Grant opportunities are posted. The 
Website address is https://txapps.texas.gov/tolapp/egrants/search.htm.  


 
1.3 AUTHORITY 


 


The System Agency is requesting applications under Title 10, Subtitle D, Chapter 
2155, Purchasing, General Rules and Procedures, of the Texas Government 
Code. This Solicitation and resulting Grants are also governed by federal, state, 
and local laws, including, but not limited to, the following:  


A. Title 45 Code of Federal Regulations (CFR), Part 75;  


B. Title 45 CFR, Part 1321;  



https://apps.hhs.texas.gov/pcs/rfa.cfm

https://txapps.texas.gov/tolapp/egrants/search.htm
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C. Title 45 CFR, Part 91;  


D. The Texas Grant Management Standards (TxGMS); and 


E. Federal Grant and Cooperative Agreement Act of 1977, now 31 U.S.C. 
§§ 6301-6308. 


 


The remainder of the page intentionally left blank. 
  



https://comptroller.texas.gov/purchasing/docs/grant-management-reader.pdf
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ARTICLE II. SCOPE OF GRANT AWARD 
 


2.1 PROGRAM BACKGROUND  
 


HHSC administers the TIRN, which is comprised of 25 Area Information Center 
(AIC) regional locations that provide general information and referral (I&R) 
services to individuals in Texas (See Exhibit F, AIC Regions and Estimated 
Funding). An AIC is the term used to describe the Successful Applicant. Each 
multi-county regional AIC is responsible for collecting, providing, and updating 
accurate, well-organized, and accessible information from State and local Health 
and Human Services (HHS) programs.   


Individuals and families seeking I&R can contact their local AIC by dialing “2-
1-1,” which is the national abbreviated dialing code for free access to HHS I&R. 
Individuals can also access information through the TIRN by visiting the public 
website at: https://www.211texas.org/. 


In addition to providing comprehensive I&R services to all counties in their 
regions, AICs play an integral role in the Governor’s Homeland Security 
Strategic Plan for 2020-2025 by providing information to the public in the event 
of a disaster or emergency.   


AIC Emergency Services and Escalation Centers (ESECs) (formerly referred to 
as “Warm Centers”) play key roles in disaster or emergency event-related 
situations. In Texas, several AICs contract with HHSC/TIRN to take on 
additional responsibilities during disasters or emergency events to provide 
expanded call coverage, oversight of database administrative functions, and 
support to affected AIC regions. ESECs have the capability to quickly increase 
their call handling capacity to provide 24-hour services. Respondents interested 
in applying to be an ESEC must provide services in accordance with the 
specifications contained in this RFA and within Exhibit G, Emergency Services 
and Escalation Centers Grant Requirements. There is an additional 
opportunity to provide State of Texas Emergency Assistance Registry (STEAR) 
services as part of ESEC funding. Applicants interested in applying to be an 
ESEC and provide STEAR services must respond to Exhibit G, Emergency 
Services and Escalation Centers Grant Requirements, in a separate narrative 
proposal and provide cost information on Exhibit H-1, Expenditure Proposal 
Template for Emergency Services and Escalation Centers.  


The 2-1-1 TIRN is committed to continuous improvement of the efficiency and 
quality of services.  In addition to providing services during normal operations 
and public emergency events, AICs also participate in special initiatives and 
collaborative projects that serve Texas residents. The Successful Applicant must 
demonstrate capacity to expand their programming to accommodate these types 
of initiatives.  


 



https://www.211texas.org/
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2.2  GRANT AWARD AND TERM 
 


2.2.1 Available Funding 


The anticipated total amount of funding available for all Grant Awards under the 
2-1-1 TIRN Program for the initial Grant term, beginning September 1, 2021 and 
continue until August 31, 2023, is $21,032,106.00 with the option to renew for 
three (3) one (1) year periods (estimated grant cost of $10,516,053.00 per State 
Fiscal Year). Additionally, State government revenue COVID funding is 
available for only State Fiscal Year 2022 in the total amount of $954,000 for all 
Grant Awards under the 2-1-1 TIRN Program. (See Exhibit F, AIC Regions and 
Estimated Funding Amounts). Funding for this Solicitation is broken down 
between State general revenue, federal funding, and inter-agency contract 
funding. 


It is HHSC's intention to make multiple Grant Awards, based upon the AIC 
Region’s most qualified Applicants to this Solicitation and further selection 
criteria found in Sections 4.3, Evaluation, and 4.4, Final Selection.  


2.2.2  Cost Reimbursement Process  


Grants awarded as a result of this Solicitation will be funded on a cost-
reimbursement basis. Under the cost reimbursement method of funding, Grant 
Recipients are required to finance operations with their own working capital. 
There is no matching requirement and a Grantee will be reimbursed for actual, 
allowable, and allocable costs incurred and will be supported by reporting the 
actual, eligible services provided and client-level data.  By the twentieth (20th) 
business day of the month following the month in which expenses were incurred 
or services provided to HHSC, Applicants must bill HHSC for services delivered 
using an invoice templates provided by HHSC after Grant Award.  
Reimbursement for administrative or indirect costs will be capped at ten percent 
(10%) of expenditures.  Reimbursement will only be made for those allowable, 
actual, and eligible expenses that occur within the term of the grant in Section 
2.2.3, Grant Term.  No pre-award costs will be eligible for reimbursement. 
There will be no initial or advanced payment.  


Eligible reimbursement is limited to allowable costs previously approved by 
HHSC that are incurred and supported by reporting the services provided and 
client-level data.  


Final budgets (including equipment purchases) must be approved by HHSC. To 
be reimbursed for expenses incurred through a cost reimbursement method, 
Applicants must develop a categorical budget, allocating HHSC, as identified 
during the Applicant’s budget development process, the approved costs to the 
following categories: 


A. Personnel 


B. Travel 
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C. Equipment 


D. Supplies 


E. Contractual  


F. Other 


G. Indirect Costs 


See Article VII, Expenditure Proposal for additional information regarding the 
Exhibit H, Expenditure Proposal Template.  


 
2.2.3 Grant Term  


It is anticipated that the initial Grant period for any Grant awarded under this 
Solicitation will begin September 1, 2021 and continue until August 31, 2023 
(Initial Term). Subject to the availability of funds, HHSC, at its sole option, may 
extend any Grant awarded pursuant to this Solicitation with the option to renew 
for three (3) one (1) year periods. Following the base term and any allowable 
extensions, HHSC may extend the Grant for not more than one optional period 
to address immediate operation or service delivery needs. If the resulting Grant 
does not include a defined option period, the extension is limited to one year.   


2.3  ELIGIBLE APPLICANTS 


In order to be awarded a Grant as a result of this Solicitation, an Applicant shall 
meet the following criteria:  


A. Nonprofit and governmental organizations;   


B. Applicants must either be fully accredited by the Alliance of Information 
and Referral Systems (AIRS) or have a “conditional” accreditation status 
from AIRS at the time of application, referenced in the Exhibit I, AIRS 
Standards and Quality Indicators;   


C. Applicants shall have demonstrated a minimum of three (3) years of 
experience with providing I&R, or similar, services;  


D. Applicants must provide three (3) years of audited financial reports and 
evidence of adequately capital within their provided Certified Public 
Accountant’s Statement of Tangible Net Worth for the most current State 
Fiscal Year;  


E. Applicant must be authorized to do business in the State of Texas;  


F. Applicant must not be debarred, suspended, or otherwise excluded or 
ineligible for participation in federal or state assistance programs; and 


G. Applicant’s staff members, including the executive director, must not 
serve as voting members on Applicant's governing board. 
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Applicants must meet these requirements throughout the entirety of the application 
process and, if chosen for Grant Award, must continue to meet them through the 
entirety of the grant funding period. HHSC expressly reserves the right to review 
and analyze the documentation submitted and to request additional documentation 
to determine the Applicant’s eligibility to compete for the Grant Award. 


Applicant must submit separate complete applications if the Applicant 
intends to apply and be considered for AIC and ESEC funding. Applicant 
must submit one application per program (AIC and ESEC) that funding is 
being requested under. See Article V, Narrative Proposal and Article VII, 
Expenditure Proposal for further details. 


 
2.4 PROGRAM REQUIREMENTS  


To meet the mission and objectives of the 2-1-1 TIRN program, Grantees must 
meet the requirements of this 2-1-1 TIRN Solicitation and Exhibit A, Grant 
Requirements.  


 
2.5 SCOPE    


HHSC seeks to secure a Texas-based local organization, or multiple 
organizations, to provide 2-1-1 TIRN Operational Services, to offer local and 
statewide information, and referral services in accordance with the Standards and 
Quality Indicators for Professional Information and Referral, Version 8.0 
(Standards) as revised and published April 12, 2016, or the current federally 
required equivalent. The Standards may be found at AIRS Standards as stated in 
Exhibit I, AIRS Standards and Quality Indicators. The Successful 
Applicant(s) must be able to provide services during normal operations, see 
Exhibit A, Grant Requirements, Section 2.1, Physical Location and Hours of 
Operation, during declared disaster periods and participate in special initiatives 
or public emergency events in which HHSC shall collaborate with the Successful 
Applicant.  


As part of this Solicitation, Emergency Services and Escalation Centers provide 
expanded disaster-related activities that include disaster/event monitoring, 
network communication, resource management, and added human resource 
capacity for responding to disasters/events, see Exhibit A, Grant 
Requirements, Section 3.4.2, Disaster Preparedness and Response, and Exhibit 
G, Emergency Services and Escalation Centers Grant Requirements. Year 
round, Emergency Services and Escalation Centers provide registration 
assistance for the STEAR. STEAR provides local emergency planners and 
responders with information about prospective evacuation needs.  


Successful Applicant(s) must provide all necessary services, in accordance with 
the terms identified within the Solicitation and Exhibit A, Grant Requirements. 
The Applicant may submit a proposal to provide 2-1-1 TIRN in one (1) or 
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multiple regions, see Exhibit F, AIC Regions and Estimated Funding 
Amounts.  


2.5.1   Expenditure Proposal 


Using Exhibit H, Expenditure Proposal Template, the Applicant must: 
A. Demonstrate that Project costs outlined in the Expenditure Proposal are 


reasonable, allowable, allocable, and developed in accordance with 
applicable state and federal requirements; and   


B. Identify costs to be requested from HHSC.   


 
2.6 PERFORMANCE MEASURES  


 
HHSC will monitor the performance of Grants awarded under this Solicitation. All 
services and Deliverables under the Grant must be provided at an acceptable quality level 
outlined in Exhibit A, Grant Requirements, and Exhibit G, Emergency Services and 
Escalation Centers Grant Requirements, if applicable, and in a manner consistent 
with acceptable standards, custom, and practices, as outlined in Exhibit J, Key 
Performance Requirements, and Exhibit K, Deliverables. The Successful Applicant 
must ensure services are provided at or above a level acceptable by HHSC as defined 
by the requirements specified in this RFA. The Successful Applicant must report on 
Key Performance Requirements (KPR) and outcomes in accordance to the quality and 
performance outlined within Exhibit J , Key Performance Requirements, and 
Exhibit K, Deliverables, and outlined below: 
 


A. All services and deliverables provided under the agreement resulting from this 
procurement must be provided in a manner consistent with the standards of 
quality and integrity as outlined in the agreement, the Solicitation, and the 
Successful Applicant’s proposal; 


B. All services and deliverables must meet or exceed the required level of 
performance specified in or under the agreement resulting from this procurement, 
and must meet or exceed HHSC’s mission and objectives, as set forth in the 
Solicitation; and 


C. The Successful Applicant must meet or exceed all performance 
r e q u i r e m e n t s  a n d  b u s i n e s s  p r a c t i c e s  in the development of 
Exhibit K, Deliverables, and Exhibit J, Key Performance Requirements.   


HHSC’s formal communication process will be utilized for the submission of all KPRs and 
deliverable reports. HHSC provides comments and approval of each report provided in 
support of this agreement via the formal communication process see Exhibit A, Grant 
Requirements, Section 10, Formal Communication Requirements. 


 
2.7 PROHIBITIONS  


 
Grant funds may not be used to support the following services, activities, and costs: 
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A. Inherently religious activities such as prayer, worship, religious instruction, or 
proselytization; 


B. Lobbying; 
C. Any portion of the salary of, or any other compensation for, an elected or 


appointed government official; 
D. Vehicles or equipment for government agencies that are for general agency use 


and/or do not have a clear nexus to terrorism prevention, interdiction, and 
disruption (i.e. mobile data terminals, body cameras, in-car video systems, or radar 
units, etc. for officers assigned to routine patrol); 


E. Weapons, ammunition, tracked armored vehicles, weaponized vehicles or 
explosives (exceptions may be granted when explosives are used for bomb squad 
training); 


F. Admission fees or tickets to any amusement park, recreational activity or sporting 
event; 


G. Promotional gifts; 
H. Food, meals, beverages, or other refreshments, except for eligible per diem 


associated with Grant-related travel or where pre-approved for working events; 
I. Membership dues for individuals; 
J. Any expense or service that is readily available at no cost to the Grant Project; 
K. Any use of Grant funds to replace (supplant) funds that have been budgeted for 


the same purpose through non-Grant sources; 
L. Fundraising;  
M. Statewide Projects; 
N. Any other prohibition imposed by federal, state, or local law; and  
O. The acquisition or construction of facilities. 


 


2.8 STANDARDS  
 
Grantees must comply with the requirements applicable to this funding source cited in the 
Uniform Administrative Requirements, Cost Principles, and Audit Requirements for 
Federal Awards (2 CFR 200); the Texas Grant Management Standards (TxGMS), AIRS 
Standards, and all statutes, requirements, and guidelines applicable to this funding. 
 
Grantees are required to conduct Project activities in accordance with federal and state 
laws prohibiting discrimination. Guidance for adhering to non-discrimination 
requirements can be found on the Health and Human Services Commission (HHSC) Civil 
Rights Office website at: https://hhs.texas.gov/about-hhs/your-rights/non-discrimination-
statement. 
  



https://www.govinfo.gov/app/details/CFR-2014-title2-vol1/CFR-2014-title2-vol1-part200

https://comptroller.texas.gov/purchasing/docs/grant-management-reader.pdf

https://hhs.texas.gov/about-hhs/your-rights/non-discrimination-statement

https://hhs.texas.gov/about-hhs/your-rights/non-discrimination-statement
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Upon request, a Grantee must provide the HHSC Civil Rights Office with copies of all 
the Grantee’s civil rights policies and procedures.  Grantees must notify HHSC’s Civil 
Rights Office of any civil rights complaints received relating to performance under the 
Grant no more than 10 calendar days after receipt of the complaint. Notice must be 
directed to: 
 


HHSC Civil Rights Office 
701 W. 51st Street, Mail Code W206 


Austin, TX 78751 
Phone Toll Free (888) 388-6332 


Phone: (512) 438-4313 
TTY Toll Free (877) 432-7232 


Fax: (512) 438-5885 
 


A Grantee must ensure that its policies do not have the effect of excluding or limiting the 
participation of persons in the Grantee’s programs, benefits or activities on the basis of 
national origin, and must take reasonable steps to provide services and information, both 
orally and in writing, in appropriate languages other than English, in order to ensure that 
persons with limited English proficiency are effectively informed and can have 
meaningful access to programs, benefits, and activities. 
 
Grantees must comply with Executive Order 13279, and its implementing regulations at 
45 CFR Part 87 or 7 CFR Part 16, which provide that any organization that participates in 
programs funded by direct financial assistance from the U.S. Dept. of Agriculture or U.S. 
Dept. of Health and Human Services must not, in providing services, discriminate against 
a program beneficiary or prospective program beneficiary on the basis of religion or 
religious belief.   
 


2.9 DATA USE AGREEMENT  
 
The Successful Applicant will develop and implement security systems and procedures to 
safeguard all confidential information in accordance with Exhibit D, Data Use Agreement 
(DUA), Exhibit D-1, Subcontractor Agreement Form, and Exhibit D-2, Security and 
Privacy Initial Inquiry (SPI).   
 
If the Successful Applicant is a Governmental Entity, the Successful Applicant will 
develop and implement security systems and procedures to safeguard all confidential 
information in accordance with Exhibit E, DUA for Governmental Entity, Exhibit E-1, 
Subcontractor Agreement Form, and Exhibit E-2, SPI.   
 
Additionally, the Successful Applicant will require each of its Subrecipients (if applicable) 
to sign the sub-Applicant (Exhibit D-1, and E-1, Subcontractor Agreement Form (as 
applicable)) agreement referenced in the DUA and DUA for Government Entity, 
respectively. 
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2.10 NO GUARANTEE OF VOLUME, USAGE OR COMPENSATION 


 
The System Agency makes no guarantee of volume, usage, or total compensation to be 
paid to any Applicant under any awarded Grant, if any, resulting from this Solicitation. 
Any awarded Grant is subject to appropriations and the continuing availability of funds.   
 
The System Agency reserves the right to cancel, make partial award, or decline to award a 
Grant under this Solicitation at any time at its sole discretion.  
 
There should be no expectation of additional or continued funding on the part of the Grant 
Recipient.  Any additional funding or future funding may require submission of an 
application through a subsequent RFA.   
 


The remainder of the page intentionally left blank. 
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ARTICLE III. ADMINISTRATIVE INFORMATION 
  
3.1 SCHEDULE OF EVENTS  


 


EVENT DATE/TIME 
Solicitation Release Date March 31, 2021 
Applicant Pre-Submittal Conference (optional) April 5, 2021 at 10:00 a.m. CT 
Deadline for Submitting Questions April 12, 2021 at 2:00 p.m. CT 
Tentative Date Answers to Questions Posted April 16, 2021 at 5:00 p.m. CT 
Deadline for Submission of Solicitation 
Responses [NOTE: Responses must be 
RECEIVED by HHSC by the deadline.] 


April 30, 2021 at 5:00 p.m. CT 


Anticipated Notice of Award July 2021 
Anticipated Grant Start Date August 2021 


 
Note: These dates are a tentative schedule of events.  The System Agency reserves the 
right to modify these dates at any time upon notice posted to the HHS Grants website.  
Any dates listed after the Solicitation Response deadline will occur at the discretion 
of the System Agency and may occur earlier or later than scheduled without 
notification on the HHS Grants website.  
 


3.2 CHANGES, AMENDMENT, OR MODIFICATION TO SOLICITATION 
 
The System Agency reserves the right to change, amend or modify any provision of this 
Solicitation, or to withdraw this Solicitation, at any time prior to award, if it is in the best 
interest of the System Agency and will post on  the HHS Grants website. It is the 
responsibility of Applicant to periodically check the HHS Grants website to ensure full 
compliance with the requirements of this Solicitation. 
 


3.3 IRREGULARITIES 
 
Any irregularities or lack of clarity in this Solicitation should be brought to the attention of 
the Sole Point of Contact listed in Section 3.4.1, Sole Point of Contact, as soon as possible 
so corrective Addenda may be furnished to prospective Applicants.  
 


3.4 INQUIRIES 
 


3.4.1 Sole Point of Contact  
 
All requests, questions or other communication about this Solicitation shall be made in 
writing to the System Agency's Point of Contact addressed to the person listed below (Sole 
Point of Contact).  All communications between Applicants and other System Agency staff 
members concerning the Solicitation are strictly prohibited, unless noted elsewhere in this 



https://apps.hhs.texas.gov/pcs/rfa.cfm

https://apps.hhs.texas.gov/pcs/rfa.cfm

https://apps.hhs.texas.gov/pcs/rfa.cfm

https://apps.hhs.texas.gov/pcs/rfa.cfm
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RFA.  Failure to comply with these requirements may result in disqualification of 
Applicant's Solicitation Response.   
 


Name: Ross Hoffpauir, CTCM, CTCD 
Title: Grants Specialist 
Address: 1100 W. 49th Street, Services Building S, Austin, TX 78756 
Phone: 512-406-2479 
Email: Ross.Hoffpauir01@hhs.texas.gov 


 
However, if expressly directed in writing by the Sole Point of Contact, Applicant may 
communicate with another designated System Agency representative, e.g., during 
contract negotiations, if any. 


3.4.2 Prohibited Communications 
 
All communications between Applicants and other System Agency staff members 
concerning the Solicitation may not be relied upon and responded should send all questions 
or other communications to the Sole Point of Contact. This restriction does not preclude 
discussions between affected parties for the purposes of conducting business unrelated to 
this Solicitation. Failure to comply with these requirements may result in 
disqualification of Applicant's Solicitation Response.  
 


3.4.3 Questions 
 
The System Agency will allow written questions and requests for clarification of this 
Solicitation. Questions must be submitted in writing and sent by U.S. First class mail or 
email to the Sole Point of Contact listed in Section 3.4.1, Sole Point of Contact, above. 
Applicants' names will be removed from questions in any responses released.  Questions 
shall be submitted in the following format. Submissions that deviate from this format may 
not be accepted: 
 


A. Identifying Solicitation number; 
B. Section number; 
C. Paragraph number; 
D. Page number; 
E. Text of passage being questioned; and 
F. Question. 


 
Note: Questions or other written requests for clarification must be received by the 
Sole Point of Contact by the deadline set forth in Section 3.1, Schedule of Events 
above. However, the System Agency, at its sole discretion, may respond to questions 
or other written requests received after the deadline. Please provide entity name, 
address, phone number, fax number, e-mail address, and name of contact person 
when submitting questions.  
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3.4.4 Clarification Request Made by Applicant 


Applicants must notify the Point of Contact of any ambiguity, conflict, discrepancy, 
exclusionary specifications, omission or other error in the Solicitation in the manner and 
by the deadline for submitting questions.  


3.4.5 Responses 


Responses to questions or other written requests for clarification will be posted on the HHS 
Grants website. The System Agency reserves the right to amend answers prior to the 
deadline of Solicitation Responses. Amended answers will be posted on the HHS Grants 
website. It is Applicant's responsibility to check the HHS Grants website or contact the 
Sole Point of Contact for updated responses. The System Agency also reserves the right to 
provide a single consolidated response of all similar questions in any manner at the System 
Agency’s sole discretion.  


3.4.6 Applicant Pre-Submittal Webinar 
The System Agency will conduct an optional pre-submittal webinar on April 5, 2021 at 
10:00 AM. Central Time.  Applicants may register for the webinar using the following link 
below:   


Webinar Link 


The Applicant Pre-Submittal Webinar is optional. 


3.5 SOLICITATION RESPONSE COMPOSITION 


All Applications must be: 


A. Clearly legible;


B. Sequentially page-numbered and include the Applicant’s name at the top of each
page;


C. Organized in the sequence outlined in Article IX - Submission Checklist;


D. In Arial or Times New Roman font, size 12 or larger for normal text, no less than
size 10 for tables, graphs, and appendices;


E. Blank forms provided in the Attachments must be used (electronic reproduction of
the forms is acceptable; however, all forms must be identical to the original form(s)
provided); do not change the font used on forms provided;


F. Correctly identified with the RFA number and submittal deadline;



https://apps.hhs.texas.gov/pcs/rfa.cfm

https://apps.hhs.texas.gov/pcs/rfa.cfm

https://apps.hhs.texas.gov/pcs/rfa.cfm

https://apps.hhs.texas.gov/pcs/rfa.cfm

https://apps.hhs.texas.gov/pcs/rfa.cfm

https://global.gotomeeting.com/join/592535917
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G. Place the completed template in a separate file clearly marked with the Applicant’s 
name, the Solicitation number, the Solicitation submission date, Region, and 
funding opportunity (AIC or ESEC);  


H. Responsive to all RFA requirements; and 


I. Signed by an authorized official in each place a signature is needed (copies must 
be signed but need not bear an original signature). 


Note: One complete application is required for each funding opportunity and each 
region. 


3.6 SOLICITATION RESPONSE SUBMISSION AND DELIVERY 
 


3.6.1 Deadline 
 
Solicitation Responses must be received at the address in Section 3.6.3, Delivery, time-
stamped by the System Agency no later than the date and time specified in Section 3.1, 
Schedule of Events. 
 


3.6.2 Labeling 
 
Solicitation Responses under Submission Option #2 shall be placed in a sealed 
box/envelope and clearly labeled as follows: 
 
SOLICITATION NO.:     HHS0009792 
SOLICITATION NAME: 2-1-1 Texas Information and Referral 


Network Operations 
SOLICITATION RESPONSE DEADLINE:  April 30, 2021 @ 10:30 am CT 
PURCHASER NAME:    Ross Hoffpauir 
APPLICANT’S NAME:    ______________________________ 
 
The System Agency will not be held responsible for any Solicitation Response that is 
mishandled prior to receipt by the System Agency.  It is Applicant’s responsibility to mark 
appropriately and deliver the Solicitation Response to the System Agency by the specified 
date and time. The System Agency will not be responsible for any technical issues that 
result in late delivery, inappropriately identified documents, or other submission error that 
may lead to disqualification (including substantive or administrative) or nonreceipt of the 
Applicant’s Application. 
 


3.6.3 Delivery 
 
Applicant must correctly deliver Solicitation Responses by one of the methods below. 
Solicitation Responses submitted by any other method (e.g. facsimile, telephone, email) 
will NOT be considered. 
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Submission Option #1: Applicant shall submit the following through the Online Bid 
Room utilizing the procedures in Exhibit L, HHS Online Bid Room:  


A. One file named “Original Proposal” that contains the Applicant’s entire proposal 
in searchable portable document format (PDF). 


B. In accordance with Section 8.1.3, Public Information Act – Applicant 
Requirements Regarding Disclosure, one file named “Public Information 
Copy” that contains the Applicant’s entire proposal in searchable PDF, if 
applicable.  


 


Submission Option #2: Applicant shall submit responsive applications via USB on 
two USB drives – One (1) labeled “Original” and One (1) labeled “Copy”- to the correct 
mailing address that is dependent upon mailing method identified in this section: 


A. Each USB must contain one file named “Original Proposal” that contains the 
Applicant’s entire proposal in searchable portable document format (PDF), where 
applicable. 


B. In accordance with Section 8.1.3, Public Information Act – Applicant 
Requirements Regarding Disclosure, if applicable, one additional file named 
“Public Information Copy” that contains the Applicant’s entire proposal in 
searchable PDF.  


C.  


U.S. Postal Service Overnight/Express Mail or 
Hand Delivery 


Online Bid Room 


HHSC Procurement and 
Contracting Services 


(PCS) 
Bid Room 


Attn: Ross Hoffpauir 
P.O. Box 149166 


Austin, TX 78714-9166 


HHSC Procurement and 
Contracting Services (PCS) 


Bid Room 
Attn: Ross Hoffpauir 


1100 West 49th Street; Mail 
Code 2020 
Building S 


Austin, TX 78756 


See Section 3.5, generally 
and Exhibit L, Online Bid 


Room 
Submit Response Online to: 


https://hhs.texas.gov/doing-
business-hhs/contracting-
hhs/hhs-online-bid-room ; 


 if applicable. 


(You must be registered to 
submit online.) 


 
3.6.4 Alterations, Modifications, and Withdrawals 


 
Prior to the Solicitation submission deadline, an Applicant may: (1) withdraw its 
Solicitation Response by submitting a written request to the Sole Point of Contact identified 
in Section 3.4.1; or (2) modify its Solicitation Response by submitting a written 
amendment to the Sole Point of Contact identified in Section 3.4.1. The System Agency 
may request Solicitation Response Modifications at any time.  



https://hhs.texas.gov/doing-business-hhs/contracting-hhs/hhs-online-bid-room

https://hhs.texas.gov/doing-business-hhs/contracting-hhs/hhs-online-bid-room

https://hhs.texas.gov/doing-business-hhs/contracting-hhs/hhs-online-bid-room
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ARTICLE IV. SOLICITATION RESPONSE EVALUATION AND AWARD 


PROCESS 
 


4.1 GENERALLY  
 
A three-step selection process will be used: 


A. Eligibility screening; 
B. Evaluation based upon specific selection criteria; and  
C. Final Selection based upon State priorities. 


 
4.2  ELIGIBILITY SCREENING 


 
Applications will be reviewed for minimum qualifications and completeness. All complete 
Applications meeting the minimum qualifications will move to the Evaluation Stage. 
 


4.3 EVALUATION 
 


Applications will be evaluated and scored in accordance with the factors required by Form A, 
Applicant Information, Section 13, Proposed Project, Section 14, Region, and the program 
criteria in this Solicitation using Exhibit M, Evaluation Tool for AIC, or Exhibit N, Evaluation 
Tool for AIC and ESEC, with other factors deemed relevant by HHSC. Applicants applying to 
become an ESEC must also have applied to become an AIC. ESEC applications received that do 
not include a separate AIC application will not be evaluated or considered for award.   


  
 


4.3.1 Specific Selection Criteria  
 


A. Exhibit M, Evaluation Tool for AIC: Grant Applications for AIC’s include 
applying for only the AIC, and not the ESEC.  This evaluation is based upon the 
following criteria: 


 
1. Qualifications/Experience (5%) 
2. Performance Requirements/Deliverables (65%) 
3. Cost (30%) 


 
B. Exhibit N, Evaluation Tool for ESEC:  This evaluation is based upon an 


Applicant applying for an ESEC and is based upon the following criteria:   
1. Qualifications/Experience (10%)  
2. Performance Requirements / Deliverables (60%)  
3. Cost (30%) 
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4.4  FINAL SELECTION  
 
HHSC intends on making multiple awards for AIC only and the option to apply for 
an ESEC. After initial screening for eligibility, application completeness, and initial 
scoring of the elements listed above in Section 4.3, Evaluation, a selection committee will 
look at all eligible Applicants for each AIC Region and for each funding opportunity to 
determine which proposals should be awarded in order to most effectively accomplish state 
priorities. The selection committee will recommend grant awards to be made to the HHSC 
Deputy Executive Commissioner, who will make the final award approval. 


 
HHSC will make all final funding decisions based on eligibility, geographic distribution 
across the state, state priorities, reasonableness, availability of funding, and cost-
effectiveness.   
 


4.5  NEGOTIATION AND AWARD 
 
The specific dollar amount Awarded to each Awarded Applicant will depend upon the 
merit and scope of the Response, the recommendation of the selection committee, the 
number of selected Applicants, and the decision of the HHSC Deputy Executive 
Commissioner. Not all Applicants who are deemed eligible to receive funds are assured of 
receiving an Award.   
 
The negotiation phase will involve direct contact between the Awarded Applicant and 
HHSC PCS and HHSC representatives via phone and/or email.  During negotiations, 
Successful Applicants may expect:   


A. An in-depth discussion of the submitted Proposal and budget; and  
B. Requests from HHSC for clarification or additional detail regarding Submitted 


Application. 
 


The final funding amount and the provisions of the grant will be determined at the sole 
discretion of HHSC staff.   
 
HHSC may announce tentative or apparent grant recipients once the HHSC Deputy 
Executive Commissioner has given approval to execute grants.  
 
Any exceptions to the requirements, terms, conditions, or certifications in the RFA or 
attachments, addendums, or revisions to the RFA or General Provisions, sought by 
the Applicant must be specifically detailed in writing by the Applicant on Exhibit O, 
Exceptions Form in this proposal and submitted to HHSC for consideration.  HHSC 
will accept or reject each proposed exception.  HHSC will not consider exceptions 
submitted separately from the Applicant’s proposal or at a later date. 
 
HHSC will post to the HHS Grants website and may publicly announce a list of Applicants 
whose Applications are selected for final award.  This posting does not constitute HHSC’s 



https://apps.hhs.texas.gov/pcs/rfa.cfm
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agreement with all the terms of any Applicant’s proposal and does not bind HHSC to enter 
into a grant with any Applicant whose award is posted. 
 


4.6  ASSUMPTIONS 
 
Respondent must identify on the Exhibit O-1, Assumptions Form any business, 
economic, legal, programmatic, or practical assumptions that underlie the Respondent's 
response to the Solicitation. See Section 7.1, Expenditure Proposals. HHSC reserves the 
right to accept or reject any assumptions. All assumptions not expressly identified and 
incorporated into any Grant resulting from this RFA are deemed rejected by HHSC. 
 


4.7  QUESTIONS OR REQUESTS FOR CLARIFICATION BY THE SYSTEM AGENCY 
 
The System Agency reserves the right to ask questions or request clarification from any 
Applicant at any time during the application process.  
 


The remainder of the page intentionally left blank. 
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ARTICLE V. NARRATIVE PROPOSAL 
 


5.1 NARRATIVE PROPOSAL 
 
The Applicant must create and submit a separate Narrative Proposal for each region which 
they are applying to be an Area Information Center, labeled Attachment A, Narrative 
Proposal. The Narrative proposal must be developed by the Applicant and consist of the 
following parts:   


A. Part 1 – Executive Summary;  
B. Part 2 – Plan of Operation;  
C. Part 3 – Project Work Plan  
D. Part 4 - Key Staffing 
E. Part 5 – Value Added Benefits 


Descriptions of each part are listed below.   


Applicants applying for Emergency Services and Escalation Centers (ESEC, formerly 
known as Warm Centers) must create and submit a separate Narrative Proposal, labeled 
Attachment B, Narrative Proposal for ESEC with Parts 1 - 5 describing the proposed 
services, processes, and methodologies for meeting all components described in Exhibit 
G, Emergency Services and Escalation Centers Grant Requirements, including the 
Applicant’s approach to meeting the timeline and associated milestones for providing and 
meeting grant requirements. Applicants must place the completed attachment in a separate 
file clearly marked with the Applicant’s name, the Solicitation number, the Solicitation 
submission date, Region, and funding opportunity (AIC or ESEC).   


 
5.1.1 Executive Summary 


 
Applicant must provide a high-level overview of the Applicant’s approach to meeting the 
RFA's requirements. The summary must demonstrate an understanding of the goals and 
objectives of the grant. 
 


5.1.2 Plan of Operation  
Applicant must describe the proposed services, processes, and methodologies for meeting 
all components described in Article II, Scope of Grant Award, of this Solicitation, 
including the Applicant’s approach to meeting the timeline and associated milestones for 
providing and meeting Grant requirements listed in Exhibit A, Grant Requirements, 
Exhibit J, Key Performance Requirements, Exhibit K, Deliverables, and Emergency 
Services and Escalation Centers, if applicable. Applicants must have or propose to have 
offices, chapters or affiliates in the AIC region in which the Applicant is proposing to 
provide services at the time of Grant execution prior to fully operational date. 
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5.1.3 Project Work Plan 
Applicants must describe the proposed services, processes, and methodologies for meeting 
all components described in Article II, Scope of Grant Award, including the Applicant's 
approach to meeting the timeline and associated milestones. Applicant should identify all 
tasks to be performed, including all Project activities, to take place during the grant funding 
period. Applicant will also include all documents requested as part of completing Forms to 
demonstrate fulfilling Article II requirements. Applicant must also include key milestones 
for successfully complying with Exhibit A, Grant Requirements, Exhibit J, Key 
Performance Requirements, Exhibit K, Deliverables and Exhibit G, Emergency 
Services and Escalation Centers Grant Requirements, if applicable.   


 
5.1.4 Key Staffing 


Applicants must provide an organizational structure for successful fulfillment of Grant and 
performance requirements. The Applicant must identify the Key Personnel and allocate 
them 100% to this Grant (i.e. not permitted to manage, oversee, or participate in other 
Projects, Grants, etc.). Key Personnel is defined as all executive, director or management 
level positions assigned to this Grant. Resumes and references for Key Personnel must be 
provided to HHSC for evaluation and approval as part of the Applicant’s proposal. 
Additionally, the Successful Applicant must provide for HHSC approval prior notice of 
any changes in Key Personnel during the term of the Grant and any extension.   


See Exhibit A, Grant Requirements, for Post-Award Staffing Requirements associated 
with this Solicitation.   


 
5.1.5 Value-Added Benefits 


Describe any services or deliverables that are not required by this Solicitation that the 
Applicant proposes to provide at no additional cost to the System Agency. Applicants are 
not required to propose value-added benefits, but inclusion of such benefits may result in 
a more favorable evaluation. 


 


The remainder of the page intentionally left blank. 
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ARTICLE VI. REQUIRED APPLICANT INFORMATION 
 
6.1 ADMINISTRATIVE ENTITY INFORMATION  


 
Applicant must provide satisfactory evidence of its ability to manage and coordinate the 
types of activities described in this Solicitation. As a part of the Solicitation Response 
requested in Article III, Administrative Information, Applicant must provide the 
following information listed in Article XI, Submission Checklist within Form B, 
Administrative Entity Information.   
 


6.2 LITIGATION AND GRANT HISTORY 
 
Applicant must include in its Solicitation Response a complete disclosure of any alleged 
or significant contractual failures.  
 
In addition, Applicant must disclose any civil or criminal litigation or investigation pending 
over the last five (5) years that involves Applicant or in which Applicant has been judged 
guilty or liable. Failure to comply with the terms of this provision may disqualify 
Applicant.  
 
Solicitation Response may be rejected based upon Applicant's prior history with the State 
of Texas or with any other party that demonstrates, without limitation, unsatisfactory 
performance, adversarial or contentious demeanor, or significant failure(s) to meet 
contractual obligations.  
 


6.3 CONFLICTS 
 
Applicant must certify that it does not have any personal or business interests that present 
a conflict of interest with respect to the RFA and any resulting Grant. Additionally, if 
applicable, the Applicant must disclose all potential conflicts of interest. The Applicant 
must describe the measures it will take to ensure that there will be no actual conflict of 
interest and that its fairness, independence and objectivity will be maintained. The System 
Agency will determine to what extent, if any, a potential conflict of interest can be 
mitigated and managed during the term of the Grant. Failure to identify actual and potential 
conflicts of interest may result in disqualification of a Solicitation Response or termination 
of a Grant.  
 
Please include any activities of affiliated or parent organizations and individuals who may 
be assigned to this Grant, if any. 
 
Additionally, pursuant to Section 2252.908 of the Texas Government Code, a Successful 
Applicant awarded a Grant with a value of $1 million dollars or more or awarded a Grant 
that would require the Successful Applicant to register as a lobbyist under Texas 
Government Code Chapter 305 must submit a disclosure of interested parties to the state 
agency at the time the business entity submits the signed contract. Rules and filing 
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instructions may be found on the Texas Ethics Commissions public website and additional 
instructions will be given by HHSC to Successful Applicants.  


6.4 AFFIRMATIONS, CERTIFICATIONS, AND EXHIBITS  
 
Applicant must complete and return all of the following affirmations, assurances, 
certifications, and exhibits: (A complete list of exhibits is included as Article X, List of 
Exhibits, Attachments, and Forms); 


• Exhibit B, Affirmations and Solicitation Acceptance; 
• Exhibit D, Data Use Agreement (DUA) Standard Version; (Return a signed copy of 


the applicable DUA only if using subrecipient/subcontractors under this award): 
o Exhibit D-1, Subcontractor Agreement Form; and 
o Exhibit D-2, Security and Privacy Initial Inquiry (SPI). 


• Exhibit E, Data Use Agreement (DUA) for Governmental Entity; (Return a signed 
copy of the applicable DUA only if they are governmental entity and using 
subrecipient/subcontractors under this award): 


o Exhibit E-1, Subcontractor Agreement Form; and 
o Exhibit E-2, Security and Privacy Initial Inquiry (SPI); 


• Exhibit O, Exceptions Form, if applicable; 
o Exhibit O-1, Assumptions Form, if applicable; 


• Exhibit P, Federally Funding and Transparency Act (FFATA);  
• Exhibit Q, Certification Regarding Lobbying; and 
• Exhibit R, Assurances – Non-Construction Programs. 


 
6.5 HUB  


 
If a Successful Applicant chooses to contract for goods and services using the funding 
awarded in this grant, HHSC encourages the Applicant to use HUBs to provide those goods 
and services where possible.  
 


6.6 OTHER REPORTS 
 


6.6.1 Financial Capacity  
All Applicants must create and submit evidence of financial capacity sufficient to 
demonstrate reasonable stability and solvency appropriate to the requirements of this RFA 
and labeled as either Attachment C, Financial Statements and Financial Solvency or 
Attachment D, Alternate Report.  


 
6.6.2 Financial Statements and Financial Solvency  


a. Applicant must submit electronically in a word searchable .PDF format an annual 
report as Attachment C, which must include: 
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1. Last three (3) years of Audited Financial Statements, including all 
supplements, management discussion and analysis, and actuarial opinions.  


2. If applicable, last three (3) years of consolidated statements for any holding 
companies or affiliates 


3. A full disclosure of any events, liabilities, or contingent liabilities that could 
affect Applicant's financial ability to perform this Grant. 


   At a minimum, such financial statements must include:  
i. Balance sheet,  
ii. Income Statement,  
iii. Statement of Changes in Financial Position,  
iv. Statement of Cash Flows, and  
v. Capital Expenditures.   


b. If the Applicant is a corporation that is required to report to the Securities and 
Exchange Commission (SEC), Applicant must submit its three (3) most recent SEC 
Form 10K, Annual Reports, pursuant to Section 13 or 15(d) of the Securities 
Exchange Act of 1934. Financial materials must be submitted electronically in a 
word searchable .PDF format.  


c. If Audited Financial Statements are not available, Applicant must submit unaudited 
financial information and any other information the Applicant believes meets the 
requirements of this section. See Section 6.6.3 (Alternate Report). If the submitted 
documents do not provide adequate assurance of financial stability or solvency, 
HHSC reserves the right to request additional information or to disqualify the 
Applicant.  


d. Substantial Ownership or Wholly Owned by another Corporate Entity. If the 
Applicant is either substantially or wholly owned by another corporate (or legal) 
entity, the Applicant must include the information required in this Section 6.6.2 for 
each such entity, including the most recent detailed financial report for each such 
entity.  


e. If HHSC determines that an entity does not have sufficient financial resources to 
guarantee the Applicant’s performance, HHSC may require the Applicant to obtain 
another acceptable financial instrument or resource from such entity, or to obtain an 
acceptable guarantee from another entity with sufficient financial resources to 
guarantee performance.  


 
6.6.3 Alternate Report  


 
If Applicant(s) is unable to provide the annual report specified above, Applicant(s) may, 
at the discretion of the System Agency, provide the following alternate report as 
Attachment D:  
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a. Last three (3) years un-audited financial statements, including all supplements, 
management discussion and analysis, and actuarial opinions.;  


b. An un-audited financial statement of the most recent quarter of operation; and  
c. A full disclosure of any events, liabilities, or contingent liabilities that could affect 


Applicant's financial ability to perform this Grant.  
At a minimum, such financial statements must include:  
1. Balance sheet,  
2. Income Statement,  
3. Statement of Changes in Financial Position,  
4. Statement of Cash Flows, and  
5. Capital Expenditures.  


 


The remainder of the page intentionally left blank. 
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ARTICLE VII.  EXPENDITURE PROPOSAL 
 


7.1 EXPENDITURE PROPOSAL 
Applicant must complete Exhibit H, Expenditure Proposal Template, to submit its 
expenditure proposal. Applicants must place the completed template in a separate Excel 
file clearly marked with the Applicant’s name, the Solicitation number, and the 
Solicitation submission date. The Applicant must complete one Exhibit H, Expenditure 
Proposal Template for the AIC and one per region. All fields of Exhibit H, Expenditure 
Proposal Template must be completed. 
Applicants must complete Exhibit H-1, Expenditure Proposal Template for 
Emergency Services and Escalation Centers, to submit its expenditure proposal for the 
optional ESEC. All fields of Exhibit H-1, Expenditure Proposal Template for 
Emergency Services and Escalation Centers must be completed. Applicants must place 
the completed template in a separate file clearly marked with the Applicant’s name, the 
Solicitation number, the Solicitation submission date, Region, and funding opportunity 
(AIC or ESEC).   
See Exhibit H-2, Expenditure Proposal Instructions and Examples for instructions 
and examples on how to complete the HHSC template. 
Applicants shall base their respective expenditure proposals on the Scope of Work 
described in Article II, Scope of Grant Award, of this Solicitation. This section should 
include any business, economic, legal, programmatic or practical assumptions that 
underlie the expenditure proposal. HHSC reserves the right to accept or reject any 
assumptions (See Section 4.6, Assumptions). All assumptions not expressly identified 
and incorporated into the Grant resulting from this Solicitation are deemed rejected by 
HHSC. 
Applicant shall submit the initial Expenditure Proposal as a part of the Solicitation 
Response for the full term of the agreement, beginning September 1, 2021, through 
August 31, 2023, and include costs to extend for up to three (3) additional years, ending 
on August 31, 2026. 
Applicants shall demonstrate that Project costs outlined in the Expenditure Proposal are 
reasonable, allowable, and developed in accordance with applicable State and federal 
Grant requirements. 
Applicants shall utilize the HHSC template provided and identify costs to be requested 
from HHSC and costs to be matched by either in-kind or cash donations. Applicants must 
break out costs to a degree that is sufficient to enable HHSC to determine if costs are 
reasonable, allowable and necessary for the successful performance of the Project. 
The requested budget must include supporting documentation and a justification that 
describes the following: 


A. Personnel – The actual cost of employee salaries devoted to working on activities 
directly related to the 2-1-1 TIRN Program. These costs are allowable to the extent 
that they are identified in the Grant budget and conform to 45 CFR Part 75. 
Specify by title or name the positions that will support the 2-1-1 TIRN services; 
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how many positions you intend to have with the same title or name; and the 
percentage of time each position will allocate to each service. Do not include the 
costs of consultants. The costs of consultants must be included in a separate 
category under “Other.” 


B. Travel – The cost of transportation, lodging, meals, and related expenses incurred 
by employees of the organization while performing duties relevant to 2-1-1 TIRN. 
Out-of-state travel is travel outside of the Applicant’s service area or outside of 
the State of Texas to attend conferences and training. Only travel costs associated 
with out-of-state travel with HHSC’s prior approval, given at least thirty (30) 
calendar days in advance of the travel will be allowable. Other/local travel costs 
are those incurred in direct support of the 2-1-1 TIRN Program and include items 
such as traveling to outlying counties at least once per month, tolls, and parking 
fees. Costs attributable to conference registration fees should be classified under 
the “Other” cost category. HHSC will only reimburse travel costs up to the 
maximum travel rates identified in the State of Texas Travel Policies and 
Procedures, available at: 
https://fmx.cpa.texas.gov/fmx/travel/textravel/rates/current.php. Do not enter 
costs for consultants' travel or local transportation. This information will be 
included under “Other.” 


C. Supplies – The cost of consumable items necessary to carry out the services under 
this HHSC program, including office supplies, Client educational supplies, 
software, and any tangible items other than those defined under equipment. 


D. Equipment – The cost of any purchases of an article of non-expendable, tangible 
property having a useful life of more than one year and an acquisition cost of $5,000 
or more per unit. NOTE: If the item does not meet the $5,000 threshold, include it 
in your budget under “Supplies.” Items such as maintenance for copiers or 
postage meters should be included as part of “Other” costs. 


E. Professional Services and Subrecipient – Each known subrecipient, including the 
names of the organizations or individuals, the purposes of the Grants, and the 
estimated dollar amounts of the awards as part of the budget justification. If the 
name of the subrecipient, exact scope of work, and estimated total costs are 
not available or have not been negotiated, enter something such as “Subrecipient 
A” as the subrecipient name, and include the best estimate of the cost of the work, 
as well as the best available description of the nature of the work to be 
purchased. Any third-party grant that is equal to or exceeds $100,000 over the life 
of the Grant must obtain prior written approval from HHSC before entering into 
the Grant. 


F. Other – All other costs not included under another category. Examples of these 
costs include: non-contractual fees and travel paid directly to individual 
consultants; local transportation; space rentals; utility and telephone expenses; 
printing and publication costs; training costs, including  tuition and stipends; 
training service costs, including wage payments to individuals and supportive 
service payments; and staff development costs travel rates as identified in the State 
of Texas Travel Policies and Procedures, available at: 



https://fmx.cpa.texas.gov/fmx/travel/textravel/rates/current.php





 


 
RFA Version 1.2 
9.1.17 


RFA No. HHS0009792 Page 31 of 39 


 


https://fmx.cpa.texas.gov/fmx/travel/textravel/rates/current.php. 
G. Indirect Costs – Enter the total amount of indirect costs, if any. If indirect costs are 


used, then the Applicant must provide an approved indirect cost rate letter from 
a cognizant agency. If no indirect costs are requested, enter "none." The Applicant 
may request indirect costs if it has a current indirect cost rate agreement. This 
indirect cost rate must be supported by an approved indirect cost rate letter. An 
Applicant without an indirect cost rate letter can use a ten percent (10%) rate until 
such letter is provided to HHSC (see Section 7.2, Indirect Cost Rate). 


Costs will be reviewed for compliance with TxGMS and federal grant guidance found in 
45 CFR Part 75, with effect given to whichever provision imposes the more stringent 
requirement in the event of a conflict. 
Applicant must enter costs included in the expenditure proposal into budget tables and 
support them with narrative descriptions of the need for the requested cost and a 
calculation demonstrating how the cost was derived. 
 


7.2  INDIRECT COST RATE 
All Applicants requesting to recover Indirect Costs are required to complete and submit 
Exhibit S, Indirect Cost Rate Questionnaire, along with the required supporting 
documentation as referenced in Exhibit S, Indirect Cost Rate Questionnaire, 
associated with the Applicant’s response. This questionnaire will initiate the 
acknowledgment or approval of an ICR for use with the HHS System Agency cost-
reimbursable Grants. All fields of Exhibit S, Indirect Cost Rate Questionnaire must 
be completed.  
 
HHS will recognize the following pre-approved ICRs:   
 


A. Federally Approved ICR Agreement; and/or 
B. State of Texas Approved ICR. 


 
If the Applicant does not have one of the options listed above, then the Applicant may 
be eligible for the ten percent (10%) De Minimis or request to negotiate an ICR with 
HHS. For Applicants requesting to negotiate an ICR with HHS, the HHS ICR proposal 
package must be completed in conjunction with Exhibit S, Indirect Cost Rate 
Questionnaire, no later than ninety (90) days after Grant execution.  
 
The HHS System Federal Funds ICR team will outreach to applicable Applicants after 
Grant award to complete the ICR process. Applicants should respond within 30 business 
days or the request will be cancelled.  
 
Once HHS acknowledges an existing rate, or approves an ICR, the Applicant will 
receive one (1) of the three (3) indirect cost approval letters: ICR Acknowledgement 
Letter, ICR Acknowledgement Letter – Ten Percent De Minimis, or the ICR Agreement 
Letter. 



https://fmx.cpa.texas.gov/fmx/travel/textravel/rates/current.php
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If an ICR Letter is required but it is not issued at the time of Grant execution, the Parties 
agree to amend the Grant to include the ICR Letter as an Attachment in the Grant. 
 
If HHSC, at its sole discretion, approves or acknowledges an updated ICR, the new rate, 
together with the revised ICR Acknowledgement Letter, ICR Acknowledgement Letter 
– Ten Percent De Minimis, or the ICR Agreement Letter, will be included in the revised 
Grant. 
 
Approval or acceptance of an ICR will not result in an increase in the amount awarded 
or affect the agreed upon service or performance levels throughout the life of the award. 
 


The remainder of the page intentionally left blank. 
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ARTICLE VIII. GENERAL TERMS AND CONDITIONS 
 


8.1  GENERAL CONDITIONS 
 


8.1.1 Costs Incurred 
 
Applicants understand that issuance of this Solicitation in no way constitutes a commitment 
by any System Agency to award a Grant or to pay any costs incurred by an Applicant in 
the preparation of a response to this Solicitation. The System Agency is not liable for any 
costs incurred by an Applicant prior to issuance of or entering into a formal agreement, 
Grant, or purchase order. Costs of developing Solicitation Responses, preparing for or 
participating in oral presentations and site visits, or any other similar expenses incurred by 
an Applicant are entirely the responsibility of the Applicant, and will not be reimbursed in 
any manner by the State of Texas. 
 


8.1.2 Grant Responsibility 
 
The System Agency will look solely to Applicant for the performance of all contractual 
obligations that may result from an award based on this Solicitation. Applicant shall not be 
relieved of its obligations for any nonperformance by its contractors.  
 


8.1.3 Public Information Act - Applicant Requirements Regarding Disclosure 
 
Proposals and Grants are subject to the Texas Public Information Act (PIA), Texas 
Government Code Chapter 552, and may be disclosed to the public upon request. Other 
legal authority also requires System Agency to post Grants and proposals on its public 
website and to provide such information to the Legislative Budget Board for posting on its 
public website.  
 
Under the PIA, certain information is protected from public release. If Applicant asserts 
that information provided in its Solicitation Response is exempt from disclosure under the 
PIA, Applicant must: 


A. Mark Original Proposal:  
1. Mark the Original Proposal, on the top of the front page, the words 


“CONTAINS CONFIDENTIAL INFORMATION” in large, bold, capitalized 
letters (the size of, or equivalent to, 12-point Times New Roman font or larger); 
and  


2. Identify, adjacent to each portion of the Solicitation Response that Applicant 
claims is exempt from public disclosure, the claimed exemption from disclosure 
(NOTE: no redactions are to be made in the Original Proposal); 


B. Certify in Original Proposal - Affirmations and Solicitation Acceptance (attached 
as Exhibit B to this Solicitation):   
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i. Certify, in the designated section of the Affirmations and Solicitation 
Acceptance, Applicant’s confidential information assertion and the filing 
of its Public Information Act Copy; and 


C. Submit Public Information Act Copy of Proposal:   
Submit a separate “Public Information Act Copy” of the Original Proposal (in 
addition to the original and all copies otherwise required under the provisions of 
this Solicitation). The Public Information Act Copy must meet the following 
requirements:  
 
1. The copy must be clearly marked as “Public Information Act Copy” on the front 


page in large, bold, capitalized letters (the size of, or equivalent to, 12-point 
Times New Roman font or larger);  


2. Each portion Applicant claims is exempt from public disclosure must be 
redacted (blacked out); and  


3. Applicant must identify, adjacent to each redaction, the claimed exemption 
from disclosure. Each identification provided as required in Subsection (c) of 
this section must be identical to those set forth in the Original Proposal as 
required in Subsection (a)(2), above. The only difference in required markings 
and information between the Original Proposal and the “Public Information Act 
Copy” of the proposal will be redactions - which can only be included in the 
“Public Information Act Copy.” There must be no redactions in the Original 
Proposal. 


 
By submitting a response to this Solicitation, Applicant agrees that, if Applicant does 
not mark the Original Proposal, provide the required certification in the Affirmations 
and Solicitation Acceptance, and submit the Public Information Act Copy, 
Applicant’s proposal will be considered to be public information that may be released 
to the public in any manner including, but not limited to, in accordance with the 
Public Information Act, posted on the System Agency’s public website, and posted on 
the Legislative Budget Board’s public website. 
 
If any or all Applicants submit partial, but not complete, information suggesting 
inclusion of confidential information and failure to comply with the requirements set 
forth in this section, System Agency, in its sole discretion and in any solicitation, 
reserves the right to (1) disqualify all Applicants that fail to fully comply with the 
requirements set forth in this section, or (2) to offer all Applicants that fail to fully 
comply with the requirements set forth in this section additional time to comply. 
 
Applicant should not submit a Public Information Act Copy indicating that the entire 
proposal is exempt from disclosure. Merely making a blanket claim that the entire proposal 
is protected from disclosure because it contains any amount of confidential, proprietary, 
trade secret, or privileged information is not acceptable, and may make the entire proposal 
subject to release under the PIA. 
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Proposals should not be marked or asserted as copyrighted material. If Applicant asserts a 
copyright to any portion of its proposal, by submitting a proposal, Applicant agrees to 
reproduction and posting on public websites by the State of Texas, including the System 
Agency and all other state agencies, without cost or liability. 
 
The System Agency will strictly adhere to the requirements of the PIA regarding the 
disclosure of public information. As a result, by participating in this solicitation process, 
Applicant acknowledges that all information, documentation, and other materials 
submitted in the proposal in response to this Solicitation may be subject to public disclosure 
under the PIA. The System Agency does not have authority to agree that any information 
submitted will not be subject to disclosure. Disclosure is governed by the PIA and by 
rulings of the Office of the Texas Attorney General. Applicants are advised to consult with 
their legal counsel concerning disclosure issues resulting from this process and to take 
precautions to safeguard trade secrets and proprietary or otherwise confidential 
information. The System Agency assumes no obligation or responsibility relating to the 
disclosure or nondisclosure of information submitted by Applicants.  
 
For more information concerning the types of information that may be withheld under the 
PIA or questions about the PIA, please refer to the Public Information Act Handbook 
published by the Office of the Texas Attorney General or contact the attorney general’s 
Open Government Hotline at (512) 478-OPEN (6736) or toll-free at (877) 673-6839 (877-
OPEN TEX). To access the Public Information Act Handbook, please visit the attorney 
general’s website at http://www.texasattorneygeneral.gov. 
 


8.1.4 News Releases 
 
Prior to final award an Applicant may not issue a press release or provide any information 
for public consumption regarding its participation in the procurement. Requests should be 
directed to the HHSC Point of Contact Identified in Article III, Administrative 
Information. 
 


8.1.5 Additional Information 
 
By submitting a proposal, the Applicant grants HHSC the right to obtain information from 
any lawful source regarding the Applicant’s and its directors’, officers’, and employees’: 
(1) past business history, practices, and conduct; (2) ability to supply the goods and 
services; and (3) ability to comply with Grant requirements. By submitting a proposal, an 
Applicant generally releases from liability and waives all claims against any party 
providing HHSC information about the Applicant. HHSC may take such information into 
consideration in evaluating proposals. 
 


The remainder of the page intentionally left blank. 
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RFA Version 1.2 
9.1.17 


RFA No. HHS0009792 Page 36 of 39 


 


ARTICLE IX. SUBMISSION CHECKLIST 
 
This checklist is provided for Applicant's convenience only and identifies documents that 
are requested in this Solicitation. One complete application is required for each funding 
opportunity and each region. 
 


Original Solicitation Response Package 
 


The Solicitation Package must include the Solicitation Response in one of the approved 
submission methods identified in Section 3.6, Solicitation Response Submission and 
Delivery.  
 


a. Narrative Proposal as Attachment A*    (Article V)  
1. Executive Summary      (Section 5.1.1) ____  
2. Plan of Operation       (Section 5.1.2) ____ 
3. Project Work Plan       (Section 5.1.3) ____ 
4. Key Staffing       (Section 5.1.4) ____ 
5. Value Added Benefits, if applicable    (Section 5.1.5) ____ 
*Note:  A separate Narrative Proposal, labeled Attachment B, Narrative Proposal for 
ESEC may be submitted for ESEC, if applicable. 
 


b. Required Applicant Information      (Article VI)  
1. Form A, Applicant Information     (Article VI) ____ 
2. Form B, Administrative Entity Information   (Section 6.1) ____ 
3. Litigation and Grant History     (Section 6.2) ____ 
4. Conflicts        (Section 6.3) ____ 


 
c. Expenditure Proposal       (Article VII) 


1. Exhibit H, Expenditure Proposal      (Section 7.1) ____ 
2. Exhibit H-1, Expenditure Proposal for ESEC (if applicable) (Section 7.1)   ____ 
3. Exhibit S, Indirect Cost Rate Questionnaire (if applicable) (Section 7.2) ____  


 
d. Applicable Exhibits        (Article II)   


1. Exhibit B, Affirmations and Solicitation Acceptance  (Section 6.4) ____  
2. Exhibit D, Data Use Agreement     (Section 2.9) ____ 


a. Exhibit D-1, Subcontractor Agreement Form    ____ 
b. Exhibit D-2, Security and Privacy Initial Inquiry (SPI)    ____ 


3. Exhibit E, Data Use Agreement for Governmental Entity (if applicable) ____ 
(Section 2.9) 
a. Exhibit E-1, Subcontractor Agreement Form    ____ 
b. Exhibit E-2, Security and Privacy Initial Inquiry (SPI)  


4. Exhibit O, Exceptions Form (if applicable)   (Section 4.5) ____ 
5. Exhibit O-1, Assumptions Form (if applicable)   (Section 4.5)   ____ 
6. Affirmations and Certifications     (Section 6.4) 


a. Exhibit P, Federal Funding Accountability and Transparency Act  ____ 
(FFATA) Certification  







 


 
RFA Version 1.2 
9.1.17 


RFA No. HHS0009792 Page 37 of 39 


 


b. Exhibit P-1, Certification Regarding Lobbying     ____ 
c. Exhibit P-2, Federal Assurances-Non-Construction Programs  ____ 


7. Other Reports       (Section 6.6) 
a. Attachment A, Narrative Proposal     ____ 
b. Attachment B, Narrative Proposal for ESEC, if applicable  ____ 
c. Attachment C, Financial Statements and Financial Solvency  ____ 
d. Attachment D, Alternate Report (if unable to provide Attachment C) ____ 


 


The remainder of the page intentionally left blank. 
  







 


 
RFA Version 1.2 
9.1.17 


RFA No. HHS0009792 Page 38 of 39 


 


ARTICLE X. LIST OF EXHIBITS, FORMS, AND ATTACHMENTS 
 


10.1 List of Exhibits 


Exhibit A, Grant Requirements 
Exhibit B, Affirmations and Solicitation Acceptance 
Exhibit C, HHSC Uniform Terms and Conditions – Grant 
Exhibit D, Data Use Agreement 
Exhibit D-1, Subcontractor Agreement Form 
Exhibit D-2, Security and Privacy Initial Inquiry (SPI)  
Exhibit E, Data Use Agreement for Governmental Entity 
Exhibit E-1, Subcontractor Agreement Form 
Exhibit E-2, Security and Privacy Initial Inquiry (SPI)  
Exhibit F, AIC Regions and Estimated Funding Amounts 
Exhibit G, Emergency Services and Escalation Centers Grant Requirements 
Exhibit H, Expenditure Proposal Template 
Exhibit H-1, Expenditure Proposal Template for Emergency Services and Escalation Centers 
Exhibit H-2, Expenditure Proposal Instructions and Examples 
Exhibit I, AIRS Standards and Quality Indicators 
Exhibit J, Key Performance Requirements 
Exhibit K, Deliverables 
Exhibit L, HHS Online Bid Room 
Exhibit M, Evaluation Tool for AIC 
Exhibit N, Evaluation Tool for AIC and ESEC 
Exhibit O, Exceptions Form 
Exhibit O-1, Assumptions Form 
Exhibit P, Federally Funding and Transparency Act (FFATA)  
Exhibit Q, Certification Regarding Lobbying 
Exhibit R, Federal Assurances – Non-Construction Programs 
Exhibit S, HHS Indirect Cost Rate (ICR) Questionnaire 
Exhibit T, 2-1-1 Texas Information and Referral Network Database Inclusion/Exclusion Criteria 
Exhibit U, TIRN Quality Standards & Definitions Guide 
Exhibit V, 2-1-1 TIRN Estimated Messaging Sessions Handled by Region 
 
10.2  List of Forms 
 
Form A, Applicant Information  
Form B, Administrative Entity Information 
 
10.3  List of Attachments 
 
Attachment A, Narrative Proposal 
Attachment B, Narrative Proposal for ESEC, if applicable 
Attachment C, Financial Statements and Financial Solvency 
Attachment D, Alternate Report 
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*ATTACHMENTS A, B, C, AND D WILL NEED TO BE CREATED AND SUBMITTED BY THE  APPLICANT 
AND LABELED ACCORDINGLY AS STATED IN THIS SOLICITATION. 
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SECTION I: AREA INFORMATION CENTER OPERATIONS 
 
1 OVERVIEW  
The Health and Human Services Commission administers the Texas Information and Referral 
Network (HHSC/TIRN), which is comprised of 25 Area Information Center (AIC) regions that 
provide general information and referral (I&R) services to individuals in Texas (See Exhibit E, AIC 
Regions and Estimated Funding Amounts). Each multi-county regional AIC is responsible for 
collecting, providing, and updating accurate, well-organized, and accessible information from state 
and local health and human services programs.   
 
Individuals and families seeking I&R can contact their local AIC by dialing “2-1-1,” which is the 
national abbreviated dialing code for free access to health and human services I&R. The short code 
of 2-1-1 is an easy-to-remember and universally recognizable number that connects individuals with 
appropriate community-based organizations and government agencies, with the goal of encouraging 
prevention and fostering self-sufficiency. 
 
Individuals can also access information through the TIRN Network by visiting the public website at: 
https://www.211texas.org/. 
 
In addition to providing comprehensive I&R services to all counties in their regions, AICs play an 
integral role in the Governor’s Homeland Security Strategic Plan for 2020-2025 by providing 
information to the public in the event of a disaster or emergency.   
 
The 2-1-1 TIRN Network is committed to continuous improvement of the efficiency and quality of 
services. In addition to providing services during normal operations and public emergency events, 
AICs also participate in special initiatives and collaborative projects that serve Texas residents. The 
successful Applicant must have demonstrated capacity to expand their programming to 
accommodate these types of initiatives. 
 
The Applicant must possess and maintain the knowledge, skills, experience, and abilities necessary 
to deliver contracted services, achieve contract outcomes, satisfy technical requirements, and meet all 
required responsibilities. The successful Applicant will demonstrate the capacity to provide all of the 
following AIC core functions: 


A. Data Resource Management 
B. Information and Referral Services 
C. Disaster Preparedness and Response 
D. Focused Initiatives 
E. Outreach Activities 


 
An Applicant may choose to submit applications for more than one region by submitting a 
separate application for each region; however, the Applicant must be able to meet the following 
requirements: 


A. A physical location must be maintained in at least one of the AIC regions for which 
applications are being submitted; and 


B. A permanent staff person must be located in the region(s) where the Applicant does not 
have a physical location.  



https://www.211texas.org/





   
 


 
2 AIC INFRASTRUCTURE  
 
2.1 Physical Location and Hours of Operation  
 
AICs must be fully operational and able to respond to inquiries 24 hours a day, seven (7) days a week, 
year-round.  
 
AICs may choose to subaward with other centers in the Texas 2-1-1 network to fulfill coverage 
requirements during overnight hours, weekends, holidays, office or agency relocations, conferences, 
trainings, meetings, and other periods of extended offline time; however, offline requests and any 
applicable subawarding arrangement must be submitted in writing and approved by HHSC/TIRN.  
 
Additionally, AICs that subaward for offline coverage must ensure services provided by the 
subawarded center meet or exceed the AIC’s service level. AICs must conduct random monitoring of 
recorded calls taken by the subawarded center to verify call quality and address any issues that may 
arise. Evidence of quality monitoring activities must be documented and made available to 
HHSC/TIRN upon request. 
 
2.2 Technical Requirements 
 
The Successful Applicant must provide certain technical equipment and have the capacity to support 
some aspects of the telecommunications activity, which allows the HHSC/TIRN to function as a 
system.  
 


2.2.1 Required Equipment, Materials, and Support 
 
The table below shows the equipment, materials, and other support to be provided by 
HHSC/TIRN, as well as, the requirements of the Successful Applicant. 
 


HHSC/TIRN will provide: AIC must provide: 


1. A Router / Voice Gateway 1. A broadband connection to the Internet with a 
firewall to prevent non-trusted activity 


2. Uninterruptible Power Supply (UPS) 
to power all HHSC/TIRN-supplied 
equipment, which is the only 
equipment allowed on the 
HHSC/TIRN-supplied UPS 


2. A dedicated electrical outlet for the 
HHSC/TIRN-supplied UPS. The 
specifications for this outlet depends on site-
specific requirements, but could range from 
National Electrical Manufacturers Association 
(NEMA) 5-15P to NEMA L6-30 


3. An Ethernet Switch (if required based 
on HHSC/TIRN evaluation) 


3. Category 5 (Cat 5) or better cable connection 
from the demarcation point to the 
HHSC/TIRN rack of gear 


4. Voice-over Internet Protocol phones 
for staff to conduct HHSC/TIRN 
business 


4. A dedicated server room that must remain 
locked at all times, be accessible only by 
select agency staff, and be used only for 
server and other equipment storage 







   
 


HHSC/TIRN will provide: AIC must provide: 


5. Public Switched Telephone Network 
(PSTN) lines to support 2-1-1 call 
needs. The number of lines will be 
determined by HHSC/TIRN staff 


5. Adequate ventilation and cooling in the server 
room  


a) The temperature of the room must be 
maintained between 60 and 80 degrees 
Fahrenheit at all times.  


b) The temperature and humidity may be 
monitored remotely. 


6. A patch panel for AIC stations 6. A direct employee or contracted employee to 
provide network and computer administration 
(IT) (see Section 3.1.5 Information 
Technology Support Staff – Responsibilities 
and Qualifications) 


7. A standard rack to hold gear 7. A firewall configured to allow activity as 
defined by HHSC/TIRN. The firewall must 
permit e-mail from HHSC addresses and those 
of HHSC/TIRN vendors 


8. Sufficient bandwidth (through a 
Virtual Private Network [VPN] or 
other means) to handle call volume and 
other HHSC/TIRN needs 


8. Phones with Ethernet wiring either directly or 
through a patch panel to the HHSC/TIRN-
supplied router or switches (HHSC/TIRN will 
not allow additional switches to extend the 
reach to other phones. The exception is any 
switches supplied by HHSC/TIRN for ESEC 
“formerly known as Warm Centers”.) 


9. Technical support for HHSC/TIRN 
equipment 


9. Computers with virus protection software that 
must be able to de-select the scanning of 
network attached servers and comply with 
other business requirements of HHSC/TIRN.  
Browser software on the computers must 
allow for pop-ups 


 
AICs are not permitted to access/change/modify or repurpose any hardware or equipment supplied 
by HHSC/TIRN unless directed to do so, in writing, by HHSC/TIRN. Additionally, wireless 
connectivity to the HHSC/TIRN-supplied network, router, or switch is prohibited. At the end of 
the contract term, all HHSC/TIRN issued equipment must be returned within 60 business days of 
expiration of contract, unless otherwise specified by HHSC/TIRN. 


 
2.2.2 Computer and Software Requirements  


 
Below are the current HHSC/TIRN-defined computer and software requirements, which AICs 
will adhere to throughout the contract term. Due to the evolving nature of technology, these 
requirements are subject to update by HHSC/TIRN at any time. 


Computer/Software Item Requirements 
Platform/Image Core • CPU: Minimum 2.0GHz (Recommended 3.2GHz+) 


• Memory: Minimum 2 GB (Recommended 4GB) 







   
 


Computer/Software Item Requirements 
• Disk Space for Desktop and Process Analytics: 10 MB for 


the client installation files and 100 MB to ensure processes 
run when there is no network. 


• Monitor: Minimum resolution: 1280 x 800 
(Recommended resolution: 1280 x 1024 or higher) 


• Sound Card: Sound card, plus speakers and/or headphones 
• Video Card: Minimum 32MB RAM  
• Peripherals: Keyboard, Mouse, CD-ROM drive (or access 


to a shared network drive) 
• Network 10-100 MBPS 10-BaseT LAN Card or faster 
 


Operating System • Microsoft Windows® 7 (32-bit or 64-bit) 
• Microsoft Windows® 10 (32-bit or 64-bit) 
• Mac OS X 


Browser • Microsoft Internet Explorer® 7.0 
• Microsoft Internet Explorer® 8.0 
• Microsoft Internet Explorer® 9.0 
• Microsoft Internet Explorer® 10.0 (only for Finesse 10.5 


ES1 or higher) 
• Microsoft Internet Explorer® 11.0 
• Firefox  
• Microsoft Edge 
• Chrome 


Plug-ins • Oracle JRE 1. (Update 121 or Higher) 
• Allow ActiveX (filtering must be enabled for ActiveX 


plug-ins) 
• Cookies must be enabled 
• Java Plug-in 1.7_7 or later 


Other Software Loaded on 
System/Image 


• Anti-Virus 
• Adobe Reader 6.0 or later 


Thin Clients and VMware 
Comments 


• Windows 2012 64-bit Edition with Remote Desktop 
Session Host (RD Session Host), and with 32-bit/64-
bitCitrix XenApp 6.0 


• Windows 2008 R2/R2 SP1 64-bitEdition with Remote 
Desktop Session Host (RD Session Host), and with 32-
bit/64-bit Citrix XenApp 6.0 


• Windows Server 2008 SP1/SP2 64-bitEdition with 
Remote Desktop Session Host (RD Session Host), and 
with 32-bit/64-bit Citrix XenApp 5.0 


• Citrix 32-bit/64-bit XenApp 7.5/7.6 and XenDesktop 7.x 
• VMware View (VDI) 5.x Supported by all desktop 


applications except:  







   
 


Computer/Software Item Requirements 
o Desktop Messaging Client if Published Application 
o Strategic Planner 
o Desktop Gadget 
o Partially supported by DPA client 


• Windows 2012 R2 Terminal Services  
 
2.3 AIRS Site Accreditation  
 
Successful Applicants must either be fully accredited by the Alliance of Information and Referral 
Systems (AIRS) or have a “conditional” accreditation status from AIRS at the time of Application.  
The purpose of the accreditation process is to assess the extent to which an I&R agency complies 
with quality practices within the field, as defined by the AIRS Standards and Quality Indicators for 
Professional Information and Referral (AIRS Standards). I&R agencies (AICs) work collaboratively 
with AIRS to ensure a strong foundation for service delivery and future development. The AIRS 
Standards Manual can be accessed in Exhibit G, AIRS Standards and Quality Indicators. 
 
Successful Applicants must maintain their AIRS accreditation throughout the duration of the contract 
period. Successful Applicants that are in conditional accreditation status at the contract start date must 
achieve full accreditation within six months (180 days).  
 
2.4 Financial Systems 
 
The Successful Applicant shall have financial systems in place to maintain internal controls, ensure 
proper management of federal and state funds, maximize non-federal resources, and maintain 
solvency. The Successful Applicant’s accounting and internal control systems must meet the 
following requirements: 


A. The systems must be appropriate to the size of the organization.  
B. The accounting system must consist of source documents, a chart of accounts, journals, 


ledgers, and routine financial reports.  
C. The accounting system must be capable of producing expenditure reports, cost center 


analyses, budget formats, and automated reports as required by, and without additional 
support from, HHSC.  


D. The internal controls system shall safeguard the Applicant’s assets, produce accurate 
accounting data, promote efficient operations, and encourage adherence to prescribed 
accounting policies and procedures.  


E. Effective internal control shall involve a division of responsibility among different 
employees for a sequence of related functions, clear establishment of each employee's 
responsibilities and duties, and use of standards such as procurement policies, proofs, 
checks, and other security measures. 


 
 
 
 


3 PLAN OF OPERATIONS 







   
 


The Applicant shall develop and maintain an HHSC/TIRN approved plan of operations. An initial 
plan must be submitted with the Applicant’s application. If a contract is offered, a final plan must be 
submitted to HHSC/TIRN within thirty (30) business days after execution of the contract. Ongoing 
plan updates and changes shall be submitted to HHSC/TIRN for approval at least thirty (30) business 
days before a change becomes effective.  
 
The initial and subsequent plans of operation shall include the following: 


A. Hours of operation and the setting in which the services will be provided; 
B. Job titles and contact information for AIC staff and their responsibilities related to 


fulfilling contractual obligations; 
C. Number and job classifications of staff delivering services;  
D. Qualifications and competencies of each staff member to be paid under this contract;  
E. Comprehensive description of Applicant’s policies and procedures for each of the core 


functions provided under this contract, including: 
1. Data Resource Management (see Section 3.3 Data Resource Management) 
2. Information and Referral Services (see Section 3.4..1 Information and Referral) 
3. Disaster Preparedness and Response (see Section 3.4.2 Disaster Preparedness and 


Response) 
4. Outreach Activities (see Section 3.4..6 Outreach Activities) 


F. Comprehensive description and delivery method for services provided to customers;  
G. Assurance that AIC staff meet the required qualifications outlined in Section 3.1 AIC 


Staff Requirements.   
 
For planning purposes, Applicants should refer to Exhibit G, AIRS Standards and Quality 
Indicator, Funding and Call Volume Estimates, to determine capacity needs. 
 
3.1 AIC Staff Requirements 


 
AIC staff must possess and maintain the knowledge, skills, experience, and abilities necessary to 
deliver contracted services, achieve contract outcomes, satisfy technical requirements, and meet all 
responsibilities, according to the current AIRS Standards. The Successful Applicant must fill the six 
key staff positions listed in the following sections. Responsibilities for each position and minimum 
qualifications for these positions are described below. (Note: Staff may serve in multiple capacities, 
depending upon the size of the AIC and its configuration. The Applicant must explain this in 
Attachment A, Narrative Proposal as part of its Plan of Operations and Staffing Plan, including 
how the proposed staff configuration will satisfy contractual requirements.)  
 


3.1.1 Program Director – Responsibilities and Qualifications 
The Program Director is responsible for the overall provision and coordination of information and 
referral services and staff training. The individual in this position must have the following 
minimum qualifications: 







   
 


A. Bachelor's degree, and a minimum of three years of work experience in a related field; or 
master's degree and a minimum of one year of work experience in a related field. 


B. If the person being considered for this position does not have a bachelor's degree, one of 
the following may be substituted to satisfy this requirement: 
1. A minimum of seven (7) years of work experience in a related field; or 
2. A minimum of four (4) years of call center management and/or lead experience. 


 
3.1.2 Contact Center Manager – Responsibilities and Qualifications 
The Contact Center Manager is responsible for contact center operations, including the ability to 
forecast and effectively manage contact volume, and schedule staff and training to meet service 
level objectives. The Contact Center Manager is responsible for monitoring the HHSC/TIRN 
contact center real-time and historical reporting data for telephony system activity, as well as 
activity related to web-based chat or SMS text service, if applicable. The minimum qualifications 
for this position include: 


A. Bachelor's degree, and a minimum of one year of work experience in a related field; or a 
master's degree. 


B. If the person being considered for this position does not have a bachelor's degree, one of 
the following may be substituted to satisfy this requirement: 


1. A minimum of five (5) years of work experience in a related field; or 
2. A minimum of two and one half (2.5) years of call center experience. 


 
3.1.3 Resource Manager – Responsibilities and Qualifications 
The Resource Manager is responsible for creating and maintaining a comprehensive database of 
resources in the AIC service region in accordance with AIRS Standards. The employee in this 
full-time position must hold the AIRS Certified Resource Specialist – Database Curator (CRS-
DC) certification. If the employee does not have this certification at the time of proposal 
submission, the Applicant must provide a plan for the employee to obtain CRS-DC certification 
within six (6) months of eligibility for the exam. (If the CRS-certified employee departs the 
program during the contract period, the AIC must provide HHSC/TIRN a written plan that will 
result in a staff member’s CRS-DC certification within six (6) months of eligibility for the exam.)  
The Resource Manager must have the following minimum qualifications: 


A. Bachelor's Degree and one year of experience in a related field. 
B. If the person being considered for this position does not have a bachelor's degree, one of 


the following may be substituted to satisfy this requirement: 
1. A minimum of five (5) years of work experience in a related field and a High School 


Diploma or General Education Development (GED) certificate; or 
2. A minimum of two and one half (2.5) years of call center experience or social service 


delivery and a High School Diploma or GED certificate. 
 







   
 


Note: In situations in which the host agency for the AIC covers more than one AIC region, the 
Resource Manager may be required to be located and serve in the region in which the AIC does 
not have a physical presence. 


 
3.1.4 Information and Referral Contact Specialist – Responsibilities and Qualifications 
 I&R Contact Specialists are responsible for handling the inquiries that come into the contact 
center from individuals seeking assistance. Each I&R Contact Specialist must hold an AIRS 
Community Resource Specialist (CRS) certification. If the employee does not have this 
certification at the time of proposal submission, the Applicant must include a plan for the 
employee to obtain CRS certification within six (6) months of eligibility for the exam. The I&R 
Contact Specialists must also have the following minimum qualifications: 


A. Bachelor's Degree. 
B. If the person being considered for this position does not have a bachelor's degree, one of 


the following may be substituted to satisfy this requirement: 
1. A minimum of four (4) years of work experience in a related field and a High 


School Diploma or GED certificate; or 
2. A minimum of two (2) years of call center experience or social service delivery 


and a High School Diploma or GED certificate. 
 


3.1.5 Information Technology Support Staff – Responsibilities and Qualifications 
IT Support Staff are responsible for providing technical support to the Applicant organization. 
This function may be provided by hired staff or the Applicant may choose to subaward for this 
service. In either scenario, the IT Support Staff must have the following minimum qualifications: 


A. CCNA/CCNP Voice certification - Microsoft Certified IT professional. 
B. IP telephony experience, specifically with Cisco phones in a call center environment. 


 
3.1.6 Community Outreach Coordinator – Responsibilities and Qualifications 
The Community Outreach Coordinator is responsible for developing and maintaining cooperative 
relationships within the designated region for the purpose of promoting and expanding 2-1-1 
services. The Community Outreach Coordinator must have the following minimum 
qualifications: 


A. Bachelor's degree, and a minimum of one year of work experience in a related field; or a 
master's degree. 


B. If the person being considered for this position does not have a Bachelor's degree, one of 
the following may be substituted to satisfy this requirement: 
1. A minimum of five (5) years of related work experience; or 
2. A minimum of two and a half (2.5) years of call center experience. 


 
Note: In situations in which the host agency for the AIC covers more than one AIC region, the 
Community Outreach Coordinator may be required to be located and serve in the region in which 
the AIC does not have a physical presence. 


 







   
 


3.1.7 Emergency Management Coordinator 
The Emergency Management Coordinator is responsible for serving as the primary point of 
contact for HHSC/TIRN and other parties during disasters and events. The staff person designated 
for this position must: 
A. Participate in emergency management planning, response, and recovery efforts. 
B. Serve as the AIC’s subject matter expert on HHSC/TIRN’s AIC Emergency Management 


Protocols. 
C. Develop and maintain professional relationships with local Offices of Emergency 


Management (OEM), local public health entities, Disaster District Coordinators, Voluntary 
Organizations Active in Disasters (VOAD), and the Red Cross. 


 
3.2 AIC Staffing Plan 


 
The Applicant must submit an AIC Staffing Plan as an attachment to the proposal that demonstrates 
sufficient capacity to fulfill contract and performance requirements. If a contract is offered, a final 
Staffing Plan shall be submitted to HHSC/TIRN thirty (30) calendar days after contract execution (or 
date specified by HHSC/TIRN), and thirty (30) business days prior to the end of each operational 
year. Ongoing Staffing Plan updates and changes shall be submitted to HHSC/TIRN for approval at 
least fourteen (14) calendar days before a change becomes effective (see next section). 
 
An initial Staffing Plan must be submitted with the proposal that: 


A. Identifies key personnel and the percentage of time each staff person will commit to this 
contract. (If 100% of a staff person’s time will be dedicated to the contract, they would not 
be permitted to manage, oversee, or participate in other projects, contracts, etc.) 


B. Defines the required qualifications, skills, and duties of each staff position, including the 
required positions defined in Section 3.1 AIC Staff Requirements.  


C. Indicates if a position is full- or part-time. 
D. Demonstrates sufficient AIC staffing to support the service area and contact volumes.  
E. Indicates which positions will be filled by paid employees and which will be filled by 


trained volunteers (i.e., during disasters and emergency events when call volumes increase 
substantially).  


F. Includes a process for requesting approval from HHSC/TIRN to augment staffing during 
disasters or events when the AIC may need to enlist the assistance of trained volunteers to 
manage increased call volumes. 


G. Includes an up-to-date organizational chart showing the lines of reporting. 
 
To establish strong accountability controls, the successful Applicant must propose and provide 
ongoing reporting of organizational structure and identification of key personnel, including résumés 
and references for HHSC/TIRN approval.  
 
 
 


3.2.1 AIRS Certification for AIC Staff 







   
 


At least 51% of AIC staff must be eligible for the required AIRS CRS certification by the contract 
start date. The AIRS Certification Program is based on established standards for the I&R field 
and takes into consideration the knowledge, skills, attitudes, and work-related behaviors needed 
by I&R staff to provide quality services. Eligibility for the AIRS certification is based on an 
individual’s I&R and other relevant experience, as well as their educational background. Initial 
certification is based on the job duties the individual actually performs and/or directly supervises 
(see the AIRS Standards in Exhibit G, AIRS Standards and Quality Indicators for more 
information). 
 
Applicants must include as an attachment to their applications photocopies of AIRS certifications 
for staff who will be conducting AIC services. If staff are not currently certified, the Applicant 
must provide a training plan and timeline for ensuring staff become certified. 


 
3.2.2 Post-Award Staffing 
After contract award, the Successful Applicant must report any organizational changes that result 
in a restructure of the organization or redirection of required key personnel to perform functions 
other than the responsibilities of their current position, either temporarily or permanently.  
 
Throughout the contract period, the Successful Applicant must: 


A. Maintain a core staff sufficient for successful fulfillment of contract and performance 
requirements with experience in the functional areas in which they work (see Section 
3.1 AIC Staff Requirements). 


B. Allocate key personnel and their percentage of time to this contract, which must be 
approved by HHSC.  


C. Submit notification to HHSC in writing within fourteen (14) calendar days that a key 
personnel vacancy will occur for any reason or prior to making any changes in key 
personnel other than changes due to resignation, death, or military recall. 
Notification must include a plan to recruit key personnel. 


D. Submit an initial organizational chart within thirty (30) calendar days after contract 
execution or date specified by HHSC, including the names and positions of all 
personnel assigned to this contract. The organizational chart must designate key 
personnel. 


E. Submit an updated organizational chart as changes in personnel occur or as specified 
by HHSC. 


F. Submit notification to HHSC in writing within ten (10) calendar days whenever key 
personnel are temporarily redirected to perform functions other than the 
responsibilities of their current position. 


G. Ensure appropriate AIC staff are available to meet with HHSC and that access to 
those staff by HHSC is not restricted. 


 
 
 
3.2.3 Staff and Volunteer Personnel Files 
The Successful Applicant must create and maintain a personnel file for each AIC staff person 
and volunteer that includes: 







   
 


A. An up-to-date job description outlining responsibilities, essential job functions, and 
lines of accountability;  


B. Training documentation; and  
C. Standardized observation and performance appraisal forms. Staff evaluations will 


address specific responsibilities, roles, and job functions outlined in the individuals’ 
job descriptions and will be conducted, at a minimum, on an annual basis. 


 
3.3 Data Resource Management  


 
The AIC’s regional records within the statewide database are the primary source of information 
regarding governmental and social service programs available to the community. AICs are 
responsible for collecting, updating, and managing information specific to their regions in the 
HHSC/TIRN-administered statewide database. 
  


3.3.1 Data Quality Standards and Policies 
 
To ensure the dissemination of accurate and comprehensive information regarding the 
governmental and social services resources are available to residents of Texas, AICs are required 
to adhere to protocols prescribed by HHSC/TIRN when determining if an entity should be 
included in the database and in formatting their information. AICs will use the following guidance 
materials when completing this function:  
A. The 2-1-1 Texas Information and Referral Network Database Inclusion/Exclusion Criteria 


policy was established by HHSC to provide guidelines for determining which service 
organizations can be listed in the statewide resource database (see Exhibit O, 2-1-1 Texas 
Information and Referral Network Database Inclusion/Exclusion Criteria for a copy of 
this policy). 


B. The most current version of the HHSC/TIRN Data Quality and Style Guide standards must 
be used when formatting, writing, and indexing database records (see Exhibit G, AIRS 
Standards and Quality Indicators for a copy of the standards).  


C. AICs must use the AIRS taxonomy standards to properly index their region’s resource records 
in the database. Taxonomies are used to index and retrieve information about a particular 
subject in a systematic, unambiguous way. (Note: There are some instances in which the AIRS 
taxonomy standards for indexing records conflict with guidance in the HHSC/TIRN Data 
Quality and Style Guide standards. These instances are documented in the HHSC/TIRN Data 
Quality and Style Guide, which should be followed.) 


 
3.3.2 Data Quality Initiatives 
 
HHSC/TIRN engages in continuous improvement activities to ensure information contained in 
the statewide database is accurate and complete. On a regular basis, HHSC/TIRN staff review 
resource records to determine if there is missing or invalid information. If any issues are identified, 
HHSC/TIRN will notify the AIC and request the necessary corrections. AICs must respond to 
these requests and complete all data quality initiatives in the timeframe established by 
HHSC/TIRN. HHSC/TIRN will conduct follow-up audits to ensure all corrections were made. 
The goal is for AICs to achieve a passing rate of 100 percent. 
 







   
 


3.3.3 Annual Formal Reviews 
 
On an annual basis, AICs must conduct formal reviews of all active agencies in their region. AICs 
must have a documented process to evaluate resource records to ensure they are consistent and 
adhere to style guide requirements. The timing of these reviews should be based on the date of 
the last formal review to ensure compliance with the required timeframe. This enables AICs to 
perform this function throughout the year, rather than during one month. HHSC/TIRN requires 
formal reviews to be completed within a 13-month timeframe. 
 
Formal reviews must be documented in writing to capture the AIC’s attempts and methods used 
to contact the agencies, as well as the outcomes of communications with agency representatives. 
Documentation should also track the response rate of the agency being reviewed and contact 
methods used (e.g., telephone, email, fax, site visit, etc.). The AIC’s formal review process must 
also include criteria for removing an agency from the database when information cannot be 
verified. Formal review documentation must be retained in accordance with contract retention 
requirements and provided to HHSC/TIRN via email upon request. HHSC/TIRN will conduct 
database audits to verify this requirement has been met. Contractor must conduct formal reviews 
of 100% of the active agencies within a 13-month timeframe. 
 


3.3.3.1 Annual Survey of Active Agencies 
 


Upon direction from HHSC/TIRN, AICs shall conduct an annual survey of agencies within 
the contracted region using a template provided by HHSC/TIRN. The survey will measure 
each agency’s level of satisfaction with record accuracy, as well as their assessment of any 
interactions they may have had with the AIC’s Resource Specialists and/or Managers. The 
survey will also measure the agency’s familiarity with and opinion of the online resource 
database. The AIC may complete this survey as part of the annual formal review process or 
as a separate activity. The AIC must meet a 100% compliance rate for survey distribution.  


 
3.3.3.2 Updating of Resource Records 


 
AICs must update resource records when information changes or when it is determined that a 
record must be deactivated (i.e., when services are no longer available or when the agency no 
longer meets criteria in the HHSC/TIRN inclusion/exclusion policy). The AIC must have a 
process for documenting updates and reasons for deactivations. To ensure this requirement is 
being met, HHSC/TIRN will conduct database audits and request sample email 
communications with agency representatives. 
 


3.4 2-1-1 Service Delivery 
 


AICs must be fully operational and able to respond to inquiries 24 hours a day, seven days a week. 
Services must be provided by trained I&R Contact Specialists who meet the staffing requirements set 
forth in Section 3.1 AIC Staff Requirements. AICs must provide customers accurate and 
comprehensive information in an unbiased, non-judgmental, and culturally sensitive way to address 
their needs and optimize customer choice. If applicable (e.g. in the event of a special project or 
focused initiative), customers in need will be transferred to an entry point for specialized customer 
intake and/or assessment.  
 







   
 


Equally important, I&R services must be accessible to customers with special needs and those for 
whom English is not their first language. HHSC/TIRN ensures AICs have access to telephony-based 
interpreter services.  
 
Additionally, the AIC must have policies and procedures in place for: 


A. Ensuring the confidentiality and security of all customer information, and responding to 
possible breaches of this information; 


B. Professionally and respectfully responding to challenging or offensive customer behavior; and  
C. Resolving complaints from customers and community service agencies. 


 
HHSC/TIRN continually assesses additional methods to engage customers in need of 2-1-1 services 
and may direct AICs to implement new services during the contract period. Possible features that may 
be implemented in the future include: 


A. Multi-channel information and referral services, including web chat and one-way and/or two-
way texting. AICs would be required to adhere to appropriate HHSC/TIRN guidelines and 
performance expectations. AICs would be required to enroll clients into communication 
modalities (e.g., one-way text messaging, two-way text messaging, and/or smart phone 
applications) if directed to do so by HHSC/TIRN.  


B. Electronic referral (e-referral) as a future method of delivering I&R services for 2-1-1 users. 
Once e-referral is established as a means for providing I&R services, the AIC must adhere to 
appropriate HHSC guidelines for processing e-referrals, including provisions outlined in the 
Exhibit D, Data Use Agreement or Exhibit E, Data Use Agreement for Governmental 
Entity.   


 
Regardless of the method by which services are provided, the elements of quality I&R services are 
the same. 
 


3.4.1 Information and Referral  
 
I&R Contact Specialists must adhere to AIRS Standards for Service Delivery when providing 
required services (see AIRS Standards and Quality Indicators for Professional Information and 
Referral in Exhibit G, AIRS Standards and Quality Indicators). This process involves specific 
steps, which are expanded upon in the AIRS Standards and involve: 


A. Greeting the customer and establishing and maintaining a rapport with them throughout 
the interaction; 


B. Using active listening and effective questioning skills to assess, clarify, and prioritize the 
customer’s needs; 


C. Providing the requested information and/or appropriate resources; 
D. Making referrals to organizations that can assist the customer with their identified needs, 


ensuring the customer is aware of anything about the organizations that may be helpful 
in making an informed choice;  


E. Assisting the customer in identifying alternative solutions when the requested services 
are not available in the area; and 







   
 


F. Documenting the reason for the call (i.e., customer needs and challenges) and the actions 
taken by the I&R Contact Specialist (e.g., assessment, provision of information and/or 
referral, crisis intervention, advocacy efforts, etc.). 


G. Conducting follow-up contacts with vulnerable populations and to assess customer 
satisfaction/quality assurance. 


 
In addition, all I&R Contact Specialists must be fully trained on the AIC’s Crisis Call protocol 
and how to respond to such situations. 
 


3.4.1.1 Customer Advocacy 
 


In certain situations, it may be necessary for I&R Contact Specialists to take additional steps 
to help customers obtain the services they need (i.e., making additional calls or other actions 
on behalf of the customer). AICs must establish a policy that explains when it is allowable for 
I&R Contact Specialists to conduct this type of advocacy assistance and when it would be 
necessary to involve supervisory staff.  The policy must also address customer authorization 
and confidentiality issues. (More in-depth information on this requirement can be found in the 
AIRS Standards and Quality Indicators for Professional Information and Referral located in 
Exhibit G, AIRS Standards and Quality Indicators.) 
 
3.4.1.2 Crisis Intervention 


 
AICs must develop policies and protocol for assisting customers who are in crisis. I&R 
Contact Specialists must be trained to implement crisis protocol when a customer is at risk or 
in urgent need of intervention assistance. This includes the ability to recognize potentially 
concerning situations and assess the level of risk or endangerment. Examples of such 
situations include: 


A. Threats of suicide or homicide 
B. Any form of adult and/or child abuse or assault (i.e., physical, sexual, severe neglect) 
C. Mental health emergencies 
D. Other endangerment circumstances 


 
The AIC’s crisis protocol must include procedures for: 


A. De-escalating and stabilizing the customer; 
B. Assessing the situation and determining next steps; 
C. Involving other emergency services, when warranted (e.g., 911, formal crisis 


intervention centers, etc.); 
D. Documenting the interaction with the customer; 
E. Training, mentoring, and monitoring I&R Contact Specialists in crisis management 


and applicable state legislation regarding mandatory reporting procedures. 
 
More in-depth information on this requirement can be found in the AIRS Standards and 
Quality Indicators for Professional Information and Referral located in Exhibit G, AIRS 
Standards and Quality Indicators.   







   
 


 
3.4.1.3 Customer Service and Follow-up for Contacts  


 
AICs must establish policies and procedures for conducting follow-up contacts with 
customers. Follow-up contacts may include those driven by the individual customer, such as 
those whose safety is at risk, whose basic needs are not being met, or who may be vulnerable 
and need additional assistance accessing services. Other follow-up contacts may be 
conducted as part of program evaluation efforts to assess outcomes of I&R services. Follow-
up contacts should be conducted with the permission of the customer one to three days after 
the customer’s initial contact with the I&R Contact Specialist. The I&R Contact Specialist 
will document the follow-up call in a standard questionnaire provided by HHSC/TIRN.  
 
In addition, customer satisfaction/quality assurance follow-up contacts must also be 
conducted as part of the AIC’s effort to improve overall service delivery. These types of 
follow-up contacts help the AIC determine the extent to which the referral information was 
helpful in addressing the customer’s needs and/or if the information provided has any 
inaccuracies that must be updated in the database. AICs should also be able to evaluate the 
effectiveness of existing community service providers and identify areas where service gaps 
exist. (This can also be determined by evaluating “unmet need” data collected in contact 
documentation.) 
 
AICs will report the outcomes of these follow-up contacts in their quarterly reports to 
HHSC/TIRN. 


 
3.4.1.4 Contact Documentation 
 
I&R Contact Specialists are required to collect and record data for all customer contacts. At a 
minimum, AICs must document and track the following demographic information for each 
customer: 


A. Zip code  
B. City and county of residence 
C. Age (if customer is willing to provide this information) 
D. Gender (if customer is willing to provide this information) 
E. Military status (if customer is willing to provide this information) 


 
In addition, AICs must document the following information regarding the contact itself: 
A. Contact Type, including:  


1. Information Only 
2. Assessment and Referral 
3. Assessment without Referral 
4. Crisis Intervention 
5. Customer Advocacy 


B. Presenting need(s) 







   
 


C. Organizations to which referrals were provided 
D. Whether or not the customer’s need was met. If the need was not met, a reason code must 


be provided as to why the need was not met (e.g., Client ineligible, Service Does Not 
Exist, etc.). 


E. Other required data as specified by HHSC/TIRN. 
 
Note: HHSC/TIRN may add/change/delete contact documentation requirements at any time 
and AICs must implement the changes accordingly. 
 
3.4.1.5 Service Level Targets 
 
Service levels are a measure of an AIC’s capacity to answer a percentage of total call volume 
within a predetermined time threshold. They demonstrate how accessible the AIC is to 
customers and indicate to management how many I&R Contact Specialists are needed to 
provide efficient service. Below are the required service level targets set by HHSC/TIRN. 
 
In regions where the monthly call volume is 10,000 calls or less, the AIC must: 


A. Answer 80% of incoming calls within 60 seconds or less; 
B. Have an abandoned call rate of 10% or less; and 
C. Have a Rolled-Over/Not Answered (RONA) call rate of 1% or less.  


 
In regions where the monthly call volume exceeds 10,000 calls, the AIC must: 


A. During Year 1 of the contract term, answer 75% of incoming calls within 60 seconds 
or less; 


B. During Year 2 of the contract term, answer 80% of incoming calls within 60 seconds 
or less; 


C. Have an abandoned call rate of 10% or less for both years; and 
D. Have a RONA call rate of 1% or less for both years.  


 
Additional information on call volume estimates and performance reporting can be found in 
Exhibit G, AIRS Standards and Quality Indicators. 
 


3.4.2 Disaster Preparedness and Response  
 
AICs must have policies and procedures in place to enable it to respond to disasters or events 
that affect the AIC region and/or other areas of the state. HHSC/TIRN defines a disaster or event 
as “any unplanned occurrence that has the potential to result in, or may have already resulted in, 
property damage, deaths, and/or injuries to a community (e.g., natural disaster, pandemic).”  
During such occurrences, it is expected that call volume may increase in the affected geographic 
area, as well as in other areas of the state. AICs must be ready to respond in a short period of 
time and effectively coordinate with local and state emergency management organizations. 
 
All AICs are responsible for monitoring, researching, and determining the details and scope of 
any disasters/events that affect their regions. This information must be promptly provided to 
HHSC/TIRN and the entire 2-1-1 network, as described and required in the AIC Emergency 







   
 


Management Protocols (accessible in Exhibit G, AIRS Standards and Quality Indicators). 
Additionally, AICs are expected to support the entire network during disasters/events, whether 
or not there is a direct impact to their area.  
 
AICs shall adhere to the processes set forth in the AIC Emergency Management Protocols and 
must participate in emergency management planning, response and recovery, as directed by 
HHSC/TIRN. Training and support on the protocols is provided by HHSC/TIRN and accessible 
through the TIRN Learning Management System. 


 
 
3.4.2.1 Emergency Operations, Escalation of Services, and Business Continuity Plan 
 
The Successful Applicant must develop and submit an Emergency Operations, Escalation of 
Services, and Business Continuity Plan that describes the AIC’s processes for emergency 
preparation and response, including instances when AIC operations are directly impacted by 
a disaster or other event that has the potential to disrupt services and increases contact volume 
beyond staff capacity and jeopardizes performance requirements. It is critical the plan 
provides steps the AIC will take to ensure uninterrupted service delivery to customers and 
detail how the Contractor will increase its capacity for service delivery both during and 
following its normal operating hours. The initial Emergency Operations, Escalation of 
Services, and Business Continuity Plan is due within 45 calendar days after contract execution 
or by the date specified by the System Agency. Once approved, the plan must be updated 
annually and submitted to HHSC/TIRN within thirty (30) calendar days prior to the end of 
each state fiscal year. 
 
The plan must address the following: 


A. The process by which the AIC will increase capacity for service delivery during and 
after a disaster/event to meet the needs of the community. This section must include 
procedures for:  


1. Adding staff resources to handle an increase in the number of inbound calls and 
contacts (e.g., web-based chat sessions and/or text messages) during and beyond 
normal operating hours.  


2. Expanding the resource management function to collect, update, manage, and 
disseminate timely, complete, and accurate emergency management-related I&R 
sources in adherence with the AIC Data Quality and Style Guide, the AIC 
Emergency Management Protocols, and as further directed by HHSC/TIRN.  


3. Ensuring Emergency Management Coordinators, Emergency Management 
Coordinator back-ups, and Resource Managers have 24-hour access to email and 
phone communications. 


 
B. The procedure for informing HHSC within one (1) day of an unplanned disaster/event 


that affects the performance of operations, and a timeframe for initiating the AIC’s 
Emergency Operations and Business Continuity Plan. 


C. A risk assessment of potential issues that may realistically occur during operations, 
including but not limited to instances such as power/internet outages, fires, floods, 







   
 


severe weather events, medical emergencies, pandemics, bomb threats, radiological 
threats, workplace violence, etc. 


D. An outline of courses of action to address and resolve the anticipated problems. 


E. A description of the Applicant’s approach to identifying a disaster recovery site 
location, which must include the location of the disaster recovery site and the 
proximity to the Applicant’s central site. 


F. A description of backup and recovery procedures that specify timeframes for restoring 
service and whether the service restored is full or partial. 


G. A contingency plan addressing interruption to the established plan of operations and 
outlining communication processes, short- and/or long-term resolutions, action steps, 
and response time frames. 


H. A description of the documentation and tracking instruments that will allow 
HHSC/TIRN to determine if performance measures are met. 


I. A proposed reporting mechanism specific to disaster recovery and contingency 
operations. 


 
3.4.2.2 Disaster Training and Preparedness Activities  
 
The AIC must ensure all staff have a working knowledge of the AIC Emergency Management 
Protocols and are able to respond appropriately when a disaster/event occurs. They should 
understand how the emergency command and control structure is set up in their region and 
at the state and federal levels.  
 
Program Directors, Emergency Management Coordinators, Contact Center Managers, and 
Resource Managers must complete the following National Incident Management System 
(NIMS) / Incident Command System “ICS) training courses within the first 90 business days 
of employment and provide copies of certificates to HHSC/TIRN. 


A. IS-700 – this training provides an overview of NIMS, including key concepts and 
principles, resource management, ICS organizational structures, communication 
standards and formats, interconnectivity of disaster agencies, and emergency 
operations functions. 


B. ICS-100 – this training covers the principles and basic structure of ICS, its functional 
areas, staff roles, and the relationship between ICS and NIMS. 


 
Additionally, Emergency Management Coordinators must be trained in resource 
management to ensure adequate back-up for the Resource Manager, and accurate emergency 
resource information. 
 
On an annual basis, the AIC must conduct internal drills to assess staff preparedness for 
handling an actual disaster/event. These drills must test the following:  


A. The accuracy of key personnel contact information and call tree structure; 







   
 


B. The extent to which the AIC is prepared to take calls in a crisis situation; and 
C. The extent to which AIC staff are trained in disaster/event procedures, in accordance 


with the AIC Emergency Management Protocols. 
 
3.4.2.3 Incident Reports  
 
If the AIC experiences a system outage interrupting service due to any cause (e.g. Internet 
failure or power outage), it must notify HHSC/TIRN within 30 minutes and provide at least 
twice daily updates and at a change of circumstance to HHSC/TIRN until the identified 
incident is resolved. If system outage last 2 hours or more, the AIC must submit an incident 
report in the prescribed format below and include the following information: 


A. Details of the outage/incident; 
B. When and how the outage/incident was discovered; 
C. Impacts to operations, systems, and/or staff; 
D. Root cause of the outage/incident, including verifying documentation from the 


provider responsible for the outage; 
E. Detailed corrective measures taken by the AIC to mitigate the problem and long-


term corrective actions to detect and prevent future incidents, including 
identification of alternative providers of the failed service, if feasible and/or 
available. 


 
3.4.3 Focused Initiatives Mandated by HHSC/TIRN 
 
HHSC/TIRN will require AICs to participate in focused initiatives to enhance I&R services. 


 
3.4.3.1 Child Care I&R Services  
 
AICs receive funding to provide and promote quality child care I&R services. AICs are given 
access to external databases to assist them in providing the following services:  


A. Information on and referrals to child care providers that will meet the customers’ 
needs with regard to location, age requirements, types of programs provided, etc.; 
and  


B. Referrals to Head Start and Early Head Start programs and services.  
AICs must include listings in their databases regarding information on Texas Workforce 
Commission child care subsidies available through the regional Workforce Solutions offices.  
These listings must be included according to HHSC/TIRN style guidelines and other specific 
direction (e.g., use of a template, specific taxonomy indexing).   
 
In addition, staff must be trained on the purpose and function of Child Care I&R Services 
and use of the external databases. AICs must submit reports as requested and/or required by 
HHSC/TIRN. 
 
3.4.3.2 Summer Meals Program 
 







   
 


AICs will respond to information and referral calls in reference to the Texas Department of 
Agriculture (TDA) Summer Food Program received in their region as well as submit data 
reports as required by HHSC for the duration of the project or as directed by HHSC/TIRN. 


 
 


3.4.3.3 VetConnect 
 


AICs that have been identified by HHSC/TIRN will respond to calls from service members 
(active; veterans and/or retired) and their family members seeking assistance and provide 
military-specific referrals and/or other resources requested and/or deemed appropriate. 
Additionally, the participating AICs shall submit data reports as required by HHSC/TIRN for 
the duration of the project or as directed. 


 
3.4.4 Focused Initiatives Not Mandated by HHSC/TIRN 
 
HHSC/TIRN may require AICs to participate in other appropriate federal, state, and/or local 
programs to fulfill special I&R needs, such as specialized client intake, resource data sharing, and 
other information and assistance. AICs are required to implement these initiatives with support 
from HHSC/TIRN and comply with reporting requirements. Additionally, HHSC/TIRN reserves 
the right to add other initiatives during the contract period via amendment.  
 
HHSC/TIRN may also require and/or invite AICs to participate in focused initiatives to enhance 
I&R services such as, 


 
3.4.4.1 Texas Balance of State Continuum of Care  
 
AICs that fall within the Texas Balance of State Continuum of Care coverage area, or if 
any of the AIC counties fall within the Region, (available at: https://www.thn.org/texas-
balance-state-continuum-care/) may also receive funding to provide specialized intake for 
customers experiencing a housing crisis. To effectively provide this service, these AICs 
may be asked to identify and recruit potential coordinated entry sites such homeless 
shelters, churches, community clinics, or other facilities where individuals at risk of 
homelessness visit. Resource Managers must provide comprehensive, up-to-date, and 
accurate basic needs resource records for inclusion in the Homeless Management 
Information System managed by the Texas Balance of State Continuum of Care. If 
necessary and appropriate, customers in need will be transferred to the designated entry 
point where they will receive specialized customer intake and/or assessment. Engagement 
in this project is contingent upon available funding and may require up to a 25 percent 
match contribution. AICs must submit reports as requested and/or required by 
HHSC/TIRN. 
 
3.4.4.2 Kinship Navigation  
 
A growing number of children are living with and being raised by their grandparents or other 
relative caregivers as a preferred alternative to foster care. Relative caregivers often face 
challenges obtaining accurate information on the services and benefits available to them and 
the children they are raising. AICs support these caregivers through the Kinship Navigation 
initiative, which helps connect them to the resources available in their communities. 
HHSC/TIRN will provide guidance to AICs for program implementation, which may include 
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the following activities: 
A. Provide enhanced navigation assistance, expanded data capture, and targeted follow-up 


to inquiries from kinship caregivers;  
B. Identify kinship caregivers proactively, as relevant and according to HHSC/TIRN 


instruction, protocol, and/or policy;  
C. Ask customers that meet certain demographic criteria additional questions (beyond 


standard I&R), record and document responses, and provide outbound survey links;  
D. Offer all kinship caregivers a follow-up contact that includes a call and/or automated 


follow-up survey(s);  
E. Conduct specialized customer intake and/or assessment and send the call intake form to 


a partner organization(s), as appropriate;  
F. Conduct additional follow-up/navigation assistance as needed and/or until the kinship 


caregiver responses have been completed; and  
G. Provide comprehensive, up-to-date, and accurate kinship caregiving resource records, 


including any supplementary fields added as a part of this project.  
 


AICs must submit reports as requested and/or required by HHSC/TIRN. Additionally, 
HHSC/TIRN reserves the right to add other initiatives during the contract period. 
 
3.4.5 Special Projects 
 
AICs will participate in local special projects as directed by HHSC/TIRN to enhance I&R services 
within the designated service area/region. AICs must maintain and provide call center staffing 
that is flexible and responsive to the needs of Special Projects that may be assigned during the 
contract period. Special Projects are initiated locally and usually involve some level of staff 
training, use resource information not generally available to the region, and/or impact call volume. 
These projects may be financially supported by a partner organization of the Successful Applicant 
or they may be unfunded.  
 
AICs must submit a Special Project Application to obtain authorization from HHSC/TIRN. If 
approved, HHSC/TIRN will issue a contract amendment that must be executed prior to the AIC 
engaging in any Special Projects and/or external partnership(s) that may have impact to service 
delivery, call handle time, and/or require HHSC/TIRN resources (e.g., telephony platform, 
phones, phone lines and/or technological support team/services). 
 
3.4.6 Outreach Activities  
 
Community outreach and education is important to ensuring the public, local partners, and other 
stakeholders are aware of 2-1-1 TIRN services and how they benefit the community.   
 


3.4.6.1 Outreach Project Work Plan 
 


The Applicant must submit with its application an Outreach Project Work Plan that includes 
at least ten (10) outreach events the AIC will conduct/participate in during the contract period 
to promote and educate the public about 2-1-1 TIRN services. The plan must include a 
description of the various activities the AIC will conduct, which may include public 







   
 


presentations to prospective customers, community education events, use of social media to 
publicize services, running tables at community health/job fairs, and other applicable 
activities. A variety of outreach strategies should be used to meet the needs of the population 
in the region, with particular focus on reaching people who have difficulty accessing services 
due to disabilities, homelessness, language barriers, and other barriers. 


 
In addition, AICs may develop brochures and other media for distribution in their regions.  
AICs are required to request approval of all outreach items before costs can be incurred. 
 
Successful Applicants must maintain records of the outreach activities conducted and report 
specific data elements on their quarterly reports (see Section 5.1 AIC Quarterly 
Performance Reports). 
  


3.4.7 AIC Staff Training 
 
AICs are responsible for providing training to new and existing staff related to the provision of 
information and referral services, database management, and the use of HHSC/TIRN mandated 
guidelines and reference materials, as appropriate for their respective roles. In addition to training 
on their daily functions, all staff must receive training on the AIC Emergency Management 
Protocols. 
 
HHSC/TIRN will monitor training reports, AIC staff participation and certificate achievements 
in the TIRN Learning Management System, and attendance sheets to verify training requirements 
are being met. 
 


3.4.7.1 Additional Training Requirements – I&R Contact Specialists 
 
An integral part of the training process for I&R Contact Specialists is the provision of 
mentoring, coaching, and monitoring to ensure the delivery of quality services. In addition to 
having the necessary skills to provide information and referrals, I&R Contact Specialists must 
also be trained to use the HHSC/TIRN Crisis Protocol. Initial training can be taken through 
the TIRN Learning Management System; however, supervisors of I&R Contact Specialists 
must also provide more intensive learning opportunities through mentoring and coaching. 
HHSC/TIRN provides AICs a Quality Standards and Definitions Guide to assist them in this 
process (the guide can be accessed in Exhibit P - TIRN Quality Standards & Definitions 
Guide). 
 
I&R Contact Specialists may also receive training on the various projects under Focused 
Initiatives (see Section 3.4.3 Focused Initiatives Mandated by HHSC/TIRN) to ensure they 
have the proper knowledge and skills to effectively implement those activities. 
 
3.4.7.2 Staff Training Plan 


 
The Successful Applicant will develop and submit a plan for ensuring training and continuing 
education opportunities for AIC staff that will lead to expanded professional capacity and in-
depth expertise. At a minimum, the plan should address the job-related knowledge and 
competencies required to achieve organizational goals and objectives, as well as the specific 
requirements set forth herein.  
 







   
 


 
 
 
3.4.7.3 Additional Training Requirements 


 
The Successful Applicant shall participate in additional trainings as deemed necessary by 
HHSC. Content may be related to new projects, initiatives, performance measures, or 
additional quality improvement activities. 


 
3.4.7 Cultural Competence 


 
The Successful Applicant will develop and maintain a cultural competence plan for equitably 
serving all individuals. The plan must be submitted and address how the Applicant will:  


A. Meet the needs of individuals of various cultures, races, ethnic backgrounds, and religions 
who reside in the local area;  


B. Tailor services based on the intellectual functioning, literacy, level of education, and 
comprehension ability of each individual in order to ensure all information is presented in a 
way that meets their needs; 


C. Provide services in the individual’s primary language, whether provided directly by the 
Applicant or through telephony-related interpreter services made available by HHSC/TIRN; 
and 


D. Ensure services are provided to all individuals in a manner that recognizes and affirms their 
worth and protects and preserves their dignity. 


 
The Cultural Competence Plan is due within 45 calendar days after contract execution, or by the 
date specified by the System Agency. The Annual Cultural Competency Plan is due within 30 
calendar days prior to the end of each federal fiscal year.  
 


4 QUALITY ASSURANCE AND MONITORING 
 
The Successful Applicant must submit a Quality Assurance Plan that documents the processes for 
monitoring the quality of services provided by I&R staff, as well as the integrity of database resource 
listings. The plan must also include the process by which individuals seeking assistance from the AIC 
can provide feedback about the services they received. While some of this information can be 
collected during customer satisfaction/quality assurance follow-up contacts conducted by the AIC, 
there must also be a process for tracking customer-initiated feedback and any complaints reported. 
 
The Quality Assurance Plan is a dynamic plan subject to reviews and updates frequently by the 
Successful Applicant and System Agency. It must also be available to authorized System Agency 
staff at all times. The Successful Applicant must provide the Quality Assurance Plan during the 
following deliverable periods:  


A. Submit an initial Quality Management Plan, 45 calendar days prior to the scheduled 
operational start date, or as directed by System Agency;  


B. Submit an Annual Quality Management Plan 45 calendar days prior to the end of each 
operational year of the contract; and 







   
 


C. Submit a monthly Quality Management Report, in a form acceptable to System Agency within 
15 business days following the end of the report month.  


 
4.1 Quality Assurance Plan 
The Quality Assurance Plan must include the following elements: 
A. The sampling and review process supervisors will use to periodically assess the overall quality of 


I&R services provided by all Resource Managers and I&R Contact Specialists, including database 
audits, recorded and active calls, and written transcriptions of web chat and text inquiries (if 
applicable). 


B. A description of the mentoring/coaching process to be used with Resource Managers and I&R 
Contact Specialists, and how remediation plans will be developed to address identified 
performance issues. 


C. A monitoring schedule for the contract period. 


D. The process for enabling customer feedback about 2-1-1 services (see Section 4.2 Customer 
Feedback/Complaint Tracking for additional detail). 


 
HHSC/TIRN provides AICs tools and written guidance for monitoring I&R services; however, at any 
time during the contract period HHSC/TIRN may prescribe additional methods for ensuring quality 
services, which must be implemented by the AIC. Monitoring must be conducted by a relevant 
supervisor (e.g., Director, Contact Center Manager, Lead I&R Contact Specialist), and an average 
quality assessment score of 80% or more must be met for interactions (including calls, web-based 
chat sessions, and text messaging) sampled during the reporting period. 
 
4.2 Customer Feedback/Complaint Tracking 
 
As part of the Quality Assurance Plan, the Successful Applicant must explain the process by which 
individuals seeking assistance from the AIC can provide feedback about the services they received. 
This part of the plan must address: 


A. The method used to document and track client feedback;   


B. The process for identifying and communicating to HHSC/TIRN any unmet customer needs so the 
AIC can work in collaboration with HHSC/TIRN to address them; and 


C. The procedure for notifying HHSC/TIRN within 10 business days of any complaint against the 
AIC or any AIC staff. The notification must include the following: 


1. Contact name and other identifying information; 


2. Date contact received; 


3. Method of receipt (fax, phone, email, etc.); 


4. Reason for contact (in line with standard definitions developed by Health and Human Services 
Office of the Ombudsmen); 







   
 


5. Details to isolate potential trends such as location or particular service; 


6. Resolution actions; 


7. Date of resolution (if the complaint is not resolved within 10 business days, the Applicant 
must notify HHSC of the resolution upon the final communication with the client);  


8. Determination of whether complaints are substantiated or not; and 


9. Record of final communication with the customer, including date and method.  
 
If, after a good faith effort by the AIC to resolve the complaint, the complaint has not been resolved 
to the customer’s satisfaction, the AIC must provide the customer the following contact information 
for the HHSC Office of Ombudsman: 
 


Health and Human Services Commission 
Office of the Ombudsman 
MC H-700 
P.O. Box 13247 
Austin, Texas 78711-3247 
 
Phone: 1-877-787-8999 
Relay Texas for individuals with a hearing or speech disability: 7-1-1 or 
1-800-735-2989 
Fax: 1-888-780-8099 
Website Address: https://hhs.texas.gov/about-hhs/your-rights/hhs-office-
ombudsman 
 


 
HHSC/TIRN reserves the right to change the customer feedback process and may require any 
feedback to be directed to HHSC/TIRN staff in addition to the AIC.  
 
5 KEY PERFORMANCE REQUIREMENTS AND DELIVERABLES 
 
The Successful Applicant shall ensure services are provided at or above the level established in 
Exhibit H, Key Performance Requirements (KPRs), and that all required deliverables and reports 
are submitted in accordance with Exhibit I, Deliverables. The Successful Applicant shall provide a 
point of contact (GRANTEE Contact) that can address questions or concerns regarding Exhibit H, 
Key Performance Requirements (KPRs). 
 
5.1 AIC Quarterly Performance Reports 
 
On a quarterly basis, the successful Applicant will submit to HHSC/TIRN the AIC Quarterly 
Performance Report to cover the periods shown below. The QPR shall include data for each month 
reflected in the quarter. The reports will be due on the 20th day of the month following the quarter for 
which the report is due, unless the 20th day falls on a weekend or State holiday, then it is due the 
following business day. AICs may choose to subaward with other centers in the Texas 2-1-1 network 
to fulfill coverage requirements during overnight hours, weekends, holidays, office or agency 
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relocations, conferences, trainings, meetings, and other periods of extended offline time; however, 
offline requests and any applicable subawarding arrangement must be submitted in writing and 
approved by HHSC/TIRN.  
 


 
 


Quarter Months Included in Quarter Report Due Date 
1 September 1 through November 30 December 20th 
2 December 1 through February 28/29 March 20th 
3 March 1 through May 31 June 20th 
4 June 1 through August 31 September 20th 


 
5.1.1 Required Data Elements  


 
A high-level summary of the data elements to be reported in the AIC Quarterly Performance 
Report are included in the table below. (Note: The Successful Applicant shall track other data and 
reporting elements to be determined by HHSC/TIRN and will report on progress and services 
related to additional initiatives introduced during the contract period.) 
 


Performance Category Data Elements to be Reported 
AIC Interactions Number and percentage of calls answered by a staff person 


within 60 seconds or less. 
Number and percentage of abandoned calls. 
Number and percentage of calls Rolled-Over/Not Answered 
(RONA). 
Number of follow-up contacts scheduled (for each unique 
caller). 
Number of scheduled follow-up contacts completed. 
Attrition rate of follow-up contacts (total completed/total 
scheduled). 
Number of Text Messaging Sessions 
Number of Web-Based Chat Sessions 


 Percent of total estimated web-based chat and text message 
sessions handled (Exhibit Q, 2-1-1 TIRN Estimated 
Messaging Sessions Handled by Region)  


Quality Assurance Number of customer satisfaction/quality assurance follow-up 
contacts made during the quarter. 
De-identified, aggregate summary analysis of customer 
satisfaction/quality assurance follow-up contacts. 
Number of validated complaints issued against the AIC or its 
staff. 







   
 


Performance Category Data Elements to be Reported 
Data Resource Management Number of data quality initiatives assigned to the AIC by 


HHSC/TIRN during the quarter. 
Number of assigned data quality initiatives completed during 
the quarter. 
Number of Annual Formal Reviews conducted during the 
quarter 
Number of resource records updated as a result of the formal 
reviews. 
Number of resource records deleted as a result of the formal 
reviews. 


Outreach/Education 
Activities 


Number of outreach and community education events 
conducted by the AIC regarding 2-1-1 services and special 
initiatives. 
Estimated number of individuals outreached at various 
events during the quarter 


 
5.2 Applicant Performance and Compliance 
 


To ensure compliance, HHSC may take the following actions in the event of non-compliance to 
any of the contract requirements, KPRs, or Quality Assurance Plans: 


A. Suspending all or part of the Contract; 


B. Requiring the successful Applicant to take specific corrective actions in order to remain in 
compliance with the terms of the Contract;  


C. Recouping payments made to the Applicant found to be in error;  


D. Suspending, limiting, or placing conditions on the continued performance of the Project;  


E. Imposing any other remedies authorized under this Contract; and  


F. Imposing any other remedies, sanctions or penalties permitted by federal or state statute, law, 
regulation, or rule. 


 
5.3 AIC Performance and Support Activities 
 


The Successful Applicant shall participate in required activities specified by HHSC/TIRN that 
support the continuous improvement of the 2-1-1/TIRN program, including but not limited to 
conference calls, webinars, training events, and in-person meetings. 


 
5.4 Annual Performance Report 
 


The Successful Applicant shall complete and submit an Annual Performance Report within 45 
calendar days after the start of each state fiscal year. HHSC will provide a template to the 







   
 


Successful Applicant after contract execution which must be completed and submitted within the 
timeframes directed by HHSC. 


 
6 INVOICING 
 


The Successful Applicant shall invoice HHSC in accordance with the Contract. Unless otherwise 
specified in the Contract, the Successful Applicant shall submit invoices monthly by the twentieth 
(20th) business day of the month following the month in which expenses were incurred or services 
provided. Work invoice must be made for the month of service provision with the exception of 
certain items related to operational costs, community outreach, and staff development. Such 
expenses may include but are not limited to: subscriptions, computer software, memberships, 
prepaid outreach materials, etc.  
 
Within the timeframes and standards established in the contract and HHSC policy, the Successful 
Applicant will submit an invoice, and documentation supporting the provision of services via 
email to 211_TIRN_SAR_VAR@hhsc.state.tx.us and AES.Invoices@hhsc.state.tx.us. The 
following naming convention shall be used for the subject line of the email and the invoice 
document file: “Legal Entity Name. Invoice #. Month Year.” For example, an invoice submitted 
to HHSC for the month of September would be submitted as: “Texas 2-1-1. Invoice #1. September 
2021.” The invoice must include the following:  
 
A. A unique identification (Invoice) number;  
B. The word “invoice”;  
C. Date of the invoice;  
D. Subrecipient’s name, address, and contact information;  
E. The service dates for when the services were rendered;  
F. A description of services provided;  
G. The amount requested;  
H. The P.O. Number; and  
I. The total amount owed, if applicable.  
 
The Successful Applicant must use the Invoice template provided by HHSC to identify costs being 
requested from HHSC. Costs must be broken out to a degree that is sufficient to determine if costs 
are reasonable, allowable, and necessary for the successful performance of the project, as 
indicated in Title 2, CFR, Part 200, and the Texas Grant Management Standards (TxGMS). 
Invoice supporting documentation may include but is not limited to: invoices, receipts, payroll 
documentation, subrecipient payment information, travel reimbursement requests, operational 
and equipment costs, etc. All supporting documentation must be organized by funding source and 
clearly labeled upon submission, and equal the amounts listed in the invoice. 
  
All invoices must be submitted in accordance to the standards set forth in TAC §20.487. Disputed 
invoices will be immediately returned to the Contractor no later than the 21st day after the invoice 
is received. HHSC may accept a partial delivery of services and an invoice for payment of the 
portion of the services delivered. All undisputed invoices will be paid in accordance to the 
standards set forth in TAC §20.488.  
 
The Successful Applicant shall submit a revised budget and request approval for budgetary 
adjustments exceeding 25% of the total allocation within each funding source. Such requests will 
only be processed twice in a contract year with the first budget revision allowed in the month of 
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November and the second budget revision allowed in the month of May. Budget revisions are due 
by the last business day of the specified month.  
 
At the completion of the contract period, final payment shall be based on the information provided 
by the Successful Applicant within the time frame established by the contract or, if a timeline is 
not established within the contract, within sixty (60) days after the termination of the contract. 
This payment provision shall apply to final payment whether at the completion of the contract 
period or in the event of early contract termination. 


 
7 TRANSITION PLAN 


 
If a contract is offered, a final plan shall be submitted to HHSC within thirty (30) business days after 
execution of the contract. HHSC and the Successful Applicant shall work together throughout the 
Transition Phase to establish a detailed schedule for all activities and define expectations for the 
content and format of the contract transition deliverables. Ongoing plan updates and changes shall be 
submitted to HHSC for approval at least thirty (30) business days before a change becomes effective. 
 
The Transition Plan shall include the following: 
 
A. The identification of risks related to readiness for operations assumption, and a description of how 


those risks will be managed and mitigated.  


B. Comprehensive and detailed step-by-step actions for successful transition of current operations 
from the current contractor to the awarded Applicant through collaboration facilitated by HHSC.  


C. Activities the awarded Applicant shall conduct between the effective date of the contract and the 
Applicant's operational start date to ensure continuation of services to AIC customers.  


D. Applicant's roles and responsibilities.  


E. Detailed schedule of continued business operations for all transition functions and requirements. 


 
8 TURNOVER PLAN 
 
The following are the turnover requirements to which the Successful Applicant must agree. 
“Turnover” is defined as the required activities the successful Applicant must perform in order to 
transition contract operations to a subsequent entity or HHSC. At the commencement and during 
turnover, the Applicant must ensure that HHSC and consumer populations do not experience any 
adverse impact from the transfer of services to another entity or to HHSC.   
 
If a contract is offered, the Successful Applicant shall be submit a final plan to HHSC within thirty 
(30) business days after execution of the contract. The Successful Applicant must also submit an 
Annual Operations Turnover Plan within sixty (60) calendar days prior to the end of each operational 
year of the contract. In addition, the Successful Applicant will submit a “ready to execute” Operations 
Turnover Plan six (6) months (180 days) prior to the end date of the contract or upon request by 
HHSC. 
 
Turnover activities may include, but are not limited to: 







   
 


A. The transfer of information (including data, if applicable); data entry or case file software (if 
utilized); third-party software and modifications (if utilized); documentation relating to software 
and interfaces; functional business process flows; and operational information pertaining to the 
delivery of services to consumers; 


B. Transfer of all pertinent documentation (in written and electronic formats), including but not 
limited to policies and procedures, case files, spreadsheets, and reports; 


C. Transfer of all training schedules and materials in electronic format including but not limited to: 
development methodology, curriculum materials, training class statistics, outcomes and 
documentation, materials in development and supporting documentation, best practice materials, 
all other training and curriculum development documentation and data related to the required 
training of AIC staff; 


D. Any other information that would ensure a comprehensive and complete knowledge transfer to 
HHSC or successor entity of all components in the Request for Application (RFA) and the 
contract; 


E. The implementation of a quality assurance process to monitor turnover activities; and 


F. Training HHSC and/or successor entity staff in the operation of business processes and any 
supporting processes related to the RFA and the contract. 


The Turnover Plan shall define the activities required through the end of the contract plus six months 
after the end of the contract. The Successful Applicant is required to keep, maintain, and share any 
knowledge learned during the AIC contract term to assist in avoiding potential pitfalls during turnover 
and facilitate a successful transition to the successor entity. 
 
At a minimum, the Turnover Plan shall include the following: 
 
A. Turnover approach;  


B. Defined tasks and subtasks for the turnover, including staffing and resource requirements; 


C. Turnover schedule; 


D. List of all data, program, and consumer documentation and case files, including documentation 
maintenance and work currently in progress in the ADRC;  


E. Current inventories, correspondence, documentation of outstanding issues, and other operations 
support documentation; 


F. Staff training schedules and materials; 


G. List of all employees through the Applicant, including hiring documentation, credentials (if 
applicable) and employment and payroll records.  


H. Statement of resource requirements that must be met by a successor entity(ies) or HHSC to take 
over the program, including staffing and resource requirements necessary to perform the 
operations of the program; 







   
 


I. Knowledge transfer to successor entity or HHSC; and 


J. Any other information needed for an orderly transfer of services. 


K. Upon notification by HHSC that turnover activities are required, the successful Applicant shall 
complete 100% of all turnover activities and obtain HHSC approval prior to final payment to the 
Applicant.  


 
9 CONTRACT RECORD RETENTION  
 
As indicated in Exhibit C, HHSC Uniform Terms and Conditions-Grant, the Successful Applicant 
will keep and maintain under the Generally Accepted Accounting Principles (GAAP) or the 
Governmental Accounting Standards Boards (GASB), as applicable, full, true, and complete records 
necessary to fully disclose to HHSC, the Texas State Auditor’s Office, the United States Government, 
and their authorized representatives, sufficient information to determine compliance with the terms 
and conditions of this Contract and all state and federal rules, regulations, and statues. Unless 
otherwise specified in this Contract, the Successful Applicant will maintain legible copies of this 
Contract and all related documents for a minimum of seven (7) years after the termination of the 
contract period or seven (7) years after the completion of any litigation or dispute involving the 
Contract, whichever is later.  
 
10  FORMAL COMMUNICATION REQUIREMENTS 


 
The Successful Applicant must establish formal communication with HHSC for receipt and response 
to requests for information, high level estimates of costs, work products, ad hoc reports, deliverables, 
updates and other required correspondence related to performance of contract requirements. HHSC 
will issue State Action Requests (SARs) to the Successful Applicant following established procedures 
and timelines. The Successful Applicant will issue Vendor Action Requests (VARs) to HHSC 
following established procedures and timelines, inclusive of the submission of the Contract 
Deliverables and KPRs. The Applicant’s proposal should describe how the Applicant will establish 
and manage formal communication with HHSC. 
 
In addition to the requirements stated above, the Successful Applicant must: 
A. Submit complete and accurate responses to any SAR or VAR memos no later than ten calendar 


days after the Successful Applicant’s receipt of the request or by the date specified in the memo. 
B. Submit written request for extension of a SAR or VAR deadline that specifies the estimated date 


of completion and reasons for the extension no later than three business days prior to the response 
due date. 


C. The Successful Applicant must provide ad hoc reports and respond to Legislative inquiries and 
other high priority requests within 36 hours from the time of the request or by the date and/or time 
specified by HHSC.  


D. If the Successful Applicant is late in responding, or does not provide adequate information, HHSC 
will assess non-compliance remedies.  


 
HHSC’s formal communication process will be utilized for the submission of all KPRs and 
Deliverable reports. HHSC provides comments and approval of each report provided in support of 
this agreement. 
 
 11 CONTRACT MONITORING REQUIREMENTS AND QUESTIONNAIRE  







   
 


 
The Successful Applicant must comply with all applicable cost principles, audit and contract 
monitoring, and administrative requirements in accordance with the Contract, contract management 
guidelines, and state and federal regulations. To ensure compliance with these requirements, HHSC 
utilizes a risk-based contract monitoring process. The Contract Monitoring Questionnaire (CMQ) is 
part of the risk-based contract monitoring process and provides HHSC with detailed and ongoing 
information regarding the Successful Applicant’s internal and financial controls and other general 
contracting processes.  


 
In addition to the requirements stated above, the Successful Applicant must submit an initial CMQ 
within 30 calendar days after Contract execution and annually thereafter within 60 calendar days prior 
to the end of each State Fiscal Year. 
 
 
 
 
 





		2.1 Physical Location and Hours of Operation

		AICs must be fully operational and able to respond to inquiries 24 hours a day, seven (7) days a week, year-round.

		AICs may choose to subaward with other centers in the Texas 2-1-1 network to fulfill coverage requirements during overnight hours, weekends, holidays, office or agency relocations, conferences, trainings, meetings, and other periods of extended offlin...

		Additionally, AICs that subaward for offline coverage must ensure services provided by the subawarded center meet or exceed the AIC’s service level. AICs must conduct random monitoring of recorded calls taken by the subawarded center to verify call qu...

		2.2 Technical Requirements

		The Successful Applicant must provide certain technical equipment and have the capacity to support some aspects of the telecommunications activity, which allows the HHSC/TIRN to function as a system.

		2.2.1 Required Equipment, Materials, and Support

		The table below shows the equipment, materials, and other support to be provided by HHSC/TIRN, as well as, the requirements of the Successful Applicant.

		AICs are not permitted to access/change/modify or repurpose any hardware or equipment supplied by HHSC/TIRN unless directed to do so, in writing, by HHSC/TIRN. Additionally, wireless connectivity to the HHSC/TIRN-supplied network, router, or switch is...

		2.2.2 Computer and Software Requirements

		Below are the current HHSC/TIRN-defined computer and software requirements, which AICs will adhere to throughout the contract term. Due to the evolving nature of technology, these requirements are subject to update by HHSC/TIRN at any time.

		2.3 AIRS Site Accreditation

		Successful Applicants must either be fully accredited by the Alliance of Information and Referral Systems (AIRS) or have a “conditional” accreditation status from AIRS at the time of Application.  The purpose of the accreditation process is to assess ...

		Successful Applicants must maintain their AIRS accreditation throughout the duration of the contract period. Successful Applicants that are in conditional accreditation status at the contract start date must achieve full accreditation within six month...

		2.4 Financial Systems

		The Successful Applicant shall have financial systems in place to maintain internal controls, ensure proper management of federal and state funds, maximize non-federal resources, and maintain solvency. The Successful Applicant’s accounting and interna...

		3.1 AIC Staff Requirements

		AIC staff must possess and maintain the knowledge, skills, experience, and abilities necessary to deliver contracted services, achieve contract outcomes, satisfy technical requirements, and meet all responsibilities, according to the current AIRS Stan...

		3.1.1 Program Director – Responsibilities and Qualifications

		The Program Director is responsible for the overall provision and coordination of information and referral services and staff training. The individual in this position must have the following minimum qualifications:

		1. A minimum of seven (7) years of work experience in a related field; or

		2. A minimum of four (4) years of call center management and/or lead experience.

		3.1.2 Contact Center Manager – Responsibilities and Qualifications

		The Contact Center Manager is responsible for contact center operations, including the ability to forecast and effectively manage contact volume, and schedule staff and training to meet service level objectives. The Contact Center Manager is responsib...

		1. A minimum of five (5) years of work experience in a related field; or

		2. A minimum of two and one half (2.5) years of call center experience.

		3.1.3 Resource Manager – Responsibilities and Qualifications

		The Resource Manager is responsible for creating and maintaining a comprehensive database of resources in the AIC service region in accordance with AIRS Standards. The employee in this full-time position must hold the AIRS Certified Resource Specialis...

		The Resource Manager must have the following minimum qualifications:

		A. Bachelor's Degree and one year of experience in a related field.

		B. If the person being considered for this position does not have a bachelor's degree, one of the following may be substituted to satisfy this requirement:

		1. A minimum of five (5) years of work experience in a related field and a High School Diploma or General Education Development (GED) certificate; or

		2. A minimum of two and one half (2.5) years of call center experience or social service delivery and a High School Diploma or GED certificate.

		Note: In situations in which the host agency for the AIC covers more than one AIC region, the Resource Manager may be required to be located and serve in the region in which the AIC does not have a physical presence.

		3.1.4 Information and Referral Contact Specialist – Responsibilities and Qualifications

		I&R Contact Specialists are responsible for handling the inquiries that come into the contact center from individuals seeking assistance. Each I&R Contact Specialist must hold an AIRS Community Resource Specialist (CRS) certification. If the employee...

		A. Bachelor's Degree.

		B. If the person being considered for this position does not have a bachelor's degree, one of the following may be substituted to satisfy this requirement:

		1. A minimum of four (4) years of work experience in a related field and a High School Diploma or GED certificate; or

		2. A minimum of two (2) years of call center experience or social service delivery and a High School Diploma or GED certificate.

		3.1.5 Information Technology Support Staff – Responsibilities and Qualifications

		IT Support Staff are responsible for providing technical support to the Applicant organization. This function may be provided by hired staff or the Applicant may choose to subaward for this service. In either scenario, the IT Support Staff must have t...

		A. CCNA/CCNP Voice certification - Microsoft Certified IT professional.

		B. IP telephony experience, specifically with Cisco phones in a call center environment.

		3.1.6 Community Outreach Coordinator – Responsibilities and Qualifications

		The Community Outreach Coordinator is responsible for developing and maintaining cooperative relationships within the designated region for the purpose of promoting and expanding 2-1-1 services. The Community Outreach Coordinator must have the followi...

		A. Bachelor's degree, and a minimum of one year of work experience in a related field; or a master's degree.

		B. If the person being considered for this position does not have a Bachelor's degree, one of the following may be substituted to satisfy this requirement:

		1. A minimum of five (5) years of related work experience; or

		2. A minimum of two and a half (2.5) years of call center experience.

		Note: In situations in which the host agency for the AIC covers more than one AIC region, the Community Outreach Coordinator may be required to be located and serve in the region in which the AIC does not have a physical presence.

		3.1.7 Emergency Management Coordinator

		The Emergency Management Coordinator is responsible for serving as the primary point of contact for HHSC/TIRN and other parties during disasters and events. The staff person designated for this position must:

		A. Participate in emergency management planning, response, and recovery efforts.

		B. Serve as the AIC’s subject matter expert on HHSC/TIRN’s AIC Emergency Management Protocols.

		C. Develop and maintain professional relationships with local Offices of Emergency Management (OEM), local public health entities, Disaster District Coordinators, Voluntary Organizations Active in Disasters (VOAD), and the Red Cross.

		3.2 AIC Staffing Plan

		A. Identifies key personnel and the percentage of time each staff person will commit to this contract. (If 100% of a staff person’s time will be dedicated to the contract, they would not be permitted to manage, oversee, or participate in other project...

		B. Defines the required qualifications, skills, and duties of each staff position, including the required positions defined in Section 3.1 AIC Staff Requirements.

		C. Indicates if a position is full- or part-time.

		D. Demonstrates sufficient AIC staffing to support the service area and contact volumes.

		E. Indicates which positions will be filled by paid employees and which will be filled by trained volunteers (i.e., during disasters and emergency events when call volumes increase substantially).

		F. Includes a process for requesting approval from HHSC/TIRN to augment staffing during disasters or events when the AIC may need to enlist the assistance of trained volunteers to manage increased call volumes.

		G. Includes an up-to-date organizational chart showing the lines of reporting.

		3.2.1 AIRS Certification for AIC Staff

		At least 51% of AIC staff must be eligible for the required AIRS CRS certification by the contract start date. The AIRS Certification Program is based on established standards for the I&R field and takes into consideration the knowledge, skills, attit...

		Applicants must include as an attachment to their applications photocopies of AIRS certifications for staff who will be conducting AIC services. If staff are not currently certified, the Applicant must provide a training plan and timeline for ensuring...

		3.2.2 Post-Award Staffing

		A. Maintain a core staff sufficient for successful fulfillment of contract and performance requirements with experience in the functional areas in which they work (see Section 3.1 AIC Staff Requirements).

		B. Allocate key personnel and their percentage of time to this contract, which must be approved by HHSC.

		C. Submit notification to HHSC in writing within fourteen (14) calendar days that a key personnel vacancy will occur for any reason or prior to making any changes in key personnel other than changes due to resignation, death, or military recall. Notif...

		D. Submit an initial organizational chart within thirty (30) calendar days after contract execution or date specified by HHSC, including the names and positions of all personnel assigned to this contract. The organizational chart must designate key pe...

		E. Submit an updated organizational chart as changes in personnel occur or as specified by HHSC.

		F. Submit notification to HHSC in writing within ten (10) calendar days whenever key personnel are temporarily redirected to perform functions other than the responsibilities of their current position.

		G. Ensure appropriate AIC staff are available to meet with HHSC and that access to those staff by HHSC is not restricted.

		A. An up-to-date job description outlining responsibilities, essential job functions, and lines of accountability;

		B. Training documentation; and

		C. Standardized observation and performance appraisal forms. Staff evaluations will address specific responsibilities, roles, and job functions outlined in the individuals’ job descriptions and will be conducted, at a minimum, on an annual basis.

		3.3 Data Resource Management

		The AIC’s regional records within the statewide database are the primary source of information regarding governmental and social service programs available to the community. AICs are responsible for collecting, updating, and managing information speci...

		3.3.1 Data Quality Standards and Policies

		To ensure the dissemination of accurate and comprehensive information regarding the governmental and social services resources are available to residents of Texas, AICs are required to adhere to protocols prescribed by HHSC/TIRN when determining if an...

		A. The 2-1-1 Texas Information and Referral Network Database Inclusion/Exclusion Criteria policy was established by HHSC to provide guidelines for determining which service organizations can be listed in the statewide resource database (see Exhibit O,...

		B. The most current version of the HHSC/TIRN Data Quality and Style Guide standards must be used when formatting, writing, and indexing database records (see Exhibit G, AIRS Standards and Quality Indicators for a copy of the standards).

		C. AICs must use the AIRS taxonomy standards to properly index their region’s resource records in the database. Taxonomies are used to index and retrieve information about a particular subject in a systematic, unambiguous way. (Note: There are some in...

		3.3.2 Data Quality Initiatives

		HHSC/TIRN engages in continuous improvement activities to ensure information contained in the statewide database is accurate and complete. On a regular basis, HHSC/TIRN staff review resource records to determine if there is missing or invalid informat...

		3.3.3 Annual Formal Reviews

		On an annual basis, AICs must conduct formal reviews of all active agencies in their region. AICs must have a documented process to evaluate resource records to ensure they are consistent and adhere to style guide requirements. The timing of these rev...

		Formal reviews must be documented in writing to capture the AIC’s attempts and methods used to contact the agencies, as well as the outcomes of communications with agency representatives. Documentation should also track the response rate of the agency...

		3.3.3.1 Annual Survey of Active Agencies

		Upon direction from HHSC/TIRN, AICs shall conduct an annual survey of agencies within the contracted region using a template provided by HHSC/TIRN. The survey will measure each agency’s level of satisfaction with record accuracy, as well as their asse...

		3.3.3.2 Updating of Resource Records

		AICs must update resource records when information changes or when it is determined that a record must be deactivated (i.e., when services are no longer available or when the agency no longer meets criteria in the HHSC/TIRN inclusion/exclusion policy)...

		AICs must be fully operational and able to respond to inquiries 24 hours a day, seven days a week. Services must be provided by trained I&R Contact Specialists who meet the staffing requirements set forth in Section 3.1 AIC Staff Requirements. AICs mu...

		Equally important, I&R services must be accessible to customers with special needs and those for whom English is not their first language. HHSC/TIRN ensures AICs have access to telephony-based interpreter services.

		Additionally, the AIC must have policies and procedures in place for:

		A. Ensuring the confidentiality and security of all customer information, and responding to possible breaches of this information;

		B. Professionally and respectfully responding to challenging or offensive customer behavior; and

		C. Resolving complaints from customers and community service agencies.

		HHSC/TIRN continually assesses additional methods to engage customers in need of 2-1-1 services and may direct AICs to implement new services during the contract period. Possible features that may be implemented in the future include:

		A. Multi-channel information and referral services, including web chat and one-way and/or two-way texting. AICs would be required to adhere to appropriate HHSC/TIRN guidelines and performance expectations. AICs would be required to enroll clients into...

		B. Electronic referral (e-referral) as a future method of delivering I&R services for 2-1-1 users. Once e-referral is established as a means for providing I&R services, the AIC must adhere to appropriate HHSC guidelines for processing e-referrals, inc...

		Regardless of the method by which services are provided, the elements of quality I&R services are the same.

		3.4.1 Information and Referral

		I&R Contact Specialists must adhere to AIRS Standards for Service Delivery when providing required services (see AIRS Standards and Quality Indicators for Professional Information and Referral in Exhibit G, AIRS Standards and Quality Indicators). This...

		A. Greeting the customer and establishing and maintaining a rapport with them throughout the interaction;

		B. Using active listening and effective questioning skills to assess, clarify, and prioritize the customer’s needs;

		C. Providing the requested information and/or appropriate resources;

		D. Making referrals to organizations that can assist the customer with their identified needs, ensuring the customer is aware of anything about the organizations that may be helpful in making an informed choice;

		E. Assisting the customer in identifying alternative solutions when the requested services are not available in the area; and

		F. Documenting the reason for the call (i.e., customer needs and challenges) and the actions taken by the I&R Contact Specialist (e.g., assessment, provision of information and/or referral, crisis intervention, advocacy efforts, etc.).

		G. Conducting follow-up contacts with vulnerable populations and to assess customer satisfaction/quality assurance.

		In addition, all I&R Contact Specialists must be fully trained on the AIC’s Crisis Call protocol and how to respond to such situations.

		3.4.1.1 Customer Advocacy

		In certain situations, it may be necessary for I&R Contact Specialists to take additional steps to help customers obtain the services they need (i.e., making additional calls or other actions on behalf of the customer). AICs must establish a policy th...

		3.4.1.2 Crisis Intervention

		AICs must develop policies and protocol for assisting customers who are in crisis. I&R Contact Specialists must be trained to implement crisis protocol when a customer is at risk or in urgent need of intervention assistance. This includes the ability ...

		A. Threats of suicide or homicide

		B. Any form of adult and/or child abuse or assault (i.e., physical, sexual, severe neglect)

		C. Mental health emergencies

		D. Other endangerment circumstances

		The AIC’s crisis protocol must include procedures for:

		A. De-escalating and stabilizing the customer;

		B. Assessing the situation and determining next steps;

		C. Involving other emergency services, when warranted (e.g., 911, formal crisis intervention centers, etc.);

		D. Documenting the interaction with the customer;

		E. Training, mentoring, and monitoring I&R Contact Specialists in crisis management and applicable state legislation regarding mandatory reporting procedures.

		More in-depth information on this requirement can be found in the AIRS Standards and Quality Indicators for Professional Information and Referral located in Exhibit G, AIRS Standards and Quality Indicators.

		3.4.1.3 Customer Service and Follow-up for Contacts

		3.4.1.4 Contact Documentation

		I&R Contact Specialists are required to collect and record data for all customer contacts. At a minimum, AICs must document and track the following demographic information for each customer:

		A. Zip code

		B. City and county of residence

		C. Age (if customer is willing to provide this information)

		D. Gender (if customer is willing to provide this information)

		E. Military status (if customer is willing to provide this information)

		In addition, AICs must document the following information regarding the contact itself:

		A. Contact Type, including:

		1. Information Only

		2. Assessment and Referral

		3. Assessment without Referral

		4. Crisis Intervention

		5. Customer Advocacy

		B. Presenting need(s)

		C. Organizations to which referrals were provided

		D. Whether or not the customer’s need was met. If the need was not met, a reason code must be provided as to why the need was not met (e.g., Client ineligible, Service Does Not Exist, etc.).

		E. Other required data as specified by HHSC/TIRN.

		Note: HHSC/TIRN may add/change/delete contact documentation requirements at any time and AICs must implement the changes accordingly.

		3.4.1.5 Service Level Targets

		Service levels are a measure of an AIC’s capacity to answer a percentage of total call volume within a predetermined time threshold. They demonstrate how accessible the AIC is to customers and indicate to management how many I&R Contact Specialists ar...

		In regions where the monthly call volume is 10,000 calls or less, the AIC must:

		A. Answer 80% of incoming calls within 60 seconds or less;

		B. Have an abandoned call rate of 10% or less; and

		C. Have a Rolled-Over/Not Answered (RONA) call rate of 1% or less.

		In regions where the monthly call volume exceeds 10,000 calls, the AIC must:

		A. During Year 1 of the contract term, answer 75% of incoming calls within 60 seconds or less;

		B. During Year 2 of the contract term, answer 80% of incoming calls within 60 seconds or less;

		C. Have an abandoned call rate of 10% or less for both years; and

		D. Have a RONA call rate of 1% or less for both years.

		Additional information on call volume estimates and performance reporting can be found in Exhibit G, AIRS Standards and Quality Indicators.

		3.4.2 Disaster Preparedness and Response

		A. The process by which the AIC will increase capacity for service delivery during and after a disaster/event to meet the needs of the community. This section must include procedures for:

		B. The procedure for informing HHSC within one (1) day of an unplanned disaster/event that affects the performance of operations, and a timeframe for initiating the AIC’s Emergency Operations and Business Continuity Plan.

		C. A risk assessment of potential issues that may realistically occur during operations, including but not limited to instances such as power/internet outages, fires, floods, severe weather events, medical emergencies, pandemics, bomb threats, radiolo...

		D. An outline of courses of action to address and resolve the anticipated problems.

		E. A description of the Applicant’s approach to identifying a disaster recovery site location, which must include the location of the disaster recovery site and the proximity to the Applicant’s central site.

		F. A description of backup and recovery procedures that specify timeframes for restoring service and whether the service restored is full or partial.

		G. A contingency plan addressing interruption to the established plan of operations and outlining communication processes, short- and/or long-term resolutions, action steps, and response time frames.

		H. A description of the documentation and tracking instruments that will allow HHSC/TIRN to determine if performance measures are met.

		I. A proposed reporting mechanism specific to disaster recovery and contingency operations.

		3.4.3 Focused Initiatives Mandated by HHSC/TIRN

		HHSC/TIRN will require AICs to participate in focused initiatives to enhance I&R services.

		3.4.4 Focused Initiatives Not Mandated by HHSC/TIRN

		HHSC/TIRN may require AICs to participate in other appropriate federal, state, and/or local programs to fulfill special I&R needs, such as specialized client intake, resource data sharing, and other information and assistance. AICs are required to imp...

		HHSC/TIRN may also require and/or invite AICs to participate in focused initiatives to enhance I&R services such as,

		AICs must submit reports as requested and/or required by HHSC/TIRN. Additionally, HHSC/TIRN reserves the right to add other initiatives during the contract period.

		3.4.5 Special Projects

		AICs will participate in local special projects as directed by HHSC/TIRN to enhance I&R services within the designated service area/region. AICs must maintain and provide call center staffing that is flexible and responsive to the needs of Special Pro...

		AICs must submit a Special Project Application to obtain authorization from HHSC/TIRN. If approved, HHSC/TIRN will issue a contract amendment that must be executed prior to the AIC engaging in any Special Projects and/or external partnership(s) that m...

		3.4.6 Outreach Activities

		Community outreach and education is important to ensuring the public, local partners, and other stakeholders are aware of 2-1-1 TIRN services and how they benefit the community.

		3.4.6.1 Outreach Project Work Plan

		The Applicant must submit with its application an Outreach Project Work Plan that includes at least ten (10) outreach events the AIC will conduct/participate in during the contract period to promote and educate the public about 2-1-1 TIRN services. Th...

		In addition, AICs may develop brochures and other media for distribution in their regions.  AICs are required to request approval of all outreach items before costs can be incurred.

		Successful Applicants must maintain records of the outreach activities conducted and report specific data elements on their quarterly reports (see Section 5.1 AIC Quarterly Performance Reports).

		3.4.7 AIC Staff Training

		AICs are responsible for providing training to new and existing staff related to the provision of information and referral services, database management, and the use of HHSC/TIRN mandated guidelines and reference materials, as appropriate for their re...

		HHSC/TIRN will monitor training reports, AIC staff participation and certificate achievements in the TIRN Learning Management System, and attendance sheets to verify training requirements are being met.

		3.4.7.1 Additional Training Requirements – I&R Contact Specialists

		An integral part of the training process for I&R Contact Specialists is the provision of mentoring, coaching, and monitoring to ensure the delivery of quality services. In addition to having the necessary skills to provide information and referrals, I...

		I&R Contact Specialists may also receive training on the various projects under Focused Initiatives (see Section 3.4.3 Focused Initiatives Mandated by HHSC/TIRN) to ensure they have the proper knowledge and skills to effectively implement those activi...

		3.4.7.2 Staff Training Plan

		A. Meet the needs of individuals of various cultures, races, ethnic backgrounds, and religions who reside in the local area;

		B. Tailor services based on the intellectual functioning, literacy, level of education, and comprehension ability of each individual in order to ensure all information is presented in a way that meets their needs;

		C. Provide services in the individual’s primary language, whether provided directly by the Applicant or through telephony-related interpreter services made available by HHSC/TIRN; and

		D. Ensure services are provided to all individuals in a manner that recognizes and affirms their worth and protects and preserves their dignity.

		The Cultural Competence Plan is due within 45 calendar days after contract execution, or by the date specified by the System Agency. The Annual Cultural Competency Plan is due within 30 calendar days prior to the end of each federal fiscal year.

		4 QUALITY ASSURANCE AND MONITORING

		The Successful Applicant must submit a Quality Assurance Plan that documents the processes for monitoring the quality of services provided by I&R staff, as well as the integrity of database resource listings. The plan must also include the process by ...

		The Quality Assurance Plan is a dynamic plan subject to reviews and updates frequently by the Successful Applicant and System Agency. It must also be available to authorized System Agency staff at all times. The Successful Applicant must provide the Q...

		A. Submit an initial Quality Management Plan, 45 calendar days prior to the scheduled operational start date, or as directed by System Agency;

		B. Submit an Annual Quality Management Plan 45 calendar days prior to the end of each operational year of the contract; and

		C. Submit a monthly Quality Management Report, in a form acceptable to System Agency within 15 business days following the end of the report month.

		4.1 Quality Assurance Plan

		The Quality Assurance Plan must include the following elements:

		A. The sampling and review process supervisors will use to periodically assess the overall quality of I&R services provided by all Resource Managers and I&R Contact Specialists, including database audits, recorded and active calls, and written transcr...

		B. A description of the mentoring/coaching process to be used with Resource Managers and I&R Contact Specialists, and how remediation plans will be developed to address identified performance issues.

		A. The method used to document and track client feedback;

		B. The process for identifying and communicating to HHSC/TIRN any unmet customer needs so the AIC can work in collaboration with HHSC/TIRN to address them; and

		C. The procedure for notifying HHSC/TIRN within 10 business days of any complaint against the AIC or any AIC staff. The notification must include the following:

		On a quarterly basis, the successful Applicant will submit to HHSC/TIRN the AIC Quarterly Performance Report to cover the periods shown below. The QPR shall include data for each month reflected in the quarter. The reports will be due on the 20th day ...

		A. Suspending all or part of the Contract;

		B. Requiring the successful Applicant to take specific corrective actions in order to remain in compliance with the terms of the Contract;

		C. Recouping payments made to the Applicant found to be in error;

		D. Suspending, limiting, or placing conditions on the continued performance of the Project;

		E. Imposing any other remedies authorized under this Contract; and

		F. Imposing any other remedies, sanctions or penalties permitted by federal or state statute, law, regulation, or rule.

		A. The identification of risks related to readiness for operations assumption, and a description of how those risks will be managed and mitigated.

		B. Comprehensive and detailed step-by-step actions for successful transition of current operations from the current contractor to the awarded Applicant through collaboration facilitated by HHSC.

		C. Activities the awarded Applicant shall conduct between the effective date of the contract and the Applicant's operational start date to ensure continuation of services to AIC customers.

		D. Applicant's roles and responsibilities.

		E. Detailed schedule of continued business operations for all transition functions and requirements.

		A. The transfer of information (including data, if applicable); data entry or case file software (if utilized); third-party software and modifications (if utilized); documentation relating to software and interfaces; functional business process flows;...

		B. Transfer of all pertinent documentation (in written and electronic formats), including but not limited to policies and procedures, case files, spreadsheets, and reports;

		C. Transfer of all training schedules and materials in electronic format including but not limited to: development methodology, curriculum materials, training class statistics, outcomes and documentation, materials in development and supporting docume...

		D. Any other information that would ensure a comprehensive and complete knowledge transfer to HHSC or successor entity of all components in the Request for Application (RFA) and the contract;

		E. The implementation of a quality assurance process to monitor turnover activities; and

		F. Training HHSC and/or successor entity staff in the operation of business processes and any supporting processes related to the RFA and the contract.

		A. Turnover approach;

		B. Defined tasks and subtasks for the turnover, including staffing and resource requirements;

		C. Turnover schedule;

		D. List of all data, program, and consumer documentation and case files, including documentation maintenance and work currently in progress in the ADRC;

		E. Current inventories, correspondence, documentation of outstanding issues, and other operations support documentation;

		F. Staff training schedules and materials;

		G. List of all employees through the Applicant, including hiring documentation, credentials (if applicable) and employment and payroll records.

		H. Statement of resource requirements that must be met by a successor entity(ies) or HHSC to take over the program, including staffing and resource requirements necessary to perform the operations of the program;

		I. Knowledge transfer to successor entity or HHSC; and

		J. Any other information needed for an orderly transfer of services.
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Exhibit B. HHSC AFFIRMATIONS AND SOLICITATION ACCEPTANCE 


 
In this document, the terms Respondent, Contractor, Applicant, and Vendor, when referring to 
the following affirmations (whether framed as certifications, representations, warranties, or in 
other terms) refer to Respondent, and the affirmations apply to all Respondents regardless of 
their business form (e.g., individual, partnership, corporation). 


 
Respondent affirms, without exception, as follows: 


 
1. Respondent represents and warrants that all certifications, representations, warranties, 


and other provisions in this Affirmations and Solicitation Acceptance apply to 
Respondent and all of Respondent's principals, officers, directors, shareholders, partners, 
owners, agents, employees, subcontractors, independent contractors, and any other 
representatives who may provide services under, who have a financial interest in, or 
otherwise are interested in this Solicitation or any contract resulting from this 
Solicitation. 


2. Respondent represents and warrants that all statements and information provided to 
HHSC are current, complete, and accurate. This includes all statements and information 
in this Solicitation Response. 


3. Respondent understands that HHSC will comply with the Texas Public Information Act 
(Chapter 552 of the Texas Government Code) as interpreted by judicial rulings and 
opinions of the Attorney General of the State of Texas. Information, documentation, and 
other material prepared and submitted in connection with this Solicitation or any resulting 
contract may be subject to public disclosure pursuant to the Texas Public Information 
Act. In accordance with Section 2252.907 of the Texas Government Code, Respondent is 
required to make any information created or exchanged with the State pursuant to the 
contract, and not otherwise excepted from disclosure under the Texas Public Information 
Act, available in a format that is accessible by the public at no additional charge to the 
State. 


4. Respondent represents and warrants that it will comply with the requirements of Section 
552.372(a) of the Texas Government Code. Except as provided by Section 552.374(c) of 
the Texas Government Code, the requirements of Subchapter J (Additional Provisions 
Related to Contracting Information), Chapter 552 of the Government Code, may apply to 
the contract and the Respondent agrees that the contract can be terminated if the 
Respondent knowingly or intentionally fails to comply with a requirement of that 
subchapter. 


5. Respondent acknowledges its obligation to specifically identify information it contends to 
be confidential or proprietary and, if Respondent designated substantial portions of its 
Solicitation Response or its entire Solicitation Response as confidential or proprietary, 
the Solicitation Response is subject to being disqualified. 
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6. Respondent's Solicitation Response will remain a firm and binding offer for 240 days 
from the date the Solicitation Response is due. 


7. Respondent shall not assign its rights under the contract or delegate the performance of 
its duties under the contract without prior written approval from HHSC. Any attempted 
assignment in violation of this provision is void and without effect. 


8. Respondent accepts the Solicitation terms and conditions unless specifically noted by 
exceptions advanced in the form and manner directed in the Solicitation. No exceptions, 
terms, or conditions will be considered if not advanced in the form and manner directed 
in the Solicitation. Respondent agrees that all exceptions to the Solicitation as well as 
terms and conditions advanced by Respondent that differ in any manner from HHSC’s 
terms and conditions are rejected unless expressly accepted by HHSC in writing in a fully 
executed contract. 


9. Respondent agrees that HHSC has the right to use, produce, and distribute copies of and 
to disclose to HHSC employees, agents, and contractors and other governmental entities 
all or part of Respondent's Solicitation Response as HHSC deems necessary to complete 
the procurement process or comply with state or federal laws. 


10. Respondent generally releases from liability and waives all claims against any party 
providing information about the Respondent at the request of HHSC. 


11. Respondent acknowledges all addenda and amendments to the Solicitation. 
12. Respondent certifies that if a Texas address is shown as the address of Respondent on this 


Response, Respondent qualifies as a Texas Bidder as defined in Section 2155.444(c) of 
the Texas Government Code. 


13. Respondent represents and warrants that it qualifies for all preferences claimed under 34 
Texas Administrative Code, Section 20.306 or Chapter 2155, Subchapter H of the Texas 
Government Code as indicated below (check applicable boxes): 
□ Goods produced or offered by a Texas bidder that is owned by a Texas resident 


service-disabled veteran 
□ Goods produced in Texas or offered by a Texas bidder that is not owned by a Texas 


resident service-disabled veteran 
□ Agricultural products grown in Texas 
□ Agricultural products offered by a Texas bidder 
□ Services offered by a Texas bidder that is owned by a Texas resident service-disabled 


veteran 
□ Services offered by a Texas bidder that is not owned by a Texas resident service- 


disabled veteran 
□ Texas Vegetation Native to the Region 
□ USA-produced supplies, materials or equipment 
□ Products of persons with mental or physical disabilities 
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□ Products made of recycled, remanufactured, or environmentally sensitive materials 
including recycled steel 


□ Energy efficient products 
□ Rubberized asphalt paving material 
□ Recycled motor oil and lubricants 
□ Products produced at facilities located on formerly contaminated property 
□ Products and services from economically depressed or blighted areas 
□ Vendors that meet or exceed air quality standards 
□ Recycled or reused computer equipment of other manufacturers 
□ Foods of higher nutritional value 
□ Commercial production company or advertising agency located in Texas 


14. Respondent has not given, has not offered to give, and does not intend to give at any time 
hereafter any economic opportunity, future employment, gift, loan, gratuity, special 
discount, trip, favor, or service to a public servant in connection with this Solicitation 
Response, this Solicitation, or any contract resulting from this Solicitation. 


15. Under Section 2155.004, Texas Government Code (relating to financial participation in 
preparing solicitations), Respondent certifies that the individual or business entity named 
in this Response or contract is not ineligible to receive the specified contract and 
acknowledges that this contract may be terminated and payment withheld if this 
certification is inaccurate. 


16. Under Sections 2155.006 and 2261.053 of the Texas Government Code (relating to 
convictions and penalties regarding Hurricane Rita, Hurricane Katrina, and other 
disasters), the Respondent certifies that the individual or business entity named in this bid 
or contract is not ineligible to receive the specified contract and acknowledges that this 
contract may be terminated and payment withheld if this certification is inaccurate. 


17. Under Section 231.006(d) of the Texas Family Code regarding child support, Respondent 
certifies that the individual or business entity named in this Response is not ineligible to 
receive the specified payment and acknowledges that the contract may be terminated and 
payment may be withheld if this certification is inaccurate. Furthermore, any Respondent 
subject to Section 231.006 of the Texas Family Code must include in the Response the 
names and social security numbers (SSNs) of each person with at least 25% ownership of 
the business entity submitting the Response: 


Name:  SSN:  
Name:  SSN:  
Name:  SSN:  
Name:  SSN:    


FEDERAL PRIVACY ACT NOTICE: This notice is given pursuant to the Federal 
Privacy Act. Disclosure of requested SSNs is required under Section 231.006(c) and 







Exhibit B RFA No. HHS000xxxx Page 5 of 14 
Affirmations and Solicitation Acceptance 
  


Section 231.302(c)(2), Texas Family Code. The SSNs will be used to identify persons 
that may owe child support. The SSNs will be kept confidential to the fullest extent 
permitted by law. 
If submitted by email, Responses containing SSNs must be encrypted. Failure by a 
Respondent to provide or encrypt the SSNs as required may result in disqualification of 
the Respondent's Response. 


18. Respondent certifies that it and its principals are not suspended or debarred from doing 
business with the state or federal government as listed on the State of Texas Debarred 
Vendor List maintained by the Texas Comptroller of Public Accounts and the System for 
Award Management (SAM) maintained by the General Services Administration. This 
certification is made pursuant to the regulations implementing Executive Order 12549 
and Executive Order 12689, Debarment and Suspension, 2 C.F.R. Part 376, and any 
relevant regulations promulgated by the Department or Agency funding this project. This 
provision shall be included in its entirety in Respondent’s subcontracts, if any, if payment 
in whole or in part is from federal funds. 


19. Respondent certifies that it is not listed in the prohibited vendors list authorized by 
Executive Order 13224, “Blocking Property and Prohibiting Transactions with Persons 
Who Commit, Threaten to Commit, or Support Terrorism,” published by the United 
States Department of the Treasury, Office of Foreign Assets Control. 


20. Respondent represents and warrants that it is not engaged in business with Iran, Sudan, or 
a foreign terrorist organization, as prohibited by Section 2252.152 of the Texas 
Government Code. 


21. In accordance with Section 669.003 of the Texas Government Code, relating to 
contracting with the executive head of a state agency, Respondent certifies that it is not 
(1) the executive head of an HHS agency, (2) a person who at any time during the four 
years before the date of the contract was the executive head of an HHS agency, or (3) a 
person who employs a current or former executive head of an HHS agency. 


22. Under Section 2155.0061 of the Texas Government Code, the Respondent certifies that 
the individual or business entity named in this Response or contract is not ineligible to 
receive the specified contract and acknowledges that this contract may be terminated and 
payment withheld if this certification is inaccurate. 


23. Respondent represents and warrants that it is not currently delinquent in the payment of 
any franchise taxes owed the State of Texas under Chapter 171 of the Texas Tax Code. 


24. Respondent agrees that any payments due under any contract resulting from this 
Solicitation shall be applied towards any debt or delinquency that is owed to the State of 
Texas. 


25. Respondent represents and warrants that payments to Respondent and Respondent's 
receipt of appropriated or other funds under any contract resulting from this Solicitation 
are not prohibited by Sections 556.005, 556.0055, or 556.008 of the Texas Government 
Code (relating to use of appropriated money or state funds to employ or pay lobbyists, 
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lobbying expenses, or influence legislation). 
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26. Respondent agrees to comply with Section 2155.4441 of the Texas Government Code, 
requiring the purchase of products and materials produced in the State of Texas in 
performing service contracts. 


27. Respondent agrees that upon request of HHSC, Respondent shall provide copies of its 
most recent business continuity and disaster recovery plans. 


28. Respondent expressly acknowledges that state funds may not be expended in connection 
with the purchase of an automated information system unless that system meets certain 
statutory requirements relating to accessibility by persons with visual impairments. 
Accordingly, Respondent represents and warrants to HHSC that the technology provided 
to HHSC for purchase is capable, either by virtue of features included within the 
technology or because it is readily adaptable by use with other technology, of: 


• providing equivalent access for effective use by both visual and non-visual 
means; 
• presenting information, including prompts used for interactive communications, 
in formats intended for non-visual use; and 
• being integrated into networks for obtaining, retrieving, and disseminating 
information used by individuals who are not blind or visually impaired. 


For purposes of this Section, the phrase “equivalent access” means a substantially similar 
ability to communicate with or make use of the technology, either directly by features 
incorporated within the technology or by other reasonable means such as assistive 
devices or services which would constitute reasonable accommodations under the 
Americans With Disabilities Act or similar state or federal laws. Examples of methods by 
which equivalent access may be provided include, but are not limited to, keyboard 
alternatives to mouse commands and other means of navigating graphical displays, and 
customizable display appearance. 


 
In accordance with Section 2157.005 of the Texas Government Code, the Technology 
Access Clause contract provision remains in effect for any contract entered into before 
September 1, 2006. 


 
29. If Respondent is submitting a Response for the purchase or lease of computer equipment, 


then Respondent certifies that it is in compliance with Subchapter Y, Chapter 361 of the 
Texas Health and Safety Code related to the Computer Equipment Recycling Program 
and the Texas Commission on Environmental Quality rules in 30 TAC Chapter 328. 


30. If Respondent is submitting a Response for the purchase or lease of covered television 
equipment, then Respondent certifies that it is compliance with Subchapter Z, Chapter 
361 of the Texas Health and Safety Code related to the Television Equipment Recycling 
Program. 


31. Respondent represents and warrants that it will comply with the requirements of Section 
2054.5192 of the Texas Government Code relating to cybersecurity training and required 
verification of completion of the training program. 


32. Respondent acknowledges that, pursuant to Section 572.069 of the Texas Government 
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Code, a former state officer or employee of a state agency who during the period of state 
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service or employment participated on behalf of a state agency in a procurement or 
contract negotiation involving Respondent may not accept employment from Respondent 
before the second anniversary of the date the contract is signed or the procurement is 
terminated or withdrawn. 


 
33. Respondent represents and warrants that it has no actual or potential conflicts of interest 


in providing the requested goods or services to HHSC under this Solicitation and any 
resulting contract and that Respondent’s provision of the requested goods and/or services 
under this Solicitation and any resulting contract will not constitute an actual or potential 
conflict of interest or reasonably create an appearance of impropriety. 


34. Respondent understands that HHSC does not tolerate any type of fraud. The agency's 
policy is to promote consistent, legal, and ethical organizational behavior by assigning 
responsibilities and providing guidelines to enforce controls. Violations of law, agency 
policies, or standards of ethical conduct will be investigated, and appropriate actions will 
be taken. All employees or contractors who suspect fraud, waste or abuse (including 
employee misconduct that would constitute fraud, waste, or abuse) are required to 
immediately report the questionable activity to both the Health and Human Services 
Commission's Office of the Inspector General at 1-800-436-6184 and the State Auditor's 
Office. Respondent agrees to comply with all applicable laws, rules, regulations, and 
HHSC policies regarding fraud including, but not limited to, HHS Circular C-027. 


35. The undersigned affirms under penalty of perjury of the laws of the State of Texas that 
(a) in connection with this Response, neither I nor any representative of the Respondent 
has violated any provision of the Texas Free Enterprise and Antitrust Act, Tex. Bus. & 
Comm. Code Chapter 15; (b) in connection with this Response, neither I nor any 
representative of the Respondent has violated any federal antitrust law; and (c) neither I 
nor any representative of the Respondent has directly or indirectly communicated any of 
the contents of this Response to a competitor of the Respondent or any other company, 
corporation, firm, partnership or individual engaged in the same line of business as the 
Respondent. 


36. Respondent represents and warrants that it is not aware of and has received no notice of 
any court or governmental agency proceeding, investigation, or other action pending or 
threatened against Respondent or any of the individuals or entities included in numbered 
paragraph 1 of this Affirmations and Solicitation Acceptance within the five (5) calendar 
years immediately preceding the submission of this Solicitation response that would or 
could impair Respondent’s performance under any contract resulting from this 
Solicitation, relate to the contracted or similar goods or services, or otherwise be relevant 
to HHSC’s consideration of entering into a contract. If Respondent is unable to make the 
preceding representation and warranty, then Respondent instead represents and warrants 
that it has provided to HHSC a complete, detailed disclosure of any such court or 
governmental agency proceeding, investigation, or other action that would or could 
impair Respondent’s performance under a contract awarded as a result of this 
Solicitation, relate to the contracted or similar goods or services, or otherwise be relevant 
to HHSC’s consideration of entering into a contract. In addition, Respondent 
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acknowledges this is a continuing disclosure requirement. Respondent represents and 
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warrants that, if awarded a contract as a result of this Solicitation, Respondent shall notify 
HHSC in writing within five (5) business days of any changes to the representations or 
warranties in this clause and understands that failure to so timely update HHSC shall 
constitute breach of contract and may result in immediate contract termination. 


37. Respondent certifies that for contracts for services, Respondent shall utilize the U.S. 
Department of Homeland Security’s E-Verify system during the term of the contract to 
determine the eligibility of: 
(a) all persons employed by Respondent to perform duties within Texas; and 
(b) all persons, including subcontractors, assigned by Respondent to perform work 


pursuant to the contract within the United States of America. 
38. If this Solicitation is for an employment contract, a professional services contract under 


Chapter 2254 of the Texas Government Code, or a consulting services contract under 
Chapter 2254 of the Texas Government Code, Respondent represents and warrants that 
neither Respondent nor any of Respondent’s employees including, but not limited to, 
those authorized to provide services under the contract, were former employees of an 
HHS Agency during the twelve (12) month period immediately prior to the date of the 
execution of the contract. 


39. If this Solicitation is for consulting services, 
(A). In accordance with Section 2254.033 of the Texas Government Code, a 
Respondent offering to provide consulting services in response to this solicitation who 
has been employed by, or employs an individual who has been employed by, HHSC or 
another State of Texas agency at any time during the two years preceding the submission 
of Respondent's Solicitation Response must disclose the following information in its 
Solicitation Response and hereby certifies that this information is true, correct, and 
complete: 


(1) Name of individual(s) (Respondent or employee(s)):    
(2) Status (circle one): Respondent Employee 
(3) The nature of the previous employment with HHSC or the other State of 


Texas agency: 
 


(4) The date the employment was terminated and the reason for the termination: 
 


(5) The annual rate of compensation for the employment at the time of its 
termination:    


 
If more than one individual is identified in A(1) above, Respondent must provide 
responses to A(2)-(5) as to each identified individual. To satisfy this requirement, 
Respondent must attach a separate page or pages, as necessary, and include the 
information required in Section A, including subsections (1)-(5). Respondent must 
identify here how many pages, if any, are attached:  . Respondent acknowledges, 
agrees, and certifies that all information provided is true, correct, and complete on this 
and all attached pages. 
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(B). If no information is provided in response to Section A above, Respondent certifies 
that neither Respondent nor any individual employed by Respondent was employed by 
HHSC or any other State of Texas agency at any time during the two years preceding the 
submission of Respondent's Solicitation Response. 


40. Pursuant to Section 2271.002 of the Texas Government Code, Respondent certifies that 
either (i) it meets an exemption criteria under Section 2271.002; or (ii) it does not boycott 
Israel and will not boycott Israel during the term of the contract resulting from this 
Solicitation. If Respondent refuses to make that certification, Respondent shall state here 
any facts that make it exempt from the boycott certification: 


 
 


 


  . 
41. Respondent understands, acknowledges, and agrees that, pursuant to Article IX, Section 


6.25 of the General Appropriations Act (the Act), to the extent allowed by federal and 
state law, money appropriated by the Texas Legislature may not be distributed to any 
individual or entity that, during the period for which funds are appropriated under the 
Act: (i) performs an abortion procedure that is not reimbursable under the state’s 
Medicaid program; (ii) is commonly owned, managed, or controlled by an entity that 
performs an abortion procedure that is not reimbursable under the state’s Medicaid 
program; or (iii) is a franchise or affiliate of an entity that performs an abortion procedure 
that is not reimbursable under the state’s Medicaid program. The provision does not 
apply to a hospital licensed under Chapter 241, Health and Safety Code, or an office 
exempt under Section 245.004(2), Health and Safety Code. Respondent represents and 
warrants that it is not ineligible, nor will it be ineligible during the term of the contract 
resulting from this Solicitation, to receive appropriated funding pursuant to Article IX, 
Section 6.25. 


42. Respondent understands, acknowledges, and agrees that, pursuant to Chapter 2272 of the 
Texas Government Code, except as exempted under that Chapter, HHSC cannot contract 
with an abortion provider or an affiliate of an abortion provider. Respondent certifies that 
it is not ineligible to contract with HHSC under the terms of Chapter 2272 of the Texas 
Government Code. If Respondent refuses to make that certification, Respondent shall 
state here any facts that make it exempt from the certification: 


 
 


 


  . 
43. Respondent understands, acknowledges, and agrees, that solicitation responses and 


contracts are subject to the Texas Public Information Act (PIA), Texas Government Code 
Chapter 552, and may be disclosed to the public upon request or through posting on the 
System Agency’s website, the LBB’s website, or as otherwise required by law. 
Respondent certifies that it: 
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☐ asserts that information provided in its response is exempt from disclosure under the 
PIA, and Respondent, therefore, has submitted a “Public Information Act Copy” as 
required under the solicitation; or 


☐ asserts that there is no information provided in its response that is exempt from 
disclosure under the PIA, and Respondent, therefore, has not submitted a “Public 
Information Act Copy.” 


44. Respondent understands, acknowledges, and agrees that any false representation or any 
failure to comply with a representation, warranty, or certification made by Respondent is 
subject to all civil and criminal consequences provided at law or in equity including, but 
not limited to, immediate termination of any contract resulting from this Solicitation. 


45. Respondent represents and warrants that it will comply with all applicable laws and 
maintain all permits and licenses required by applicable city, county, state, and federal 
rules, regulations, statutes, codes, and other laws that pertain to any contract resulting 
from this Solicitation. 


46. Respondent represents and warrants that all statements and information prepared and 
submitted in this document are current, complete, true, and accurate. Submitting a 
Response with a false statement or material misrepresentations made during the 
performance of a contract is a material breach of contract and may void the submitted 
Response and any resulting contract. 


47. By submitting this Response, Respondent represents and warrants that the individual 
submitting this document and the documents made part of this Response is authorized to 
sign such documents on behalf of the Respondent and to bind the Respondent under any 
contract that may result from the submission of this Response. 


Signature Page Follows 
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Authorized representative on behalf of Respondent must complete and sign the following: 
 
 
 


Legal Name of Respondent   


Assumed Business Name of Respondent, if applicable (d/b/a or ‘doing business as’) 


Texas County(s) for Assumed Business Name (d/b/a or ‘doing business as’) 
Attach Assumed Name Certificate(s) filed with the Texas Secretary of State for each Texas 
County Where Assumed Name Certificate(s) has been filed 


Signature of Authorized Representative  Date Signed 


Printed Name of Authorized Representative 
First, Middle Name or Initial, and Last Name 


 Title of Authorized Representative 


Physical Street Address  City, State, Zip Code 


Mailing Address, if different  City, State, Zip Code 


Phone Number  Fax Number 


Email Address  DUNS Number 


Federal Employer Identification Number  Texas Payee ID No. – 11 digits 


Texas Franchise Tax Number  Texas Secretary of State Filing Number 
 





		Exhibit B. HHSC AFFIRMATIONS AND SOLICITATION ACCEPTANCE

		Signature Page Follows
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ARTICLE I. DEFINITIONS AND INTERPRETIVE PROVISIONS 
1.1 DEFINITIONS 
As used in this Contract, unless the context clearly indicates otherwise, the following terms 
and conditions have the meanings assigned below: 


“Amendment” means a written agreement, signed by the Parties, which documents changes 
to the Contract other than those permitted by Work Orders or Technical Guidance Letters. 
“Attachment” means documents, terms, conditions, or information added to this Contract 
following the Signature Document or included by reference, and made a part of this 
Contract. 
“Contract” means the Signature Document, these Uniform Terms and Conditions, along with 
any Attachments, and any Amendments, or Technical Guidance Letters that may be issued 
by the System Agency, to be incorporated by reference for all purposes. 
“Deliverable” means the work product(s), including all reports and project documentation, 
required to be submitted by Grantee to the System Agency. 
“Effective Date” means the date agreed to by the Parties as the date on which the Contract 
takes effect. 
“Federal Fiscal Year” means the period beginning October 1 and ending September 30 each 
year, which is the annual accounting period for the United States government. 
“GAAP” means Generally Accepted Accounting Principles.  
“GASB” means the Governmental Accounting Standards Board. 
“Grantee” means the Party receiving funds under this Contract. May also be referred to as 
"Contractor" in certain attachments. 
“Health and Human Services Commission” or “HHSC” means the administrative agency 
established under Chapter 531, Texas Government Code, or its designee. 
“HUB” means Historically Underutilized Business, as defined by Chapter 2161 of the 
Texas Government Code. 
“Intellectual Property Rights” means the worldwide proprietary rights or interests, including 
patent, copyright, trade secret, and trademark rights, as such right may be evidenced by or 
embodied in:  


i. any idea, design, concept, personality right, method, process, technique, apparatus, 
invention, discovery, or improvement;  


ii. any work of authorship, including any compilation, computer code, website or web 
page design, literary work, pictorial work, or graphic work;  


iii. any trademark, service mark, trade dress, trade name, branding, or other indicia of 
source or origin;  


iv. domain name registrations; and  
v. any other proprietary or similar rights. The Intellectual Property Rights of a Party 


include all worldwide proprietary rights or interests that the Party may have acquired 
by assignment, by exclusive license, or by license with the right to grant sublicenses.  
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“Mentor Protégé” means the Comptroller of Public Accounts’ leadership program found 
at: http://www.window.state.tx.us/procurement/prog/hub/mentorprotege/. 
“Parties” means the System Agency and Grantee, collectively. 
“Party” means either the System Agency or Grantee, individually. 
“Program” means the statutorily authorized activities of the System Agency under which 
this Contract has been awarded. 
“Project” means specific activities of the Grantee that are supported by funds provided under 
this Contract. 
“Public Information Act” or “PIA” means Chapter 552 of the Texas Government Code. 
“Signature Document” means the document executed by both Parties that specifically sets 
forth all of the documents that constitute the Contract. 
“Solicitation” or "Request for Applications (RFA)” means the document (including all 
amendments and attachments) issued by the System Agency under which applications for 
Program funds were requested, which is incorporated by reference for all purposes in its 
entirety. 
“Solicitation Response" or "Application" means Grantee’s full and complete response 
(including any attachments and addenda) to the Solicitation, which is incorporated by 
reference for all purposes in its entirety. 
“State Fiscal Year” means the period beginning September 1 and ending August 31 each 
year, which is the annual accounting period for the State of Texas. 
“State of Texas Textravel” means Texas Administrative Code, Title 34, Part 1, Chapter 5, 
Subchapter C, Section 5.22, relative to travel reimbursements under this Contract, if any. 
“Statement of Work” means the description of activities performed in completing the Project, 
as specified in the Contract and as may be amended. 
“System Agency” means HHSC or any of the agencies of the State of Texas that are overseen 
by HHSC under authority granted under State law and the officers, employees, authorized 
representatives and designees of those agencies. These agencies include: HHSC and the 
Department of State Health Services. 
“Technical Guidance Letter” or “TGL” means an instruction, clarification, or interpretation 
of the requirements of the Contract, issued by the System Agency to the Grantee. 
“Work Product” means any and all works, including work papers, notes, materials, 
approaches, designs, specifications, systems, innovations, improvements, inventions, 
software, programs, source code, documentation, training materials, audio or audiovisual 
recordings, methodologies, concepts, studies, reports, whether finished or unfinished, and 
whether or not included in the deliverables, that are developed, produced, generated or 
provided by Grantee in connection with Grantee’s performance of its duties under the 
Contract or through use of any funding provided under this Contract. 
“Uniform Grant Management Standards” or “UGMS” means uniform grant and contract 
administration procedures, developed under the authority of Chapter 783 of the Texas 



http://www.window.state.tx.us/procurement/prog/hub/mentorprotege/
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Government Code, to promote the efficient use of public funds in local government and in 
programs requiring cooperation among local, state, and federal agencies.  


1.2 INTERPRETIVE PROVISIONS 
A. The meanings of defined terms include the singular and plural forms. 
B. The words “hereof,” “herein,” “hereunder,” and similar words refer to this Contract 


as a whole and not to any particular provision, section, Attachment, or schedule of this 
Contract unless otherwise specified. 


C. The term “including” is not limiting and means “including without limitation” and, 
unless otherwise expressly provided in this Contract, (i) references to contracts (including 
this Contract) and other contractual instruments shall be deemed to include all 
subsequent Amendments and other modifications, but only to the extent that such 
Amendments and other modifications are not prohibited by the terms of this Contract, 
and (ii) references to any statute or regulation are to be construed as including all 
statutory and regulatory provisions consolidating, amending, replacing, supplementing, 
or interpreting the statute or regulation. 


D. Any references to “sections,” “appendices,” or “attachments” are references to sections, 
appendices, or attachments of the Contract. 


E. Any references to agreements, contracts, statutes, or administrative rules or regulations 
in the Contract are references to these documents as amended, modified, or 
supplemented from time to time during the term of the Contract. 


F. The captions and headings of this Contract are for convenience of reference only and do 
not affect the interpretation of this Contract. 


G. All Attachments, including those incorporated by reference, and any Amendments are 
considered part of the terms of this Contract. 


H. This Contract may use several different limitations, regulations, or policies to regulate 
the same or similar matters. All such limitations, regulations, and policies are 
cumulative and each will be performed in accordance with its terms. 


I. Unless otherwise expressly provided, reference to any action of the System Agency or 
by the System Agency by way of consent, approval, or waiver will be deemed 
modified by the phrase “in its sole discretion.” 


J. Time is of the essence in this Contract. 


ARTICLE II. PAYMENT METHODS AND RESTRICTIONS 
2.1 PAYMENT METHODS 


A. Except as otherwise provided by this Contract, the payment method will be one or more 
of the following: 
i. Cost Reimbursement. This payment method is based on an approved budget and 


submission of a request for reimbursement of expenses Grantee has incurred at the 
time of the request; 


ii. Unit rate/fee-for-service. This payment method is based on a fixed price or a specified 
rate(s) or fee(s) for delivery of a specified unit(s) of service and acceptable 
submission of all required documentation, forms and/or reports; or 


iii. Advance payment. This payment method is based on disbursal of the minimum 
necessary funds to carry out the Program or Project where the Grantee has 
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implemented appropriate safeguards. This payment method will only be utilized in 
accordance with governing law, state and federal regulations, and at the sole 
discretion of the System Agency. 


B. Grantee shall bill the System Agency in accordance with the Contract. Unless otherwise 
specified in the Contract, Grantee shall submit requests for reimbursement or payment 
monthly by the last business day of the month following the month in which expenses 
were incurred or services provided. Grantee shall maintain all documentation that 
substantiates invoices and make the documentation available to the System Agency upon 
request. 


2.2 FINAL BILLING SUBMISSION 
Unless otherwise provided by the System Agency, Grantee shall submit a reimbursement 
or payment request as a final close-out invoice not later than forty-five (45) calendar days 
following the end of the term of the Contract.  Reimbursement or payment requests received 
after the deadline may not be paid. 


2.3 FINANCIAL STATUS REPORTS (FSRS) 
Except as otherwise provided, for contracts with categorical budgets, Grantee shall submit 
quarterly FSRs to System Agency by the last business day of the month following the end 
of each quarter for System Agency review and financial assessment. Grantee shall submit 
the final FSR no later than forty-five (45) calendar days following the end of the applicable 
term. 


2.4 USE OF FUNDS 
Grantee shall expend funds under this Contract only for approved services and for reasonable 
and allowable expenses directly related to those services. 


2.5 USE FOR MATCH PROHIBITED 
Grantee shall not use funds provided under this Contract for matching purposes in securing 
other funding without the written approval of the System Agency. 


2.6 PROGRAM INCOME 
Income directly generated from funds provided under this Contract or earned only as a result 
of such funds is Program Income. Unless otherwise required under the Program, Grantee 
shall use Program Income, as provided in UGMS Section III, Subpart C, .25(g)(2), to 
further the Program, and Grantee shall spend the Program Income on the Project. Grantee 
shall identify and report Program Income in accordance with the Contract, applicable law, 
and any programmatic guidance. Grantee shall expend Program Income during the Contract 
term, when earned, and may not carry Program Income forward to any succeeding term. 
Grantee shall refund Program Income to the System Agency if the Program Income is not 
expended in the term in which it is earned. The System Agency may base future funding 
levels, in part, upon Grantee’s proficiency in identifying, billing, collecting, and reporting 
Program Income, and in using Program Income for the purposes and under the conditions 
specified in this Contract.  
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2.7 NONSUPPLANTING 
Grant funds may be used to supplement existing, new or corresponding programming and 
related activities. Grant funds may not be used to supplant (replace) existing funds in place 
to support current programs and related activities. 


2.8 ALLOWABLE COSTS 
Allowable Costs are restricted to costs that comply with the Texas Uniform Grant 
Management Standards (UGMS) and applicable state and federal rules and law.  The Parties 
agree that all the requirements of the UGMS apply to this Contract, including the criteria for 
Allowable Costs.  Additional federal requirements apply if this Contract is funded, in whole 
or in part, with federal funds. 


2.9 INDIRECT COST RATES 
The System Agency may acknowledge an indirect cost rate for Grantees that is utilized for 
all applicable contracts.  Grantee will provide the necessary financial documents to determine 
the indirect cost rate in accordance with the Uniform Grant Guidance (UGG) and Uniform 
Grant Management Standards (UGMS). 


ARTICLE III. STATE AND FEDERAL FUNDING 
3.1 FUNDING 


This Contract is subject to termination or cancellation, without penalty to System Agency, 
either in whole or in part, subject to the availability of state funds. System Agency is a state 
agency whose authority and appropriations are subject to actions of the Texas Legislature. If 
System Agency becomes subject to a legislative change, revocation of statutory authority, or 
lack of appropriated funds that would render either System Agency’s or Grantee’s delivery 
or performance under the Contract impossible or unnecessary, the Contract will be 
terminated or cancelled and be deemed null and void. In the event of a termination or 
cancellation under this Section, System Agency will not be liable to Grantee for any 
damages, that are caused or associated with such termination, or cancellation, and System 
Agency will not be required to give prior notice. 


3.2 NO DEBT AGAINST THE STATE 
This Contract will not be construed as creating any debt by or on behalf of the State of Texas. 


3.3 DEBT AND DELINQUENCIES 
Grantee agrees that any payments due under the Contract shall be directly applied towards 
eliminating any debt or delinquency it has to the State of Texas including, but not limited to, 
delinquent taxes, delinquent student loan payments, and delinquent child support.  


3.4 RECAPTURE OF FUNDS 
A .  At its sole discretion, the System Agency may i) withhold all or part of any payments to 


Grantee to offset overpayments, unallowable or ineligible costs made to the Grantee, or 
if any required financial status report(s) is not submitted by the due date(s), or ii) require 
Grantee to promptly refund or credit - within thirty (30) calendar days of written notice - 
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any funds erroneously paid by System Agency which are not expressly authorized under 
the Contract.  


B. “Overpayments” as used in this Section include payments (i) made by the System 
Agency that exceed the maximum allowable rates; (ii) that are not allowed under applicable 
laws, rules, or regulations; or (iii) that are otherwise inconsistent with this Contract, 
including any unapproved expenditures. Grantee understands and agrees that it will be 
liable to the System Agency for any costs disallowed pursuant to financial and 
compliance audit(s) of funds received under this Contract. Grantee further understands 
and agrees that reimbursement of such disallowed costs shall be paid by Grantee from 
funds which were not provided or otherwise made available to Grantee under this 
Contract. 


ARTICLE IV. ALLOWABLE COSTS AND AUDIT REQUIREMENTS 
4.1 ALLOWABLE COSTS 


A. System Agency will reimburse the allowable costs incurred in performing the Project that 
are sufficiently documented. Grantee must have incurred a cost prior to claiming 
reimbursement and within the applicable term to be eligible for reimbursement under 
this Contract. At its sole discretion, the System Agency will determine whether costs 
submitted by Grantee are allowable and eligible for reimbursement. The System Agency 
may take repayment (recoup) from funds available under this Contract in amounts 
necessary to fulfill Grantee’s repayment obligations. Applicable cost principles, audit 
requirements, and administrative requirements include, but are not limited to: 


 
Applicable Entity Applicable Cost 


Principles 
Audit 
Requirements 


Administrative 
Requirements 


State, Local, and 
Tribal 
Governments 


2 CFR Part 200 and 
UGMS 


2 CFR Part 200, 
Subpart F and 
UGMS 


2 CFR Part 200 and 
UGMS 


Educational 
Institutions 


2 CFR Part 200 and 
UGMS 


2 CFR Part 200, 
Subpart F and 
UGMS 


2 CFR Part 200 and 
UGMS 


Non-Profit 
Organizations 


2 CFR Part 200 and 
UGMS 


2 CFR Part 200, 
Subpart F and 
UGMS 


2 CFR Part 200 and 
UGMS 
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For-profit 
Organization 
other than a 
hospital and an 
organization 
named in OMB 
Circular A-122 
(2 CFR Part, 
230) as not 
subject to that 
circular. 


48 CFR Part 31, 
Contract Cost 
Principles and 
Procedures, or 
Uniform cost 
accounting 
standards that 
comply with cost 
principles 
acceptable to the 
federal or state 
awarding agency 


2 CFR Part 200, 
Subpart F and 
UGMS 


2 CFR Part 200 and 
UGMS 


 


B. OMB Circulars will be applied with the modifications prescribed by UGMS with effect 
given to whichever provision imposes the more stringent requirement in the event of a 
conflict. 


4.2 AUDITS AND FINANCIAL STATEMENTS 
A. Audits 


i. HHS Single Audit Unit will notify Grantee to complete the Single Audit 
Determination Form. If Grantee fails to complete the form within thirty (30) calendar 
days after receipt of notice, Grantee will be subject to the sanctions and remedies for 
non-compliance with this Contract. 


ii. If Grantee, within Grantee’s fiscal year, expends at least SEVEN HUNDRED FIFTY 
THOUSAND DOLLARS ($750,000) in federal funds awarded, Grantee shall have a 
single audit or program-specific audit in accordance with 2 CFR 200. The federal 
threshold amount includes federal funds passed through by way of state agency 
awards. 


iii. If Grantee, within Grantee’s fiscal year, expends at least SEVEN HUNDRED FIFTY 
THOUSAND DOLLARS ($750,000) in state funds awarded, Grantee shall have a 
single audit or program-specific audit in accordance with UGMS, State of Texas 
Single Audit Circular. The audit must be conducted by an independent certified public 
accountant and in accordance with 2 CFR 200, Government Auditing Standards, and 
UGMS.  


iv. For-profit Grantees whose expenditures meet or exceed the federal or state 
expenditure thresholds stated above shall follow the guidelines in 2 CFR 200 or 
UGMS, as applicable, for their program-specific audits.  


v. Each Grantee that is required to obtain a single audit must competitively re-procure 
single audit services once every six years. Grantee shall procure audit services in 
compliance with this section, state procurement procedures, as well as with the 
provisions of UGMS. 


B. Financial Statements 
Each Grantee that does not meet the expenditure threshold for a single audit or program-
specific audit, must provide financial statements. 
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4.3 SUBMISSION OF AUDITS AND FINANCIAL STATEMENTS 
A. Audits 


Due the earlier of 30 days after receipt of the independent certified public accountant's 
report or nine months after the end of the fiscal year, Grantee shall submit electronically 
one copy of the single audit or program-specific audit to the System Agency via: 
i. HHS portal at: or, 


https://hhsportal.hhs.state.tx.us/heartwebextr/hhscSau 
ii. Email to: single_audit_report@hhsc.state.tx.us. 


B. Financial Statements 
Due no later than nine months after the Grantee’s fiscal year end, Grantees which are not 
required to submit an audit, shall submit electronically financial statements via:  
i. HHS portal at:  


https://hhsportal.hhs.state.tx.us/heartwebextr/hhscSau; or,  
ii. Email to: single_audit_report@hhsc.state.tx.us. 


ARTICLE V. AFFIRMATIONS, ASSURANCES AND CERTIFICATIONS 
5.1 GENERAL AFFIRMATIONS 


Grantee certifies that, to the extent General Affirmations are incorporated into the Contract 
under the Signature Document, the Grantee has reviewed the General Affirmations and that 
Grantee is in compliance with all requirements. 


5.2 FEDERAL ASSURANCES 
Grantee further certifies that, to the extent Federal Assurances are incorporated into the 
Contract under the Signature Document, the Grantee has reviewed the Federal Assurances 
and that Grantee is in compliance with all requirements. 


5.3 FEDERAL CERTIFICATIONS 
Grantee further certifies that, to the extent Federal Certifications are incorporated into the 
Contract under the Signature Document, the Grantee has reviewed the Federal 
Certifications and that Grantee is in compliance with all requirements. In addition, Grantee 
certifies that it is in compliance with all applicable federal laws, rules, and regulations, as they 
may pertain to this Contract. 


ARTICLE VI. INTELLECTUAL PROPERTY 
6.1 OWNERSHIP OF WORK PRODUCT 


All right, title, and interest in the Work Product, including all Intellectual Property Rights 
therein, is exclusively owned by System Agency. Grantee and Grantee’s employees will have 
no rights in or ownership of the Work Product or any other property of System Agency. Any 
and all Work Product that is copyrightable under United States copyright law is deemed to 
be “work made for hire” owned by System Agency, as provided by Title 17 of the United 
States Code. To the extent that Work Product does not qualify as a “work made for hire” 
under applicable federal law, Grantee hereby irrevocably assigns and transfers to System 
Agency, its successors and assigns, the entire right, title, and interest in and to the Work 
Product, including any and all Intellectual Property Rights embodied therein or associated 



https://hhsportal.hhs.state.tx.us/heartwebextr/hhscSau

mailto:single_audit_report@hhsc.state.tx.us

https://hhsportal.hhs.state.tx.us/heartwebextr/hhscSau
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therewith, and in and to all works based upon, derived from, or incorporating the Work 
Product, and in and to all income, royalties, damages, claims and payments now or hereafter 
due or payable with respect thereto, and in and to all causes of action, either in law or in 
equity for past, present or future infringement based on the copyrights, and in and to all rights 
corresponding to the foregoing. Grantee agrees to execute all papers and to perform such 
other property rights as System Agency may deem necessary to secure for System Agency 
or its designee the rights herein assigned. In the event that Grantee has any rights in and to 
the Work Product that cannot be assigned to System Agency, Grantee hereby grants to 
System Agency an exclusive, worldwide, royalty-free, transferable, irrevocable, and 
perpetual license, with the right to sublicense, to reproduce, distribute, modify, create 
derivative works of, publicly perform and publicly display, make, have made, use, sell and 
offer for sale the Work Product and any products developed by practicing such rights.  


6.2 GRANTEE’S PRE-EXISTING WORKS  
To the extent that Grantee incorporates into the Work Product any works of Grantee that 
were created by Grantee or that Grantee acquired rights in prior to the Effective Date of this 
Contract (“Incorporated Pre-existing Works”), Grantee retains ownership of such 
Incorporated Pre-existing Works, and Grantee hereby grants to System Agency an 
irrevocable, perpetual, non-exclusive, royalty-free, transferable, worldwide right and license, 
with the right to sublicense, to use, modify, copy, create derivative works of, publish, 
publicly perform and display, sell, offer to sell, make and have made, the Incorporated Pre-
existing Works, in any medium, with or without the associated Work Product. Grantee 
represents, warrants, and covenants to System Agency that Grantee has all necessary right 
and authority to grant the foregoing license in the Incorporated Pre-existing Works to System 
Agency. 


6.3 AGREEMENTS WITH EMPLOYEES AND SUBCONTRACTORS 
Grantee shall have written, binding agreements with its employees and subcontractors that 
include provisions sufficient to give effect to and enable Grantee’s compliance with 
Grantee’s obligations under this Article VI. 


6.4 DELIVERY UPON TERMINATION OR EXPIRATION 
No later than the first calendar day after the termination or expiration of the Contract or upon 
System Agency’s request, Grantee shall deliver to System Agency all completed, or partially 
completed, Work Product, including any Incorporated Pre-existing Works, and any and all 
versions thereof. Grantee’s failure to timely deliver such Work Product is a material breach 
of the Contract. Grantee will not retain any copies of the Work Product or any documentation 
or other products or results of Grantee’s activities under the Contract without the prior written 
consent of System Agency.  


6.5 SURVIVAL 
The provisions and obligations of this Article VI survive any termination or expiration of 
the Contract. 
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ARTICLE VII. RECORDS, AUDIT, AND DISCLOSURE 
7.1 BOOKS AND RECORDS 


Grantee shall keep and maintain under GAAP or GASB, as applicable, full, true, and 
complete records necessary to fully disclose to the System Agency, the Texas State 
Auditor’s Office, the United States Government, and their authorized representatives 
sufficient information to determine compliance with the terms and conditions of this Contract 
and all state and federal rules, regulations, and statutes. Unless otherwise specified in this 
Contract, Grantee shall maintain legible copies of this Contract and all related documents 
for a minimum of seven (7) years after the termination of the Contract period or seven (7) 
years after the completion of any litigation or dispute involving the Contract, whichever is 
later. 


7.2 ACCESS TO RECORDS, BOOKS, AND DOCUMENTS 
In addition to any right of access arising by operation of law, Grantee and any of 
Grantee’s affiliate or subsidiary organizations, or Subcontractors shall permit the System 
Agency or any of its duly authorized representatives, as well as duly authorized federal, 
state or local authorities, unrestricted access to and the right to examine any site where 
business is conducted or services are performed, and all records, which includes but is not 
limited to financial, client and patient records, books, papers or documents related to this 
Contract. If the Contract includes federal funds, federal agencies that shall have a right 
of access to records as described in this section include: the federal agency providing the 
funds, the Comptroller General of the United States, the General Accounting Office, the 
Office of the Inspector General, and any of their authorized representatives. In addition, 
agencies of the State of Texas that shall have a right of access to records as described in 
this section include: the System Agency, HHSC, HHSC's contracted examiners, the State 
Auditor’s Office, the Office of the Texas Attorney General, and any successor agencies. 
Each of these entities may be a duly authorized authority. If deemed necessary by the System 
Agency or any duly authorized authority, for the purpose of investigation or hearing, 
Grantee shall produce original documents related to this Contract. The System Agency and 
any duly authorized authority shall have the right to audit billings both before and after 
payment, and all documentation that substantiates the billings.  Grantee shall include this 
provision concerning the right of access to, and examination of, sites and information 
related to this Contract in any Subcontract it awards. 


7.3 RESPONSE/COMPLIANCE WITH AUDIT OR INSPECTION FINDINGS 
A. Grantee must act to ensure its and its Subcontractors’ compliance with all corrections 


necessary to address any finding of noncompliance with any law, regulation, audit 
requirement, or generally accepted accounting principle, or any other deficiency 
identified in any audit, review, or inspection of the Contract and the services and 
Deliverables provided. Any such correction will be at Grantee’s or its Subcontractor's 
sole expense. Whether Grantee's action corrects the noncompliance shall be solely the 
decision of the System Agency. 


B. As part of the services, Grantee must provide to HHSC upon request a copy of those 
portions of Grantee's and its Subcontractors' internal audit reports relating to the services 
and Deliverables provided to the State under the Contract. 
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7.4 SAO AUDIT 
A. The state auditor may conduct an audit or investigation of any entity receiving funds from 


the state directly under the Contract or indirectly through a subcontract under the 
Contract. The acceptance of funds directly under the Contract or indirectly through a 
subcontract under the Contract acts as acceptance of the authority of the state auditor, 
under the direction of the legislative audit committee, to conduct an audit or investigation 
in connection with those funds. Under the direction of the legislative audit committee, an 
entity that is the subject of an audit or investigation by the state auditor must provide the 
state auditor with access to any information the state auditor considers relevant to the 
investigation or audit.  


B. Grantee shall comply with any rules and procedures of the state auditor in the 
implementation and enforcement of Section 2262.154 of the Texas Government Code. 


7.5 CONFIDENTIALITY 
Grantee shall maintain as confidential, and shall not disclose to third parties without System 
Agency’s prior written consent, any System Agency information including but not limited to 
System Agency’s business activities, practices, systems, conditions and services. This 
section will survive termination or expiration of this Contract. 


ARTICLE VIII. CONTRACT REMEDIES AND EARLY TERMINATION 
8.1 CONTRACT REMEDIES 


To ensure Grantee’s full performance of the Contract and compliance with applicable 
law, the System Agency reserves the right to hold Grantee accountable for breach of contract 
or substandard performance and may take remedial or corrective actions, including, but not 
limited to: 


i. suspending all or part of the Contract; 
ii. requiring the Grantee to take specific actions in order to remain in compliance with 


the Contract; 
iii. recouping payments made by the System Agency to the Grantee found to be in error; 
iv. suspending, limiting, or placing conditions on the Grantee’s continued performance 


of the Project; 
v. imposing any other remedies, sanctions or penalties authorized under this Contract or 


permitted by federal or state statute, law, regulation or rule. 


8.2 TERMINATION FOR CONVENIENCE 
The System Agency may terminate the Contract at any time when, in its sole discretion, 
the System Agency determines that termination is in the best interests of the State of 
Texas. The termination will be effective on the date specified in HHSC’s notice of 
termination. The System Agency’s right to terminate the Contract for convenience is 
cumulative of all rights and remedies which exist now or in the future. 


8.3 TERMINATION FOR CAUSE 
Except as otherwise provided by the U.S. Bankruptcy Code, or any successor law, the 
System Agency may terminate the Contract, in whole or in part, upon either of the following 
conditions: 
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i. Material Breach 
The System Agency will have the right to terminate the Contract in whole or 
in part if the System Agency determines, in its sole discretion, that Grantee has 
materially breached the Contract or has failed to adhere to any laws, ordinances, 
rules, regulations or orders of any public authority having jurisdiction and such 
violation prevents or substantially impairs performance of Grantee’s duties under the 
Contract. Grantee's misrepresentation in any aspect of Grantee’s Solicitation 
Response, if any, or Grantee's addition to the Excluded Parties List System (EPLS) 
will also constitute a material breach of the Contract. 


ii. Failure to Maintain Financial Viability 
The System Agency may terminate the Contract if, in its sole discretion, the System 
Agency has a good faith belief that Grantee no longer maintains the financial 
viability required to complete the services and Deliverables, or otherwise fully 
perform its responsibilities under the Contract. 


ARTICLE IX. MISCELLANEOUS PROVISIONS 
9.1 AMENDMENT 


The Contract may only be amended by an Amendment executed by both Parties. 


9.2 INSURANCE 
A. Unless otherwise specified in this Contract, Grantee shall acquire and maintain, for the 


duration of this Contract, insurance coverage necessary to ensure proper fulfillment 
of this Contract and potential liabilities thereunder with financially sound and reputable 
insurers licensed by the Texas Department of Insurance, in the type and amount 
customarily carried within the industry as determined by the System Agency.  Grantee 
shall provide evidence of insurance as required under this Contract, including a schedule 
of coverage or underwriter’s schedules establishing to the satisfaction of the System 
Agency the nature and extent of coverage granted by each such policy, upon request 
by the System Agency. In the event that any policy is determined by the System 
Agency to be deficient to comply with the terms of this Contract, Grantee shall secure 
such additional policies or coverage as the System Agency may reasonably request or 
that are required by law or regulation. If coverage expires during the term of this Contract, 
Grantee must produce renewal certificates for each type of coverage. 


B. These and all other insurance requirements under the Contract apply to both Grantee and 
its Subcontractors, if any. Grantee is responsible for ensuring its Subcontractors' 
compliance with all   requirements. 


9.3 LEGAL OBLIGATIONS 
Grantee shall comply with all applicable federal, state, and local laws, ordinances, and 
regulations, including all federal and state accessibility laws relating to direct and indirect 
use of information and communication technology. Grantee shall be deemed to have 
knowledge of all applicable laws and regulations and be deemed to understand them.  
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9.4 PERMITTING AND LICENSURE 
At Grantee's sole expense, Grantee shall procure and maintain for the duration of this 
Contract any state, county, city, or federal license, authorization, insurance, waiver, permit, 
qualification or certification required by statute, ordinance, law, or regulation to be held by 
Grantee to provide the goods or services required by this Contract. Grantee shall be 
responsible for payment of all taxes, assessments, fees, premiums, permits, and licenses 
required by law. Grantee shall be responsible for payment of any such government 
obligations not paid by its Subcontractors during performance of this Contract. 


9.5 INDEMNITY 
A. GRANTEE SHALL DEFEND, INDEMNIFY AND HOLD HARMLESS THE 


STATE OF TEXAS AND SYSTEM AGENCY, AND/OR THEIR OFFICERS, 
AGENTS, EMPLOYEES, REPRESENTATIVES, CONTRACTORS, 
ASSIGNEES, AND/OR DESIGNEES FROM ANY AND ALL LIABILITY, 
ACTIONS, CLAIMS, DEMANDS, OR SUITS, AND ALL RELATED COSTS, 
ATTORNEY FEES, AND EXPENSES ARISING OUT OF OR RESULTING 
FROM ANY ACTS OR OMISSIONS OF GRANTEE OR ITS AGENTS, 
EMPLOYEES, SUBCONTRACTORS, ORDER FULFILLERS, OR SUPPLIERS 
OF SUBCONTRACTORS IN THE EXECUTION OR PERFORMANCE OF THE 
CONTRACT AND ANY PURCHASE ORDERS ISSUED UNDER THE 
CONTRACT.  THE DEFENSE SHALL BE COORDINATED BY GRANTEE 
WITH THE OFFICE OF THE TEXAS ATTORNEY GENERAL WHEN TEXAS 
STATE AGENCIES ARE NAMED DEFENDANTS IN ANY LAWSUIT AND 
GRANTEE MAY NOT AGREE TO ANY SETTLEMENT WITHOUT FIRST 
OBTAINING THE CONCURRENCE FROM THE OFFICE OF THE TEXAS 
ATTORNEY GENERAL.  GRANTEE AND SYSTEM AGENCY AGREE TO 
FURNISH TIMELY WRITTEN NOTICE TO EACH OTHER OF ANY SUCH 
CLAIM.  


B. THIS PARAGRAPH IS NOT INTENDED TO AND SHALL NOT BE 
CONSTRUED TO REQUIRE GRANTEE TO INDEMNIFY OR HOLD 
HARMLESS THE STATE OR THE SYSTEM AGENCY FOR ANY CLAIMS OR 
LIABILITIES RESULTING FROM THE NEGLEGENT ACTS OR OMISSIONS 
OF THE SYSTEM AGENCY OR ITS EMPLOYEES. 


C. For the avoidance of doubt, System Agency shall not indemnify Grantee or any 
other entity under the Contract. 


9.6 ASSIGNMENTS 
A. Grantee may not assign all or any portion of its rights under, interests in, or duties 


required under this Contract without prior written consent of the System Agency, 
which may be withheld or granted at the sole discretion of the System Agency. Except 
where otherwise agreed in writing by the System Agency, assignment will not release 
Grantee from its obligations under the Contract. 


B. Grantee understands and agrees the System Agency may in one or more transactions 
assign, pledge, or transfer the Contract. This assignment will only be made to another 
State agency or a non-state agency that is contracted to perform agency support. 
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9.7 INDEPENDENT CONTRACTOR 
Grantee and Grantee’s employees, representatives, agents, Subcontractors, suppliers, and 
third-party service providers shall serve as independent contractors in providing the services 
under the Contract. Neither Grantee nor System Agency is an agent of the other and neither 
may make any commitments on the other party’s behalf. Should Grantee subcontract any of 
the services required in the Contract, Grantee expressly understands and acknowledges that 
in entering such subcontract(s), System Agency is in no manner liable to any 
Subcontractor(s) of Grantee. In no event shall this provision relieve Grantee of the 
responsibility for ensuring that the services performed under all subcontracts are rendered in 
compliance with the Contract. Grantee shall have no claim against System Agency for 
vacation pay, sick leave, retirement benefits, social security, worker’s compensation, health 
or disability benefits, unemployment insurance benefits, or employee benefits of any kind. 
The Contract shall not create any joint venture, partnership, agency, or employment 
relationship between Grantee and System Agency. 


9.8 TECHNICAL GUIDANCE LETTERS 
In the sole discretion of the System Agency, and in conformance with federal and state law, 
the System Agency may issue instructions, clarifications, or interpretations as may be 
required during work performance in the form of a Technical Guidance Letter (TGL). 
A TGL must be in writing, and may be delivered by regular mail, electronic mail, or 
facsimile transmission. Any TGL issued by the System Agency will be incorporated into the 
Contract by reference for all purposes when it is issued. 


9.9 DISPUTE RESOLUTION 
A. The dispute resolution process provided for in Chapter 2260 of the Texas Government 


Code must be used to attempt to resolve any dispute arising under the Contract. 
B. If a contract dispute arises that cannot be resolved to the satisfaction of the Parties, either 


Party may notify the other Party in writing of the dispute. If the Parties are unable to 
satisfactorily resolve the dispute within fourteen (14) days of the written notification, the 
Parties must use the dispute resolution process provided for in Chapter 2260 of the Texas 
Government Code to attempt to resolve the dispute. This provision will not apply to any 
matter with respect to which either Party may make a decision within its respective sole 
discretion. 


9.10 GOVERNING LAW AND VENUE 
The Contract shall be governed by and construed in accordance with the laws of the State of 
Texas, without regard to the conflicts of law provisions. The venue of any suit arising under 
the Contract is fixed in any court of competent jurisdiction of Travis County, Texas, unless 
the specific venue is otherwise identified in a statute which directly names or otherwise 
identifies its applicability to the System Agency.   


9.11 SEVERABILITY 
If any provision contained in this Contract is held to be unenforceable by a court of 
law or equity, this Contract shall be construed as if such provision did not exist and the non-
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enforceability of such provision shall not be held to render any other provision or 
provisions of this Contract unenforceable. 


9.12 SURVIVABILITY 
Expiration or termination of the Contract for any reason does not release Grantee from any 
liability or obligation set forth in the Contract that is expressly stated to survive any such 
expiration or termination, that by its nature would be intended to be applicable following any 
such expiration or termination, or that is necessary to fulfill the essential purpose of the 
Contract, including without limitation the provisions regarding warranty, indemnification, 
confidentiality, and rights and remedies upon termination. 


9.13 FORCE MAJEURE 
Neither Grantee nor System Agency shall be liable to the other for any delay in, or failure of 
performance, of any requirement included in the Contract caused by force majeure. The 
existence of such causes of delay or failure shall extend the period of performance until after 
the causes of delay or failure have been removed provided the non-performing party 
exercises all reasonable due diligence to perform. Force majeure is defined as acts of God, 
war, fires, explosions, hurricanes, floods, failure of transportation, or other causes that are 
beyond the reasonable control of either party and that by exercise of due foresight such party 
could not reasonably have been expected to avoid, and which, by the exercise of all 
reasonable due diligence, such party is unable to overcome. 


9.14 NO WAIVER OF PROVISIONS 
The failure of the System Agency to object to or to take affirmative action with respect to 
any conduct of the Grantee which is in violation or breach of the terms of the Contract shall 
not be construed as a waiver of the violation or breach, or of any future violation or breach.  


9.15 PUBLICITY 
A. Except as provided in the paragraph below, Grantee must not use the name of, or 


directly or indirectly refer to, the System Agency, the State of Texas, or any other 
State agency in any media release, public announcement, or public disclosure relating 
to the Contract or its subject matter, including in any promotional or marketing 
materials, customer lists, or business presentations. 


B. Grantee may publish, at its sole expense, results of Grantee performance under the 
Contract with the System Agency’s prior review and approval, which the System 
Agency may exercise at its sole discretion. Any publication (written, visual, or sound) 
will acknowledge the support received from the System Agency and any Federal agency, 
as appropriate. 


C. Contractor is prohibited from using the Work for any Contractor or third party marketing, 
advertising, or promotional activities, without the prior written consent of System 
Agency. The foregoing prohibition includes, without limitation, the placement of 
banners, pop-up ads, or other advertisements promoting Contractor’s or a third party’s 
products, services, workshops, trainings, or other commercial offerings on any website 
portal or internet-based service or software application hosted or managed by Contractor 
as part of the Work. 
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9.16 PROHIBITION ON NON-COMPETE RESTRICTIONS 
Grantee shall not require any employees or Subcontractors to agree to any conditions, 
such as non-compete clauses or other contractual arrangements that would limit or restrict 
such persons or entities from employment or contracting with the State of Texas. 


9.17 NO WAIVER OF SOVEREIGN IMMUNITY 
Nothing in the Contract will be construed as a waiver of the System Agency’s or the 
State’s sovereign immunity. This Contract shall not constitute or be construed as a waiver of 
any of the privileges, rights, defenses, remedies, or immunities available to the System 
Agency or the State of Texas. The failure to enforce, or any delay in the enforcement, of any 
privileges, rights, defenses, remedies, or immunities available to the System Agency or the 
State of Texas under the Contract or under applicable law shall not constitute a waiver of 
such privileges, rights, defenses, remedies, or immunities or be considered as a basis for 
estoppel. System Agency does not waive any privileges, rights, defenses, or immunities 
available to System Agency by entering into the Contract or by its conduct prior to or 
subsequent to entering into the Contract. 


9.18 ENTIRE CONTRACT AND MODIFICATION 
The Contract constitutes the entire agreement of the Parties and is intended as a complete 
and exclusive statement of the promises, representations, negotiations, discussions, and other 
agreements that may have been made in connection with the subject matter hereof. Any 
additional or conflicting terms in any future document incorporated into the Contract 
will be harmonized with this Contract to the extent possible. 


9.19 COUNTERPARTS 
This Contract may be executed in any number of counterparts, each of which will be an 
original, and all such counterparts will together constitute but one and the same Contract. 


9.20 PROPER AUTHORITY 
Each Party represents and warrants that the person executing this Contract on its behalf 
has full power and authority to enter into this Contract.  


9.21 E-VERIFY PROGRAM 
Grantee certifies that it utilizes and will continue to utilize the U.S. Department of 
Homeland Security's E-Verify system to determine the eligibility of: 


i. all persons employed to perform duties within Texas during the term of the Contract; 
and 


ii. all persons, (including subcontractors) assigned by the Grantee to perform work 
pursuant to the Contract within the United States of America. 


9.22 CIVIL RIGHTS 
A. Grantee agrees to comply with state and federal anti-discrimination laws, including: 


i. Title VI of the Civil Rights Act of 1964 (42 U.S.C. §2000d et seq.); 
ii. Section 504 of the Rehabilitation Act of 1973 (29 U.S.C. §794); 


iii. Americans with Disabilities Act of 1990 (42 U.S.C. §12101 et seq.); 
iv. Age Discrimination Act of 1975 (42 U.S.C. §§6101-6107); 
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v. Title IX of the Education Amendments of 1972 (20 U.S.C. §§1681-1688); 
vi. Food and Nutrition Act of 2008 (7 U.S.C. §2011 et seq.); and 


vii. The System Agency's administrative rules, as set forth in the Texas Administrative 
Code, to the extent applicable to this Contract. 


B. Grantee agrees to comply with all amendments to the above-referenced laws, and all 
requirements imposed by the regulations issued pursuant to these laws. These laws 
provide in part that no persons in the United States may, on the grounds of race, color, 
national origin, sex, age, disability, political beliefs, or religion, be excluded from 
participation in or denied any aid, care, service or other benefits provided by Federal or 
State funding, or otherwise be subjected to discrimination. 


C. Grantee agrees to comply with Title VI of the Civil Rights Act of 1964, and its 
implementing regulations at 45 C.F.R. Part 80 or 7 C.F.R. Part 15, prohibiting a 
contractor from adopting and implementing policies and procedures that exclude or 
have the effect of excluding or limiting the participation of clients in its programs, 
benefits, or activities on the basis of national origin. State and federal civil rights 
laws require contractors to provide alternative methods for ensuring access to services 
for applicants and recipients who cannot express themselves fluently in English. 
Grantee agrees to take reasonable steps to provide services and information, both orally 
and in writing, in appropriate languages other than English, in order to ensure that 
persons with limited English proficiency are effectively informed and can have 
meaningful access to programs, benefits, and activities. 


D. Grantee agrees to post applicable civil rights posters in areas open to the public 
informing clients of their civil rights and including contact information for the HHS Civil 
Rights Office. The posters are available on the HHS website at: 
http://hhscx.hhsc.texas.gov/system-support- services/civil-rights/publications 


E. Grantee agrees to comply with Executive Order 13279, and its implementing 
regulations at 45 C.F.R. Part 87 or 7 C.F.R. Part 16. These provide in part that any 
organization that participates in programs funded by direct financial assistance from the 
United States Department of Agriculture or the United States Department of Health 
and Human Services shall not discriminate against a program beneficiary or prospective 
program beneficiary on the basis of religion or religious belief. 


F. Upon request, Grantee shall provide HHSC’s Civil Rights Office with copies of the 
Grantee’s civil rights policies and procedures. 


G. Grantee must notify HHSC’s Civil Rights Office of any civil rights complaints received 
relating to its performance under this Contract. This notice must be delivered no more 
than ten (10) calendar days after receipt of a complaint. Notice provided pursuant to 
this section must be directed to: 


HHSC Civil Rights Office 
701 W. 51st Street, Mail Code W206 
Austin, Texas 78751 
Phone Toll Free: (888) 388-6332 
Phone: (512) 438-4313 
TTY Toll Free: (877) 432-7232 
Fax: (512) 438-5885. 
 



http://hhscx.hhsc.texas.gov/system-support-services/civil-rights/publications

http://hhscx.hhsc.texas.gov/system-support-services/civil-rights/publications
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9.23 SYSTEM AGENCY DATA 
As between the Parties, all data and information acquired, accessed, or made available to 
Contractor by or through System Agency or System Agency contractors, including all 
electronic data generated, processed, transmitted, or stored by Contractor in the course of 
providing data processing services in connection with Contractor’s performance hereunder, 
(the “System Agency Data”), is owned solely by System Agency. Contractor has no right 
or license to use, analyze, aggregate, transmit, create derivatives of, copy, disclose, or process 
the System Agency Data except as required for Contractor to fulfill its obligations under the 
Contract or as authorized in advance in writing by System Agency. For the avoidance of 
doubt, Contractor is expressly prohibited from using, and from permitting any third party to 
use, System Agency Data for marketing, research, or other non-governmental or commercial 
purposes, without the prior written consent of System Agency. 
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DATA USE AGREEMENT   


BETWEEN THE   


TEXAS HEALTH AND HUMAN SERVICES SYSTEM 


AND   


CONTRACTOR  


This Data Use Agreement (“DUA”) is effective as of the date of the Base Contract into which it is 
incorporated (“Effective Date”), by and between the Texas Health and Human Services System, which 


includes the Texas Health and Human Services Commission and the Department of State Health Services 


(“HHS”) and Contractor (the "Base Contract").  


ARTICLE 1.  PURPOSE; APPLICABILITY; ORDER OF PRECEDENCE 


The purpose of this DUA is to facilitate access to, creation, receipt, maintenance, use, disclosure or 


transmission of Confidential Information with Contractor, and describe Contractor’s rights and obligations 


with respect to the Confidential Information and the limited purposes for which the Contractor may create, 


receive, maintain, use, disclose or have access to Confidential Information.  This DUA also describes 


HHS’s remedies in the event of Contractor’s noncompliance with its obligations under this DUA.  This 


DUA applies to both HHS business associates, as “business associate” is defined in the Health Insurance 


Portability and Accountability Act (HIPAA), and contractors who are not business associates, who create, 


receive, maintain, use, disclose or have access to Confidential Information on behalf of HHS, its programs 


or clients as described in the Base Contract.  As a best practice, HHS requires its contractors to comply with 


the terms of this DUA to safeguard all types of Confidential Information.  


As of the Effective Date of this DUA, if any provision of the Base Contract conflicts with this 


DUA, this DUA controls.  


ARTICLE 2.   DEFINITIONS  


For the purposes of this DUA, capitalized, underlined terms have the following meanings: 


 “Authorized Purpose” means the specific purpose or purposes described in the Base Contract for 


Contractor to fulfill its obligations under the Base Contract, or any other purpose expressly authorized by 


HHS in writing in advance.  


“Authorized User” means a person:   


(1) Who is authorized to create, receive, maintain, have access to, process, view, handle,


examine, interpret, or analyze Confidential Information pursuant to this DUA; 


(2) For whom Contractor warrants and represents has a demonstrable need to create, receive,


maintain, use, disclose or  have access to the Confidential Information; and 


(3) Who has agreed in writing to be bound by the disclosure and use limitations pertaining to


the Confidential Information as required by this DUA. 


“Breach” means an impermissible use or disclosure of electronic or non-electronic sensitive personal information by an 


unauthorized person or for an unauthorized purpose that compromises the security or privacy of Confidential Information 


such that the use or disclosure poses a risk of reputational harm, theft of financial information, identity theft, or medical 


identity theft. Any acquisition, access, use, disclosure or loss of Confidential Information other than as permitted by this 
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DUA shall be presumed to be a Breach unless Contractor demonstrates, based on a risk assessment, that there is a low 


probability that the Confidential Information has been compromised.  


“Confidential Information” means any communication or record (whether oral, written, electronically 


stored or transmitted, or in any other form) provided to or made available to Contractor or that Contractor 


may create, receive, maintain, use, disclose or have access to on behalf of HHS that consists of or 


includes any or all of the following:   


(1) Education records as defined in the Family Educational Rights and Privacy Act, 20 U.S.C.


§1232g; 34 C.F.R. Part 99


(2) Federal Tax Information as defined in Internal Revenue Code §6103 and Internal Revenue


Service Publication 1075;


(3) Personal Identifying Information (PII) as defined in Texas Business and Commerce Code,


Chapter 521;


(4) Protected Health Information (PHI) in any form including without limitation, Electronic


Protected Health Information or Unsecured Protected Health Information as defined in 45


C.F.R. §160.103;


(5) Sensitive Personal Information (SPI) as defined in Texas Business and Commerce Code,


Chapter 521;


(6) Social Security Administration Data, including, without limitation, Medicaid information


means disclosures of information made by the Social Security Administration or the


Centers for Medicare and Medicaid Services from a federal system of records for


administration of federally funded benefit programs under the Social Security Act, 42


U.S.C., Chapter 7;


(7) All privileged work product;


(8) All information designated as confidential under the constitution and laws of the State of


Texas and of the United States, including the Texas Health & Safety Code and the Texas


Public Information Act, Texas Government Code, Chapter 552.


“Destroy”, “Destruction”, for Confidential Information, means: 


(1) Paper, film, or other hard copy media have been shredded or destroyed such that the


Confidential Information cannot be read or otherwise cannot be reconstructed.  Redaction is specifically 


excluded as a means of data destruction.  


(2) Electronic media have been cleared, purged, or destroyed consistent with NIST Special


Publication 800-88, "Guidelines for Media Sanitization," such that the Confidential Information cannot be 


retrieved.  


“Discover, Discovery” means the first day on which a Breach becomes known to Contractor, or, by 


exercising reasonable diligence would have been known to Contractor.  


“Legally Authorized Representative” of an individual, including as provided in 45 CFR 435.923 


(authorized representative); 45 CFR 164.502(g)(1) (personal representative); Tex. Occ. Code § 151.002(6); 


Tex. H. & S. Code §166.164 (medical power of attorney); and Texas Estates Code § 22.031 (representative). 


“Required by Law” means a mandate contained in law that compels an entity to use or disclose 


Confidential Information that is enforceable in a court of law, including court orders, warrants, subpoenas 


or investigative demands.  



http://www.statutes.legis.state.tx.us/docs/GV/htm/GV.552.htm

http://csrc.nist.gov/

http://csrc.nist.gov/

http://csrc.nist.gov/
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“Subcontractor” means a person who contracts with a prime contractor to work, to supply commodities, 


or to contribute toward completing work for a governmental entity.    


 “Workforce” means employees, volunteers, trainees or other persons whose performance of work is under 


the direct control of a party, whether or not they are paid by that party.  


ARTICLE 3. CONTRACTOR'S DUTIES REGARDING CONFIDENTIAL INFORMATION 


Section 3.01 Obligations of Contractor  


Contractor agrees that:  


(A) With respect to PHI, Contractor shall:


(1) Make PHI available in a designated record set if requested by HHS, if Contractor maintains


PHI in a designated record set, as defined in HIPAA. 


(2) Provide to HHS data aggregation services related to the healthcare operations Contractor


performs for HHS pursuant to the Base Contract, if requested by HHS, if Contractor provides data 


aggregation services as defined in HIPAA.  


(3) Provide access to PHI to an individual who is requesting his or her own PHI, or such


individual’s Legally Authorized Representative, in compliance with the requirements of HIPAA. 


(4) Make PHI available to HHS for amendment, and incorporate any amendments to PHI that


HHS directs, in compliance with HIPAA. 


(5) Document and make available to HHS, an accounting of disclosures in compliance with


the requirements of HIPAA. 


(6) If Contractor receives a request for access, amendment or accounting of PHI by any


individual, promptly forward the request to HHS or, if forwarding the request would violate HIPAA, 


promptly notify HHS of the request and of Contractor’s response.  HHS will respond to all such requests, 


unless Contractor is Required by Law to respond or HHS has given prior written consent for Contractor to 


respond to and account for all such requests.    


(B) With respect to ALL Confidential Information, Contractor shall:


(1) Exercise reasonable care and no less than the same degree of care Contractor uses to protect


its own confidential, proprietary and trade secret information to prevent Confidential Information from 


being used in a manner that is not expressly an Authorized Purpose or as Required by Law. Contractor will 


access, create, maintain, receive, use, disclose, transmit or Destroy Confidential Information in a secure 


fashion that protects against any reasonably anticipated threats or hazards to the security or integrity of such 


information or unauthorized uses.  


(2) Establish, implement and maintain appropriate procedural, administrative, physical and


technical safeguards to preserve and maintain the confidentiality, integrity, and availability of the 


Confidential Information, in accordance with applicable laws or regulations relating to Confidential 


Information, to prevent any unauthorized use or disclosure of Confidential Information as long as 


Contractor has such Confidential Information in its actual or constructive possession.    


(3) Implement, update as necessary, and document privacy, security and Breach notice policies


and procedures and an incident response plan to address a Breach, to comply with the privacy, security and 


breach notice requirements of this DUA prior to conducting work under the Base Contract.  Contractor 
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shall produce, within three business days of a request by HHS, copies of its policies and procedures and 


records relating to the use or disclosure of Confidential Information.  


(4) Obtain HHS’s prior written consent to disclose or allow access to any portion of the 


Confidential Information to any person, other than Authorized Users, Workforce or Subcontractors of 


Contractor who have completed training in confidentiality, privacy, security and the importance of promptly 


reporting any Breach to Contractor's management and as permitted in Section 3.01(A)(3), above. Contractor 


shall produce evidence of completed training to HHS upon request.  HHS, at its election, may assist 


Contractor in training and education on specific or unique HHS processes, systems and/or requirements.  


All of Contractor’s Authorized Users, Workforce and Subcontractors with access to a state computer system 


or database will complete a cybersecurity training program certified under Texas Government Code Section 


2054.519 by the Texas Department of Information Resources. 


(5) Establish, implement and maintain appropriate sanctions against any member of its 
Workforce or Subcontractor who fails to comply with this DUA, the Base Contract or applicable law. 


Contractor shall maintain evidence of sanctions and produce it to HHS upon request.    


(6) Obtain prior written approval of HHS, to disclose or provide access to any Confidential 
Information on the basis that such act is Required by Law, so that HHS may have the opportunity to object 


to the disclosure or access and seek appropriate relief.  If HHS objects to such disclosure or access, 


Contractor shall refrain from disclosing or providing access to the Confidential Information until HHS has 


exhausted all alternatives for relief.    


(7) Certify that its Authorized Users each have a demonstrated need to know and have access 
to Confidential Information solely to the minimum extent necessary to accomplish the Authorized Purpose 


and that each has agreed in writing to be bound by the disclosure and use limitations pertaining to the 


Confidential Information contained in this DUA.  Contractor and its Subcontractors shall maintain at all 


times an updated, complete, accurate list of Authorized Users and supply it to HHS upon request.   


(8) Provide, and shall cause its Subcontractors and agents to provide, to HHS periodic written 
confirmation of compliance with controls and the terms and conditions of this DUA.  


(9) Return to HHS or Destroy, at HHS’s election and at Contractor’s expense, all Confidential 
Information received from HHS or created or maintained by Contractor or any of Contractor’s agents or 


Subcontractors on HHS's behalf upon the termination or expiration of this DUA, if reasonably feasible and 


permitted by law.  Contractor shall certify in writing to HHS that all such Confidential Information has 


been Destroyed or returned to HHS, and that Contractor and its agents and Subcontractors have retained no 


copies thereof.  Notwithstanding the foregoing, Contractor acknowledges and agrees that it may not Destroy 


any Confidential Information if federal or state law, or HHS record retention policy or a litigation hold 


notice prohibits such Destruction.  If such return or Destruction is not reasonably feasible, or is 


impermissible by law, Contractor shall immediately notify HHS of the reasons such return or Destruction 


is not feasible and agree to extend the protections of this DUA to the Confidential Information for as long 


as Contractor maintains such Confidential Information.   


(10) Complete and return with the Base Contract to HHS, attached as Attachment 2 to this DUA, 
the HHS Security and Privacy Initial Inquiry (SPI) at https://hhs.texas.gov/laws-


regulations/forms/miscellaneous/hhs-information-security-privacy-initial-inquiry-spi.  The SPI identifies 


basic privacy and security controls with which Contractor must comply to protect Confidential Information.  


Contractor shall comply with periodic security controls compliance assessment and monitoring by HHS as 


required by state and federal law, based on the type of Confidential Information Contractor creates, receives, 


maintains, uses, discloses or has access to and the Authorized Purpose and level of risk.  Contractor's 



https://hhs.texas.gov/laws-regulations/forms/miscellaneous/hhs-information-security-privacy-initial-inquiry-spi

https://hhs.texas.gov/laws-regulations/forms/miscellaneous/hhs-information-security-privacy-initial-inquiry-spi
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security controls shall be based on the National Institute of Standards and Technology (NIST) Special 


Publication 800-53.  Contractor shall update its security controls assessment whenever there are significant 


changes in security controls for HHS Confidential Information and shall provide the updated document to 


HHS.  HHS also reserves the right to request updates as needed to satisfy state and federal monitoring 


requirements.    


(11) Comply with the HHS Acceptable Use Policy (AUP) and require each Subcontractor and


Workforce member who has direct access to HHS Information Resources, as defined in the AUP, to execute 


an HHS Acceptable Use Agreement.   


(12) Only conduct secure transmissions of Confidential Information whether in paper, oral or


electronic form.  A secure transmission of electronic Confidential Information in motion includes secure 


File Transfer Protocol (SFTP) or encryption at an appropriate level as required by rule, regulation or law. 


Confidential Information at rest requires encryption unless there is adequate administrative, technical, and 


physical security as required by rule, regulation or law.  All electronic data transfer and communications of 


Confidential Information shall be through secure systems. Contractor shall provide proof of system, media 


or device security and/or encryption to HHS no later than 48 hours after HHS's written request in response 


to a compliance investigation, audit, or the Discovery of a Breach.  HHS may also request production of 


proof of security at other times as necessary to satisfy state and federal monitoring requirements.   


Deidentification of Confidential Information in accordance with HIPAA de-identification standards is 


deemed secure.  


(13) Designate and identify a person or persons, as Privacy Official and Information Security


Official, each of whom is authorized to act on behalf of Contractor and is responsible for the development 


and implementation of the privacy and security requirements in this DUA.  Contractor shall provide name 


and current address, phone number and e-mail address for such designated officials to HHS upon execution 


of this DUA and prior to any change.  Upon written notice from HHS, Contractor shall promptly remove 


and replace such official(s) if such official(s) is not performing the required functions.  


(14) Make available to HHS any information HHS requires to fulfill HHS's obligations to


provide access to, or copies of, Confidential Information in accordance with applicable laws, regulations or 


demands of a regulatory authority relating to Confidential Information.  Contractor shall provide such 


information in a time and manner reasonably agreed upon or as designated by the applicable law or 


regulatory authority.   


(15) Comply with the following laws and standards if applicable to the type of Confidential


Information and Contractor's Authorized Purpose: 


• Title 1, Part 10, Chapter 202, Subchapter B, Texas Administrative Code;


• The Privacy Act of 1974;


• OMB Memorandum 17-12;


• The Federal Information Security Management Act of 2002 (FISMA);


• The Health Insurance Portability and Accountability Act of 1996 (HIPAA);


• Internal Revenue Publication 1075 – Tax Information Security Guidelines for Federal, State


and Local Agencies;


• National Institute of Standards and Technology (NIST) Special Publication 800-66 Revision 1


– An Introductory Resource Guide for Implementing the Health Insurance Portability and


Accountability Act (HIPAA) Security Rule;



http://info.sos.state.tx.us/pls/pub/readtac$ext.ViewTAC?tac_view=5&ti=1&pt=10&ch=202&sch=B&rl=Y

http://info.sos.state.tx.us/pls/pub/readtac$ext.ViewTAC?tac_view=5&ti=1&pt=10&ch=202&sch=B&rl=Y

http://info.sos.state.tx.us/pls/pub/readtac$ext.ViewTAC?tac_view=5&ti=1&pt=10&ch=202&sch=B&rl=Y

http://www.gpo.gov/fdsys/pkg/USCODE-2009-title44/html/USCODE-2009-title44-chap35-subchapIII.htm

http://www.gpo.gov/fdsys/pkg/USCODE-2009-title44/html/USCODE-2009-title44-chap35-subchapIII.htm

http://www.gpo.gov/fdsys/pkg/USCODE-2009-title44/html/USCODE-2009-title44-chap35-subchapIII.htm

http://www.irs.gov/pub/irs-pdf/p1075.pdf

http://www.irs.gov/pub/irs-pdf/p1075.pdf

http://www.irs.gov/pub/irs-pdf/p1075.pdf

http://csrc.nist.gov/publications/nistpubs/800-66-Rev1/SP-800-66-Revision1.pdf

http://csrc.nist.gov/publications/nistpubs/800-66-Rev1/SP-800-66-Revision1.pdf

http://csrc.nist.gov/publications/nistpubs/800-66-Rev1/SP-800-66-Revision1.pdf
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• NIST Special Publications 800-53 and 800-53A – Recommended Security Controls for Federal 


Information Systems and Organizations, as currently revised; 


• NIST Special Publication 800-47 – Security Guide for Interconnecting Information 


Technology Systems; 


• NIST Special Publication 800-88, Guidelines for Media Sanitization; 


• NIST Special Publication 800-111, Guide to Storage of Encryption Technologies for End User 


Devices containing PHI; 


• Family Educational Rights and Privacy Act 


• Texas Business and Commerce Code, Chapter 521; 


• Any other State or Federal law, regulation, or administrative rule relating to the specific HHS 


program area that Contractor supports on behalf of HHS. 


(16) Be permitted to use or disclose Confidential Information for the proper management and 


administration of Contractor or to carry out Contractor’s legal responsibilities, except as otherwise 


limited by this DUA, the Base Contract, or law applicable to the Confidential Information, if: 


(a) Disclosure is Required by Law; 


(b) Contractor obtains reasonable assurances from the person to whom the information is 


disclosed that the person shall: 


1. Maintain the confidentiality of the Confidential Information in accordance with 


this DUA; 


2. Use or further disclose the information only as Required by Law or for the 


Authorized Purpose for which it was disclosed to the person; and 


3. Notify Contractor in accordance with Section 4.01 of a Breach of Confidential 


Information that the person Discovers or should have Discovered with the exercise of 


reasonable diligence. 


 (C) With respect to ALL Confidential Information, Contractor shall NOT: 


(1) Attempt to re-identify or further identify Confidential Information that has been 


deidentified, or attempt to contact any persons whose records are contained in the Confidential Information, 


except for an Authorized Purpose, without express written authorization from HHS.   


(2) Engage in prohibited marketing or sale of Confidential Information. 


(3) Permit, or enter into any agreement with a Subcontractor to, create, receive, maintain, use, 


disclose, have access to or transmit Confidential Information, on behalf of HHS without requiring that 


Subcontractor  first execute either the Form Subcontractor Agreement, Attachment 1, or Contractor’s own 


Subcontractor agreement that ensures that the Subcontractor shall comply with the same safeguards and 


restrictions contained in this DUA for Confidential Information.  Contractor is directly responsible for its 


Subcontractors’ compliance with, and enforcement of, this DUA.   


 


 


 


 



http://csrc.nist.gov/publications/nistpubs/800-53-Rev3/sp800-53-rev3-final_updated-errata_05-01-2010.pdf

http://csrc.nist.gov/publications/nistpubs/800-53-Rev3/sp800-53-rev3-final_updated-errata_05-01-2010.pdf

http://csrc.nist.gov/publications/nistpubs/800-53-Rev3/sp800-53-rev3-final_updated-errata_05-01-2010.pdf

http://csrc.nist.gov/publications/nistpubs/800-53-Rev3/sp800-53-rev3-final_updated-errata_05-01-2010.pdf

http://csrc.nist.gov/

http://csrc.nist.gov/

http://csrc.nist.gov/
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ARTICLE 4.  BREACH NOTICE, REPORTING AND CORRECTION REQUIREMENTS 


Section 4.01.   Cooperation and Financial Responsibility.   


(A) Contractor shall, at Contractor’s expense, cooperate fully with HHS in investigating,


mitigating to the extent practicable, and issuing notifications as directed by HHS, for any Breach of 


Confidential Information.    


(B) Contractor shall make Confidential Information in Contractor’s possession available


pursuant to the requirements of HIPAA or other applicable law upon a determination of a Breach. 


(C) Contractor’s obligation begins at the Discovery of a Breach and continues as long as related


activity continues, until all effects of the Breach are mitigated to HHS’s satisfaction (the "incident response 


period").   


Section 4.02. Initial Breach Notice.  


For federal information obtained from a federal system of records, including Federal Tax Information and 


Social Security Administration Data (which includes Medicaid and other governmental benefit program 


Confidential Information), Contractor shall notify HHS of the Breach within the first consecutive clock 


hour of Discovery.  The Base Contract shall specify whether Confidential Information is obtained from a 


federal system of records.  For all other types of Confidential Information Contractor shall notify HHS of 


the Breach not more than 24 hours after Discovery, or in a timeframe otherwise approved by HHS in 


writing.  Contractor shall initially report to HHS's Privacy and Security Officers via email at: 


privacy@HHSC.state.tx.us and to the HHS division responsible for the Base Contract.  


Contractor shall report all information reasonably available to Contractor about the Breach. 


Contractor shall provide contact information to HHS for Contractor's single point of contact who will 


communicate with HHS both on and off business hours during the incident response period.  


Section 4.03 Third Business Day Notice:  No later than 5 p.m. on the third business day after Discovery, 


or a time within which Discovery reasonably should have been made by Contractor of a Breach of 


Confidential Information, Contractor shall provide written notification to HHS of all reasonably available 


information about the Breach, and Contractor's investigation, including, to the extent known to Contractor:  


a. The date the Breach occurred;


b. The date of Contractor's and, if applicable, Subcontractor's Discovery;


c. A brief description of the Breach, including how it occurred and who is responsible (or


hypotheses, if not yet determined);


d. A brief description of Contractor's investigation and the status of the investigation;


e. A description of the types and amount of Confidential Information involved;


f. Identification of and number of all individuals reasonably believed to be affected, including


first and last name of the individual and if applicable, the Legally authorized representative, last


known address, age, telephone number, and email address if it is a preferred contact method;


g. Contractor’s initial risk assessment of the Breach demonstrating whether individual or other


notices are required by applicable law or this DUA for HHS approval, including an analysis of


whether there is a low probability of compromise of the Confidential Information or whether any


legal exceptions to notification apply;


h. Contractor's recommendation for HHS’s approval as to the steps individuals and/or Contractor


on behalf of individuals, should take to protect the individuals from potential harm, including
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Contractor’s provision of notifications, credit protection, claims monitoring, and any specific 


protections for a Legally Authorized Representative to take on behalf of an individual with 


special capacity or circumstances; 


i. The steps Contractor has taken to mitigate the harm or potential harm caused (including without


limitation the provision of sufficient resources to mitigate);


j. The steps Contractor has taken, or will take, to prevent or reduce the likelihood of recurrence


of a similar Breach;


k. Identify, describe or estimate of the persons, Workforce, Subcontractor, or individuals and any


law enforcement that may be involved in the Breach;


l. A reasonable schedule for Contractor to provide regular updates regarding response to the


Breach, but no less than every three (3) business days, or as otherwise directed by HHS in


writing, including information about risk estimations, reporting, notification, if any, mitigation,


corrective action, root cause analysis and when such activities are expected to be completed;


and


m. Any reasonably available, pertinent information, documents or reports related to a Breach that


HHS requests following Discovery.


Section 4.04.  Investigation, Response and Mitigation. 


(A) Contractor shall immediately conduct a full and complete investigation, respond to the


Breach, commit necessary and appropriate staff and resources to expeditiously respond, and report


as required to HHS for incident response purposes and for purposes of HHS’s compliance with


report and notification requirements, to the satisfaction of HHS.


(B) Contractor shall complete or participate in a risk assessment as directed by HHS following


a Breach, and provide the final assessment, corrective actions and mitigations to HHS for review


and approval.


(C) Contractor shall fully cooperate with HHS to respond to inquiries and/or proceedings by


state and federal authorities, persons and/or individuals about the Breach.


(D) Contractor shall fully cooperate with HHS's efforts to seek appropriate injunctive relief or


otherwise prevent or curtail such Breach, or to recover or protect any Confidential Information,


including complying with reasonable corrective action or measures, as specified by HHS in a


Corrective Action Plan if directed by HHS under the Base Contract.


Section 4.05.  Breach Notification to Individuals and Reporting to Authorities. 


(A) HHS may direct Contractor to provide Breach notification to individuals, regulators or


third-parties, as specified by HHS following a Breach.


(B) Contractor must comply with all applicable legal and regulatory requirements in the time,


manner and content of any notification to individuals, regulators or third-parties, or any notice


required by other state or federal authorities, including without limitation, notifications required by


Texas Business and Commerce Code, Chapter 521.053(b) and HIPAA.  Notice letters will be in


Contractor's name and on Contractor's letterhead, unless otherwise directed by HHS, and will


contain contact information, including the name and title of Contractor's representative, an email


address and a toll-free telephone number, for the individual to obtain additional information.


(C) Contractor shall provide HHS with draft notifications for HHS approval prior to


distribution and copies of distributed and approved communications.
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(D) Contractor shall have the burden of demonstrating to the satisfaction of HHS that any


required notification was timely made.   If there are delays outside of Contractor's control,


Contractor shall provide written documentation to HHS of the reasons for the delay.


(E) If HHS directs Contractor to provide notifications, HHS shall, in the time and manner


reasonably requested by Contractor, cooperate and assist with Contractor’s information requests in


order to make such notifications.


ARTICLE 5.  GENERAL PROVISIONS 


Section 5.01 Ownership of Confidential Information 


Contractor acknowledges and agrees that the Confidential Information is and shall remain the property of 


HHS. Contractor agrees it acquires no title or rights to the Confidential Information.   


Section 5.02 HHS Commitment and Obligations 


HHS will not request Contractor to create, maintain, transmit, use or disclose PHI in any manner that would 


not be permissible under applicable law if done by HHS.    


Section 5.03     HHS Right to Inspection 


At any time upon reasonable notice to Contractor, or if HHS determines that Contractor has violated this 


DUA, HHS, directly or through its agent, will have the right to inspect the facilities, systems, books and 


records of Contractor to monitor compliance with this DUA.  For purposes of this subsection, HHS’s 


agent(s) include, without limitation, the HHS Office of the Inspector General, the Office of the Attorney 


General of Texas, the State Auditor’s Office, outside consultants, legal counsel or other designee.     


Section 5.04      Term; Termination of DUA; Survival  


This DUA will be effective on the date on which Contractor executes the Base Contract and will terminate 


upon termination of the Base Contract and as set forth herein.  If the Base Contract is extended, this DUA 


is extended to run concurrent with the Base Contract.  


(A) If HHS determines that Contractor has violated a material term of this DUA; HHS may in its


sole discretion: 


(1) Exercise any of its rights including but not limited to reports, access and inspection under


this DUA and/or the Base Contract; or


(2) Require Contractor to submit to a corrective action plan, including a plan for monitoring


and plan for reporting as HHS may determine necessary to maintain compliance with this DUA; or


(3) Provide Contractor with a reasonable period to cure the violation as determined by HHS;


or


(4) Terminate the DUA and Base Contract immediately and seek relief in a court of competent


jurisdiction in Travis County, Texas.


Before exercising any of these options, HHS will provide written notice to Contractor describing the 


violation and the action it intends to take.   


(B) If neither termination nor cure is feasible, HHS shall report the violation to the applicable regulatory


authorities.
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(C) The duties of Contractor or its Subcontractor under this DUA survive the expiration or termination


of this DUA until all the Confidential Information is Destroyed or returned to HHS, as required by this


DUA.


Section 5.05     Injunctive Relief 


(A) Contractor acknowledges and agrees that HHS may suffer irreparable injury if Contractor


or its Subcontractor fails to comply with any of the terms of this DUA with respect to the Confidential 


Information or a provision of HIPAA or other laws or regulations applicable to Confidential Information.   


(B) Contractor further agrees that monetary damages may be inadequate to compensate HHS


for Contractor's or its Subcontractor's failure to comply.  Accordingly, Contractor agrees that HHS will, in 


addition to any other remedies available to it at law or in equity, be entitled to seek injunctive relief without 


posting a bond and without the necessity of demonstrating actual damages, to enforce the terms of this 


DUA.   


Section 5.06     Indemnification 


Contractor shall indemnify, defend and hold harmless HHS and its respective Executive Commissioner, 


employees, Subcontractors, agents (including other state agencies acting on behalf of HHS) or other 


members of HHS’ Workforce (each of the foregoing hereinafter referred to as “Indemnified Party”) against 


all actual and direct losses suffered by the Indemnified Party and all liability to third parties arising from or 


in connection with any breach of this DUA or from any acts or omissions related to this DUA by Contractor 


or its employees, directors, officers, Subcontractors, or agents or other members of Contractor’s Workforce.  


The duty to indemnify, defend and hold harmless is independent of the duty to insure.  Upon demand, 


Contractor shall reimburse HHS for any and all losses, liabilities, lost profits, fines, penalties, costs or 


expenses (including costs of required notices, investigation, and mitigation of a Breach, fines or penalties 


imposed on an Indemnified Party by a regulatory authority, and reasonable attorneys’ fees) which may be 


imposed upon any Indemnified Party to the extent caused by and which results from the Contractor’s failure 


to meet any of its obligations under this DUA.  Contractor’s obligation to defend, indemnify and hold 


harmless any Indemnified Party will survive the expiration or termination of this DUA.  


Section 5.07     Insurance 


(A) In addition to any insurance required in the Base Contract, at HHS's option, HHS may


require Contractor to maintain, at its expense, the special and/or custom first- and third-party insurance 


coverages, including without limitation data breach, cyber liability, crime theft and notification expense 


coverages, with policy limits sufficient to cover any liability arising under this DUA, naming the State 


of Texas, acting through HHS, as an additional named insured and loss payee, with primary and 


noncontributory status.    


(B) Contractor shall provide HHS with written proof that required insurance coverage is in


effect, at the request of HHS. 


Section 5.08     Entirety of the Contract 


This DUA is incorporated by reference into the Base Contract and, together with the Base Contract, 


constitutes the entire agreement between the parties.  No change, waiver, or discharge of obligations arising 


under those documents will be valid unless in writing and executed by the party against whom such change, 


waiver, or discharge is sought to be enforced.    
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Section 5.09     Automatic Amendment and Interpretation  


Upon the effective date of any amendment or issuance of additional regulations to any law applicable to 


Confidential Information, this DUA will automatically be amended so that the obligations imposed on HHS 


and/or Contractor remain in compliance with such requirements.  Any ambiguity in this DUA will be 


resolved in favor of a meaning that permits HHS and Contractor to comply with laws applicable to 


Confidential Information.  


Section 5.10 Notices; Requests for Approval 


All notices and requests for approval related to this DUA must be directed to the HHS Chief Privacy Officer 


at privacy@hhsc.state.tx.us.  
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ATTACHMENT 1.  SUBCONTRACTOR AGREEMENT FORM 


HHS CONTRACT NUMBER 


_________________________________ 


The DUA between HHS and Contractor establishes the permitted and required uses and 


disclosures of Confidential Information by Contractor.    


Contractor has subcontracted with____________________________________ (Subcontractor) 


for performance of duties on behalf of CONTRACTOR which are subject to the DUA.  


Subcontractor acknowledges, understands and agrees to be bound by the same terms and 
conditions applicable to Contractor under the DUA, incorporated by reference in this 


Agreement, with respect to HHS Confidential Information. Contractor and Subcontractor agree 


that HHS is a third-party beneficiary to applicable provisions of the subcontract.   


HHS has the right, but not the obligation, to review or approve the terms and conditions of the 


subcontract by virtue of this Subcontractor Agreement Form.   


Contractor and Subcontractor assure HHS that any Breach as defined by the DUA that 


Subcontractor Discovers shall be reported to HHS by Contractor in the time, manner and content 


required by the DUA.  


If Contractor knows or should have known in the exercise of reasonable diligence of a pattern 


of activity or practice by Subcontractor that constitutes a material breach or violation of the 


DUA or the Subcontractor's obligations, Contractor shall:  


1. Take reasonable steps to cure the violation or end the violation, as applicable;


2. If the steps are unsuccessful, terminate the contract or arrangement with Subcontractor,


if feasible;


3. Notify HHS immediately upon Discovery of the pattern of activity or practice of


Subcontractor that constitutes a material breach or violation of the DUA and keep HHS


reasonably and regularly informed about steps Contractor is taking to cure or end the


violation or terminate Subcontractor's contract or arrangement.


This Subcontractor Agreement Form is executed by the parties in their capacities 


indicated below.  


CONTRACTOR            SUBCONTRACTOR  


BY: BY:  


NAME: NAME:_________________________________  


TITLE: TITLE:_________________________________ 


DATE 


______________________________ 


______________________________ 


_______________________, 202  .  DATE:_________________________________  


HHS Data Use Agreement v. 8.5 





